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Chapter 1 Frontline Hardware & Software

Frontline Test Equipment family of protocol analyzers work with the following technologies.
« Classic Bluetooth

e Bluetooth low energy

o Dual Mode Bluetooth (simultaneous Classic and low energy)

o Bluetooth Coexistence: Bluetooth with 802.11 Wi-Fi

« Bluetooth HCI (USB, SD, High Speed UART)

e« NFC

o 802.11 (Wi-Fi)

« SD

o HSU (High Speed UART)

The Frontline hardware interfaces with your computer that is running our robust software engine called the
ComProbe Protocol Analysis System or Frontline software. Whether you are sniffing the air or connecting directly
to the chip Frontline analyzers use the same powerful Frontline software to help you test, troubleshoot, and
debug communications faster.

Frontline software is an easy to use and powerful protocol analysis platform. Simply use the appropriate Frontline
hardware or write your own proprietary code to pump communication streams directly into the Frontline
software where they are decoded, decrypted, and analyzed. Within the Frontline software you see packets,
frames, events, coexistence, binary, hex, radix, statistics, errors, and much more.

This manual is a user guide that takes you from connecting and setting up the hardware through all of the
Frontline software functions for your Frontline hardware. Should you have any questions contact the Frontline
Technical Support Team.

Frontline Sodera User Manual 1
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1.1 What is in this manual

The Frontline User Manual comprises the following seven chapters. The chapters are organized in the sequence
you would normally follow to capture and analyze data: set up, configure, capture, analyze, save. You can read
them from beginning to end to gain a complete understanding of how to use the Frontline hardware and software
or you can skip around if you only need a refresher on a particular topic. Use the Contents, Index, and Glossary to
find the location of particular topics.

« Chapter 1 Frontline Hardware and Software. This chapter will describe the minimum computer
requirements and how to install the software.

o Chapter 2 Getting Started. Here we describe how to set up and connect the hardware, and how to apply
power. This chapter also describes how to start the Frontline software in Data Capture Methods. You will be
introduced to the Control window that is the primary operating dialog in the Frontline software.

« Chapter 3 Configuration Settings. The software and hardware is configured to capture data. Configuration
settings may vary for a particular Frontline analyzer depending on the technology and network being sniffed.
There are topics on configuring protocol decoders used to disassemble packets into frames and events.

« Chapter 4 Capturing and Analyzing Data. This Chapter describes how to start a capture session and how to
observe the captured packets, frames, layers and events.

o Chapter 5 Navigating and Searching the Data. Here you will find how to move through the data and how to
isolate the data to specific events, often used for troubleshooting device design problems.

« Chapter 6 Saving and Importing Data. When a live capture is completed you may want to save the captured
data for future analysis, or you may want to import a captured data set from another developer or for use in
interoperability testing. This chapter will explain how to do this for various data file formats.

« Chapter 7 General Information. This chapter provides advanced system set up and configuration information,
timestamping information, and general reference information such as ASCII, baudot, and EBCDIC codes. This
chapter also provides information on how to contact Frontline's Technical Support team should you need
assistance.

1.2 Computer Minimum System Requirements
Frontline supports the following computer systems configurations:
o Operating System: Windows 7/8/10
o USB Port: USB 2.0 High-Speed or or later
The Frontline software must operate on a computer with the following minimum characteristics.
e Processor: Core i5 processor at 2.7 GHz
« RAM: 4 GB

o Free Hard Disk Space on C: drive: 20 GB
1.3 Software Installation

Download the installation software from FTE.com. Once downloaded, double-click the installer and follow the
directions.

Use this link: http://www.fte.com/sodera-soft.

2 Frontline Sodera User Manual
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Chapter 2 Getting Started

In this chapter we introduce you to the Frontline hardware and show how to start the Frontline analyzer software
and explain the basic software controls and features for conducting the protocol analysis.

2.1 Sodera™ Hardware

2.1.1 Front Panel Controls

Frontline Sodera™ front panel is shown below. The panel provides controls to power up and shut down the
Frontline Sodera hardware, and it provides indicators to show the power, battery, and capture status.

Frontline Sodera User Manual 3
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Excursion
Mode

Battery Charge
Indicator

| Antenna Connector,SMA
{Hidden in this view)

Power and Capture Indicators

e Power Button

Figure 2.1 - Sodera Front Panel Controls and Indicators

Power On/Off Button: Press and hold the button for at least 1/2 second, and then release the button to power on
or power off the system.

Pressing and holding the button for at least five seconds will initiate an emergency shut down sequence.
Status Indicators: Colored LEDs show the status of power and capture.

Table 2.1 - Sodera Front Panel Status Indicators
Indicator Color State Status Indicated

Power None | Off Unit is powered off

Green | Constant Unit is switched on

Red (Blinking Unit is approaching its maximum thermal load and should be shut
down.

Constant Unit has been automatically disabled due to thermal overload.

Amber | Constant Unit is powering down.

Battery State None [ Off No battery present

Green | Constant Battery present and is at normal operating voltage

Slow Flash | Battery charging

Amber | Fast Flash | Battery fault

4 Frontline Sodera User Manual
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Table 2.1 - Sodera Front Panel Status Indicators(continued)
Indicator Color State Status Indicated

Host Interface [ None [ Off No host interface is connected.

Green | Constant Host interface is connected.

Amber | Constant Internal error

Capture None | Off Unit is not actively capturing data

Green [ Constant Unit is capturing data

Red |Constant Unit has engaged RF overload protection; the RF signal is too
strong.

Antenna SMA Connector: Antenna attaching point.

Battery Charge : The following table shows the charge state of the installed battery. When the battery is not
installed, all LEDs are off except when the unit is in the process of powering up. In that case they repeatedly light
up in sequence.

Table 2.2 - Sodera Battery Charge State LED
Indicators
| Indicator LEDs | Charge Status

0,
00000 Greater than 80%

0,
o00ee Between 60 and 80%

0,
D D D _. . Between 40 and 60%

0,
0000e® Between 20 and 40%

0,
D. . _. . Less than 20%

._ ._ . .' Not Active

Excursion Mode: When configured for Excursion mode, pressing this button will begin data capture—the same as
the Record/Recording button on the Sodera Window Capture Toolbar. The Excursion Mode button is inactive
when Sodera is connected to a computer . To operate in the Excursion mode, the Sodera hardware must have
been previously configured from the Frontline software prior to disconnecting from the computer. The Sodera
hardware will retain those configuration settings when disconnected from the computer. See Capture Options

Dialog on page 38.

2.1.2 Rear Panel Connectors

The rear panel is shown below. The panel provides connectors for external power, ProbeSync™, HCI, and for
connection to the computer hosting the Frontline software.

Frontline Sodera User Manual
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== &

9-17VDC

|
L

PROBESYNC TRIGGER = HCIUSB1—— =—=HClUSB2=—="1"" PC HOST

ouT

Figure 2.2 - Sodera Rear Panel Connectors

+12VDC: Connection to the Frontline supplied AC-to-DC power adapter, or a 12 VDC auxiliary vehicle outlet
system can be used.

ProbeSync™ IN/OUT: Used for synchronizing multiple capture devices. Sodera can act as a clock source (master)
device providing the clock to synchronize timestamping with connected target (slave) devices. When operating as
a master device the OUT RIJ-45 connector provides the synchronizing clock. The synchronizing clock can be
attached to a slave Frontline Sodera or a Frontline 802.11, for example. When operating as a slave device, the IN
RJ-45 connector receives the synchronizing clock from a master Sodera unit.

HCI USB 1/HCI USB 2:USB Type B and a USB Type A connectors allow capture of HCI USB data. HCI USB 1 and HClI
USB 2 are independent groupings of the Type A and Type B connectors. The HCI USB 1 connectors use the same
Sodera unit internal interface as the Sodera HClI POD1 UART pins. Likewise the HCI USB 2 connectors use the same
internal interface as the Sodera HCI POD2 UART pins. Therefore you cannot simultaneously capture USB and UART
on the "1" interface or on the "2" interface. Refer to Connecting for USB Capture on page 17 and to Connecting
for HCI/WCI-2 & Logic Capture on page 14.

PC HOST : USB 2.0 port for connecting Sodera to the host computer where the Frontline software resides. This
connector provides host computer command, control, and data transfer.

Note: At this time all other rear panel connectors are inactive.

Frontline Sodera User Manual
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2.1.3 Attach Antenna

Figure 2.3 - Antenna Attachment Point

Remove the Frontline Sodera™ hardware from the box and attach the antenna to the SMA connector on the front
panel.

2.1.4 Applying Power

The Sodera hardware is powered by three methods: the Frontline supplied AC-to-DC adapter, an external DC
power source that can include power from an automobile auxiliary power source and an optional internal battery.

To apply power to Sodera use one of the three methods:

1. Connectthe provided AC-to-DC power adapter to the +12VDC connector on the rear panel and then
connect the adapter into an AC source.

2. Connect a DC power source supplying +12 VDC directly to the +12VDC connector on the rear panel.
3. Install the battery.

To start Sodera, depress the Power button on the front panel for at least 1/2 second and then release . This action
will provide a clean start for Sodera hardware. The battery charge state indicator LEDs will repeatedly flash in
sequence while the unit powers up.

The front panel Power indicator LED will be green.

Should the front panel Power indicator begin blinking red, the Sodera hardware is approaching thermal overload
temperature between 50 °C and 60 °C (122 °F and 140 °F) and should be shut down. When the hardware reaches
thermal overload it will automatically shut down and the Power indicator will be a constant red.

Frontline Sodera User Manual
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2.1.5 Battery Power

Frontline Sodera™ has an internal battery power option that allows the user to extend the range of the analyzer to
include locations without easy access to external power sources. The battery installation is not necessary to
operate Sodera with an external AC or DC power source.

The battery is an intelligent lithium rechargeable battery. Frontline Sodera hardware will operate solely on battery
power for at least one hour. The battery is charged with an external charging unit or can be charged when
installed provided Sodera is connected to an external power source.

2.1.5.1 Battery Install

Turn off power and disconnect the external power source.

Figure 2.4 - Sodera Battery Compartment with Cover Opened

To change or install a battery, start by opening the battery compartment by turning the fastener counterclockwise.
The cover is held in place by two tabs on the side opposite the fastener. Slide the cover towards the rear
connector panel.

8 Frontline Sodera User Manual
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Figure 2.5 - Sodera Battery Removal Using the Tab

If changing the battery, remove the battery from the compartment by lifting on the tab attached to the battery
and carefully lifting it upwards until free of the contacts.

Frontline Sodera User Manual
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Connector
[on bottom alde)

Figure 2.6 - Sodera Battery Connectors, bottom side shown.

To install the battery, position the battery connectors over the connecters in the Sodera battery compartment.
Gently press down until the battery makes firm contact.

10 Frontline Sodera User Manual
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Figure 2.7 - Sodera Battery: Press to Make Contact

Insert the battery cover tabs in the slots towards the Sodera front panel. Lower the cover and use a screw driver
to turn the fastener clockwise until it is firmly engaged.

Frontline Sodera User Manual 1
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12

Figure 2.8 - Sodera Battery Cover: Insert Tabs
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Sodera Battery Cover, turn clockwise to secure

After installing the battery, apply power to the Sodera and power it up. Check the battery charge on the front
panel Battery Charge LEDs. If a charge is necessary, keep the Sodera connected to an external power source
until the battery is fully charged.

Note: When using the Sodera in Excursion mode and powered by the battery, it is
recommended to have a fully charged battery before beginning data capture.

2.1.6 Connecting for ProbeSync™

ProbeSync allows a Frontline Sodera unit and a 802.11 hardware to be connected together to run off of a
common clock, ensuring precise timestamp synchronization while capturing Bluetooth and WiFi technologies..
One device will act as the master device by providing the clock to the slave device receiving the clock. The
devices are connected in a daisy-chain configuration. The Sodera unit must be the master device. Refer to the
following tables, to Rear Panel Connectors on page 5, and to the 802.11 rear panel image below.

Frontline Sodera User Manual 13
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Table 2.3 - Sodera Synced to 802.11

Chapter 2 Getting Started

Sodera 802.11
Sodera|802.11 5o SEESYNC OUTIPROBESYNC IN|OUT|IN
Master | Slave X X

Using a CAT 5 Ethernet cable, less than 1.5 meters (4.9 feet), insert one end into the master device connector.
Insert the other end into the slave device connector.

Each master/slave device will have a separate datasource window open. The Bluetooth and WiFi packets can be
viewed in the Coexistence View for either datasource.

Cure O 2.1 1

BOZ.11 &/'bfRH ProTooOw ANALYZER

|

o

Figure 2.9 - ComProbe 802.11 Back Panel

2.1.7 Connecting for HCI/WCI-2 & Logic Capture

To capture UART data at the Bluetooth Host Controller processor interface using a wired connection:

Note: SPI and SDIO capture is currently not available.

e Connect an HCI Pod to the bottom of the Sodera unitin POD 1 or POD 2.

14
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| A
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1111111 j e LR
I LA

Figure 2.10 - HCI Pods Installed on Sodera

o Attach the HCI Flying Lead assembly to the end of the HCI Pod. The connector is keyed to ensure proper
installation.

Figure 2.11 - HCI Pod with Flying Lead Assembly

Frontline Sodera User Manual 15
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Figure 2.12 - Installing the Flying Lead Assembly on the HCI Pod

o Attach an appropriate Flying Lead Assembly micro-clip to the Bluetooth HCI signal test point in accordance with

the following table.

Table 2.4 - Sodera HCI Interface Pins

ST T’a'l‘;'\";: "ay;'m 5—{Pin|Wire Color
CLK CLK 1 | Yellow
MISO | TX CMD 2 [ White
MOSI | RX DATA 0 | 3 [ White
CSB [ CTS DATA 1 | 4 | White

RTS DATA 2 | 5 | White
DATA 3 | 6 | White
VIOLVL |VIOLVL | 7 |Red
DIG 1 8 | Green
DIG 2 9 | Green
GND GND 10 | Black
GND GND 11 | Black

16
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o Toremove the Flying Lead Assembly from the HCI Pod, depress the release key on the Flying Lead Assembly.

UART Capture Configuration

PWR SPI UART SDIO Header
Release

oix
cMD
DATAQ
DATA 1
S DATA2
DATA3

FEEEELTETL

Figure 2.13 - Flying Lead Assembly Header Release

Successful HCI UART capture requires the following Pod connections.

Table 2.5 - Required UART Layer Connections

Signal Name |Pin| Wire Color Comment

X 2 | White Connect to the Device Under Test (DUT) TX pin.

RX 3 | White Connect to the DUT RX pin.

VIO LVL 7 |Red I/0O voltage reference that designates the threshold for a logic level
"1".. The VIO LVL minimum voltage is 1.65 Vdc. The supplied voltage
needs to be the DUT logic signal level that designates a logic level "1".
Some DUTs will have a VIO signal/tap. If a VIO tap is not available,
use the DUT rail/power supply (Vcc/Vdd). If an I/O reference tap is a
available, use that as the VIO LVL source.

GND 10 | Black Either one of these pins can be used to connect the DUT ground to the

GND 11 | Black HCI pod.

2.1.8 Connecting for USB Capture

The HCI USB connectors are located on the Sodera rear panel connectors (see Rear Panel Connectors on page 5).
USB testing is normally performed by capturing the USB traffic between a USB device and a host computer or
controlling device. In the image below we see the normal configuration of a Bluetooth dongle connected to the
USB port of a laptop computer. To capture the USB traffic, the Sodera unit is placed between the dongle and
laptop computer. Any traffic between the devices is captured through the Sodera HCl interface.

Frontline Sodera User Manual
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N\

Normal Bluetooth dongle and computer configuration

Use a cable to connect the
computer USB port to the

Sodera HCI USB 1 type B Connect dongle to Sodera

HCI USB 1 Type A port.

lo]

®mlinlo

“—HCI USBZ——

Sodera will capture USB traffic between the dongle and computer

Figure 2.14 - Example: Sodera HCI USB Capture Setup

The HCI USB 1 connectors use the same Sodera unit internal interface as the Sodera HCI POD1 UART pins.
Likewise the HCI USB 2 connectors use the same internal interface as the Sodera HCI POD2 UART pins. Therefore
you cannot simultaneously capture USB and UART on the "1" interface or on the "2" interface. You can
simultaneously capture from the HCI USB 1 connectors and the HCI POD2 UART pins and vice versa. Refer to
Menu on page 33.

2.2 Data Capture Methods

This section describes how to load TELEDYNE LECROY Frontline Protocol Analysis System software, and how to
select the data capture method for your specific application.

2.2.1 Opening Data Capture Method

On product installation, the installer creates a folder on the windows desktop labeled "Frontline <version #>".
1. Double-click the " Frontline <version #>" desktop folder

This opens a standard Windows file folder window.
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| v Frontline ComProbe Protocol Analysis Systern 12.11.662.0 »

- Include in library = Share with = Burn Mew folder
ites > Name
sktop = ., Development Tools
whloads i . Documentation
cent Places . Maintenance Tools
ogle Drive @ Capture File Viewer
@ ComProbe 802 11 with Wireshark
iries @ Frontline ComProbe Protocol Analysis System
cuments '

v Dncuments

Selectto open
Capture Methods

Figure 2.15 - Desktop Folder Link

TELEDYNE LECROY

2. Double-click on Frontline ComProbe Protocol Analysis System and the system displays the Select Data

Capture Method... dialog.

Note: You can also access this dialog by selecting Start > All Programs > Frontline
(Version #) > Frontline ComProbe Protocol Analysis System

Select Data Capture Method....

=3 Blustoath A Sniffing

EF=) Yitual Sniffing
£ CPAS Side

----- £ IEEE11073+

&3 Bluetooth Classic/low energy (BP4 600)

Fequires one ComProbe BPA BO0 hardware.

Uszed for typical applications to capture combined Bluetooth Clazzic and
low energy data.

Connected Devices

-
( [ Run ] [ Cancel ] [ Help ] i Create Shortcut When Fun

Figure 2.16 - Example: Select Data Capture Method..., BPA 600
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Three buttons appear at the bottom of the dialog; Run, Cancel, and Help.

Select Data Capture Method dialog buttons
Button Description

Becomes active when a capture method is selected. Starts the selected capture method.

Cancel Closes the dialog and exits the user back to the computer desktop.

Opens Frontline Help. Keyboard shortcut: F1.

i

Help

3. Expand the folder and select the data capture method that matches your configuration.

4. Click on the Run button and the Frontline Control Window will open configured to the selected capture
method.

Note: If you don't need to identify a capture method, then click the Run button to start the
analyzer.

Creating a Shortcut

A checkbox labeled Create Shortcut When Run is located near the bottom
Create Shortcut When Run of the dialog. This box is un-checked by default. Select this checkbox, and the
system creates a shortcut for the selected method, and places it in the
"Frontline ComProbe Protocol Analysis System <version#>" desktop folder and
in the start menu when you click the Run button. This function allows you the option to create a shortcut icon that
can be placed on the desktop. In the future, simply double-click the shortcut to start the analyzer in the associated
protocol.

Supporting Documentation

The Frontline <version #>directory contains supporting documentation for development (Automation,
DecoderScript™, application notes), user documentation (Quick Start Guides and the Frontline User Manual), and
maintenance tools.

2.2.2 Sodera Data Capture Method

When the Frontline Sodera is connected to the Host PC running Frontline Protocol Analysis System software the
Select Data Capture Method... window will display the Sodera options.
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Select Data Capture Method.... =

=3 Wideband Blustool Ar m ComProbeSodera Wideband Bustooth Classic
) Combirned Connection [ClassicNow energy]

=53 Virtual Sniffing
€ FTS Side
) IEEE11073+

Rur [ Cancel ][ Help ] Create Shortcut When Fun

Figure 2.17 - Sodera Data Capture Method
Select Wideband Bluetooth, Bluetooth Classic/low energy (Frontline Sodera)

Click on Run. The Frontline software will display the Sodera Control window.

2.2.3 Frontline ProbeSync™ for Coexistence and Multiple Frontline Device
Capture

ProbeSync™ allows multiple Frontline analyzers to work seamlessly together and to share a common clock. Clock
sharing allows the analyzers to precisely synchronize communications streams and to display resulting packets in a
single shared or coexistent view.

« Classic and low energy Bluetooth sniffing, and 802.11
o ProbeSync configurations include

o One Sodera unit and an 802.11 unit

o Two Sodera units

Refer to the Frontline product for specific information on using ProbeSync.

Frontline Sodera User Manual
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2.3 Control Window

The analyzer displays information in multiple windows, with each window presenting a different type of
information. The Control window opens when the Run button is clicked in the Select Data Capture Method
window. The Control window provides access to each Frontline analyzer functions and settings as well as a brief

overview of the data in the capture file. Each icon on the toolbar represents a different data analysis function. A
sample Control Window is shown below.

-
&) ComProbe Protecol Analysis System - Sodera E‘_lé]

File View Live Options Window Help
B YIS 0 bk

=25 0 mH¥# LEH

Configuration: Classic; Bluetooth LE; Bluetooth HCI; MWS W(CI-2; Logic

Capture file: C:\Users\Public\Decuments'Frontline Test Equipment\My Capture Files\Capture-2016-10-11_104147.cfa
Status: i Running (Capture to Single Filz) 1% used Packets on hjw: 0

For Help Press F1 Packet Decoder (0 pps)  BEaNETFE IR

Figure 2.18 - Control Window

Because the Control window can get lost behind other windows, every window has a Home icon @ that brings
the Control window back to the front. Just click on the Home icon to restore the Control window.

When running the Capture File Viewer, the Control window toolbar and menus contain only those selections
needed to open a capture file and display the About box. Once a capture file is opened, the analyzer limits Control
window functions to those that are useful for analyzing data contained in the current file. Because you cannot
capture data while using Capture File Viewer, data capture functions are unavailable. For example, when
viewing Ethernet data, the Signal Display is not available. The title bar of the Control window displays the name of

the currently open file. The status line (below the toolbar) shows the configuration settings that were in use when
the capture file was created.

2.3.1 Control Window Toolbar

Toolbar icon displays vary according to operating mode and/or data displayed. Available icons appear in color,
while unavailable icons are not visible. Grayed-out icons are available for the Frontline hardware and software
configuration in use but are not active until certain operating conditions occur. All toolbar icons have
corresponding menu bar items or options.

Table 2.6 - Control Window Toolbar Icons

Icon Description

E Open File - Opens a capture file.

% I/0 Settings - Opens settings

Start Analyze - data is being decoded from selected wireless devices. Performs the same
@ | function as setting the Sodera datasource Capture Toolbar Analyze/Analyzing button to
Analyzing. Changing the Analyze/Analyzing button will change the state of this button.
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Table 2.6 - Control Window Toolbar Icons (continued)

Icon Description
Stop Analyze- stops decoding data from selected wireless devices. Performs the same
@ | function as setting the Sodera datasource Capture Toolbar Analyze/Analyzing button to

Analyze. Changing the Analyze/Analyzing button will change the state of this button.

Gl

Save - Saves the capture file.

"
M

Clear - Clears or saves the capture file.

Event Display - (framed data only) Opens a Event Display, with the currently selected bytes
highlighted.

Frame Display - (framed data only) Opens a Frame Display, with the frame of the currently
selected bytes highlighted.

Notes - Opens the Notes dialog.

Cascade - Arranges windows in a cascaded display.

Bluetooth Packet Timeline - Opens the Packet Timeline dialog.

Low energy - Opens the low energy Timeline dialog.

Extract Data/Audio - Opens the Extract Data/Audio dialog.

MSC Chart - Opens the Message Sequence Chart

Bluetooth low energy Packet Error Rate Statistics - Opens the Packet Error Rate Statistics
window.

Bluetooth Classic Packet Error Rate Statistics - Opens the Packet Error Rate Statistics
window.

Logic Analyzer - Opens the logic analyzer used for logic signal and packet timing analysis.

BEE = @HBRE®UNE

Audio Expert System - Opens Audio Expert System window

2.3.2 Configuration Information on the Control Window

TELEDYNE LECROY

The Configuration bar (just below the toolbar) displays the hardware configuration and may include 1/0 settings. It
also provides such things as name of the network card, address information, ports in use, etc.

IC-:unFiguratiDn: Displays hardware configuration, network cards, address information, ports in use, etc. I
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2.3.3 Status Information on the Control Window

The Status bar located just below the Configuration bar on the Control window provides a quick look at current
activity in the analyzer.

|5tat_|s: Paused (Capture to Single File) 1% used Packets on hfw: 0

« Status displays Not Active, Paused or Running and refers to the state of data analysis.
o Not Active means that the analyzer is not currently capturing data.
o Paused means that data capture has been suspended.

o Running means that the analyzer is actively capturing data.

e % Used

The next item shows how much of the buffer or capture file has been filled. For example, if you are
capturing to disk and have specified a 200 Kb capture file, the bar graph tells you how much of the capture
file has been used. When the graph reaches 100%, capture either stops or the file begins to overwrite the
oldest data, depending on the choices you made in the System Settings.

« Utilization/Events

The second half of the status bar gives the current utilization and total number of events seen on the
network. This is the total number of events monitored, not the total number of events captured. The
analyzer is always monitoring the circuit, even when data is not actively being captured. These graphs
allow you to keep an eye on what is happening on the circuit, without requiring you to capture data.

2.3.4 Frame Information on the Control Window

Frame Decoder information is located just below the Status bar on the Control window. It displays two pieces of
information.

IF:::r Help Press F1 Frame Decoder (233 fps) 32011 - 100%

« Frame Decoder (233 fps) displays the number of frames per second being decoded. You can toggle this
display on/off with Ctrl-D, but it is available only during a live capture.

o #132911 displays the total frames decoded.
o 100% displays the percentage of buffer space used.

2.3.5 Control Window Menus

The menus appearing on the Control window vary depending on whether the data is being captured live or
whether you are looking at a .cfa file. The following tables describe each menu.
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TELEDYNE LECROY

Table 2.7 - Control Window File Menu Selections

Mode Selection ok Description
Key
Live Close Closes Live mode.
Capture | Go Live Returns to Live mode
File
Reframe If you need to change the protocol stack used to interpret a
capture file and the framing is different in the new stack, you
need to reframe in order for the protocol decode to be correct. See
Reframing on page 115
Unframe Removes start-of-frame and end-of-frame markers from your
data. SeeUnframing on page 115
Recreate This option is available when you are working with decoders. If
Companion File you change a decoder while working with data, you can recreate
the ".frm file", the companion file to the ".cfa file". Recreating the
".frm file" helps ensure that the decoders will work properly.
Reload Decoders The plug-ins are reset and received frames are decoded again.
Live & Open Capture File Ctrl- | Opens a Windows Open file dialog. at the default location
Capture -0 "...\Public Documents\Frontline Test Equipment\My Capture
File Files\". Capture files have a .cfa extension.
Save Ctrl- | Saves the current capture or capture file. Opens a Windows
S Save As dialog at the default location "...\Public
Documents\Frontline Test Equipment\My Capture Files\".
Exit ComProbe Shuts down the ComProbe Protocol Analysis System and all
Protocol Analysis open system windows.
System
Recent capture files A list of recently opened capture files will appear.

The View menu selections will vary depending on the Frontline analyzer in use.
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Table 2.8 - Control Window View Menu Selections

Mode Selection Hot key Description
Live & Event Display Ctrl- Opens the Event Display window for analyzing byte level
Capture Shift-E | data.
File
Frame Display Ctrl- Opens the Frame Display window for analyzing protocol
Shift-M | level data

Bluetooth Timeline Opens the Bluetooth Timeline window for analyzing
protocol level data in a packet chronological format and in
packet throughput graph.

Coexistence View Opens the Coexistence View window that can
simultaneously display Classic Bluetooth, Bluetooth low
energy, and 802.11 packets and thourghput.

Bluetooth low energy Opens the Bluetooth low energy Timeline window for

Timeline analyzing protocol level data in a packet chronological
format and in packet throughput graph.

Extract Data Audio... Opens the Data/Audio Extraction dialog for pulling data
from decoded Bluetooth protocols.

Bluetooth low energy Opens the Bluetooth low energy PER Stats window to

Packet Error Rate show a dynamic graphical representation of the error rate

Statistics for each low energy channel.

Classic Bluetooth Opens the Classic Bluetooth PER Stats window to show a

Packet Error Rate dynamic graphical representation of the error rate for each

Statistics channel.

Audio Expert System Opens the Audio Expert System window for the purpose of
detecting and reporting audio impairments.

Table 2.9 - Control Window Edit Menu Selections
Mode Selection el Description
key
Capture | Notes Ctrl- Opens the Notes window that allows the user to add
File Shift-O | comments to a capture file.
Table 2.10 - Control Window Live Menu Selections
Mode | Selection | Hot-Key| Description

The following two rows apply only to Sodera

26
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TELEDYNE LECROY

Table 2.10 - Control Window Live Menu Selections (continued)

Mode Selection Hot-Key Description
Live Start Analyze Shift-F5 | Data is being decoded from selected wireless devices.
Performs the same function as setting the Sodera
datasource Capture Toolbar Analyze/Analyzing button to
Analyzing.
Stop Analyze F10 Stops decoding data from selected wireless devices.

Performs the same function as setting the Sodera
datasource Capture Toolbar Analyze/Analyzing button to
Analyze. .

The following rows apply to all Frontline prod

ucts

Live

Clear

Shift-
F10

Clears or saves the capture file.
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Table 2.10 - Control Window Live Menu Selections (continued)

Mode Selection Hot-Key Description
Live & Hardware Settings 0 - Classic
Capture ’ bl
File 1 - Bluetooth low energy

1/0 Settings

0 - Classic

1 - Bluetooth low energy

System Settings

Alt-
Enter

Opens the System Settings dialog for configuring capture
files.

Directories...

Opens the File Locations dialog where the user can change
the default file locations.

Check for New
Releases at Startup

When this selection is enabled, the program automatically
checks for the latest Frontline protocol analyzer software
releases.

Side Names...

Opens the Side Names dialog used to customize the names
of the slave and master wireless devices.

Protocol Stack...

Opens the Select a Stack dialog where the user defines the
protocol stack they want the analyzer to use when decoding
frames.

Set Initial Decoder
Parameters...

Opens the Set Initial Decoder Parameters window. There
may be times when the context for decoding a frame is
missing. For example, if the analyzer captured a response
frame, but did not capture the command frame, then the
decode for the response may be incomplete. The Set Initial
Decoder Parameters dialog provides a means to supply the
context for any frame. The system allows the user to define
any number of parameters and save them in templates for
later use.Each entry in the window takes effect from the
beginning of the capture onward or until redefined in the Set
Subsequent Decoder Parameters dialog. This selection is
not present if no decoder is loaded that supports this feature.

Set Subsequent
Decoder
Parameters...

Opens the Set Subsequent Decoder Parameters dialog
where the user can override an existing parameter at any
frame in the capture. Each entry takes effect from the
specified frame onward or until redefined in this dialog on a
later frame. This selection is not present if no decoder is
loaded that supports this feature.

Automatically
Request Missing
Decoder
Information

When checked, this selection opens a dialog that asking for
missing frame information. When unchecked, the analyzer
decodes each frame until it cannot go further and it stops
decoding. This selection is not present if no decoder is loaded
that supports this feature.

28
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Table 2.10 - Control Window Live Menu Selections (continued)

Mode Selection Hot-Key Description
Enable/Disable When enabled, the Audio Expert System is active, other
Audio Expert wise it is not available. Only available when an Audio Expert
System System licensed device is connected.

The Windows menu selection applies only to the Control window and open analysis windows: Frame Display,
Event Display, Message Sequence Chart, Bluetooth Timeline, Bluetooth low energy Timeline, and
Coexistence View. All other windows, such as the datasource, are not affected by these selections.

Table 2.11 - Control Window Windows Menu Selections

Protocol Analysis
System

Mode Selection Hot-Key Description
Live & Cascade Ctrl-W | Arranges open analysis windows in a cascaded view with
Capture window captions visible.
File
Close All Views Closes Open analysis windows.
Minimize Control When checked, minimizing the Control window also
Minimizes All minimizes all open analysis windows.
Frame Display and When these windows are open the menu will display these
Event Display selections. Clicking on the selection will bring that window to
the front.
Table 2.12 - Control Window Help Menu Selections
Mode Selection Hot-Key Description
Live & Help Topics Opens the Frontline Help window.
Capture . . . .
File About Frontline Provides a pop-up showing the version and release

information, Frontline contact information, and copyright
information.

Support on the Web

Opens a browser to fte.com technical support page.

2.3.6 Minimizing Windows

Windows can be minimized individually or as a group when the Control window is minimized. To minimize
windows as a group:

1. Go tothe Window menu on the Control @ window.

2. Select Minimize Control Minimizes All. The analyzer puts a check next to the menu item, indicating
that when the Control window is minimized, all windows are minimized.

3. Select the menu item again to deactivate this feature.

4. The windows minimize to the top of the operating system Task Bar.
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In this section the Frontline software is used to configure an analyzer for capturing data .
3.1 Sodera™ Configuration and I/O

3.1.1 User Configuration Overview

Frontline® Sodera™ is capable of simultaneously capturing and demodulating all RF channels and packet types
defined in all Bluetooth specification versions up to and including 4.2. The user is not required to specify the
addresses of the devices to be captured or their roles (master or slave) during the connection lifetime. Prior to
capturing data the user does not need to enter any information (PIN, OOB, long term key, link key) used to
encrypt or decrypt data. Sodera provides live simultaneous capture of all 79 Classic Bluetooth channels and 40
Bluetooth low energy channels storing data for both live and post-capture analysis.

Sodera™ uses a two-stage capture-analysis process. First, Record will activate the Sodera™ datasource to begin
capturing data from all Bluetooth devices in range. In the Analyze stage, the user selects one or more wireless or
wired devices for analysis and Sodera™ will begin sending captured data that is to/from those devices to the
Frontline analysis software. The data appears in the Frame Display, Message Sequence Chart, Coexistence
View, Bluetooth Timeline, low energy Bluetooth Timeline, PER Stats, Event Display etc.

If any keys needed for decryption are known from past captures those keys are automatically applied to the
devices under test. Prior to protocol analysis the user can enter any unknown keys. Sodera will identify the
specific key necessary for data decryption, for example Link Key, Passkey, PIN, Temporary Key.

3.1.1.1 Standard Capture Scenario

In the standard capture scenario, Sodera™ is connected to a host computer via the rear panel PC HOST
interface and captures live “over the air” data exchanged between two Bluetooth devices.

3.1.1.2 Coexistence Capture Scenario

Coexistence capture scenario is an extension of the standard capture scenario with the addition of a Frontline
802.11 Wi-Fi analyzer through the use of ProbeSync™ technology. Frontline Sodera operates in conjunction with
Frontline 802.11 to capture transmissions from their respective technologies. ProbeSync™ synchronizes the
Frontline hardware clocks to ensure that the captured data timestamping is synchronized for analysis on the host
computer. ProbeSync™ connection are available on the rear panel PROBESYNC IN/OUT connectors.
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During live or post-capture analysis the Bluetooth and Wi-Fi may be simultaneously viewed in the Coexistence
View accessible from the Control window.

3.1.2 Sodera Datasource Window

When the Frontline software is loaded and started on the host computer the Frontline Control window and
Frontline Sodera datasource window will open. The Sodera window provides controls and panes to

e open or save captured data files, change the datasource window layout, and to configure the capture
conditions.

« startand stop data recording and analysis and control the piconet display

« display the wireless and wired devices, setup decryption , and log session events.

Menu & Toolbars Security Pane Event Log Pane
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Figure 3.1 - Sodera Window

The Menus and Toolbars provide control of the window’s views, starts and stops recording and analysis, sets
capture options, and provides file control.

The Devices Pane is always visible and cannot be docked, however if the other panes are docked or not visible the
Devices Pane can be expanded to fill the window pane area.

The Wired Devices, Security, Private Keys, Piconet View, and Event Log Panes can be arranged or
collapsed to suit individual preferences. To relocate the pane click on the pane header where the title appears
and drag it to a new position. By default the Piconet View and Private Keys pane are not shown, and must be
opened using the View menu. When the Private Keys pane is shown, it will initially appear as a tab in the
Security pane. The other open panes will automatically rearrange to suit the user's changes to the layout. These
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Panes can be configured to Auto Hide by clickingon g in the pane header or by right-clicking on the pane

header to reveal a view option pop-up menu. The pane will collapse and only the header is visible on one of the
window borders. To expand the pane hover the mouse cursor over the hidden pane header and it will expand to
its original size and location. Moving the cursor off the header or out of the pane will hide the pane again. If you
move the cursor off the header and into the pane the pane will remain unhidden as long as the cursor stays in the
pane. To unhide the pane, hover over the pane to expand it and click on 1 ; the pane will remain in its original

position and size.

The Wired Devices, Security, Private Keys, Piconet View, and Event Log Panes can be re-sized by
hovering over the pane edge until a double headed arrow appears. Click and hold, dragging it to change the pane
size.

3.1.2.1 Menu & Toolbars

File Wiew Capture Options Help

|_j = |E£I

Record i@ | Analyze

At the top of the Sodera window appears the Menu, the Standard Toolbar, and the Capture Toolbar. The Menu is
fixed in position and always in view. The Standard Toolbar and Capture Toolbar visibility is optional and is set in the
Menu View selections. The position of these toolbars can be changed by dragging them, although, the position
range is limited to the vicinity of the Menu.

3.1.2.1.1 Menu

File VWiew Capture Options Help

The Menu provides the user with the ability to save and open files and to set preferences, change the datasource
window layout, and configure the data capture settings.
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Table 3.1 - Menu Selections

Option

Selection

Description

File

Open Capture File
(Ctrl-0)

Opens a Windows Open dialog. Select the location, File name, and
.cfafile to analyze. The file includes all data with all context,
decryption, and work file information for both the recorded and
analyzed packets.

Save (Ctrl-S)

Opens a Windows Save dialog. Select a file location and name for a
recorded and analyzed file. The file includes all data with all context,
decryption, and work file information for both the recorded and
analyzed packets.

Manage excursion
mode captures...

Record or delete captures from the Sodera hardware that were created
using excursion mode. Opens the Manage excursion mode
captures dialog.

This selection is disabled during live capture.

Exit

Closes Frontline software

View

Toolbars

Selection Description

Capture | When checked the Capture Toolbar is visible. Checked is

the default.

Standard | \When checked the Standard Toolbar is visible. Checked

is the default.

Status When checked the Status Bar is visible. Checked is the

default.

Wireless Devices

When checked the Wireless Devices tab is visible in the Devices
pane. Selecting the tab will display the Wireless Devices.

Wired Devices

When checked the Wired Devices tab is visible in the Devices pane.

Selecting the tab will display the Wired Devices connected to POD 1
and POD 2.

Security

When checked the Security pane is visible. Checked is the default.

Event Log

When checked the Event Log pane is visible. Checked is the default.

Piconet View
(Experimental)

When checked, the Piconet View is visible. Not-checked is the
default.

At this time the Piconet View is experimental and in development.

Private Keys

When checked, the Private Keys pane is visible. The Private Keys
pane displays user entered Private/ Public key pairs for Bluetooth low
energy legacy and secure connection pairing. By default, this pane is
not displayed. When it is displayed it will be docked as atabin the
same area as the Security pane.

When Debug key is not used during pairing, the datasource will look for
a matching Public key in the set of Private/Public key pairs. If a match
is found, the datasource will use the corresponding Private Key to

compute the Diffe-Hellman Key.
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Table 3.1 - Menu Selections(continued)

Option

Selection

Description

Capture

Record/Recording

Starts and stops the capture of data. Performs the same function as
the Capture Toolbar Record/Recording button.

Analyze/Analyzing

Starts and stops the analysis of recorded data. Performs the same
function as the Capture Toolbar Analyze/Analyzing button.

Options

Capture Options...

Opens the Capture Options dialog where the attached Sodera
hardware can be configured for Bluetooth technologies and other
capture modes. For additional information see Capture Options Dialog

on page 38.

LE Test Mode
Filters...

Allows filtering in or out LE Test Mode PDUs and will allow filtering in
selective LE Test Mode PDUs by channel number. For additional
information see LE Test Mode Channel Selection dialog on page 38.

Analyze Inquiry
Process Packets

When checked will include inquiry packets in the analysis. Inquiry
packets are normally ignored, so not-checked is the default.

Analyze Paging
Without Connection

Includes traffic from all failed BR/EDR connection attempts.

Analyze NULL and
POLL packets

When checked will include NULL and POLL packets. NULL and POLL
packets are normally ignored, so not-checked is the default.

Analyze LE Empty
Packets

When checked will include Bluetooth low energy empty packets.
Empty packets are normally ignored, so not-checked is the default.

Analyze
Anonymous/Unknown
Adv. Packets

When checked the Frontline software identifies Bluetooth low energy
anonymous advertising packets. An anonymous advertising packet
does not contain the AdvA field and its corresponding auxiliary packet
also does not contain an AdvA field. With no address, there is nothing
to select for analysis in the Wireless Devices pane. The Frontline
software groups anonymous packets and this option allows the user to
include or exclude those packets for analyzing.

If the Frontline system captures either the extended advertising packet
or its corresponding auxiliary packet but not both and the AdvA field is
not present in the captured packet, the system categorizes the packet
as unknown.

The default setting is unchecked. Settings are persistent.

Help

Help Topics

Opens Frontline help

About Sodera...

Opens a pop-up window with version and configuration information

Manage excursion mode captures dialog

This dialog provides the user with a means to record or delete captures previously created and saved on the
Sodera hardware using excursion mode.
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Manage excursion mode captures

S5

ComProbe Sodera SM: A1507-00021

Date created (UTC) % Date created {local) Size -
9/9/2015 91630 FM 9/9/2015 51630 FM 450 KB P
9/9/°2015 1629 FM 9/9/2015 51629 FM 2320 KB
9/9/2015 91504 FM 9/9/2015 51504 FM 121 KE
9/8/2015 30832 FM 9/8/2015 11:08:32 AM 134 KE
5/8/2015 30826 FM 5/8/2015 11:08:26 AM 175 KB =

9/8/2015 3:.08:23 PM
3/8/2015 3:08:.02 FM

9/8/2015 3.07:58 PM
9/8/2015 3:0745FM

59/8/215 30740 PM 5/8/215 11:07:40 AM 265 KB in
9/8/2018 30716 FM 9/872018 110716 AM 377 KB
9/4/2015 30116 FM 9/4/2015 11:01:16 AM 151 KB

9/8/2015 11:.08:23 AM

11:08:02 AM
9/8/2015 11.07:58 AM
9/8/2015 11:.07:45 AM

142 KB

283 KB
710 KB

5/1/2015 8:03:45PM 5/1/2015 4.03:45 PM 107 KB

9172015 8:02:36 PM 94172015 4:02:36 PM 136 KB

94172015 8:02:22 PM 91720015 4:02:22 PM 152 KB

8/3172015 8:55:01 PM 8/31/2015 45501 PM 280 KB i
4 captures selected 29 GB free

Delete | Record | Close I

Figure 3.2 - Manage excursion mode captures Dialog
If a Sodera hardware unit is connected to the computer the dialog displays
o The serial number of the Sodera hardware.

« A listing of all Excursion mode capture files stored on the currently connected Sodera hardware. If no files are
stored, the list will be empty.

The listed files display the following information.
« Date Created (UTC) - the date and time in the UTC time zone that the excursion mode capture was started.
« Date Created (local) - The capture’s starting date and time in the local time zone of the user's computer.
o Size - the size of the excursion mode capture.

Select Excursion mode capture files by
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o Click to select a single file.
« Shift-click to select a contiguous range of files starting with the most recently selected file.
o Ctrl-click to select an additional file or non-contiguous file to the selection.
o Selectall files by:
o right-clicking and selecting Select All Ctrl-A from the context menu, or.
o Typing Ctrl-a.
Delete selected files from the connected Sodera hardware by
o Pressing the Delete key, or
o Right-clicking and selecting Delete from the context menu, or
o Clicking the dialog Delete button.

A delete operation will display a confirming dialog that requires the user to confirm the operation before the files
are actually deleted. Clicking on Yes will permanently delete the files from the connected Sodera hardware.
Clicking on Cancel will abort the delete operation.

Record - Selecting a single file will enable the Record button and the Record right-click pop-up menu item.
Clicking the Record button or menu item will close the dialog and start recording the selected excursion mode
capture to the user's computer.

Right-click pop-up menu

Right-clicking on any file will open a pop-up menu with options to Delete,
Record, or Select All. I Record

Select All Ctrl-4

View Menu

The View menu offers options to display or hide panes, toolbars, and the

View | Capture Options Help . )
status bar to suit the user’s preferences.

E Toolbars ¥ Capture
_ Security Standard
: Event Log
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View Pop-Up Menu

Piconet View
Private Keys

Security

I

Event Log

Customize...

Chapter 3 Configuration Settings

Right-clicking in the toolbar any of the following window/panes will display a pop-
up View menu that performs the same as the main View menu:

o Soderawindow menu and toolbars area

« Private Keys pane toolbar area (lower half of pane header)

The order of the panes shown in the pop-up menu will vary depending on the
layout of the user's Sodera Window.

LE Test Mode Channel Selection dialog

LE Test Mode Channel Selection @

Select RF channel numbers to analyze:

[ O [ 10 [ 20 [ 30
[ 1 [ [T ™ [ N
[ 2 [ 12 [ 22 [ 32
~ [ 13 [ 23 [ 33
[ 4 [ 14 [ 24 [ 3
[ 5 [ 15 [~ 25 [~ 35
[ & [ 16 [ 26 [ 36
[+ [ 17 [ 27 [ 37
i [ 18 [ 23 [ 33
] [ 19 [ 29 [ 39
Select Al | Clearal [ 0K | Cancel |

In this image , three channels have detected LE Test Mode
PDUs and the channels are highlighted: channel 3, 7, and
11. Channels 3 and 7 are checked, so their PDUs are
filtered "in" for analysis. Channel 11 has not been
checked, so its PDUs are filtered "out" from the analysis.

These channel filter selections are persistent for the
current session. Another Record action in this same
session can be performed and the same channel filter
selection will be applied unless changed.

Table 3.2 - LE Test Mode Channel Sellection Buttons

Button Description

Select | Selects all 40 low energy channels

All

Clear | Deselects all 40 low energy channels

All

OK Active once a channels selection is made. When clicked the selected channels are saved for
analysis, and the dialog closes.

Cancel | Closes the dialog without saving any changes.

3.1.2.1.1.1 Capture Options Dialog

The Capture Options dialog is used to configure the Sodera unit prior to data capture. The capture options are
stored on the Sodera hardware and these setting will persist until changed. The Capture Options dialog is only

38
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active when a Sodera unit is connected to the computer running the Frontline software.

Note: if a Sodera hardware unit is not connected then these settings can neither be viewed nor
changed.

Wireless tab

Capture Options ﬁ

| Wireless

Wired | General
[+ BR/EDR
v LE

[+ 2MLE
(External power required for 2 Mbps Low Energy)

[v Spectrum

Interval: | 200 - | microseconds

(Host PC required for spectrum less than 200 ps)

Sodera Raw File Processor SM: 101

QK Cancel

Figure 3.3 - Sodera Capture Options - Wireless tab.

Table 3.3 - Capture Options Wireless Tab Selections

Selection Description

BR/EDR | When checked, will capture data from Classic Bluetooth devices

LE When checked, will capture data from Bluetooth low energy devices.

2M LE When checked captures Bluetooth low energy 2 Mbps data rate. When this option is selected
the Sodera unit must be connected to an external power source. Refer to Applying Power on
page 7.

Frontline Sodera User Manual

39



TELEDYNE LECROY Chapter 3 Configuration Settings

Table 3.3 - Capture Options Wireless Tab Selections (continued)
Selection Description

Spectrum | When checked, this selection provides the user with the ability to capture samples of the 2.4
GHz RF present at the Sodera antenna. The spectrum data represents the RSSI and it is
automatically saved when the capture is saved. It can be optionally viewed in the
Coexistence View. Spectrum sampling is set at 20, 50, 100, or 200 microsecond intervals.
Capturing spectrum data will use additional memory, and the smaller the sample interval, the
more memory that is used, So when using sample rates less than 200 microseconds the
Sodera unit must be connected to a computer and not being used in Excursion Mode. See
Sodera: Spectrum Analysis on page 108 and Coexistence View - Spectrum (Sodera Only) on
page 222 for more information.

Enable When checked the Sodera hardware will support Excursion mode captures where the
Excursion | hardware can capture data without being connected to a computer. The Bluetooth traffic is
mode captured for later upload and analysis using a computer running the Frontline Protocol

captures | Analysis System software.

Wired tab

Capture Options I&

Wireless |Wired |Genera| |

HCIWCI-2

v Interface 1 UART vl Configure
7 interfoce 2 ] oo |

Logic Analyzer

¥ Pod1

v Pod 2

Sodera Raw File Processor SM: 101

QK | Cancel

Figure 3.4 - Sodera Capture Options - Wired tab.
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Table 3.4 - Capture Options Wired Tab Selections

Section | Selection Description
HCI/WCI- | Interface | Control whether or not HCI traffic on POD1 will be captured. Available options are:
2 1

o UART. See UART Capture Configuration on page 17. Click on the Configure button

below.

to setup the HCI UART capture parameters for POD 1. See HClI UART I/O Settings

e USB. See Connecting for USB Capture on page 17.

Interface
2

Control whether or not HCI traffic on POD2 will be captured. Available options are:

o UART. See UART Capture Configuration on page 17. Click on the Configure button

below.

to setup the HCI UART capture parameters for POD 1. See HCl UART /O Settings

o USB. See Connecting for USB Capture on page 17.

HCI UART I/0O Settings

After clicking on the Configure button,
the 1/0 Settings for UART can be
configured without an HCI pod being
connected to the Sodera. When you click
on the OK button the configuration
information is saved, but is not stored on
the Sodera hardware.

-~

IfO Settings

==

JART

Transport Protocol: |H4 j

Parity: |Mone - | Data Bits: |8 | StopBits: |4 -

T¥ Baud Rate

R¥ Baud Rate

|gann

ﬂ | 9500 ﬂ

QK | Cancel |

Table 3.5 - HCI I/O Settings for UART

Setting Value Description
Transport H4 The simplest protocol designed to operate over RS-232 with no
Protocol parity in a 5-wire configuration.

BCSP BlueCore Serial Protocol, developed by CSR, provides a more
reliable alternative to H4. The protocol is defined to run a 3-wire
connection, and can optionally use a 5-wire UART connection
with two flow control lines.

3-Wire A 3-wire protocol that provides error detection and correction.

(H5)

MWS The Wireless Coexistence Interface (WClI) is a full duplex UART

WCI-2 carrying logic signals framed as UART characters.
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Table 3.5- HCI /0O Settings for UART (continued)

Setting Value Description

Parity None No parity check occurs
Even The count of bits set is an even number.
Odd The count of bits set is an odd number.

Data Bits 8 The number of data bits in the expected packet.
7
6
5

Stop Bits 1 The number of data bits held in the mark (logic 1) condition at the
1.5 end of the expected packet.
2
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TELEDYNE LECROY

Setting

Value

Description

TX Baud Rate

Disabled

9600

14400

19201

28801

38402

57603

115207

230414

460829

925925

1000000

1250000

1515151

1754385

2000000

2272727

2500000

2777777

3030303

3333333

3571428

3846153

4000000

RX Baud Rate

Value selections same as TX Baud Rate.
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Excursion Mode

Capture Options Iﬁ

Wired | Excursion Mode | General

| Wireless

[+ Enable Excursion Mode

ComProbe Sodera SM: A1550-00003

QK | Cancel

Sodera Capture Options - Excursion Mode Tab

Table 3.6 - Capture Options Execution ModeTab Selections

Selection

Description

Enable
Execution
Mode

When Enable Excursion Mode is checked the Sodera hardware will support Excursion
mode captures where the hardware can capture data without being connected to a computer.
The Bluetooth traffic is captured for later upload and analysis using a computer running the
Frontline software. Refer to Excursion Mode on page 74 for more information about the
Excursion Mode.
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General Tab

-

Capture Options ﬁ

| Wireless
RS5I Threshold

[v Reduce sensitivity by 20dB

ComProbe Sodera 5M: A1550-00003

Wired | Excursion Mode | General

Ok | Cancel

Figure 3.5 - Sodera Capture Options - General Tab

Table 3.7 - Capture Options General Tab Selections

TELEDYNE LECROY

Section Selection Description
RSSI Reduce RF | When checked, Low gain is enabled on the Sodera hardware. The received RF
Threshold | Sensitivity | signals are reduced by approximately 20 dB compared to the normal gain
(20 dB setting. For more information, see Sodera Baseband Layer Signal Strength on
reduction) |page 153.

When unchecked, normal gain is enabled on the Sodera hardware.

3.1.2.1.2 Standard Toolbar

=

The Standard Toolbar provides quick one-click access to the same options that appear in menu File selection. This

|Eﬂ:l

toolbar may be hidden by selecting from the menu View Toolbars selection and removing the check from

Standard Toolbar selection.

The Standard Toolbar can be positioned to another location by moving the mouse cursor to the left of the menu
until a double-headed arrow appears. Click, hold, and drag the menu to another position in the window header.
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Table 3.8 - Standard Toolbar Selections
Icon Description

Open (Ctrl-O) - Opens a Windows Open dialog. Select the location, File name, and .cfa file
= | toanalyze. The file includes all data with all context, decryption, and work file information
for both the recorded and analyzed packets.

Save (Ctrl-S) - Opens a Windows Save dialog. Select a file location and name for a recorded
= | and analyzed file. The file includes all data with all context, decryption, and work file
information for both the recorded and analyzed packets.

& | Help Topics - Opens Frontline help, specifically the Sodera Window topic.

3.1.2.1.3 Capture Toolbar

The Frontline Sodera window Capture toolbar provides controls to
start and stop data capture, and to start and stop analysis of selected
wireless and wired devices.

| Record a|| Analyze i|

The toolbar can be hidden by removing the check from Capture in the Toolbars option of the View menu. The
toolbar default view is not hidden (checked).

The Capture Toolbar can be positioned to another location by moving the mouse cursor to the left of the menu
until a double-headed arrow appears. Click, hold, and drag the menu to another position in the window header.

Table 3.9 - Capture Toolbar Buttons
Button View Description

Recod @ | /[ Recording (] Record When this puttor) view is agtive Spderg is not capturing
data. Clicking this button view will begin data capture from
wireless devices within range and wired devices
connected to the Sodera unit and the view will change to
Recording. The default capture is both Classic Bluetooth
and Bluetooth low energy, but if the Capture Options... in
the Options menu settings have been changed from the
default the capture session will use those settings.

Note: The last session Capture Options...
settings are remembered as the new
preferred default settings.

Recording | When this button view is active Sodera is capturing data.
Clicking this button view will stop the data capture
process, and the button view will change to Record.
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Table 3.9 - Capture Toolbar Buttons(continued)
Button View Description

[ Analyze 5|/[ Analyzing 6] Analyze | This buttonis grayed-out until afilter is set.

When this button view is active Frontline software is not
analyzing captured data. Clicking this button will begin
protocol analysis, and the button will change to Analyzing.

This button can be clicked while actively capturing data.

Clicking this button view will disable any further filter
selection.

Analyzing | When this button view is active Frontline software is
analyzing captured data. The protocol analysis can be on
while actively Recording data. Clicking in this button will
stop the protocol analysis, and the button view will change
to Analyze.

Filter Selection
The Analyze button is available when a filter has been selected. Filters are selected in two ways:
1. Selecting devices in the Wireless Devices or Wired Devices pane.

2. Enabling inquiry packets by selecting Analyze Inquiry Process Packets in the Options menu.

3.1.2.2 Wireless Devices Pane

The Sodera Wireless Devices pane provides the user with information on active, inactive, and previously detected
Bluetooth devices within range of the Sodera wide band receiver. In performing analysis the user will filter the
captured data by selecting which devices the Frontline software will use.

The Wireless Devices pane is a list populated by wireless devices that are:
e active,
« remembered from previous sessions, or
o added by the user.

A new device/BD_ADDR is automatically added to the Device Pane when:

« For BR/EDR, the full BD_ADDR encapsulated in the FHS Packet! is added to the Wireless Devices pane when
Sodera captures an FHS packet that is successfully dewhitened with the CRC checked.

o A partial BD_ADDR—just the Lower Address Part (LAP) and Upper Address Part (UAP)—may be added when
we do not observe paging such as when a conversation is already ongoing at the time capturing is started. If
Sodera is able to successfully dewhiten a BR/EDR packet using the payload CRC to check repeated dewhitening
attempts, then the partial BD_ADDR will be added.

« For Bluetooth low energy, the full BD_ADDR is always displayed.

1The FHS packet is a special control packet containing, among other things, the Bluetooth device address and the clock of the
sender. The payload contains 144 information bits plus a 16-bit CRC code.
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Added devices are retained by the Frontline software. When devices are added and appear in the Wireless
Devices pane they must be removed by the user or, in the case of a subsequent session, the devices will appear
again. If not used in the current session the devices will be inactive, otherwise it will be active. Retaining past
added devices allows the user to select devices prior to starting a session with the Record button.

When using a .capture file, e.g. using the Viewer, the set of devices shown will only be the devices in that capture
file. Any device changes made can be saved to that file, but do not affect the “live capture” database of devices.

Wireless Devices X -
0 & e X
BD_ADDR £ Friendly Name Nickname Device Class Technology IRK o
T
= 10:B7:F6:01:31:AF Mini Boombiox AudioNVideo BR/EDR
7 78:SE:D0:C1:50:46 Phone BR/EDR
T wooc1A:00:36:72 BR/EDR
0= w93 22:B7:CB BR/EDR
o= wococBO:6C:5A:F8 BR/EDR
o= 64:35:88:DD:F7.82 (RPA) LE
7 E4:ED.C5:38:E8:2B DTVBluetooth Audio/Video BR/EDR =
T FA:57:B2:44:65.0C (static) Alta LE
T 3p  oocc3BF40ERC BR/EDR
[] = v 7C:5C:F8:3D:3E:5C FTE-2VXEF72 Computer BR/EDR
O = 9% w0ooc3C:32:68:65 BR/EDR
o= 65:67:11:62:D6:34 (RPA) LE
7 E0:A6:D1:E3.CB:21 (static) Charge HR
WP

de— S wa

Figure 3.6 - Sodera Wireless Devices Pane

Table 3.10 - Wireless Devices Pane Columns
Column Description

Filter The filter is an on/off selection . When checked , the device is selected for data analysis,
Selection that is the data is filtered into the Frontline protocol analyzer when the Standard Toolbar
L1/ Analyze button is clicked.

Traffic If the a "traffic captured" icon is present traffic has been captured that involves the device. If
Captured ¥ | theiconis not present then Sodera has not captured any traffic that involves that device.
Only wireless devices with traffic captured can be used for Frontline protocol analysis.

Favorites When a star is activated by clicking on it, the device is designated as a "favorite". A
/ "favorite" device will have a gold star. The "favorites" serve to identify devices key to the
user's analysis. Favorite devices are always displayed regardless of their active/inactive
status.

BD_ADDR | The device’s Bluetooth address.

Friendly The device name. This field is blank if no friendly name has been observed.
Name

Nickname | Users can type in their own custom name for the device.

Device A general use-classification for the wireless device. _ list the classes by Bluetooth
Class technology
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Table 3.10 - Wireless Devices Pane Columns(continued)

Column Description

Technology | Device technology to include one of the following.
. BR/EDR

o Smart(LE)

« Smart Ready (LE & BR/EDR)

IRK Bluetooth low energy only, allows the user to determine which devices are actually the
same physical device. The Identity Resolving Key allows peer devices to determine their
identities when using random addresses to maintain privacy.

Table 3.11 - Device Classes
Class BR/EDR|low energy

Audio/Video X

Barcode Scanner

Barcode Scanner

Blood Pressure

Blood Pressure: Arm

Blood Pressure: Wrist

Card Reader

Clock

Computer X

Cycling

Cycling: Cadence Sensor

Cycling: Cycling Computer

Cycling: Power Sensor

Cycling: Speed Cadence Sensor

Cycling: Speed Sensor

Digital Pen

Digitizer Tablet

Display

Eye-Glasses

Gamepad

XIX|IX]IX[IX]IX]IX[X]|X]|X[X]X]|X[X[X]|X[X]|X]|X|X

Glucose Meter
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Class BR/EDR|low energy
Health X
Heart Rate Sensor
Heart Rate Sensor: Heart Rate Belt
Human Interface Device (HID)
Imaging X
Joystick
Keyboard
Keyring
LAN/Network Access Point X
Media Player X
Miscellaneous X
Mouse X
Outdoor Sports Activity X
Outdoor Sports: Location and Navigation Display X
Outdoor Sports: Location and Navigation Pod X
Outdoor Sports: Location Display X
Outdoor Sports: Location Pod X
Peripheral X
Phone X X
Pulse Oximeter X
Pulse Oximeter: Fingertip X
Pulse Oximeter: Wrist X
Remote Control X
Reserved X
Running Walking Sensor X
Running Walking Sensor : On Shoe X
Running Walking Sensor: In Shoe X
Running Walking Sensor: On Hip X
Sports Watch X
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Table 3.11 - Device Classes (continued)

Class BR/EDR|low energy

Tag X
Generic Thermometer X
Thermometer: Ear X

Toy X

Uncategorized X

Unknown

Watch X
Wearable X

Weight Scale X

Sorting Wireless Devices columns

Any column in the Wireless Devices pane can be used to sort the entire table. Each column is sortable in
ascending or descending order, but only one column at-a-time can be used to sort.

Clicking on the column header will initiate the sort. An arrow head will appear on the right of the column. An
upward pointing arrow head indicates that the sort is in ascending order top to bottom. Clicking the column
header again will toggle the sort to descending order top to bottom.

Note: Devices added after a sort will not appear in the last sort order, and are appended to the
current list. The sort process must be repeated to place the new devices in sorted order.

Favorite devices will always grouped together at the top of the Wireless Devices pane in sorted order. Non-
favorite devices will appear immediately below the favorite devices in sorted order.
Device Management Tools

Wireless Devices At the top of the Wireless Devices pane are three tools for managing the devices in the
pane. You can add and edit devices, and delete inactive devices. During Analyzing this

+,
(4] f > toolbar is not available for use.

Table 3.12 - Wireless Devices Management Tools

Tool Icon Description

Add New ‘0 Clicking this tool will open the Edit Device Details dialog. Enter the new device’s
Device, Bluetooth address and other related data and press OK.
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Table 3.12 - Wireless Devices Management Tools (continued)

Tool Icon Description
Edit 7| Allows the user to edit partially known BD_ADDRSs, Technology type, Identity
Selected Resolving Key (IRK), Device Class, and Friendly Name discovered during capture,
Device and for entering a custom Nickname. Clicking this tool will open the Edit Device
Details dialog.

This tool is inactive until a device is selected.

Hide/Show Hide Inactive Devices. All inactive devices are hidden. Favorite devices are always
Inactive displayed without regard to their active/inactive status.

Devices
If an inactive devices are selected and the control is toggled to Hide, the selected
devices are deselected.
& | Show Inactive Devices. Inactive devices are shown.
If several active devices are selected and the control is toggled to Show, any inactive
device that is inserted between two currently active devices will be shown but not
selected.
Remove F This tool is grayed-out until an inactive device is selected. Once a device is selected
Selected —— | by clicking anywhere in the device row, you can delete the device by clicking on this
Inactive tool. When this tool is clicked, a warning appears asking for confirmation of the action.
Devices,

7 N

3

ComProbe Scdera

Remowve 83 selected inactive devices?

Yes Mo Cancel

e

If a device is marked as a Favorite, it will not be deleted even if it is inactive.

If Hide Inactive Devices is active, this tool is grayed out and is not active.

52 Frontline Sodera User Manual



Chapter 3 Configuration Settings TELEDYNE LECROY

Edit Device Details
il
Edit Device Details [

Bluetooth Address Technology

|sc :|F3 :|7 :|e2 :[as :|eB - O

u r

Identity Resolving Key Device Class

| Oxebcf Be0f 45¢0 b184 2232 72b6 cfea 0483 | |
Mickname Friendly Mame

[~ Favorite ¥ aK Cancel

Figure 3.7 - Edit Device Details Dialog

When a device is selected in the window and the Edit Device Details tool 7‘ is selected, a dialog opens
showing all the editable fields. Double clicking on a selected field will also open the dialog. If a dialog field is

grayed-out, the field is not editable.

Note: Editing of device details is not allowed during Analyzing.

The Favorite designation can be changed in this dialog in addition to directly clicking on the star in the table or
by using the right-click pop-up menu.

Identity Resolving Key (IRK) Field:

« This field is enabled for devices with a random resolving address or public address. These devices are
either Smart (LE) or Smart Ready (LE & BR/EDR) technology. The Bluetooth Address will be enabled and
checked.

o This field is disabled if the device selected for edit has a valid IRK.

o For random resolving address, entered IRK values are validated against the BD_ADDR. User entered IRK
values are automatically reordered when the a secure connection is validated using the IRK. Refer to
Reorder Identity Resolving Key (IRK) on page 55 for details on reordering.

o Entering an invalid IRK results in an error message and the field background displays red. The OK button is
disabled.

o Entering a valid IRK displays a green background and the OK button is enabled.

« Valid IRK entries are persisted to the Sodera devices database.
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Nickname Field: User defined name or identification, which may be useful for organizing analysis projects.

Right-Click Pop-Up Menu

54

After selecting a device or devices, right-clicking the mouse will

Remove All Inactive Devices

Select All

Add Selected Devices as Favarites

Remove Selected Devices as Favorites

Add New Device
Edit Device Details

2 | Remove Selected Inactive Devices open a pop-up menu that includes functions identical to the

Device Management Tools and other functions. The menu
active selections will vary depending on the status of the
selected devices. For example, selecting inactive devices will
activate the inactive devices menu selections.

Table 3.13 - Right-Click Pop-Up Menu Selections

Selection Description
Remove Deletes the selected inactive devices from the wireless devices list. Only active
Selected when inactive devices are selected. Same function as the| x tool in the Device
Inactive _—
Devices Management Tools.

If a device is marked as a Favorite, it will not be deleted even if it is inactive.

If Hide Inactive Devices is active , this menu selection is inactive.
Remove Deletes all selected inactive devices from the wireless devices list. Only active
All Inactive | when inactive device is selected.
Devices L T .

If a device is marked as a Favorite, it will not be deleted even if it is inactive.

If Hide Inactive Devices is active , this menu selection is inactive.
Select All | Selects all active and inactive devices in the list.
Add Used to globally designate a group of selected devices as Favorites. If devices in
Selected the selection are already designated as Favorites, their designation will not
Devices as | change.
Favorites
Remove Used to globally change the Favorite designation for a group of selected devices.
Selected If devices in the selection are already not designated as Favorites, their
Devices as | designation will not change.
Favorites.
Add New Clicking this tool will open the Edit Device Details dialog. Enter the new device’s
device Bluetooth address and other related data and press OK.

Same function as the ‘B tool in the Device Management Tools.
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Table 3.13 - Right-Click Pop-Up Menu Selections (continued)

Selection Description

Edit Active when a single device has been selected.

Devi

ngtlellﬁ: Allows the user to edit partially known BD_ADDRSs, Technology type, Identity

Resolving Key (IRK), Device Class, and Friendly Name discovered during
capture, and for entering a custom Nickname. and Clicking this tool will open the
Edit Device Details dialog.

Same function as the 7‘ tool in the Device Management Tools.

3.1.2.2.1 Reorder Identity Resolving Key (IRK)

When editing a Bluetooth low energy device from the Wireless Devices pane using the Edit Device Details
dialog, the Frontline software will automatically reorder the user entry. When the user provides an IRK that is in
reverse order, the software applies the correct order when validating a secure connection using the IRK.

A reversed IRK is defined as the original IRK value with its endianness reversed. For example, the IRK 0xf31c 22ea
a9cb 0422 f9b8 3e03 2305 27e2 in reverse order is 0xe227 0523 033e b8f9 2204 cba9 ea22 1cf3.

When the user enters a complete IRK in the ldentity Resolving Key field, a validation of the reversed IRK will
occur under the following conditions:

e The device BD_ADDR is a random resolvable private address (RPA), and
« Validation of the IRK in the user-entered order has failed.

The IRK field is also enabled for Bluetooth low energy devices with public address, however automatic validation
does not occur

If the reversed IRK validates successfully, the Identity Resolving Key field turns green and becomes inactive
(read only). The status bar at the bottom of the dialog displays "Identity Resolving Key: Valid (Reordered) -
Properly resolves the random address". In the Wireless Devices pane, the IRK will now appear for the selected
device with "(Reordered)" applended.
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-

Edit Device Details

2]

Bluetooth Address Technology

|48 :|a0 :|p4 :|[FF :|cs8 :|s57 . O
[V {

Identity Resolving Key Device Class

| 0xf31c 22ea 39ch 0422 foba 3203 2305 27:2 |

Mickname Friendly Mame

[ Favorite 77 oK

Cancel

Identity Resclving Key: Valid (Recrdered] - Properly resolves the random address,

Figure 3.8 - RPA Device IRK Valid and Reordered

BD_ADDR £ Frendly Name Mickname Device Cla... Technology IRK
T ¥ GCFI70:62:A9:BB LE
T
T ¢ 6D:BB:28:60:92:01 (RPA) LE e2270523033eb 852204cha%a 22 1cf3 (Reordered)
T ¥r 64:28:CD:R9:F9:BE (RPA) LE

Figure 3.9 - RPA Wireless Device IRK Reordered and Matched

In the Wireless Devices pane, when the user selects a device for filtering for analysis, if that device has an IRK,
other devices will also be selected if they match. Two devices match if they satisfy any of the following conditions:

« If two devices have equal IRKs, they are considered to match.

« If one device has a user-entered IRK and its BD_ADDR is not a random resolvable private address (i.e., it is not
either a public address or a random static address, and therefore the IRK cannot be validated), it matches if

either its IRK is equal or the reverse of its IRK is equal to the other device.

In this next example, we have selected a device with a public address. Entering the IRK in the Edit Device
Details dialog will indicate "Identity Resolving Key: Complete - Unable to determine if valid." and the ldentity
Resolving Key field remains white and editable but the OK button is active. Clicking OK closes the dialog, and
the reordered IRK appears in with the public address device with "(Reordered)" appended and matching

addresses will display the same reordered IRK.

56
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-

Edit Device Details

S5

—Bluetooth Address

—Technology

|5c :||=3 :|m :|62 :I.ﬁ.EI :IEB

[T Random address

" BR/EDR. ¥ LE

" BRJEDR & LE

—Identity Resalving Key —Device Class

| 0x8804 eacf b672 322 84b1 c045 9fde cfeb | ~]
—Mickname —Friendly Mame

[ Favorite ﬁ oK Cancel

Identity Resolving Key: Complete - Unable to determine if valid.

—

Figure 3.10 - Public Address Device IRK: Unable to Determine if Valid

BD_ADDR i
5C:F3:70:62:A%BB

48:AD:D4:FFLE:57 (RPA)
60:BB:28:60:92:01 (RPA)
64:28:CD:63:F3:BE (RPA)

[ENNCNHEN RN
C I I |
% % % B

Frendly Name NMickname

Device Class  Technology IRK

ebcfBe5f45c0b 18422 3272h6cfealdB88 (Reordered)

LE
LE
LE ebcf8eSf45c0b 1842232 72h6cfeald8l (Reordered)

Public Address Device IRK Reordered

Open the Security pane. In the first security context for the public address device, enter the LTK into the Link
Key field. If valid, the IRK for the public address device will appear with "(Reordered)" removed.

Status  Time Master
E 1/20/2017 7:28:41.334557 AM BC:F3.70:62.A9:BB
1/20/2017 7:28:42.894620 AM
® E 1/20/2017 7:28:42.894620 AM 5C:F3.70:62:A9:BB
1/20/2017 7:28:43.236106 AM
E 1/20/2017 7:28:43.333376 AM 5C:F3.70:62.A9:BB
1/20/2017 7:28:44.942150 AM
E 1/20/2017 7:28:45.429657 AM 5C:F3.70:62:A9:BB
1/20/2017 7:28:46.985630 AM
E 1/20/2017 7:28:47 574689 AM 64:2B:CD:69:F9:BE (RPA)
1/20/2017 7:28:49.037211 AM

Slave FIM / TK
A4 ADDAFFCEET(RPA) n/z

4AAD:D4:FF.CB57 (RPA)  Just Works
44 AD:DAFFCEB5T (RPA) n/z
40:AD:DAFFCEB57 (RPA) n/a

60:BB:28:60:92:01 (RPA) n/a

Link Key

Ixccc 768dec829ade50842ba3021dfddce
Valid

Ixcec 768dec829ade 50842ba3021dfddce
Valid

(b DBbf5 1a54efb 35405d 4 dbali7c 35ea7
Valid STK

/b 230F446efe Hadaee 1388ac9a53c26
Valid

b 230f 446efe Hadaee 1388ac9abIc26
Valid

Figure 3.11 - Public Address Device: LTK Entered in Security pane to Validate IRK
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BD_ADDR / Friendly NMame Mickname Device Class Technology |RK
F ¥r 5CF370:62:A%BR LE ebcf 825 45c0b184223277h6cfea (488
F Yr 4AAD:D4FFCE:57 (RPA) LE e2270523033cb 8 92204cha%%a 22 1cf3
M = < &D:BB:28:60:92:01 (RPA) LE 227052303 3eb 8 92204cha%a 22 1cf3

Figure 3.12 - Public Address Device: IRK Reordered and Validated

3.1.2.3 Wired Devices Pane

Wired Devices X -
Device Under Test Interface Protocol
s HCI-FODT (UART) H4
L]« HCI-FOD2 (UART) BCSP

et SN Bl ol et it b —

Figure 3.13 - Sodera Wired Devices Pane

The Wired Devices pane is selected by selecting the tab in the Devices pane. The Wired Devices tab will appear
when Wired Devices is checked in the View menu. The Wired Devices tab can be hidden from view by
unchecking the selection in the View menu or by clicking on the x| on the Wired Devices tab.

The Wired Devices pane provides information about devices connected to POD 1 and POD 2, on the bottom of
the Sodera unit. These connectors are used to capture Host Controller Interface traffic through a direct wired
connection. The HCI UART will capture Protocol Transports H4, BCSP, and 3-wire (H5).

The Wired Devices pane contains five columns. Their functions are listed below.

Table 3.14 - Sodera Wired Devices Pane Columns
Column Description

Filter The filter is an on/off selection . When checked , the device is selected for data analysis, that is
Selection | the data is filtered into the Frontline protocol analyzer when the Standard Toolbar Analyze
L1/ button is clicked.

Traffic If the a "traffic captured” icon is present traffic has been captured that involves the device. If
Captured | the icon is not present then Sodera has not captured any traffic that involves that device. Only
) wired devices with traffic captured can be used for Frontline protocol analysis.

Device | Theis an area where the user can optionally document which device they were connected to at
Under the time of the capture.
Test

Interface | For each device, this column lists the Sodera interface connection and the protocol configured
for that connection.

Protocol | For each device, this column lists the configured interface protocol transport.
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Naming the Device Wired Devices e
Under Test Device Under Test Irterface Protocaol
In the Device Under Test O Device 1 PODA

column, you can optionally
document which device |
they were connected to at
the time of the capture. To
do this, clickin the Device | - - S T e UL R W |
Under Test field in a

device row. Type an

identifying name, and press

Enter on the keyboard to click in another field.

For more information on configuring the wired devices, see Menu on page 33.

3.1.2.4 Piconet View Pane (Experimental)

Note: At this time the Piconet View is in experimental. This topic provides a description of
the anticipated Piconet View functionality.

Devices and connections detected by the Frontline hardware are displayed graphically on the Piconet View
pane for further configuration and selection for analysis by the user. Devices and connections are displayed on the
Piconet View pane only when data to or from those devices or connections has been detected by the Frontline
hardware, while the appearance of devices in the Wireless Devices pane includes detected devices, user
entered devices, and remembered devices.

[Session Stop ':'] [Anah'ze e]

Ready - Click "Session Start’ or open capture file to start receiving packets

Figure 3.14 - Piconet View
Adjacent to each device in the view is the devices BD_ADDR

Attached to each dot is a label that displays BD_ADDR . The tab is colored either blue or green to indicate that the
related device is Classic or low energy Bluetooth.

A blue ring surrounds the device that is either paging or serving as the master device in the piconet. In the event
of a role switch, this blue ring will shift position to the new piconet master.
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In the event of scatternet where one piconet master
that is also a slave of a secondary piconet, the blue
ring is “broken” in that roughly 25% of the ring is cut
away to accommodate the slave’s position in primary
piconet. The remaining 75% of the blue ring connects
to the secondary piconet slave device.

Within the Piconet View, rolling the mouse over an
icon will highlight that device or security information
in the Wireless and Security panes.

Timeline

- - - - KEEEER

Figure 3.15 - Piconet View Timeline

As device connections appear over time, the Timeline on the bottom of the Piconet View displays circles
representing events over time where the piconet view has changed. Classic Bluetooth events appear as blue
circles and Bluetooth low energy events appear as green circles. These events appear when devices:

« Connects - solid circles
« Role Switches - sold circles
« Disconnects - hollow circles
Select an event on the time line by clicking on an event circle.

The display on the Piconet View will change to the piconet configuration active at the selected event time
allowing the user to trace piconet activity. A timeline cursor—a white vertical line—will appear behind the
selected timeline event. Above the timeline cursor appears the event capture date and time.

Note: The timeline event cursor is always positioned in the center of the display. A selected
event will move to the cursor, thus the selected event is always position in the center of the
Piconet View.

3.5m On the timeline right end is the timeline duration and the zoom controls. The current duration of the
- visible timeline is shown in minutes (m) or seconds (s). The "+" and "-" controls will zoom in and zoom
| out the timeline, respectively. To show less of the timeline (more detail) click on the "+", and to show

more of the timeline (less detail) click on the "-".
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3.1.2.5 Security Pane

The Security pane is where the Frontline software identifies devices with captured traffic (%) that contain pairing,
authentication, or encrypted data. The pane will show fields for entering keys, and will show if the keys are valid
or invalid.

Successful decryption of captured data requires datasource receipt of all the critical packets and either :
« be given the link key by the user, or
o oObserve the pairing process and determine the link key.

See Sodera: Critical Packets and Information for Decryption on page 109 for a description of the critical packets.
The Security pane will identify the type of key required for decryption.

Security v o X
) A
Status  Time Master Slave PIMN /TK Link Ky ACO I
& 8/17/2016 4:35:54. 274346 PM wocooc 1A00:36:72 Enter BD_ADDR n/a Unable to validate n/a
& 8/17/2016 4:35:55.411505 PM 78:9E:D0:LT1:50:46 10:87:F6:071:31:AF nfa (S BeZ7c A936d2a028%08a14de5014d (b64124675484c b 97dc 78d2  n/a
® 8/17/2016 4:38:36.819362 PM "Mini Boombox" Valid
& 8/17/2016 4:37:43.868282 PM o0 BO:6C:9AFE Enter BD_ADDR n/a Unable to validate n/a
a 8/17/2016 4:38:00.073238 PM oo 93:22:.87.C8 Enter BD_ADDR nfa Unable to validate n/a
wae 8/17/2016 4:38:46.054682 FM 00:05:93:E0:21:8C Ad:84:31:FB:05:13 nfa Unable to validate n/a
"My Car" "SAMSUNG-5M-GI30A-.
o8& 8/17/2016 4:38:47 456046 PM 78:9E:DO:C1:50:46 10:B7:F6:01:31:AF nfa (xS Bc27c F936d 220285082 14de5014d [Drd64cc78doeBeblbd56210660  n/a
"Mini Boombox" Valid

Figure 3.16 - Sodera Datasource Security Pane

The Security pane shows events in the current capture. When the Record button is

clicked, all devices with active traffic that require decryption are shown. Security events

appear in starting time order with the most recent event at the bottom.
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« Status: displays icons showing the pairing and encryption/decryption status.

Icon Description

Pairing/Authentication
@dD | attempt observed but
was unsuccessful

O Devices successfully
Paired/Authenticated.

Encrypted: traffic is
encrypted but there is
insufficient
information to
@I decrypt. See Sodera:
Critical Packets and
Information for
Decryption on page
109 for a description
of the critical packets.

% Decrypted

« Time: Beginning and end time of the security context. No end time is indicated by an "...". Beginning time is
shown in the first row of the grouping. End time is shown in the second row.

« Master: The BD_ADDR of the master device in the link. If the friendly name is available it will show on the
second line.

« Slave: The BD_ADDR of the slave device in the link. If the friendly name is available it will show on the second

line.
Note: If the Master and Slave switch roles another entry will appear in the Security pane
Status  Time Master Slave PIN / TK Link Key ACO
IEI 12/1/2014 12:35:12.797571 PM (0:88:65:61:87:27 00:07:62:0F:00.00 Not needed (k5d306875603c4f 1e065a052523 4d8ba bf67b04b7eb01b 38eb55eb ch
D 12/1/2014 12:35:16.400050 PM "T515" Valid
IEI 12/1/2014 12:35:16.610163 PM  00:07:62:0F:00:00 00:88:65:61:87:27 n/a (k5d306875603c4f 1e065a052523 4d8ba f67b04b7eb01b 38eb 55eb dch
"TH15" Valid
Figure 3.17 - Role Switch Example
« PIN/TK:

o Classic Bluetooth® :

m Legacy Pairing PIN: 1 to 16 alphanumeric character PIN
o Bluetooth low energy

m  PIN: 6 digit numeric passkey (000000 - 999999)

m  Out-of-Band Temporary Key (OOB TK): 32 digit hexadecimal number
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o Link Key
o Classic Bluetooth®, 32 digit hexadecimal number
o Bluetooth low energy, 32 digit hexadecimal number

o The Link Key cell displays "Enter link key" in gray when the link key is unknown. When a link is invalid the
cell has a light red background and indented gray text under the link key says "Invalid". When a link key is
valid the cell has a light green background and indented gray text under the link key says "Valid" (if the link
key was transformed from the entered link key the text is "Valid (Reordered)".

o If Soderais Analyzing and a link key has not been entered, "Stop analyzing to enter link key" appears in
the device Link Key cell. Click the Analyzing button to stop the analysis, and type or paste in the link
key.

o Users can enter the device security information by typing directly on the device fields PIN/TK and Link
Key. An invalid entry will display a red background and a warning Invalid.

o ACO: Authenticated Ciphering Offset is used by the devices for generation of the encryption key in Classic
Bluetooth.

o 1V: Initialization Vector is displayed for both Bluetooth low energy encryption and Classic Bluetooth Secure
Connections/AES encryption.. The slave will use the IV in starting the encrypted communications.

3.1.2.5.1 Classic Bluetooth Encryption
To decrypt a Classic Bluetooth link there are two options in the Security pane.

1. PIN: Enter into the PIN/TK field; legacy pairing only.

Note: The only time a PIN can be used is when the datasource has captured Legacy
Pairing in the current trace. The datasource uses information transferred during the
Legacy Pairing process to calculate a Link Key.

2. Link Key: Enter into the Link Key field.
Passkey/PIN

The first option uses a PIN to generate the Link Key. If the analyzer is given the PIN and has observed complete
pairing it can determine the Link Key. Since the analyzer also needs other information exchanged between the
two devices, the analyzer must catch the entire Pairing Process or else it cannot generate the Link Key and
decode the data.

The PIN/TK can be up to a maximum of 16 alphanumeric ASCII characters or a hexadecimal value that the user
enters. When entering a hexadecimal value it must include a “Ox” prefix, for example, “Ox1234ABCD”.

Link Key

If you know the Link Key in advance you may enter it directly. To enter the Link Key click on the device row Link
Key field and enter the Link Key in hex followed by the keyboard Enter key. If the link key has previously been
entered it is automatically entered in the edit box after the Master and Slave have been selected. Once the Link
Key is entered the ACO automatically appears in the Security pane for the devices in the link.
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Note: The Link Key does not have to be prefixed with "0x" because the Link Key field will only
accept hex format, and the "0x" prefix is added automatically. Entering "Ox..." will result in an
invalid entry result.

Status  Time Master Slave FIN / TK Link Key ACO
o IEI 11/20/2014 2:34:57. 115571 PM  00:88:65:61:B7:27 00:07-62:0F:00:00 n/a
11/20/2014 2:35:00.754965 PM "T5158"
& 11/20/2014 2:35:00.928163 PM  00:07:62:0F:D0:00 00:88:65:61:B7:27 n/a Enter link key
"T515"

Figure 3.18 - Classic Bluetooth Link Key Entry

Status  Time Master Slave FIMN / TK Link Key ACO
D IEI 11/20/2014 2:34:57.118571 PM  00:38:65:61:87:27 00:07:62.0F:00:00 n/a (<5d306875603c4f 120652052523 4d Bba (6 7b04b 7eb1b 38ebBBeb ch
11/20/2014 2:35:00.718090 PM "T515" Valid
& 11/20/2014 2:35:00.528163 PM  00:07:62:0F:00:00 00:38:65:61:87:27 n/a (<5d306875603c4f 120652052523 4d Bba (f67b04b 7eb(1b38ebbBebIch
. "TH15" Valid

Figure 3.19 - Classic Bluetooth Valid Link Key Entered and ACO Automatically Calculated

If the Link Key is correct the Link Key field for the devices in the encrypted link will appear green with "valid"
below the link key. If the Link Key is not correct the Link Key field will appear red with "invalid" below the link
key. To re-enter the Link Key click on the Link Key field and follow the procedure above.

Status  Time Master Slave PIN / TK Link Key ACO
0 & 11/20/2014 4:00:51.834571 PM  00:88:65:61:87:27 00:07:62:0F:00:00 n/a (<12345678%abc
11/20/2014 4:00:55.573965 FM "T515" Invalid
&I 11/20/2014 4:00:55.747163 PM  00:07:62:0F:00:00 00:28:65:61:87:27 n/a Enter link key
"T515"

Figure 3.20 - Classic Bluetooth Invalid Link Key Entered

SSP Debug Mode

If one of the Bluetooth devices is in SSP Debug Mode then the Frontline Sodera analyzer can automatically figure
out the Link Key, under certain conditions. To obtain the information for figuring out the Link Key, the software
must actively observe the SSP pairing process in the capture. If the SSP pairing previously took place and
encrypted data is later captured the software does not have the necessary information to figure out the Link Key.
The only alternatives are

o to again pair the devices in SSP Debug Mode, or

« toindependently determine the Link Key and enter it directly..

Note: Only one device in the link must be in SSP Debug Mode.
If the Bluetooth devices do not allow Debug Mode activation, enter the Link Key as described above.

3.1.2.5.2 Bluetooth low energy Encryption
Long Term Key

The Long Term Key (LTK) in Bluetooth low energy is similar to the Link Key in Classic Bluetooth. Itis a persistent
key that is stored in both devices and used to derive a fresh encryption key each time the devices go encrypted. In
the Sodera Security pane the LTK is entered in the Link Key field so the following discussion will use Link Key
instead of LTK.
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Status  Time Master Slave PIN / TK Link Key ACO 1\
&I 11/13/2014 8:28:.06. 087632 AM  38:BF:33:08:.C9:15 DB:84:7D:38:A1:8C (static) n/z ter link key n/a (e67adbde4dB57d...
"CASIO GB-56004™"

Figure 3.21 - Bluetooth low energy Static Address Link Key Required
In this example a low energy device requires Link Key entry for the Frontline software to decrypt the data. To

enter the Link Key click on Enter link key and type or paste in the Link Key in hex format.

Note: It is not necessary to precede the Link Key with "0x" to signify a hex format. The
software will automatically add "0Ox" to the front of the Link Key.

Status  Time Master Slave PIN / TK Link Key ACO v
& 11/13/2014 714.06.119652 AM  38:BF:33:.08.C5:15 DB:84:70:38:A1:8C (static) n/z n/a (x67adbde4dB57d...
"CASIO GB-5600A™

Figure 3.22 - Bluetooth low energy Enter Link Key

Press the Enter key or click outside the Link Key box. If the Link Key is valid the box will be green, beneath the Link
Key will appear "Valid, and the Status will show an open, green lock indicating that decryption is enabled.

If the Link Key is not valid the box will be red, beneath the entered Link Key will appear "Invalid", and the Status
will show a closed, red lock indicating that decryption is not enabled.

Status  Time Master Slave PIN / TK Link Key ACO IV
IEI 11/13/2014 8:15:16.868632 AM  38:BF:33:08.C5:15 DB:84:7D:38:A1:8C (static) n/a Iee26e121986ca19c1a169d4bel... n/a (6 7adbdeddB57d. .
"CASIO GB-5600A™ Walid

Figure 3.23 - Bluetooth low energy Valid Link Key

Status  Time Master Slave PIN / TK Link Key ACO v
&I 11/13/2014 8:28:06.087692 AM  38:BF:33:08:C9:15 DB:84:7D:38:A1:8C (static) n/a [e123456adfe n/a (6 7adbde4dB57d...
"CASIO GB-5600A™ Invalid

Figure 3.24 - Bluetooth low energy Invalid Link Key
Legacy Just Works Pairing

In this example the devices under test useLegacy Just Works pairing to calculate a Short-Term Key (STK) in order
to securely transfer the device's Long-Term Key (LTK). The LTK is then used to encrypt the subsequent security
contexts.

Status  Time Master Slave PIN / TK Link Key ACO IV
® IEI 11/13/2014 8:43:20.557499 AM  BC:F3:70:62:A9:BB BC:F3:70:62.B2.E7 Just Works (<9619dfcec2beedbf6B6.. n/z (96 03Xb0151c0d...
11/13/2014 8:43:22 458777 AM Walid
IEI 11/13/2014 8:43:22.995034 AM  5C:F3.70:62:A9.BB 52.0E:A1:5B:AT7:3E fand) n/a Qecec768decB2%adeb8..  nia (3 45d462fb Bd 18af
11/13/2014 8:43:24 652559 AM Walid
IEI 11/13/2014 8:43:25.091315AM  64:2B.CD:69:F3.BE rand)  4A:AD:D4FFCES5Y fand) n/z Qeccc768decB2%adeb8..  nia (xZc8eddDledScs. .
11/13/2014 8:43:26.553837 AM Walid

Figure 3.25 - Bluetooth low energy Piconet Public Key and Private Key Encryption
Legacy Passkey Pairing

PIN is a six-digit decimal number. If a passkey is required by the device "Enter passkey" will appear in the
device's PIN/TK field.
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Status  Time Master Slave PIN / TK Link: Key ACO 1\
0 Igl 11/13/2014 5:07:10.138572 AM  25:.CD:00:59:FF .56 3C:2D:B7.84:06:67 Erter passkey Erter link key n/a (e Defb01d5705d8. ..
0 Igl 11/13/2014 9:13:27 746147 AM  29:.CD:00:99:FF:56 3C:2D:B7.84:06:67 Enter passkey Erter link key n/a (bed5a2c01d0c23b...

Figure 3.26 - Bluetooth low energy Passkey Decryption Not Enabled

This example uses Passkey Pairing to enable decryption. The user clicks on "Enter passkey" in the device PIN/TK
field.

Status  Time Master Slave PIN / TK Link: Key ACO IV
& 11/13/2014 907:10.139572 AM  29:CD:00:99:FF:56 3C:2D:B7-84:06:67 Ertterlink key n/a (e Oefb01d9705d8...
D G VIVRMSINTTEUTAN  29CDI0SIFSE 3C:2D:B7:84:06:67 Ererpasskey  Enterlink key n/a bed5a2¢01d0c2%b. .

Figure 3.27 - Bluetooth low energy Passkey Entry

Press Enter or click outside the field. If the Passkey is correct it will appear in the PIN/TK field with "Valid"
appearing below the passkey, Link Key field will automatically fill with the Link Key that will show "Valid" and
appear green. The Status field will show an open, green lock to show that encryption is enabled and the analyzer
can show decrypted data.

If the entered Passkey is incorrect, the PIN/TK field will be red and "Invalid" will appear below the entered PIIN.
The Status field will show a closed, red lock to indicate that encryption is not enabled.

Statuzs  Time Master Slave PIN / TK Link Key ACO IV
D g VIVAESOTIOINGT2AN  25CDO0SSFFSE 3:2D:B7:24:06:67 000000 5 560668de oddebf4... /s (xe0efb01d9705d8...
@ g TV/IVAUSIIAIEUTA  2BCD0SFFSS 3C2D-B7:34:0667 000000 (a398832560F2%%ae . n/a (xd5a2c01d0623b. .

11/13/2014 9:13:55 406063 AM Valid Valid

Figure 3.28 - Bluetooth low energy Passkey Decryption Enabled

Status  Time Master Slave PIN / TK Link Key ACD IV

11/13/2014 9:30:51 60B572 AM  29.CD-00:99:FF 56 3C:20:B784:0667 11111 Enter link key n/a (xe0efb01d9705d8 ..
D &' Invalid
D g VIVAI49IS2IGUTAN  25CDO0OFFSS 3C:2D:B7.84:06:67 Ente Enter link key n/a (xd5a2c01d0c2%. .

Figure 3.29 - Bluetooth low energy Passkey Invalid
Legacy Out-of-Band(OOB) Pairing

Out-of-Band (OOB) data is a 16-digit hexadecimal code preceded by "0x" which the devices exchange via a
channel that is different than the le transmission itself. This channel is called OOB. For off-the-shelf devices we
cannot sniff OOB data, but in the lab you may have access to the data exchanged through this channel.

If a device requires OOB data the device Link Key field will show "Enter OOB TK".

3.1.2.6 Private Keys Pane

For Sodera captures that include Bluetooth low energy Secure Connections Pairing between one or more pairs of
devices, users will be able to manually enter Private Keys for both legacy and Secure Connections. The
Private/Public keys are stored for use by discovered Bluetooth low energy devices. Duplicate keys cannot be
stored.
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When Debug key is not used during pairing, the datasource will look for a matching Public key in the set of
Private/Public key pairs. If a match is found, the datasource will use the corresponding Private Key to compute the
Diffe-Hellman Key.

The Private Keys pane can be viewed or hidden from the View menu and can be docked like the other
optionally viewable panes. While operating in live mode, Private Keys are saved to persistent storage when the
Frontline Sodera window is closed . When the window is opened while in live mode, saved Private Keys are
loaded from persistent storage.

Private Keys > o X
-8 G X
Key Type Private Key Public Key
P256 0x1234567890abcdef1234567890abedef1234567890abedef12. .. X: 0x471c3e758c4904285bba7es 3118ed0fs 24adeb0757d25bd2T8e7b0d76dTa714c
Y: Oxdd520f7acaBaBbd17acc37f51dedT0cabbe3ads58382e702dc25a12d09T7a858
P256 0x03000000000000000000000000000000000000000000000000. ..  X: 0x646TT7T65b3b5bd3429cFb2ae7500ee922758bbae7860be08b7ae792b4a7b506
Y: Oxbcllza9d064alBas5a6le33la04asdfesq92dfcafc08e6995c979c1252b36T946

"—\\-\L_\\ AL A v NP - . . S— S, — ST

Figure 3.30 - Private Keys Pane
The Private Keys pane has three columns that list one entry for each unique key.

Table 3.15 - Private Keys pane Columns
Column Description

Key Type |P192if the key is used for Legacy pairing.

P256 if the key is used for Secure Connection pairing.

Private The key entered by the user.

K
ey 24 octets for P192 (Legacy)

32 octets for P256 (Secure Connection)

Public Key | The two parts of the public key automatically generated when the complete Private Key is
entered.

X - the first half of the Public Key

y - the second half of the Public Key

Private Key management tools

In the header of the Private Keys pane is a toolbar for adding or deleting keys.
Private Keys

W X
Table 3.16 - Private Keys Management Tools
Tool Icon Descriptioin
Add . Used to add a Private Key to the pane. When clicked, it opens the Private Keys Entry
Private Key dialog. See Private Key Entry dialog on page 68
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Table 3.16 - Private Keys Management Tools (continued)

Tool Icon Descriptioin
Edit 7| Enabled when a private key in the pane is selected. When clicked, it opens the Private
Selected Keys Entry dialog with the selected Private and Public Key filled in. See Private Key
Private Key Entry dialog on page 68
Reverse s Enabled with a private key in the pane is selected. When checked, it allows the user to
Private Key switch between big endian and little endian format. The public key will be updated to

reflect the changes made to the private key.

Remove E Enabled when a private key in the pane is selected. When clicked the selected key row
Private Key [-—— | is removed from the pane.

Add Private Key

Right-clicking on a selected Private Key entry in the pane or right
clicking anywhere in the pane will open a Private Key Management
tools menu. The menu selections perform the same functions as the

Remove Private Key Private Key Management tools.

Private Key Entry dialog

The Private Key Entry dialog opens when the user selects Add Private Key from the Private Keys
Management Tools or from the right-click menu.

-

Private Key Entry

=

Private Key: ox

Public Key:

_—  —— —— —— —— —— —— (¥ P256 (Secure Connection)

" P192 (Legacy Connection)

Cancel

Figure 3.31 - Private Key Entry Dialog
Table 3.17 - Private Key Entry Dialog Fields

Section

Field

Description

Key P256
Type (Secure
Connection)

Make this selection if using Secure Connection pairing.

P192
(Legacy
Connection)

Make this selection if using Legacy pairing.

68
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Table 3.17 - Private Key Entry Dialog Fields (continued)

Section Field Description
Private Enter the Private Key in hex. The size of this field will vary with the Key Type,
Key P256 or P196.

Reverse Allows the user to switch the Private Key between little endian and big endian
format. The public key will be updated to reflect the changes made to the private

key.
Public |X: The Public Key is calculated automatically when the Private Key is completely
Key entered.

X: - first half of the key.

y: The Public Key is calculated automatically when the Private Key is completely
entered.

Y: - second half of the key.

To Add 4 @ Private Key:

1. Select one of the following connection types to set the length of the Private Key field:
a. P256 (Secure Connection), or
b. P192 (Legacy Connection)

2. Enter the Private Key, in hexadecimal, into the Private Key field.
a. P256 field type takes 64 hexadecimal characters.

b. P196 field type takes 48 hexadecimal characters.

Note: If after entering the private key you change the Key Type from P256 to P192, the
Private and Public key fields will truncate to the correct length for P192 key type.
However, this does not work in the reverse direction.

The Private Key may also be pasted in. The copied key pasted in may have been in either big endian or
little endian format. The Reverse button allows the user to reverse the format for use with their
particular device.

3. Once the Private Key field is completely filled in, the Public Key X: and Y: fields are automatically
calculated and filled in.

4. Click the OK button, the dialog will close, and the added Private and Public keys appear in the Private Keys

pane.

If the key enterd already matches a key in the local storage, a dialog will be displayed indicating the issue
and the window will not close.

To Remove |_ a Private Key:
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1. Inthe Private Keys pane, click on the Private Key to be remove to select it.

Chapter 3 Configuration Settings

2. Remove the Private Key by one of the following methods:

3.1.2.7 Event Log Pane

. ~
Click on the Remove Private Key|_ tool in the Private Key Management toolbar. The key is
removed from the list.

Right-click on the selected Private Key, and select Remove Private Key from the Private Key
Management tools pop-up menu. The key is removed from the list.

The Event Log is a record of significant events that occurred at any time the Sodera datasource software is
running. The log is recorded in time sequence using the computer clock. Log event descriptions provide
information, warnings, and error notifications. The Event Log provides the user with a history of their analysis
process. This history may be useful for process documentation or for troubleshooting capture issues and

problems.

Information messages can include the starting and stopping of recording and the time that this event took place.
Warnings in the log could be notifying the user that the capture file just opened contains unsupported content.
Event Log error events include, for example, telling the user that the capture file is invalid.

Event Log

Description

(i) Recording started

o Unable to initialize hardware. Capture not started.
i) Reconding stopped

_:l LAP conflict may cause unexpected results for these devices: 0C:41:3E:C9:8A:45 and o000 67.C9:8A:45
i) Recording stopped

1

Time

3/11/2015 8:23:56.361 AM
3/11/2015 8:23:56.361 AM
3/11/2015 8:24:15.066 AM
3/11/2015 8:24:21.618 AM
31172015 8:24:26.123 AM

Figure 3.32 - Sodera Event Log Pane

The Event Log pane contains event icons in the first column (no heading), event descriptions in the second

column (Description), and the time the event occurred in the third column (Time).

A description of each Event Log column is in the following table.

Table 3.18 - Event Log Columns

Heading

Icon

Description

Event

( i/l

Information: Events related to the normal flow of the capture process, e.g. "Start

Capture", "Stop Capture", "Sodera hardware not found"

Warning: Events that raise concern about the capture process integrity

)
(X

Error: Events that compromise the capture process or that may invalidate some of the

captured data.

Description

Description of the event with additional information related to the Event icon.

Time

The actual time of the event in live capture mode, or the recorded time when running a
previously captured file. The recorded time is based on the clock of the computer

running the ComProbe software.

70
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Saving the Event Log

The Event log is automatically saved to "%appdata%\Frontline Test Equipment\Sodera\Logs\" as a .txt file. Logs are
retained for each session.

3.1.2.8 Pane Positioning and Control

The Sodera window Wired Devices, Security, Private Keys, Piconet View,
and Event Log panes can be customized to suit the user's requirements. At the
top of each pane, on the right, is a set of pane positioning controls.

vl;lx‘

Technalome

o Clicking on Close 3 will close the pane. Once the pane is closed, it can be displayed again by

selecting the pane in the View menu. é]
« Clicking on Auto Hide g will pin the pane to the right border as a tab. The title of the —
hidden/pinned pane will appear at the border.
=l
- & — Hovering over the hidden pane title will expand the g
Z | pane and the Auto Hide icon appears rotated + . s
PIN / TK = 3
060715 5 = | Clicking on the Auto Hide will unhide or unpin the 9
ind" pane.
A29:11:11 I
80 Keyboard" =

« Clicking on Window Position « opensa menu of positioning options. The currently selected option is

shown with a check mark. Right-clicking in the pane header will also bring up the Window Position menu.

o Floating: The pane operates as an independent window on the E| p— I
screen allowing it to be positioned anywhere on the screen. Once
the pane is floating it can be repositioned within the boundaries of Floating
the Sodera datasource window using Positioning by Cursor, below. Docking
o Tabbed Document: A tab for the pane is created adjacent to the Tabbed Document
Wireless Devices tab. Auto Hide
o Docking: The pane is positioned to its last docked position. A new Hide
docked position can be selected by using Positioning by Cursor, '

below.
o Auto Hide: Operates the same as Auto Hide discussed above, collapsing the pane and docking.

o Hide: Operates the same as Close discussed above.

« You can repeat this process with other panes open and the control will highlight the available area
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Positioning by Cursor

72

Changing the size of pane

To change the size of a pane, position the cursor on an edge of the pane (the cursor will change to a two-way
arrow), left-click, hold, and drag the pane to the desired size. Release the mouse button.

If the pane is floating, the cursor can also be positioned on a corner of the pane, which permits two-way
resizing.

Changing the position of a pane

. Event Log w O X

Description
a Unable to initialize hardware. Capture not started.
(i1 Recording stopped
i1 Recording started
‘_:5 LAP corflict may cause unexpected results forthese devices: 0C:41:3E:C9:8A:49 and w006 7-C5:8A:45
(i1 Recording stopped

L
¢
o 3/11/2015 11:49:34 579455 AM  00:1E:AB:4C:4F:52 i
2/11/2015 11:49:49 939479 AM  "CSR8510 Nanosia M2
o 2/11/2015 11:49:43. 440171 AM  56:9AESAZ3701 fmnd) |
15 11:5 Mo D Nanosia M2...
08 3/11/2015 11:50:11 633935 AM  00:02:58:00:13:22 i
2/11/2015 11:50:25.106448 AM  "Synergy for Linue" ]
3/11/2015 11:50:12 327017 AM  00:1E:AB:4C:4F:52 i
RN F— 2/11/2015 11:50:16.152024 AM  "CSR8510 Nanosia M2, ' 4
— o 3/11/2015 11:50:16.152024 AM  00:1E:AB:4C:4F:52 | |packets captured |
P 3/11/2015 11:50:43.386325 AM  "CSRE510 Nanosia M2...
g 3/11/2015 11:50:25.280006 AM  48:90:24:D9:14:14 i
"BLACKBERAY-2b" :
2/11/2015 11:50:28.193625 AM  5F-AB:59:A7:90:49 fand) ¢
ap 2/11/2015 11:50:37. 403866 AM
2/11/2015 11:50:29.021527 AM  BE:SAEZAZI701 fand) |
an & .
17112018 11-RN-47 TRRTFR &M W-1F-AR-AC-4AF-R? | i
o I k

Figure 3.33 - Positioning by Cursor
This pane positioning method works whether the pane is docked or floating.

Position the cursor on the title bar of the pane. Left-click, hold, and start dragging the pane. Eight positioning
controls (each with its own arrow) will appear at various locations on the main window. Drag the pane such
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that the mouse cursor is positioned on the desired positioning control. The positioning control will turn blue
and the new position of the pane will be indicated in blue. Release the mouse button. The pane will move to
the new position.

Creating a tabbed pane

Figure 3.34 - Position Control for Setting Tabbed Security Pane

B T A R G N e T RN L]

Move the cursor until the middle position indicator turns blue
O ﬂ 31172015 11:50:25.021527 AM

and release the mouse key. The pane will appear as a tab at the

bottom of the target pane.
3/11/2015 11:50:43.386325 AM
@ 2/11/2015 11-50-51 787536 oM Changing the position of a tabbed pane

11205 11:50:47 128040 AM This is the same as changing the position of a non-tabbed pane
* l_m— except that the cursor is positioned on the tab itself, not the title

To set a tabbed pane to full view left-click and drag the tab outside the target pane. The cursor positioning
control will appear. Position the pane using the positioning control and release the mouse key.

Using the View Menu

The Sodera window View menu can be used to close or open the panes.
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3.1.3 Excursion Mode

Excursion Mode allows the user to capture Bluetooth data while untethered from a computer. This feature can
make it easier to capture data while in a moving vehicle, to capture data in places where a laptop cannot readily
be used, or to capture data in confined spaces, for example. Sodera’s internal battery complements Excursion
mode by providing sufficient power to capture data for up to an hour without being connected to an external
power source

Enable Excursion mode
1. Connectthe Sodera hardware to a computer with a USB cable and start the Frontline software.
2. Inthe Sodera window, select Capture Options... from the Options menu.
3. Verify that the status message on the pop-up indicates the serial number of the connected hardware.

4. Check the box next to Enable Excursion mode captures and press OK. The pop-up will close and the
Capture Options are saved to the connected Sodera hardware. The saved Capture Options will travel
with that specific Sodera hardware module and affect all subsequent captures performed with that unit,
regardless of whether they are performed using Excursion mode or using a connected computer.

Disable Excursion mode

1. Connectthe Sodera hardware to a computer with a USB cable and start the ComProbe Protocol Analysis
System.

2. Inthe Sodera window, select Capture Options... from the Options menu.
3. Verify that the status message on the pop-up indicates the serial number of the connected hardware.

4. Uncheck the box next to Enable Excursion mode captures and press OK. The pop-up will close and
the Capture Options are saved to the connected Sodera hardware.

Start Capturing Data in Excursion mode

1. With the Sodera hardware disconnected from a computer, hold for at least 1/2 second and then release
the Power button on the front panel. The battery charge state indicator LEDs will repeatedly flash in
sequence while the unit powers up.

2. Once the unitis powered up, press the Capture button on the front panel (right side). The Capture LED will
be a constant green when capturing data.

Stop Capturing Data in Excursion mode

1. Press the Capture button on the front panel (right side). There may be a brief delay, and the Capture LED
will turn off.

3.2 Decoder Parameters

Some protocol decoders have user-defined parameters. These are protocols where some information cannot be
discovered by looking at the data and must be entered by the user in order for the decoder to correctly decode
the data. For example, such information might be a field where the length is either 3 or 4 bytes, and which length
is being used is a system option.

There may be times when the context for decoding a frame is missing. For example, if the analyzer captures a
response frame but does not capture the command frame, then the decode for the response may be incomplete.
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The Set Initial Decoder Parameters window allows you to supply the context for any frame. The dialog allows
you to define any number of parameters and save them in a template for later use

The decoder template function provides the capacity to create multiple templates that contain different
parameters. This capability allows you to maintain individual templates for each Bluetooth® network monitored.
Applying a template containing only those parameters necessary to decode transmissions particular to an
individual network, enhances the efficiency of the analyzer to decode data.

If you have decoders loaded which require decoder parameters, a window with one tab for every decoder that
requires parameters appears the first time the decoder is loaded.

For help on setting the parameters, click the Help button on each tab to get help information specific to that
decoder.

If you need to change the parameters later,

« Choose Set Initial Decoder Parameters... from the Options menu on the Control and Frame Display
windows.

Options | Window Help

Hardware Settings b
/O Settings »
Systern Settings... Alt+Enter
Directories...

v Check for New Releases at Startup

Side Mames...

Protocol Stack...
Set Initial Decoder Parameters...
Set Subsequent Decoder Parameters...

v Automatically Request Missing Decoding Information

Figure 3.35 - Select Set Initial Decoder Parameters... from Control window

The Set Initial Decoder Parameters window opens with a tab for each decoder that requires parameters.

Set Initial Decoder Parameters

92 =d

‘AVDTP | Secunity | L2cAP | RFcOMM | A2DP [use |iPx | TcP | uDP |

Template

Figure 3.36 - Tabs for each decoder requiring parameters.

o Each entry in the Set Initial Decoder Parameters window takes effect from the beginning of the capture
onward or until redefined in the Set Subsequent Decoder Parameters dialog.

Override Existing Parameters

The Set Subsequent Decoder Parameters dialog allows the user to override an existing parameter at any
frame in the capture where the parameter is used.

If you have a parameter in effect and wish to change that parameter
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o Select the frame where the change should take effect

Chapter 3 Configuration Settings

o Select Set Subsequent Decoder Parameters... from the Options menu, and make the needed
changes. You can also right-click on the frame to select the same option.

Options | Window  Help

Directories...
v Check for New Releases at Startup

Side Mames...

Protocol Stack...
Set Initial Decoder Parameters...

| Set Subsequent Decoder Parameters...

v Automatically Request Missing Decoding Information

Figure 3.37 - Set Subsequent Decoder Parameters... from Control window

OOEB8QQO O ™

Unfiltered ] Info ] Configured BT low energy devices ] Errors l

B... Framett Fiole Addr. DLCI Chanrel Frame Tupe
50 Master 1 0x00 1] SABM
51 Slave 1 000 0 &
52 Master 1 0=00 1] UIH
53 Slave 1 0x00 0 UIH

1

1
0
1]

RR L
Baseband | LMP | PreConnection-FHS | Bluetooth FHS | L2CAP | SDP W—

F/F Bit

Crnd...

Con...
Res...

o~

Cmd Tupe

Pararn. Meg.

Param. Neg.l I

Set Subsequent Decoder Parameters

H52. RFCOMM

Rules in effect from frame #52 onward until redefined here for a later frame:

Onthe Slave side, with Server Channel 13, RFCOMM is camying Hands Free ( Ovemidden by user )

Change the Selected tem to Camy | Hands Free

o]

Figure 3.38 - Example: Set Subsequent Decode for Frame #52, RFCOMM

« Each entry in the Set Subsequent Decoder Parameters dialog takes effect from the specified frame

onward or until redefined in this dialog on a later frame.

« The Remove Override button will remove the selected decode parameter override.

« The Remove All button will remove all decoder overrides.

If you do not have decoders loaded that require parameters, the menu item does not appear and you don't need

to worry about this feature.
3.2.1 Decoder Parameter Templates

3.2.1.1 Select and Apply a Decoder Template
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1. Select Set Initial Decoder Parameters... from the Options menu on the Control @ window or

the Frame Display @ window.

2. Click the Open Template V‘g icon in the toolbar and select the

- ﬁ m x |Temp|ate F

desired template from the pop up list. The system displays the content

of the selected template in the Initial Connections list at the top of the F'_| Frontlinel ‘
dialog FrontlineZ
3. Click the OK button to apply the selected template and decoders' Al Frontline2 1 |
settings and exit the Set Initial Decoder Parameters dialog. - Frontline? .
thie
L|'£ Frontlings I

3.2.1.2 Adding a New or Saving an Existing Template
Add a Template

A template is a collection of parameters required to completely decode communications between multiple
devices. This procedure adds a template to the system and saves it for later use:

1. Click the Save E button at the top of the Set Initial LT ——
Decoder Parameters dialog to display the Template
Manager d|a|0g Mame To Save Template As: Cancel

Frontlined

2. Enter a name for the new template and click OK. T ——————

Frontline

The system saves the template and closes the Template FrontineZ
Manager dialog.

Fiontines

3. Click the OK button on the Set Initial Decoder Parameters
window to apply the template and close the dialog.

Save Changes to a Template
This procedure saves changes to parameters in an existing template.
1. After making changes to parameter settings in a user defined template, click the Save E button at the
top of the Set Initial Decoder Parameters window to display the Template Manager dialog.
2. Ensure that the name of the template is listed in the Name to Save Template As text box and click OK.

3. The system displays a dialog asking for confirmation of the change to the existing template. Click the Yes
button.

The system saves the parameter changes to the template and closes the Save As dialog.

4. Click the OK button on the Set Initial Decoder Parameters window to apply the template and close
the window.

Frontline Sodera User Manual 77



TELEDYNE LECROY Chapter 3 Configuration Settings

3.2.1.3 Deleting a Template

1. After opening the Set Initial Decoder Parameters window click the Delete x button in the toolbar.

The system displays the Template Manager dialog with a list of saved templates.

2. Select (click on and highlight) the template marked for deletion and click the Delete button.
The system removes the selected template from the list of saved templates.

3. Click the OK button to complete the deletion process and close the Delete dialog.

4. Click the OK button on the Set Initial Decoder Parameters window to apply the deletion and close
the dialog.

3.2.2 Selecting A2DP Decoder Parameters

Decoding SBC frames in the A2DP decoder can be slow if the analyzer decodes all the parts (the header, the scale
factor and the audio samples) of the frame. You can increase the decoding speed by decoding only the header
fields and disregarding other parts. You can select the detail-level of decoding using the Set Initial Decoder
Parameters window.

Note: By default the decoder decodes only the header fields of the frame.

1. Select Set Initial Decoder Parameters from the Options menu on the Control window or the Frame
Display window.

2. Click on the A2DP tab.
3. Choose the desired decoding method.
AVDTP | Securty | LACAP | RFCOMM | A2DP |USBE | IPX JER UDP

SBC frames decoding Irformation
@) Decode only the header fields of the SBC frame in detail

Decode all the parts ( the header, the scale factors and the audio samples ) of the
SBC frame in detail

Figure 3.39 - A2DP Decoder Settings
4. Follow steps to save the template changes or to save a new template.
5. Click the OK button to apply the selection and exit the Set Initial Decoder Parameters window.
3.2.3 AVDTP Decoder Parameters
3.2.3.1 About AVDTP Decoder Parameters

Each entry in the Set Initial Decoder Parameters window takes effect from the beginning of the capture
onward or until redefined in the Set Subsequent Decoder Parameters window.
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AVDTP |Securty [ L2cAP | RFCOMM [ A20P [use [ipx  [TcP [upp |

Inttial Connections (in effect from beginning of capture enward until redefined)

Piconet {DataSource{DS) No.. erter 0for single DS)

L2CAP channel

L2CAP channel is Mutiplexed Remate side TSID

AVDTFiscamying | AVDTP Signaling h

Figure 3.40 - AVDTP parameters tab
The AVDTP tab requires the following user inputs to complete a parameter:

« Piconet (Data Source (DS) No.) - When only one data source is employed, set this parameter to 0 (zero),
otherwise, set to the desired number of data sources.

« Role - This identifies the role of the device initiating the frame (Master or Slave)
« L2CAP Channel - The channel number 0 through 78.

o L2CAP channel is Multiplexed - when checked indicates that L2CAP is multiplexed with upper layer
protocols.

« AVDTP is carrying - Select the protocol that AVDTP traverses to from the following:

o AVDTP Signaling
o AVDTP Media
o AVDTP Reporting
o AVDTP Recovery
o -Raw Data-

Adding, Deleting, and Saving AVDTP Parameters
1. From the Set Initial Decoder Parameters window, click on the AVDTP tab.
2. Setorselectthe AVDTP decoder parameters.

3. Click on the ADD button. The Intial Connection window displays the added parameters.

Initial Connections {in effect from beginning of capture orward urtil redefined)

In the piconet 2 on the Slave side with the L2CAP CID (D000 and with the remote side TSID 0, the AVDTP is camyi
In the piconet 2 on the Master side with the LZCAFP CID (0000 and with the remote side TSID -1, the AVDTP is carrwng Heportmg packets IModrhed by user}
In the piconet 2 on the Master side with the L2CAP CID 00000 and with the remote side TSID 0, the AVDTP is camying Unknown {Modified by user)

Figure 3.41 - Parameters Added to Decoder

4. To delete a parameter from the Initial Connections window, select the parameter and click on the
Delete button.
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5. Decoder parameters cannot be edited. The only way to change a parameter is to delete the original as
described above, and recreate the parameter with the changed settings and selections and then click on
the Add button.

6. AVDTP parameters are saved when the template is saved as described in on page 1 on page 1

3.2.3.2 AVDTP Missing Decode Information

The analyzer usually determines the protocol carried in an AVDTP payload by monitoring previous traffic.
However, when this fails to occur, the Missing Decoding Information Detected dialog appears and requests
that the user supply the missing information.

The following are the most common among the many possible reasons for a failure to determine the traversal:
« The capture session started after transmission of the vital information.
o The analyzer incorrectly received a frame with the traversal information.

e The communication monitored takes place between two players with implicit information not included in the
transmission.

In any case, either view the AVDTP payload of this frame (and other frames with the same channel) as hex data, or
assist the analyzer by selecting a protocol using this dialog.

Note: You may use the rest of the analyzer without addressing this dialog. Additional
information gathered during the capture session may help you decide how to respond to the
request for decoding information.

If you are not sure of the payload carried by the subject frame, look at the raw data shown “data” in the Decoder
pane on the Frame Display. You may notice something that hints as to the profile in use.

In addition, look at some of the frames following the one in question. The data may not be recognizable to the
analyzer at the current point due to connection setup, but might be discovered later on in the capture.

- Frame 93 (Slave] Len=19 Aot . [
;..Baseband:[ ] )D;/D_Em_@ @ e ®| Find: M | ﬁ ﬁ I(3| .
- L2CAP: hfigured BT low energy devi SCO link: Supported | Errors
= . Recndernand Connection-FHS | Bluetooth FH]S | L2CAP | SDP | H]FCIJMMl
P ‘:Tl;#-rr_rp_/‘ t ] Mon-Captured Info ]
B.. Framef AVDTP Type AL Role Frame Size De... Timestamp =
92 Signal 5 Master 15 5/3/2011 1:47:26.596810 ...
93 Signal 5 Slave 19 00.. 5/3/2017 1:47:26.811181 ...
94 Signal 5  Master 16 00.. 5/3/2011 1:47:26.8330%6 ...
35 Signal 5  Slave 25 00.. 5/3/2011 1:47:26.952430
36 Signal 5 Master 16 00.. 57372011 1:47:26.974303 ... L
99 Signal 5 Slave 29 00.. 5/3/2011 1:47:27.389922 ... i
= 10 Signal 5 Master 27 00.. 5/3/2011 1:47:27. 413047
103 Signal 5  Slave 15 00.. 57372011 1:47:27.601168 ...
104 Signal 5 Master 18 00.. 5/3/2011 1:47:27.605543 ...
105 Signal 5  Slave 15 00.. 57372011 1:47:27. 731166 ..
FOOO'_'_OOO 00001010 00101011 00011111 00001011
!'_OO'_'_'_O'_ 01011010 00000001 00000001 00000110
ROO0D0O0000 00000001 01110100
¥ ogop
P

Figure 3.42 - Look in Decoder pane for profile hints
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3.2.3.3 AVDTP Override Decode Information

The Set Subsequent Decoder Parameters dialog allows the user to override an existing parameter at any
frame in the capture where the parameter is used.

If you have a parameter in effect and wish to change that parameter:
1. Select the frame where the change should take effect.

2. Select Set Subsequent Decoder Parameters from the Options menu, or by selecting a frame in the
frame display and choosing from the right-click pop-up menu, and make the needed changes.

3. Select the rule you wish to modify from the list of rules.
4. Choose the protocol the selected item carries from the drop-down list, and click OK.

If you do not have any previously overridden parameters, you may set
parameters for the current frame and onwards by right-clicking the Thic ic the Summary Pane
desired frame and choosing Provide AVDTP Rules... from the . |

. ) Copy Selection to Clipboard
right-click pop-up menu. AL S
Save Selection... |

If you have a parameter in effect and wish to change it, there are two Go To...

parameters that may be overridden for AVDTP: Change the ¥ | Show Frame Size Calumn |

Selected Item to Carry, and if AVDTP Media is selected. the codec Show Timestamp Column

type. Because there are times when vital AVDTP configuration N ¥ Show Delta Column 3
information may not be transferred over the air, we give users the . Add New Columnn (Help) 5
ability to choose between the four AVDTP channel types for each e e St :
L2CAP channel carrying AVDTP as well as codec type. We attempt to lisngealimm QfE s [RE])

make our best guess at codec information when it is not transferred Restore Default Columns

over the air, but we realize we may not always be correct. When we Add Bookmark...

make a guess for codec type, we specify it in the summary and decode Export.

panes by following the codec with the phrase '(best guess by analyzer).
This is to let you know that this information was not obtained over the
air and that the user may wish to alter it by overriding AVDTP
parameters.

Provide AVDTP Rules...

Provide LZCAP Rules...

Provide RFCOMM Rules...

Set Subsequent Decoder Parameters...
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Owerride of Frame Information

==

#34 AVDTP

Rules in effect from frame # 94 onward until redefined here for a later frame:
On the Slave side with the L2CAP CID 0x7401

On the Master side with the L2CAP CID 0x0042, the AVDTP is carrying Signalling packets {discovered by analyzer)

Change the Selected Item to Carry i.m[rrp w i v]

AVDTP Media
AVDTP Reporting
AVOTF Recovery

Remove Override

[ QK. ][ Cancel H Help

Figure 3.43 - AVDTP Override of Frame Information, ltem to Carry

Change the Selected Item to Carry [Mm'p Media v]

Change the Selected Codec to Carry [Lkiamm ,]

Codecselection

SBC

MPEG-1,2 Audio EI[]I_]EB[S when
MPEG-2,4 AAC Media selected to
ATRAC family ca

APT-X Ty

_M_VEWW'E dific Codec

Figure 3.44 - AVDTP Override of Frame Information, Media Codec Selection

Each entry in the Set Subsequent Decoder Parameters dialog takes effect from the specified frame onward
or until redefined in this dialog on a later frame. If you are unhappy with your changes, you can undo them by
simply choosing your override from the dialog box and pressing the 'Remove Override' button. After pressing
'0OK,' the capture file will recompile as if your changes never existed, so feel free to experiment with desired

changes if you are unsure of what configuration to use.

CPAS Info

This buffer contains no user overridden items.

Note: If the capture has no user defined
overrides, then the system displays a dialog
stating that no user defined overrides exist.
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3.2.4 L2CAP Decoder Parameters

3.2.4.1 About L2CAP Decoder Parameters

TELEDYNE LECROY

Each entry in the Set Initial Decoder Parameters dialog takes effect from the beginning of the capture onward or

until redefined in the Set Subsequent Decoder Parameters dialog.

AVDTF | Securty | L2CAP | RFcomM | Azop [use [ipx [ Tce [ uop |

Initial Connections (in effect from beginning of capture onward until redefined in the Set Subsequent Decoder Parameters dizlog):

Stream Master

4

Channel ID
Address

DataSource(DS) No. (set 0for Single DS}

Carries (FSM) [~ Raw Data -

Figure 3.45 - L2CAP Decoder parameters tab

The L2CAP Set Initial Decoder Parameters dialog requires the following user inputs to complete a

Parameter :

« Stream - This identifies the role of the device initiating the frame (master or slave)

o Channel ID - The channel number 0 through 78

o Address - This is the physical connection values for the devices. Each link in the net will have an address. A

piconet can have up to seven links. The Frame Display can provide

address information.

- Data Source (DS) No. -When only one data source is employed, set
this parameter to 0 (zero), otherwise, set to the desired data source

number.

Carries (PSM) - Select the protocol that L2CAP traverses to from the

following:

o AMP Manager

o AMP Test Manager

. SDP

« RFCOMM

. TCS

o LPMP

« BNEP

« HCRP Control
o HCRP Data
« HID

Frontline Sodera User Manual

- Frame 37: [Slave] Len=27
i) Bazshand:
B L2CAP:
: i PRaole: Slave
- Address: 1
- POU Length: 14
‘ . Channel 10; 00040 [SDP]
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AVCTP

AVDTP

CMTP

MCAP Control
IEEE P11073 20601

-Raw Data-

Adding, Deleting, and Saving L2CAP Parameters

1. From the Set Initial Decoder Parameters window, click on the L2ZCAP tab.

2. Setorselectthe LZCAP decoder parameters.

3. Click on the ADD button. The Initial Connection window displays the added parameters.

6.

Initial Connections (in effect from beginning of capture orward urtil redefined in the Set Subsequent Decoder Parameters dialog):

On the Slave side, with CID k0000, Address 0, and DataSource 1, L2CAP is camying AMP Test Manager
On the Master side, with CID (0000, Address 0, and DataSource 2, L2CAP is camying SMP
On the Master side, with CID (0042, Address 0, LZCAF is camying — Raw Data -

Figure 3.46 - Parameters Added to Decoder

To delete a parameter from the Initial Connections window, select the parameter and click on the
Delete button.

Decoder parameters cannot be edited. The only way to change a parameter is to delete the original as
described above, and recreate the parameter with the changed settings and selections and then click on
the Add button.

L2CAP parameters are saved when the template is saved.

3.2.4.2 L2CAP Override Decode Information

The Set Subsequent Decoder Parameters dialog allows the user to override an existing parameter at any
frame in the capture where the parameter is used.

If you have a parameter in effect and wish to change that parameter:

84

Frontline Sodera User Manual



Chapter 3 Configuration Settings

Select the frame where the change should take effect

Select Set Subsequent Decoder Parameters from the
Options menu, or by selecting a frame in the frame display
and choosing from the right-click pop-up menu, and make the

needed changes. Refer to

3. Change the L2CAP parameter by selecting from the rule to

change, and click on the listed parameters.

4. If you wish to remove an overridden rule click on Remove

Override button. If you want to remove all decoder
parameter settings click on Remove All.

5. Click OK.

Each entry in the Set Subsequent Decoder Parameters dialog
takes effect from the specified frame onward or until redefined in

this dialog on a later frame.

Note: If the capture has no user defined overrides, then the

TELEDYNE LECROY

Al Glave A 0071 (Ginnaln]

This is the Surmmary Pane

Copy Selection to Clipboard
Save Selection...
Go To..

v Show Frame Size Column
Show Timestamp Column

v Show Delta Column
Add Mew Column (Help)
Remaowve New Column
Change Column Order (Help)

Restore Default Columns

Add Beokmark...
Export...

Provide L2CAP Rules...
Provide RFCOMM Rules...
Set Subsequent Decoder Parameters...

Show Hidden Panes 3

system displays a dialog stating that no user defined overrides

exist.

3.2.5 RFCOMM Decoder Parameters

3.2.5.1 About RFCOMM Decoder Parameters

Each entry in the Set Initial Decoder Parameters dialog takes effect from the beginning of the capture onward
or until redefined in the Set Subsequent Decoder Parameters dialog.

AVDTP | Secutty | L2CAP | RFCOMM [A2DF | USB | IPX_ | TCP_| UDP |

Initial Connections (in effect from beginning of capture anward urtil redefined in the: Set Subsequent Decoder Parameters dislog):

Siream (Mester <]

Server Channel 5

oLl 0

DataSource(DS) No. fset 0 for Single DS) 0

Cames (UUID) [oBEX -
A D

Figure 3.47 - RFCOMM parameters tab

The RFCOMM Set Initial Decoder Parameters tab requires the following user inputs to complete a

parameter:

o Stream - Identifies the role of the device initiating the frame (master or slave)

« Server Channel - The Bluetooth® channel number 0 through 78

o DLCI - This is the Data Link Connection Identifier, and identifies the ongoing connection between a client and

aserver

Frontline Sodera User Manual
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« Data Source (DS) No.- When only one data source is employed, set this parameter to 0 (zero), otherwise,
set to the desired data source

« Carries (UUID) - Select from the list to apply the Universal Unique Identifier (UUID) of the application layer
that RFCOMM traverses to from the following:

o OBEX

o SPP

o encap asyncPPP

o Headset

o FAX

o Hands Free

o SIM Access

o VCP

o UDI

o -Raw Data-

Adding, Deleting, and Saving RFCOMM Parameters

1. From the Set Initial Decoder Parameters window, click on the RFCOMMtab.
2. Setor selectthe RFCOMMdecoder parameters.

3. Click on the ADD button. The Initial Connection window displays the added parameters.

Inthe piconet 2 on the Master side with the L2CAP CID (x0000 and with the remote side TSID 0. the AVDTP is camying Unknown (Modified by user)

Figure 3.48 - Parameters Added to Decoder

4. To delete a parameter from the Initial Connections window, select the parameter and click on the
Delete button.

5. Decoder parameters cannot be edited. The only way to change a parameter is to delete the original as
described above, and recreate the parameter with the changed settings and selections and then click on
the Add button.

6. RFCOMM parameters are saved when the template is saved as described in on page 1

3.2.5.2 RFCOMM Missing Decode Information

ComProbe software usually determines the protocol carried in an RFCOMM payload by monitoring previous
traffic. However, when this fails to occur, the Missing Decoding Information Detected dialog appears and
requests that the user supply the missing information.

The following are the most common among the many possible reasons for a failure to determine the traversal:
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o The capture session started after transmission of the vital information
« The analyzer incorrectly received a frame with the traversal information

e The communication monitored takes place between two players with implicit information not included in the
transmission

In any case, either view the RFCOMM payload of this frame (and other frames with the same channel) as hex data,
or assist the analyzer by selecting a protocol using this dialog.

Note that you may use the rest of the analyzer without addressing this dialog. Additional information gathered
during the capture session may help you decide how to respond to the request for decoding information.

If you are not sure of the payload carried by the subject frame, look at the raw data shown under data in the
Decode pane in the Frame Display. You may notice something that hints as to the profile in use.

In addition, look at some of the frames following the one in question. The data may not be recognizable to the
analyzer at the current point due to connection setup, but might be discovered later on in the capture.

3.2.5.3 RFCOMM Override Decode Information

The Set Subsequent Decoder Parameters dialog allows the user to override an existing parameter at any
frame in the capture where the parameter is used.

If you have a parameter in effect and wish to change that parameter:

1. Select the frame where the change should take effect, and
select Set Subsequent Decoder Parameters from the I This is the Summary Pane F
Options menu, or by selecting a frame in the frame display
and choosing from the right-click pop-up menu, and make
the needed changes.

Copy Selection to Clipboard

Save Selection... ‘

Go Tou.
2. Change the RFCOMM parameter by selecting from the v | Show Frame Size Column
Change the Selected Item to Carry drop down list. Show Timestamp Column |

v Show Delta Column
Add New Column (Help)
Remove New Column
Change Column Order (Help)
4. Choose the protocol the selected item carries from the Restore Default Columns
drop-down list, and click OK.

3. If you wish to remove an overridden rule click on Remove
Override button. If you want to remove all decoder
parameter settings click on Remove All.

Add Bookmark...

Each entry in the Set Subsequent Decoder Parameters dialog Export...
takes effect from the specified frame onward or until redefined in Provide L2CAP Rules...

this dialog on a later frame. Provide RECOMM Rules...

Set Subsequent Decoder Parameters..,

Show Hidden Panes >
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Set Subsequent Decoder Parameters o]

#131. RFCOMM

Rules in effect from frame #1371 onward until redefined here for a later frame

On the Slave side, with Server Channel 1, DLCI 2, RFCOMM is camying Headset ( Ovemidden by user )

Change the Selected ftemto Camy |Headset >

P OBEX
Remove Overide PP
encap asyncPPP |
——
Remove Al FAX oK [ Cancel ][ He
—  HandsFree

SIM Access ;

HS/HF
Undecoded RFCOMM Frames
VCP

upi
—Raw Data —

Figure 3.49 - Set Subsequent Decoder Parameters selection list

Note: If the capture has no user defined overrides, then the system displays a dialog stating
that no user defined overrides exist.

3.3 Mesh Security

Note: The Bluetooth SIG is currently in the process of developing specifications for use of
Bluetooth technology with mesh networking. Any reference to "Smart Mesh" contained herein
is only in the context of Frontline software and does not represent SIG approved terminology.

Decryption of Bluetooth low energy using mesh networking requires a key or key sets. This information must be
manually entered into the MeshOptions.ini file located in the system My Decoders folder. Refer to Changing
Default File Locations on page 345 for information on folder locations.

Open a text editor program, such as Windows Notepad, and make the following changes to the MeshOptions.ini
file.

For Bluetooth technology using mesh networking,

Table 3.19 - Bluetooth technology using mesh networking Keys Format

Name Enter as Description
Technology Identifier | [mesh] | Identifies the beginning of a set of mesh keys.
Friendly Name string, 2 word maximum.
IV Index 8 bytes, hexadecimal
Application Key 16 bytes, hexadecimal
Network Key 16 bytes, hexadecimal
Device Key (Optional) 16 bytes, hexadecimal

Note: The Application Key will be substituted for the Device Key when the AFK bit is not set
and the Device Key is absent in the MeshOptions.ini file. AKF is the Application Key Flag and
is a single bit.
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Enter the fields in the order shown and separated by commas. The following code is an example of Bluetooth
technology using mesh networking decryption key entry. Three mesh keys shown. Note that "Sample5" and

TELEDYNE LECROY

"Sample6" keys do not use the optional Device Key.

[mesh]

// Key Format - FriendlyName, 1V-Index, App Key, Net Key, Dev Key (Optional)

Sample1, 00000002, 63964771734fbd76e3b40519d1d94a48, 7dd7364cd842ad18¢c17¢c2b820c84c3d6,
63964771734fbd76e3b40519d1d9

Sampleb, 01020304, f1a24abea9b86cd33380a24c4dfbe743, efb2255e6422d330088e09bb015ed707

Sample6, 01020304, f1a24abea9b86cd33380a24c4dfbe744, efb2255e6422d330088e09bb015ed708

The Friendly Name is displayed in the summary column of the Mesh tab in the Frame Display. This will help the
user to filter based on the Friendly Name.

Note: "Unknown Network" will be displayed when the given key set(s) defined in
MeshOptions.ini is unable to decrypt a certain frame.

For CSRmesh,
Table 3.20 - CSRmesh Key Set Format
Name Enter as Description
Technology Identifier | [CSRmesh] Required to differentiate from [mesh].
T
ag Software will only look for keys after this tag, ignoring

comments.
Case insensitive within the brackets.

Key set Name, Comma separated:

passphrase

Name = the network name.

passphrase = the network key. If not present a key is not
necessary.

The following code is an example of CSRmesh decryption key set entry.

[csrmesh]

/l Format: My Network, My Password //My Comments
MySampleHome, Password

test

Test Home 1, test1

TestHome2, test2
BT, bluetooth
BT1, bluetooth1
BT2, bluetooth2

Frontline Sodera User Manual
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Loading keys or key sets W
When the Frontline software is initially loaded, keys or the e ——————————————
key sets will be automatically read from the MeshOptions.ini Open Capture File.. -0
file. If the keys or the key sets are modified while the Close
Frontline software is running, decoders must be reloaded Save g Ctrl+5
and the companion files must be recreated for the change to ™ ™™ B A o
take effect. Follow these steps to reload the decoders. byte . ait.. ¥
HTML Export...
1. Inthe Frame Display, click on the Reload Decoders
"'ﬁ Reload Decoders
icon ™= or select Reload Decoders from the Eeerealeompanikils
File menu.
2. From the File menu, select Recreate Companion Files.
CSRmesh in Sodera
Wireless Devices
‘D & e X
BD_ADDR Friendly Mame + Device Class Technology IRK
= 00:02:58:00:1B-CD CSEmesh Unkniown Smart (LE)
T E4:BO:.CF:.04:79:A3 (static) Smart (LE)
T oo B0 1F:ABTA BR/EDR
= E4:58:E7:02:BC:D1 Phone Smart Ready (LE & ER/EDR)

Figure 3.50 - Sodera Wireless Devices pane with CSRmesh device
CSRmesh bridge address usually has a Friendly Name of “CSRmesh”.

Many phone stacks ignore repeated adverts from the same BD_ADDR. To ensure reception, In CSRmesh, BD_
ADDR changes after every transmission. The new BD_ADDR used is random and a Non Resolvable Private Address

A live capture cannot decode CSRmesh information contained in the random BD_ADDR. However, they can be
reanalyzed by selecting the CSRmesh device for analysis by checking the check box and clicking on the Analyze

button Analyze ﬁ .

CSRmesh over GATT

ATT maintains a database which maps handles & UUIDs. When there is a connection request the mappings will be
loaded to the initiator and/or advertiser sides of the database.

Phones can bypass pairing process for pre-paired devices. In this case, handle/UUID can be mapped by brute
force using ATT_Handle_UUID_PrelLoad.ini file. This file is to be placed in the root of My Decoders Folder.

For additional information refer to Bluetooth low energy ATT Decoder Handle Mapping on page 354.

Mesh in the Frame Display

In the Frame Display Summary pane, Mesh tabs appear for MTP, MASP, and MCP. The CSRMesh MTP tab
displays the MASP and MCP protocols in the Summary pane.
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Summary: | CSRMesh MTP

OOE8GOOD| ™ | RRB R

Unﬁltered] Buukmalks] Info ] Errors [

LE BB ] LE PKT ] LE AD\»"] LE DATA] LE LL ] L2E.AP] SMP ] ATT [0 EE R CSRMesh MASP] CSRMesh HCPl
Data ]

B... Frame# Bearer Protocal Fram.. Deka Timestamp -

5573 ATT Unknown 54 0000003, 1142172006 226252, 7688, .

5,582 ATT MaSPE 40 00:00:00.0... 1152172016 262527699,
5,790 ATT Unknown 54 00:00:02.0.. 1142172016 2:62:54.8163..
5,927 ATT Unknown 52 0000004, 1142172016 2:562:56.2306. .
5,944 ATT Urkrnown 41 00:00:00.2.. 1142172016 2262:56.4747 ..
5,960 ATT Unknown 56 00:0c00... 1142172006 26256, 6688, .
5,963 ATT Unknown 53 0000000, 1142172006 262567178,
5,381 ATT MCP 44 0000001, 11/21/2016 2252:56.9135.. I
12,521 ATT MasP 41 00:03235..  11/21/2016 2:56:20.4875. .
12,567 ATT MaSP 41 0000020, 1172172016 2:66:22 5268, . B
12,603 ATT MASPE 41 0000015, 1142172016 2:66:24. 4475,
12648 ATT MASPE 41 0000020, 1142172016 2:66: 26,4875, | 4
12,694 ATT MaSPE 41 0000021, 1152172016 2:66:28 6475,

Figure 3.51 - CSRMesh MTP tab Summay pane display

The bearer can be "ATT" or "LE", and the protocols detected can be "MASP", "MCP", or "Unknown". When the
MTP tab displays "Unknown" in the Protocol column it means

« that the Generated MAC does not match the Received MAC in the packet,
« thatthere is not a key set to decrypt the payload.

The CSRMesh MASP tab is shown in CSRMesh MSRP tab with Decoder pane inset on page 92 shows the Decoder
pane (inset) with the "Network Info" passphrase and network key shown but there is no network name.
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E = ﬂg @ G o @‘ Find: - ‘ 4@ y@ Q‘ Summary: | CSRMesh MASP
Unfiltered] Buukmalks] Info ] Ermrors 1
LE BB | LE PKT | LE ADV | LE DATA | LE LL | L2CAP | SMP | ATT | CSRMesh MTP [EL Rl CSRMesh MCP |
Data ]
B... Framel OpCode Fram... Delta Timestamp -
2,929 MaSP_KEY_DISTRIBUTION 41 OO:00:00.0.. 114212006 2:51:53.1657...
4,490 MASP DEVICE_APPEARAMCE MA.. 44 O0:00:408..  11/21/2016 2:52:34.0009...
9z MASE DEVICE IDEMTIFICATION 44 R B 1684
4,995 M&SP DEVICE_APPEARAMCE Na.. 44 0000056, 11/21/2016 2:52 44,7747 .
5,220 MaSP_DEVICE_IDENTIFICATION 44 OO:00:05.0.. 114212016 2:52:49.7980... 1
5399 MaSP_ASSOCIATION_REQUEST 41 RN PR RS20
5412 MASP_PUBLIC_KEY REQUEST 41 - C5RMesh MTP:
5.430 MaSP_PUBLIC_KEY REQUEST 4 - Bearer ATT
5,458 MASP_PLIBLIC_KEY_REQUEST 3 '%"i’:‘ngtg”l_?fﬂ 27;? fli B4 da 46 df
5,459 MASP_PUBLIC_KEY RESPOMSE 4 :
5,459 MASP_PUBLIC_KEY_REQUEST 4 o Potcol Detected MASP
B.470 MaSP_PUELIC_KEY_RESPONSE 4 ' Passphrase: [IMASF]
5.483 MASF_PLBLIC_KEY_REQUEST 4 - Metwork Key: O e9 d8 04 (8 86 24 ac Oc 7b e 06 d2 84 7353 94
5,490 MASP_PUBLIC_KEY RESPOMSE 4
5519 MASP_PUBLIC_KEY RESPOMSE 41 00:00.2... 52521847,
F.528 MaSP_COMFIRMATION_REQUEST 40 OO:00:00.0.. 114212016 2:52.52.2332...
F.542 MaSP_COMFIRMATION_RESPONSE 40 OO:00:00.7... 114212016 252523797 ..
5546 MASP RANDOM _REQUEST 40 O0:00:000..  11/21/2016 2:52.52. 4282

Figure 3.52 - CSRMesh MSRP tab with Decoder pane inset

The CSRMesh MCP tab is shown in CSRMesh MCP tab with Decoder pane inset on page 93 shows the Decoder
pane (inset) with the "Network Info" passphrase and network key and network name shown. The network name
appears in the Network column of the Summary pane.
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Figure 3.53 - CSRMesh MCP tab with Decoder pane inset

Troubleshooting Tips

MeshOptions.ini Errors

Table 3.21 - Errors Associated with MeshOptions.ini

Error Displayed

Descripton

Error: IV Index should be 8 bytes

The IV Index read from MeshOptions.ini is not 8
bytes.

Error: App Key should be 16 bytes

The App Key read from MeshOptions.ini is not 16
bytes

Error: Net Key should be 16 bytes

The Net Key read from MeshOptions.ini is not 16
bytes

Dev)

Error: Bad Format. Expected (Name, VI, App, Net,

Something is wrong with formatting (Can be missing
Friendly Name or missing IV Index, missing App
Key,r missing Net key, or missing commas *,’).

Error: MeshOptions.ini file not found

The file cannot be located

CSRmesh Errors
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a. Incorrect key set

« When the key set entered in MeshOptions.ini is incorrect, most of the Mesh Transport Protocol frames
will contain Mesh Protocol Detected: Error.

e The term “Most” is used because it excludes Mesh Association Protocol (MASP) packets. MASP packets
use a constant Passphrase of 0x00 || MASP.

- C5RMesh MTP:

- - Bearer LE
HigherLayer: Ox ac 37 1Tb 00 80 46 65 33 4a 2
MAC: Ox ac 22 2522 42 05 46 2d
- Time to Live: 255

i ‘. Mesh Protocal Detected: Errar

b MAL doesn't match MASP or MCP

Figure 3.54 - CSRmesh Bad MAC
o An error message will also be displayed, saying “MAC doesn’t match MASP or MCP”.

This error simply means that the generated MAC does not match the received MAC. This error will also
be generated in the case of a bad packet

b. Decryption Error

o The error message associated with a decryption error will say "Decryption Error".
c. Payload Size

o MTL payload<=9 bytes (MAC+TTL)

o This error is implying that the Mesh Transport Layer (MTL or MTP) has a payload of less than 9
bytes.

o Message Authentication Code (MAC) is 8 bytes and Time to live (TTL) is 1 byte.
o HML payload is not available

o This error indicates that MTP payload contains MAC and TTL but HLM payload is missing or is 0
bytes.

« MCP data has no encrypted payload

o This error indicates that the MCP payload contains the nonce (sequence number and source
address) but encrypted payload is missing from the packet.

Bluetooth technology using mesh networking Errors

Table 3.22 - Errors: Bluetooth technology using mesh networking

Error Description
"Reserved" This is most likely the scenario when incorrect keys have been entered. Correct the
Opcode keys in the MeshOptions.ini file and reload decoders.
Possible errorin Possible error in net decryption
net decryption
94

Frontline Sodera User Manual



Chapter 3 Configuration Settings TELEDYNE LECROY

Table 3.22 - Errors: Bluetooth technology using mesh networking (continued)

Error Description
Possible errorin Possible error in app decryption
app decryption
3.4 Conductive Testing

Conductive testing could be used for many reasons, but the most common use is to isolate the Bluetooth test
setup from the surrounding environment. Interference from radio frequency (RF) sources is the most common
reason for isolating the test from the environment. This is especially important when the environment contains RF
sources using the industrial, scientific, and medical (ISM) radio bands from 2.4 to 2.485 GHz that are the bands
used for Bluetooth.

“Conductive” in this context means that you are not “air sniffing”, that is, capturing Bluetooth transmissions on the
Frontline analyzer's antenna. The conductive test setup uses coaxial cable to directly connect the Device Under
Test (DUT) to the analyzer's antenna connectors. The coaxial cable provides the isolation from the environment
through shielding.

3.4.1 Classic Bluetooth Transmitter Classes

Classic Bluetooth transmitters are categorized by power classes, that is, by the amount of RF power output. A
Bluetooth Class maximum operating range is directly related to the power output. The class is important in
conductive testing because the DUTs and the Frontline unit are connected directly to each other, usually over
small distances. The absence of power loss , which occurs during over-the-air transmission, means that larger than
normal power levels may be present at the receiving port. Attenuation may be necessary to protect both the DUT
and the Frontline unit from excessive power input and to ensure reliable operation.

Classic Bluetooth Power Classes below lists the maximum power and operating range for each Classic Bluetooth
Class.

Table 3.23 - Classic Bluetooth Power
Classes
Class| Maximum Power |Operating Range

1 [ 100 mW (20 dBm) 100 meters
2 2.5mW (4 dBm) 10 meters
3 1 mW (0 dBm) 1 meter

Caution: Good engineering judgment is essential to protecting both the Frontline low
energy protocol analyzer and the devices under test from power levels that could cause
damage. The procedures contained here are general guidelines for connecting the
equipment for conductive testing.

3.4.2 Bluetooth low energy Transmitter

A Bluetooth low energy device maximum operating range is directly related to the power output. The power
output is important in conductive testing because the DUTs and the Frontline unit are connected directly to each
other, usually over small distances. The absence of power loss, which occurs during over-the-air transmission,
means that larger than normal power levels may be present at the receiving port. Attenuation may be necessary
to protect both the DUT and the Frontline unit from excessive power input and to ensure reliable operation.
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Bluetooth low energy Transmitter below lists the maximum power and operating range for Bluetooth low energy
transmitters.

Table 3.24 - Bluetooth low energy Transmitter
Bluetooth SIG Specification|Maximum Power|Operating Range

Upto4 10dBm (5 mW) 50 meters

Caution: Good engineering judgment is essential to protecting both the Frontline low
energy protocol analyzer and the devices under test from power levels that could cause
damage. The procedures contained here are general guidelines for connecting the
equipment for conductive testing.

3.4.3 Sodera Conductive Testing

Test Equipment

While exact conductive test setups are dependent on the specific circumstances surrounding the DUT (Device
Under Test) RF interface, the following equipment is required for most testing situations.

1.

2.

Coaxial cable with adapter for connecting to DUT 1.

Coaxial cable with adapter for connecting to DUT 2.

Coaxial T-connector.

SMA adapters for connecting coaxial cable or attenuators to the ComProbe antenna connectors.
Attenuators, values depending on the Bluetooth technology or DUT power output levels.

Sodera Wideband Bluetooth Protocol Analyzer.

Personal computer for running Frontline software.

Configure the Sodera Unit

To protect the DUTs and the Sodera hardware, it is essential to understand the DUT power output. As a starting
point for conductive testing the Sodera hardware should be configured for a lower sensitivity.

1.

96

With the Sodera unit connected to the personal computer with Frontline software running, select
Capture Options from the Options menu.

In the Capture Options Settings check the Radio section box Reduce RF sensitivity (20 dB
reduction). This selection will place a 20 dB attenuator in the path of the antenna jack.
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Capture Options @

ComProbe Sodera SM: A1510-00025

Wireless Technologies

Radio

HCIMCI-2

[+ BR/EDR

[+ LowEnergy [ 2MbpsLow Energy
(External power required for 2 Mbps Low Energy)

[v Spectrum Interval (us): |200

(Host PC required s than 200 us)

[+ Reduce RF sensitivity (20dB reduction)

etz el e G\

Figure 3.55 - Sodera Capture Options dialog Radio setting option

3. Click the OK button and the settings will be saved to the connected Sodera hardware.

4. This is a cautionary first step, but reducing the Sodera hardware sensitivity may place too much attenuation
in the signal path. Should the capture results prove to be ineffective try removing the attenuator to
increase the Sodera hardware sensitivity.

Test Setup

Figure 3.56 below shows the conductive test setup. The values of AT1, AT2, and AT3 depend on the power
transmitted by DTU 1 and DTU 2. If the Sodera unit was configured for reduced sensitivity, then AT3 may not be

necessary.

DUT1

RF

DUT 2
\j AT1 [ ‘E‘ AT2 RF

Frontline Sodera User Manual

1 aT3

Antenna Connector

Sodera

Figure 3.56 - Sodera Conductive Test Setup
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The AT1 through AT3 attenuator values will depend on the DUT1 and DUT2 transmitter Class or the transmit
power from each device. At higher power levels all three attenuators may be needed. In all cases, use good
engineering practices to protect the devices under test and the Sodera hardware from damage, and to ensure
reliable operation.

For example, assume that there is no attenuation in the test setup:

o Atthe T-connector the power will splitin half. For example, if DUT1 is a Class 1 device transmitting +20 dBm
(100 mW), at the T-connector it will split with +17 dBm (50 mW) going to DUT2 and +17 dBm (50 mW) going
to the Sodera antenna connector. Adding additional attenuation with AT1, AT2, AT3, and the Capture
Options Radio selection will further reduce theinput power level to the Sodera.radio.

o If DUT1 or DUT2 is a Class 2 device, +10 dBm (12.5 mW) will reach the Sodera antenna connector. If they are
Class 3 devices, -3 dBm (0.5 mW) will reach the antenna connector.

If the protocol analysis results prove to be unreliable, adjust the AT1, AT2, or AT3 values and the Sodera Capture
Options Radio settings to achieve reliable results.

3.4.4 Bluetooth Conductive Test Process

After connecting DUT1, DUT2, and the Frontline Bluetooth protocol analyzer hardware, follow these steps to
capture Bluetooth data.

1. Pair DUT 1 and DUT 2.
2. Establish data transmission between DUT 1 and DUT 2.
3. Begin capture of the data with the Frontline protocol analyzer.

4. Conduct protocol analysis with the Frontline software on the personal computer or save the capture file
for future analysis.
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Chapter 4 Capturing and Analyzing Data
The following sections describe the various ComProbe software functions that capture and display data packets.

4.1 Capture Data
4.1.1 Air Sniffing: Positioning Devices

When capturing over the air packets, proper positioning of the Frontline hardware and the Devices Under Test
(DUTSs) will result in the best possible captures and will mitigate sources of path loss and interference. The
following procedures will help optimize the capture process especially if you are have problems obtaining reliable
...captures.

Problems with indoor radio propagation

Even in free space, it is well understood that radio frequencies attenuate over distance. The free-space rule-of-
thumb dictates that radio energy decreases in strength by 20 dB by each 10-to-1 increase in range. In the real-
world, the effects of objects in an outdoor environment cause reflection, diffraction, and scattering resulting in
greater signal losses. Indoors the situation can be worse. Reflections occur from walls and other large flat surfaces.
Diffraction occurs from objects with sharp edges. Scattering is produced from objects with rough surfaces and
from small objects. Also any object directly in the path of the radiation can present a hard or soft partition
depending on the partition's material properties. Path losses from partitions are difficult to estimate.

Estimating indoor propagation loss

1

One estimate of indoor path loss, based on path loss data from a typical building, provides a range>’ power rule.
At 2.4 GHz, the following relationship provides an approximate estimate of indoor path loss:

Indoor Path Loss (in dB) = 40 + 35Log;, (range, in meters)

This approximation is expected to have a variance of 13 dB.
Mitigating path loss and interference

Bluetooth device design contributes to mitigating environmental effects on propagation through spread spectrum
radio design, for example. However, careful planning of the testing environment can also contribute to reliable
data capture process.
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The first step to ensuring reliable air-sniffing data capture is to understand the RF characteristics of the Devices
Under Test (DUTs). The Bluetooth Class, antenna types, and radiation patterns are all important factors that can
affect the placement of the DUTs and the Frontline hardware. Radiation patterns are rarely spherical, so
understanding your device's radiation patterns can greatly enhance successful data capture. Position devices to
avoid radiation attenuation by the surroundings.

This step is optional: Consider conductive testing to establish a baseline capture. Conductive testing isolates the
DUTs and analyzer from environmental effects.

The next step is to ensure that the testing environment is as clutter-free as possible.

o Line-of-sight obstructions should be eliminated between the Frontline hardware and the DUTs because they
cause a reduction in signal strength. Obstructions include, but are not limited to: water bottles, coffee cups,
computers, computer screens, computer speakers, and books. A clear, unobstructed line-of-sight is preferred
for DUT and Frontline hardware positioning.

« If using an analyzer connected to a computer, position the computer on an adjacent table or surface away
from the analyzer and DUTs, taking advantage of the cables' length. If this is not possible, position the
computer behind the analyzer as far away as possible. If using the Frontline FTS4BT, which is a dongle, either
use an extension USB cable or position the computer such that the dongle is positioned towards the DUTs.

o The preferred placement is positioning the DUTs and the Frontline hardware at the points of an equilateral
triangle in the same horizontal plane, i.e. placed on the same table or work surface. The sides of the triangle
should be between 1 and 2 meters for Bluetooth transmitter classes 1 and 2. The distance for transmitter class
3 should be 1/2 meter.

Figure 4.1 - Devices Equally Spaced in the Same Horizontal Plane

Finally, eliminate other RF sources.

o Wi-Fiinterference should be minimized or eliminated. Bluetooth shares the same 2.4 GHz frequency bands as
Wi-Fi technology. Wi-Fi interference can cause loss of packets and poor captures. In a laboratory or testing
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environment do not place the DUTs and Frontline hardware in close proximity with Wi-Fi transmitting sources
such as laptops or routers. Turning off Wi-Fi on the computer running the Frontline software is recommended.

Positioning for wideband capture

Frontline's Wideband Bluetooth Protocol Analyzer, Sodera, can capture from multiple devices, which requires a
different approach to position the DUTs and the analyzer. When testing more than two devices arrange the DUTs
on the perimeter of a circle 1-2 meters in diameter for Bluetooth transmitter Class 1 and 2 devices. For
transmitter Class 3 DUTs, the circle should be 1/2 meter in diameter. Equally space the DUTs on the perimeter.
Place the Sodera in the center of the circle. If not using the Sodera Excursion mode, connect the computer and
place it outside the circle as far away from the DUTs as possible.

s

Figure 4.2 - Wideband Capture: Devices Equally Spaced in the Same Horizontal Plane

Positioning for audio capture

The Bluetooth Audio Expert System provides analysis of audio streams and can assist in identifying problems with
capture methods including positioning and environment because it will point out missing frames. For hands-free
profile data captures both DUTs send and receive data. Therefore, position the devices following the equilateral
triangle arrangement as mentioned above.

However, in A2DP data capture scenario, the equilateral positioning of devices is not optimum because, normally,
only one device is sending data to the other. It is recommended that the Frontline hardware be positioned closer
to the device receiving data so that Frontline better mimics the receiving DUT. Position the DUTs 1 -2 meters apart
for Class 1 and 2 transmitters, and 1/2 meter apart for Class 3 transmitters.
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Figure 4.3 - For Audio A2DP, Position Closer to SINK DUT

Poor Placement

A poor test configuration for the analyzer is placing the DUTs very close to each other and the analyzer far away.
The DUTSs, being in close proximity to each other, reduce their transmission power and thus make it hard for the
analyzer to hear the conversation. If the analyzer is far away from DUTs, there are chances that the analyzer may
miss those frames, which could lead to failure in decryption of the data.

Obstacles in close proximity to or in between the analyzer and the DUTs can interfere and cause reduction in
signal strength or interference. Even small objects can cause signal scattering.

Figure 4.4 - Example: Poor Capture Environment
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4.1.2 Sodera Capturing Data: Introduction

Data capture using Sodera hardware will capture data from all devices with active connections within range of the
analyzer. Once a session is started, the capture is initiated and the data is recorded. The analysis mode can begin.
The user must select specific devices. The user can select from all devices that are actively communicating. The
user can also select devices from a prior capture, when available, before recording. The data captured only from
selected devices is sent to the Frontline software for event- and protocol-level analysis.

4.1.2.1 Sodera: Record—Begin Capture

When starting a capture session
o the active status of all devices is cleared in the Wireless Devices and Wired Devices panes,
« the Security pane is emptied, and
« the Event Log pane retains all prior logged events.

On the Capture Toolbar, click on the Record button, or select Record from the Capture

Record @ | menuoption. When the Record button changes to Recording, Sodera hardware is
capturing data from all active Bluetooth devices within range and is recording data on the

PC.

On the Capture Toolbar, clicking on the Recording button, or selecting Recording from

the Capture menu options will halt live capture.

The Wireless Devices and Wired Devices pane populates with any newly discovered
devices. Selecting devices for analysis can be done while recording.

Note: The Capture Toolbar Analyze button will be grayed out until some wireless devices
have been selected for analysis.

The Security pane will show all encrypted Bluetooth links.

The Event Log pane will begin to populate with information, warnings, and error messages.

The Status Bar will show a running total of captured packets.

Note: Starting a new capture session will clear all unsaved data from both the Sodera
hardware and the Frontline software. If it has not been saved, then a pop-up warning message
will appear.

4.1.2.2 Sodera: Selecting Devices for Analysis

Once a Sodera capture session starts by clicking on Record on the Capture Toolbar, data from all active devices
within range or data from wired connections is being captured. To analyze the data using the Frontline software,
you select specific devices of interest to include in the analysis.
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Wireless Devices X -
0 =X
ED_ADDR £ Friendly Name Nickname Device Class Technology IRK

[ = ¥ 5C:83:5B:03:9F:8F (RPA) BR/EDR &LE

T ir EBEF42CF:80:32 (static) LE

[ = vr 00:07:20:78:34:D4 Schlage Lock 1 LE

T

[ = ¥r 5D:31:.CB:E3:AS:1B (RPA) LE

[ = v¥r D447CE6721:B9 (static) LE

[ = vr 76:9F-AAS3:70:4E (RPA) BR/EDR & LE

[ = ¥r CADO0:38:09.78:65 (static) LE

[ = ¥r 00:07:80:BE:2C:8C LE

[ = vr GBSZBIFFAEAL (RPA) LE

[ = vr C4:69CY2D4E1C fstatic) LE

Figure 4.5 - Sodera Wireless Devices Pane

In the Wireless Devices and Wired Devices pane, place a check in the row of each active device .‘:./ > tobe

analyzed. Active devices can also be selected while the recording is in process.

Note: Data filtered by the device selection is an “OR” function, not an “AND” function. When
selecting device1, device2, device3,... the recorded data filtered into the analyzer is data
involving device1 OR device2 OR device3 OR .... However, if in the Options menu, analysis if
LE Empty packets is selected an AND function is included. For example: (device2 AND LE
Empty packets) OR (device3 AND LE Empty packets).

The following table lists some common data capture and device selection scenarios.

Table 4.1 - Common Data Capture and Device Selection Scenarios

Scenario Wireless Devices Pane Selection
Analyzing traffic between a slave Device Select only the slave DUT for analysis
Under Test (DUT) and its master.
Analyzing all traffic on a piconet Select the Master for analysis
Analyzing all traffic involved in Inquiries In the Sodera Options menu select Analyze Inquiry

Process Packets in the Options menu

The Sodera is now ready to begin protocol- and event-level analysis.
4.1.2.3 Sodera: Starting Analysis

The analysis begins by clicking on the Analyze button, or selecting Analyze from the
Lnatyze i@
Capture menu. Alternatively, click on the Start Analyze button @ In the Control

window. The Sodera hardware will begin sending captured packets involving the selected
device to the Frontline software.

Aoalica ) Once analysis has begun, you cannot change the device selection. All device rows in the
Wireless Devices and Wired Devices pane are grayed-out. To stop the analysis, click on

the Analyzing button. You can then change your device selection and restart analysis by
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clicking on the Analyze button.

To stop the Analysis click on the Analyzing button or click on the Control window Stop Analyze button [.

Conducting analysis from a capture file is identical to the live capture method.

4.1.2.4 Sodera: Hardware Signal Too Strong Indication
When the Frontline software has detected an RF signal that is too strong, warnings will appear in several places.

« Event Log Pane on page 70 - Displays "Received Signal too Strong" with a Warning icon ‘,.i‘s., .The eventis

added to the log as soon as the conditions for a too strong signal have been detected. A signal that is too strong
can cause errors in the decoding process.

Caution: The Sodera unit will continue to capture after a too strong signal detection,
which may compromise the decoded packet integrity.

o Status Bar (see Sodera Datasource Window on page 32) - Displays "SIGNAL TOO STRONG".

Note: These warnings will occur only in live capture mode. No visual indications will occurin
capture file playback or in excursion mode playback.

Conditions for "too strong"” RF signal

For the Sodera hardware, the Frontline software will determine that a received signal is too strong based on
the following conditions.

« Normal Gain Capture Options setting (see Menu on page 33)- 5 or more packets with RSSI greater than
or equal to -20 dBm within the past 5 seconds.

o Reduced Gain Capture Options settings (see Menu on page 33) - 5 or more packets with RSSI greater
than or equal to -0.5dBm or higher within the past 5 seconds.

Signal too Strong reset

When the Frontline software has determined that the RF signal has returned to a safe condition from a too
strong condition, the following will occur.

e Event Log Pane on page 70 - Displays "Received Signal Strength OK" with an Information icon | i:' .The

event is added to the log as soon as the conditions for a safe signal have been detected.
« Status Bar - No display of signal strength.
Conditions for Signal too Strong reset

The software will determine that a too strong signal has returned to a safe status based on the following
conditions.

« Normal Gain Capture Options setting (see Menu on page 33)- No packets with RSSI greater than -24 dBm
within the last 5 seconds.
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o Reduced Gain Capture Options settings (see Menu on page 33) - No packets with RSSI greater than
-4.5 dBm within the last 5 seconds.

Suggested Corrective Action

The device under test (DUT) may be too close to the Sodera unit. Try moving the DUT further away from the
Sodera antenna. Try capturing again.

With a persistent Signal too Strong indication M . é N
. ’ Capture Opt

try checking the Radio Reduced RF ApEure Lptions

Sensitivity (go db reduction) from the_ ComProbe Sodera SN: A1510-00025

Capture Options... selection of the Options

menu. This selection will reduce the incoming Wireless Technologies

RF level at the Sodera unit by 19.5 dB. Try ¥ BR/EDR

capturing again.
¥ LowEnergy [ 2 Mbps Low Energy
{External power required for 2 Mbps Low Energy)

¥ Spectrum  Interval (us): |200

{Host PC required s than 200 us)

Radio
Iv¥* Reduce RF sensitivity (20dB reduction])

HCIWCI-2

It mlianme, /| e Gl

4.1.2.5 Sodera: Excursion Mode Capture & Analysis

Capturing data in Excursion mode is accomplished without the Sodera hardware being connected to a computer.
The captured data is stored on the Sodera hardware for later access and analysis when connected to a computer.

The Sodera hardware must be configured for Excursion mode while connected to a computer running the
ComProbe Protocol Analysis System. Refer to Menu on page 33

Excursion mode Data Capture
To capture in Excursion mode, disconnect the Sodera hardware from the computer.

1. Apply power to Sodera with external power or using the internal battery power. See Applying Power on
page 7.

2. Pressthe Capture button on the Sodera front panel (right side). The Capture LED will illuminate a steady
green light when capturing data.

To stop capturing data,
1. Pressthe Capture button on the Sodera front panel.
2. After a brief delay, the Capture LED will turn off. The capture file is saved to the Sodera hardware.

Starting a new capture will save the captured data in a new capture file.
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Limitations to Excursion mode Capture
The only limitations to Excursion mode capture are:

o Battery life - the internal battery has a one-hour operating life. In the case of capture periods exceeding one
hour, connect the Sodera hardware to an external power source.

« Internal memory - the Sodera hardware has 32 GBytes of internal storage that is used to hold Excursion mode
captures. This storage can be managed using the ComProbe Protocol Analysis System on a computer.

o Number of Excursion mode captures - there can be no more than 255 Excursion mode captures stored on the
Sodera hardware. Refer to Manage excursion mode captures dialog on page 35 for instruction on how to
delete Excursion mode capture files from the Sodera unit.

Analyzing Data from Excursion mode Capture

The procedure for protocol analysis of data captured in Excursion mode involves connecting the Sodera hardware
to a computer, recording a capture that was previously stored on that hardware unit, and analyzing the data using
the ComProbe Protocol Analysis System.

1. Connectthe Sodera hardware that contains the excursion mode capture to be analyzed, to a computer.
2. Apply power to the Sodera hardware.
3. Open the ComProbe Protocol Analysis System.

4. When the ComProbe Sodera window opens, select Manage excursion mode captures... from the
File menu.

5. When the Manage excursion mode captures... dialog opens, select a capture to analyze. Click on the
Record button, and the dialog will close. Sodera will begin behaving identically to how it handles a live
capture. The ComProbe Sodera window Wireless Devices and Security pane will populate with
information from the selected Excursion mode capture.

6. Follow the procedures in Sodera: Selecting Devices for Analysis on page 103.

7. Follow the procedures in Sodera: Record—Begin Capture on page 103.

4.1.2.6 Sodera & 802.11: Capturing with ProbeSync

ProbeSync allows Frontline Sodera and 802.11 hardware to work seamlessly together and to share a common
clock. Clock sharing allows the analyzers to precisely synchronize communications streams and to display resulting
packets in a single shared view.

When configured for synchronization through ProbeSync, one Sodera device provides the clock to the other
device. The clock is provided by a provided CAT 5 cable between the master Sodera PROBESYNC OUT
connector—sending the synchronizing clock—to the slave device hardware ProbeSync IN connector—receiving
the clock.

When the Frontline software runs in ProbeSync mode, only the Sodera Control window and Sodera datasource
window will appear. Should the hardware be connected incorrectly, thatis IN to IN or OUT to OUT, an error
message will appear in the Event Log pane.
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Event Log

Dlescription Time
i ComProbe Protocol Analysis Software Version: 16.4.10179.10266 5/4/2016 9:13:23.267 AM
i Connected to ComProbe Sodera SN: A1604-00005 Hardware Version: FOD0 Fimware Version: 201511060720 5/4/2016 9:13:23.875 AM
i) Premium-Mai i f 1, 2017. 5/4/2016 9:13:23.875 AM

Probe Sync Cable not property connected. 5/4/2016 9:13:25.123 AM

Figure 4.6 - Incorrect ProbeSync Hardware Connection Message
The Sodera datasource window Record button initiates the capture for both devices.

Data captured in the synchronized device will appear in the Frame Display, Event Display, Bluetooth
Timeline, Bluetooth low energy Timeline, and Coexistence View. Data saved as a capture file during
analysis will include data captured on both devices.

4.1.2.7 Sodera: Spectrum Analysis

Sodera has the option to sample the 2.4 GHz RF spectrum at the Sodera unit antenna connector. The spectrum
data represents the Received Signal Strength Indicator (RSSI) and is automatically saved when the capture is saved.

The spectrum data is synchronized in time to the received packets and is displayed in the Coexistence View 2.4
GHz Timeline when Show Spectrum is selected in the Spectrum menu on the Coexistence View. The
spectrum power level is shown as a "heat map" behind the timeline packets. The "heat map" appears in shades of
blue with darker blues representing higher power levels and lighter blues representing lower power levels (white
represents the lowest power level). The darkest shade of blue represents -15dBm and above, while white
represents -100 dBm and below.

Note: Too strong of a signal level is detected and noted in the Events Log pane. See Sodera:
Hardware Signal Too Strong Indication on page 105 for more information.

Spectrum data appearing in the Coexistence View Timeline that is not synchronized to a packet may indicate
the presence of RF interference. Interference has the potential to degrade the Bluetooth signal.

The spectrum can be sampled at 20, 50, 100, or 200 microseconds. The Spectrum option and sample rate is set in
the Capture Options... of the Options menu. Refer to Menu on page 33 for information on capture settings.
Smaller sample rate will cause an increase in memory used. However, identifying potential sources of
interference may require more samples to avoid missing a signal.

Note: For Spectrum sample intervals less than 200 microseconds, the Sodera unit must be
connected to a computer.

The spectrum data is saved automatically when the capture is saved. The saved spectrum data file has the file
extension .swsd with the same basename as the .cfa file and in the same directory. (See Changing Default File
Locations on page 345 for information on default file locations.)

Currently, if a user opens a capture file and chooses to save the capture under a different name, a new.swsd file
will not be created (this will change in an upcoming release).

When copying capture files (.cfa, .scap, etc.) to a different directory, the user must also copy the spectrum data
file (.swsd). If the spectrum data file is not present at the time the capture file is opened, spectrum data will not be
available in the Coexistence View.
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4.1.2.8 Sodera: Critical Packets and Information for Decryption

After two Bluetooth devices are paired and Sodera has captured data, the Frontline software requires certain
packets and information for successful post capture decryption.

BR/EDR Legacy Encryption (EO0)

The following information and packets are needed to follow decryption:

Link Key
Full Master BD_ADDR, Full Slave BD_ADDR

All packets from the last authentication (master or slave) before encryption starts (LMP_au_rand, and LMP_
sres)

LMP_en_rand, negotiated LMP_encryption_key_size,
LMP_start_encryption_req, LMP_accepted(LMP_start_encryption_req)

LMP_stop_encryption_req, LMP_accepted(LMP_stop_encryption_req)

BR/EDR Secure Encryption (AES)

The following information and packets are needed to follow decryption:

Link Key
Full Master BD_ADDR, Full Slave BD_ADDR

Complete mutual authentication (LMP_au_rand from the master and slave as well as LMP_sres from the
master and slave)

Negotiated LMP_encryption_key_size
LMP_start_encryption_req, LMP_accepted(LMP_start_encryption_req)
LMP_pause_encryption_aes_req (if pausing and resuming AES encryption)

LMP_stop_encryption_req, LMP_accepted(LMP_stop_encryption_req)

Bluetooth low energy Encryption (AES)

The following information and packets are needed to follow decryption:

Long-Term Key (LTK)
LL_ENC_REQ, LL_ENC_RSP
LL_START_ENC_REQ, LL_START_ENC_RSP

LL_PAUSE_ENC_REQ, LL_PAUSE_ENC_RSP
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H Message Sequence Chart (MSC) - o IEl
File Edit View Help

RRRL ZNO0SO 2 a2

All Layers  Cirl Summary  Non-Msg Summary | LE BB | LE ADV | LE DATA LELL |L2ZCAP ATT | SMP

Frame# [Side  |Access Addr.]Message |Parameter [Time |
118 (¥ CONNECT_REG Mew connection 15:22:46.118939
119 M eG0RSSD16  LL_VERSION_INDG Bluetooth Core Specificati.. 15:22:46.130156
122 3 50655016 LL_VERSION_IND Bluetooth Core Specificati... 15:22:46.160443
141 M Ox50655b16  SMP_Palring Request 15:22:46.460159
144 5 Dx50655b16  SMP_Pairing Response 15:22:46.490369
230 M 0x50655b16  SMP_Pairing Confirm 15:22:47.810163
233 5 0x50655b16  SMP_Pairing Confirm 15:22:47.840393
234 M G0655b16  SMP_Pairing Random 15:22:47.870164
237 5 050655616 SMP_Pairing Random 15:22:47.900395
230 M 50RSSb16  LL_ENC REQ 15:22:47.930164
241 5 (50655016 LL_EMC RSP 15:22-47. 960396
245 5 050655b16  LL_START_ENC REQ Start encryption 15:22:48.020397
246 M 0¢50655b16  LL_START ENC RSP 15:22:48.050 168
249 5 050655016 LL_START_EMC RSP 15:22:48.080399

50655bI6  SMP_Encryption Infarmation 15:22:48.1 10399

5 0x50655b16  SMP_Master Identification 15:22:48.140400
265 5 50655016  SMP_ldentity Information 15:22:40.1 70401
257 b 50655016 SMP_ldentity Address Information 15:22:48.200403
259 5 0x50655b016  SMP_Signing Information 15:22:48.230403
260 M 30655016 SMP_Encryption Information 152248260173
262 M 50655016  SMP_Master ldentification 15:22:48. 260834
264 M xh0655h16  SMP_ldentity Information 15:22:48.261447
il 7117 M k30653D16  SMP_ldentity Address Information 152248262108
268 M Ox50655b16  SMP_Signing Information 15:22:48, 2626097
465 M 050655016  LL_CONNECTION_UPDATE_REG 15:22:51.170187

Figure 4.7 - Bluetooth low energy Critical Decryption Packets, Message Sequence Chart
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i Frame Display - Low Energy capture_pairing1
File Edit View Format Filter Bookmarks Options Window Help

e 2 LHR Y2 R PDLE R
f[l__n;n;i?'it Len=40 EDEﬁ@Go@ Find:

CPED Unhiltered | Info | Configured BT low anergy devices |
Channel indax 25 - 2456 MHz LE BE | LE FET | LE ADV | LE DATA | LE LL | L2ZCAF E
Meats Fredefined Filter Critena for BT low energy devices: | Digla |

Fecahe Status: Flecared withou erors

Cecryption ntated: Yes B.. Framed# Cadea
Drecryption Stahus: Decrypled successhully 141 Priring Regques!
= :_I-"_ i,-'~r||_|l‘f‘| a7 144 F"ulﬂng Flusp-an';sl
il ; 0 Fraiting Confirm
; A ¢ £ 233 Faiting Confirm
234 Fairing Random
237 Painng Randarm
251 Encryption Informaton
253 tasiar |dentification
e 255 Identty Indormation
i 257 Identity Addrass Informatian
3 .' 259 Signing Infarmation
: 45 el Encryption Informaton
262 Master ldertification
264 identity Informeation
266 identty Address Inlormaton
=-S5 268 Signing Informaticon

Figure 4.8 - Bluetooth low energy Critical Decryption Packets, Frame Display

4.1.2.9 Capturing Sodera Analyzed Data to Disk

Note: Record is not available in Viewer mode. Analyze/Analyzing is available in Viewer
mode, allowing different analyses to be performed on previously recorded and saved captures.

1. Click the Record button on the Standard Toolbar. Sodera will begin capturing data from all

wireless devices within range and from all connected wired devices.

2. Inthe Wireless Devices and Wired Devices pane select the active devices for analysis

3. Click on Analyze button, or click the Start Analyze button ' to begin capturing to a
file. This Start Analyze button is located on the Control window, Event Display, and Frame Display.

4. Files are placed in My Capture Files by default and have a .cfa extension. Choose Directories from the
Options menu on the Control window to change the default file location.

5. Watch the Status Bar on the Control window to monitor how full the file is. When the file is full, it begins
to wrap, which means the oldest data will be overwritten by new data.

6. Click the Analyzing button, or click the Stop Analyze button [_] to stop analyzing. .
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7. To clear captured data, click the Clear ﬂ icon .

o Ifyouselect Clear after stopping analysis, a dialog appears asking whether you want to save the data.
o You can click Save File and enter a file name when prompted .
o If you choose Do Not Save, all data will be cleared.
o If you choose Cancel, the dialog closes with no changes.
o Ifyou select the Clear icon while a capture is occurring:
o The capture stops.
o A dialog appears asking if you want to save the capture

o You can select Yes and save the capture or select No and close the dialog. In either case, the
existing capture file is cleared and a new capture file is started.

o If you choose Cancel, the dialog closes with no changes.

4.1.3 Extended Inquiry Response

Extended Inquiry Response (EIR) is a tab that appears automatically on the Frame Display window when
you capture data.

112

[ oo gty -risam e R E
mmmwmmmmm =im
e2bend | LPO% TS raf B8 () L0 L0 [ 35l @ o e anes e oot o
ED[D EI' ﬁ@ﬂa@ Summay [{xtoeded Incury e Baseband wih duto-travanse

Uniitered | Bavebund _Etended Inquay Rossseso | Snatedobu |

T [ B0 Ada [ s Do G [ Rssi [T [ Loz Nome | TuPowes =

fruary Fenk it 551 00 250055050 Phone joelule, condisss. paypihons, moden. ] 33
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Figure 4.9 - Frame Display Extended Inquire Response
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EIR displays extensive information about the Bluetooth® devices that are discovered as data is being captured. EIR
provides more information during the inquiry procedure to allow better filtering of devices before connection;
and sniff subrating, which reduces the power consumption in low-power mode. Before the EIR tab was created,
this type of information was not available until a connection was made to a device. Therefore, EIR can be used to
determine whether a connection can/should be made to a device prior to making the connection.

Note: If a Bluetooth device does not support Extended Inquiry Response, the tab displays
Received Signal Strength Indication (RSSI) data, which is less extensive than EIR data.

4.2 Protocol Stacks
4.2.1 Protocol Stack Wizard

The Protocol Stack wizard is where you define the
protocol stack you want the analyzer to use when
decoding frames.

To start the wizard:

1. Choose Protocol Stack from the Options
menu on the Control window or click the

Protocol Stack icon g’} on the Frame
Display.

2. Select a protocol stack from the list, and click
Finish.

Most stacks are pre-defined here. If you have special
requirements and need to set up a custom stack, see
Creating and Removing a Custom Stack on page 114.

Select a Protocol Stack

Select a protocol stack:

__ Build Your Own __
802.11 MAC

802.11 Radio

Pir Sniffer

Bluetooth HCI UART (H4) with autotraverse
Bluetooth HCI USE with autotraverse

Blustooth virtual transpo h autotrs
Fictitious Protocol with autotraverse
H4DS with autotraverse

jwt_Protocal

L
MWS Wireless Coexistence Interface 2

BlueCore Serial Protocal (BCSP from Cambridge Silicon Radio) with autotraverse =

Curent Protocol Stack:
Bluetooth Virtual Transport with Autotraverse

1. If you select a custom stack (i.e. one that was defined by a user and not included with the analyzer), the
Remove Selected Item From List button becomes active.

2. Click the Remove Selected Item From Listbutton to remove the stack from the list. You cannot
remove stacks provided with the analyzer. If you remove a custom stack, you need to define it again in

order to get it back.

If you are changing the protocol stack for a capture file, you may need to reframe. See Reframing on page 115 for

more information.

You cannot select a stack or change an existing one for a capture file loaded into the Capture File Viewer (the
Capture File Viewer is used only for viewing capture files and cannot capture data). Protocol Stack changes can

only be made from a live session.
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4.2.2 Creating and Removing a Custom Stack

To create a custom stack: [ Select a Protocol Stack =)

1. Choose Protocol Stack from the

. Select a protocaol stack:
Options menu on the Control

. . -
window or click the Protocol Stack 802,11 MAC
. j 802.11 Radio
icon £ on the Frame Display Air Sriffer _
- BlueCore Serial Protocol (BCSP from Cambridge Silicon Radio) with autotraverse =

Bluetooth HCI UART {H4) with autotraverse
toolbar. Bluetooth HCI USB with autetraverse
Bluetooth virtual transport with autotraverse
Fictitious Protocol with autotraverse

2. Select Build Your Own from the list H4DS with autotraverse
. jwt_Protocal
and click Next. LEBB

MWS Wireless Coexdstence Interface 2 Sk

3. The system displays an information

. . Cumrent Protocol Stack: Remove Selected ltem From List
screen that may help you decide if you |
need to define your own custom stack.
Defining a custom stack means that the
analyzer uses the stack for every - Net> ] [ Cancsl ]
frame. Frames that do not conform to
the stack are decoded incorrectly.
Click Next to continue. Select a Protocol Stack L]
Choose one at a time by Protocol Decode Stack:
I PI’ I ot orbyusing All additional stack layers | Baseband
Se eCt Otoco s the select button: @ can be determined AVDTP
. AP M i automatically.
1. Selecta protocol from the list on the i " Thers are o addtionsl
left. iETP || ™ stack layers.
; ; : AVDTP Media
2. Click the right arrow button to move it AVDTP Reomver
to the Protocol Decode Stack box AVDTP Report
X i AVDTP Signaling —
on the right, or double-click the AVRCFP ove Up
. . AVRCP Browsing
protocol to move it to the right. Baseband ove Down
BCCMD
BIP ——
3. Toremove a protocol from the stack, BlueCore Serial Protocal ™
. . . . 4 L} 3
double-click it or select it and click the '

left arrow button.

[ <Back || Fnish | [ Cancel

4. If you need to change the order of the
protocols in the stack, select the
protocol you want to move, and click
on the Move Up and Move Down buttons until the protocol is in the correct position.

5. The lowest layer protocol is at the top of the list, with higher layer protocols listed underneath.
Auto-traversal (Have the analyzer Determine Higher Layers)

If you need to define just a few layers of the protocol stack, and the remaining layers can be determined based on
the lower layers:

1. Click the All additional stack layers can be determined automatically button.

2. If your protocol stack is complete and there are no additional layers, click the There are no additional
stack layers button.
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3. If you select this option, the analyzer uses the stack you defined for every frame. Frames that do use this
stack are decoded incorrectly.

Save the Stack

1. Click the Add To Predefined List button.

2. Give the stack a name, and click Add.
In the future, the stack appears in the Protocol Stack List on the first screen of the Protocol Stack wizard.
Remove a Stack

1. Selectitin the first screen and click Remove Selected Item From List.

2. If you remove the stack, you must to recreate it if you need to use it again.

Note: If you do not save your custom stack, it does appear in the predefined list, but applies to
the frames in the current session. However, it is discarded at the end of the session.

4.2.3 Reframing

If you need to change the protocol stack used to interpret a capture file and the framing is different in the new
stack, you need to reframe in order for the protocol decode to be correct. You can also use Reframe to frame
unframed data. The original capture file is not altered during this process.

Note: You cannot reframe from the Capture File Viewer .

To reframe your data, load your capture file, select a protocol stack, and then select Reframe from the File
menu on the Control window. Reframe is only available if the frame recognizer used to capture the data is
different from the current frame recognizer.

In addition to choosing to Reframe, you can also be prompted to Reframe by the Protocol Stack Wizard.

1. Load your capture file by choosing Open from the File menu on the Control window, and select the file
to load.

2. Select the protocol stack by choosing Protocol Stack from the Options menu on the Control window,
select the desired stack and click Finish.

3. If you selected a protocol stack that includes a frame recognizer different from the one used to capture
your data, the Protocol Stack Wizard asks you if you want to reframe your data. Choose Yes.

4. The analyzer adds frame markers to your data, puts the framed data into a new file, and opens the new
file. The original capture file is not altered.

See Unframing on page 115 for instructions on removing framing from data.

4.2.4 Unframing

This function removes start-of-frame and end-of-frame markers from your data. The original capture file is not
altered during this process. You cannot unframe from the Capture File Viewer (accessed by selecting Capture File
Viewer or Load Capture File to start the software and used only for viewing capture files).
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To manually unframe your data:

1. Select Unframe from the File menu on the Control window. Unframe is only available if a protocol
stack was used to capture the data and there is currently no protocol stack selected.

In addition to choosing to Unframe, you can also be prompted to Unframe by the Protocol Stack Wizard.
1. Load your capture file by choosing Open from the File menu on the Control window.
2. Select the file to load.
3. Choose Protocol Stack from the Options menu on the Control window
4. Select None from the list

5. Click Finish. The Protocol Stack Wizard asks you if you want to unframe your data and put it into a new
file.

6. Choose Yes.

The system removes the frame markers from your data, puts the unframed data into a new file, and opens the
new file. The original capture file is not altered.

See Reframing on page 115 for instructions on framing unframed data.

4.2.5 How the Analyzer Auto-traverses the Protocol Stack

In the course of doing service discovery, devices ask for and receive a Protocol Descriptor List defining which
protocol stacks the device supports. It also includes information on which PSM to use in L2ZCAP, or the channel
number for RFCOMM, or the port number for TCP or UDP. The description below talks about how the analyzer
auto-traverses from L2CAP using a dynamically assigned PSM, but the principle is the same for RFCOMM channel
numbers and TCP/UDP port numbers.

The analyzer looks for SDP Service Attribute Responses or Service Search Attribute Responses carrying protocol
descriptor lists. If the analyzer sees L2CAP listed with a PSM, it stores the PSM and the UUID for the next protocol
in the list.

After the SDP session is over, the analyzer looks at the PSM in the L2CAP Connect frames that follow. If the PSM
matches one the analyzer has stored, the analyzer stores the source channel ID and destination channel ID, and
associates those channel IDs with the PSM and UUID for the next protocol. Thereafter, when the analyzer sees

L2CAP frames using those channel IDs, it can look them up in its table and know what the next protocol is.

In order for the analyzer to be able to auto-traverse using a dynamically assigned PSM, it has to have seen the SDP
session giving the Protocol Descriptor Lists, and the subsequent L2CAP connection using the PSM and identifying
the source and channel IDs. If the analyzer misses any of this process, it is not able to auto-traverse. It stops
decoding at the L2CAP layer.

For L2CAP frames carrying a known PSM (0x0001 for SDP, for example, or 0x0003 for RFCOMM), the analyzer
looks for Connect frames and stores the PSM along with the associated source and destination channel IDs. In this
case the analyzer does not need to see the SDP process, but does need to see the L2CAP connection process,
giving the source and destination channel IDs.

4.2.6 Providing Context For Decoding When Frame Information Is Missing

There may be times when you need to provide information to the analyzer because the context for decoding a
frame is missing. For example, if the analyzer captured a response frame, but did not capture the command frame
indicating the command.
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The analyzer provides a way for you to supply the context for any frame, provided the decoder supports it. (The
decoder writer has to include support for this feature in the decoder, so not all decoders supportit. Note that not
all decoders require this feature.)

If the decoder supports user-provided context, three items are active on the Options menu of the Control
window and the Frame Display window. These items are Set Initial Decoder Parameters, Automatically
Request Missing Decoding Information, and Set Subsequent Decoder Parameters. (These items are
not present if no decoder is loaded that supports this feature.)

Set Initial Decoder Parameters is used to provide required information to decoders that is not context
dependent but instead tends to be system options for the protocol.

Choose Set Initial Decoder Parameters in order to provide initial context to the analyzer for a decoder. A
dialog appears that shows the data for which you can provide information.

If you need to change this information for a particular frame :
1. Right-click on the frame in the Frame Display window
2. Choose Provide <context name>.

Alternatively, you can choose Set Subsequent Decoder Parameter from the Options menu.
3. This option brings up a dialog showing all the places where context data was overridden.

4. If you know that information is missing, you can't provide it, and you don't want to see dialogs asking for it,
un-check Automatically Request Missing Decoding Information.

5. When unchecked, the analyzer doesn't bother you with dialogs asking for frame information that you don't
have. In this situation, the analyzer decodes each frame until it cannot go further and then simply stop
decoding.

4.3 Analyzing Protocol Decodes

4.3.1 The Frame Display
To open this window

Click the Frame Display icon EI on the Control window toolbar, or select Frame Display from the View

menu.
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Figure 4.10 - Frame Display with all panes active

Frame Display Panes

The Frame Display window is used to view all frame related information. It is composed of a number of
different sections or "panes", where each pane shows a different type of information about a frame.

» Summary Pane - The Summary Pane displays a one line summary of each frame for every protocol found in
the data, and can be sorted by field for every protocol. Click here for an explanation of the symbols next to the
frame numbers.
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Decode Pane - The Decode Pane displays a detailed decode of the highlighted frame. Fields selected in the
Decode Pane have the appropriate bit(s) or byte(s) selected in the Radix, Binary, Character , and Event
panes

Radix Pane - The Radix Pane displays the logical data bytes in the selected frame in either hexadecimal,
decimal or octal.

Binary Pane - The Binary Pane displays a binary representation of the logical data bytes.

Character Pane - The Character Pane displays the character representation of the logical data bytes in either
ASCII, EBCDIC or Baudot.

Event Pane - The Event Pane displays the physical data bytes in the frame, as received on the network.

By default, all panes except the Event Pane are displayed when the Frame Display is first opened.

Protocol Tabs

Protocol filter tabs are displayed in the Frame Display above the Summary pane.

These tabs are arranged in separate color- .
coded groups. These groups and their imlm]i1=] ) © @ = Classic Bluetooth (blue)
colors are General (white), Classic Bluetooth IEIIE Uestmaks | s L=

(blue), Bluetooth low energy (green),  |mHEm e S

802.11 (orange), USB (purple), NFC (brown) ', s o
and SD (teal). The General group applies to

[ — .
all technologies. The other groups are e ~—__ 80211 (orange)

technology-specific. T

Clicking on a protocol filter tab in the General group filters in all packets containing that protocol regardless of
each packet’s technology.

Clicking on a protocol filter tab in a technology-specific group filters in all packets containing that protocol on
that technology.

A protocol filter tab appears in the General group only if the protocol occurs in more than one of the
technology-specific tab groups. For example, if L2CAP occurs in both Classic Bluetooth and Bluetooth low
energy , there will be L2CAP tabs in the General group, the Classic Bluetooth group, and the Bluetooth low
energy group.

Select the Unfiltered tab to display all packets.

There are several special tabs that appear in the Summary Pane when certain conditions are met. These tabs
appear only in the General group and apply to all technologies. The tabs are:

Bookmarks appear when a bookmark is first seen.

Errors appear when an error is first seen. An error is a physical error in a data byte or an error in the
protocol decode.

Info appears when a frame containing an Information field is first seen.

The tabs disappear when the capture buffer is cleared during live capture or when decoders are reloaded, even if
one of the tabs is currently selected. They subsequently reappear as the corresponding events are detected.
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If you need to compare frames, you can open additional Frame Display windows by clicking on the Duplicate
View icon ﬁ You can have as many Frame Display windows open at a time as you wish.

Frame Wrapping and Display

In order to assure that the data you are seeing in Frame Display are current, the following messages appear

describing the state of the data as it is being captured.

« All Frame Display panes except the Summary pane display "No frame selected" when the selected frame is
in the buffer (i.e. not wrapped out) but not accessible in the Summary pane. This can happen when a tab is

selected that doesn’t filter in the selected frame.

o When the selected frame wraps out (regardless of whether it was accessible in the Summary pane) all Frame
Display panes except the Summary pane display "Frame wrapped out of buffer".

o When the selected frame is still being captured, all Frame Display panes except the Summary pane display

"Frame incomplete".

4.3.1.1 Frame Display Toolbar

The buttons that appear in the Frame Display window vary according to the particular configuration of the
analyzer. For controls not available the icons will be grayed-out.

Table 4.2 - Frame Display Toolbar Icons

Icon

Description

@

Control — Brings the Control window to
the front.

Open File - Opens a capture file.

e

I/0 Settings - Opens the I/0 Settings
dialog.

Start Analyze- Begins data analysis..

B @

Stop Analyze- Stops the analysis and
clears the data from the ComProbe
analyzer.

Save - Save the currently selected bytes
or the entire buffer to file.

Clear- Discards the temporary file and
clears the display.

Event Display — Brings the Event Display
window to the front.

Duplicate View - Creates a second Frame
Display window identical to the first.
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Table 4.2 - Frame Display Toolbar Icons(continued)

Icon

Description

Y

Apply/Modify Display Filters - Opens the
Display Filter dialog.

W

Quick Protocol Filter - brings up a dialog
box where you can filter or hide one or
more protocol layers.

Protocol Stack - brings up the Protocol

=3 Stack Wizard where you can change the
stack used to decode framed data
Reload Decoders - When Reload
Decoders is clicked, the plug-ins are
reset and received frames are re-

E decoded. For example, If the first frame

occurs more than 10 minutes in the past,
the 10-minute utilization graph stays
blank until a frame from 10 minutes ago or
less is decoded.

Find - Search for errors, string patterns,
special events and more.

Display Capture Notes - Brings up the
Capture Notes window where you can
view or add notes to the capture file.

Add/Modify Bookmark - Add a new or
modify an existing bookmark.

Display All Bookmarks - Shows all
bookmarks and lets you move between
bookmarks.

B EE U B

Audio Expert System - Opens Audio
Expert System Window

Logic Analyzer - Opens the logic analyzer
used for logic signal and packet timing
analysis.

Reload Decoders - WWhen Reload Decoders is clicked, the plug-ins are reset
and received frames are re-decoded. For example, If the first frame occurs
more than 10 minutes in the past, the 10-minute utilization graph stays blank
until a frame from 10 minutes ago or less is decoded.
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Table 4.2 - Frame Display Toolbar Icons(continued)

Icon Description
Filter: Text giving the filter currently in
use. If nofilter is being used, the text
reads "All Frames" which means that
Filter:

nothing is filtered out. To see the text of
the entire filter, place the cursor over the
text and a ToolTip pops up with the full
text of the filter.

The following icons all change how the panes are arranged on the Frame

Display. Additional layouts are listed in the View menu.

Show Default Panes - Returns the panes
to their default settings.

Show Only Summary Pane - Displays
only the Summary pane.

Shall All Panes Except Event Pane -
Makes the Decode pane taller and the
Summary pane narrower.

Toggle Display Lock - Prevents the
display from updating.

Go To Frame

First Frame - Moves to the first frame in
the buffer.

Previous Frame - Moves to the previous
frame in the buffer.

Next Frame - Moves to the next frame in
the buffer.

oc oo &= 0|i

Last Frame - Moves to the last frame in
the buffer.

|
=
g

Find on Frame Display only searches the
Decode Pane for a value you enter in the
text box.

©

Find Previous Occurrence - Moves to the
previous occurrence of the value in the
Frame Display Find.

o

Find Next Occurrence - Moves to the next
occurrence of the value in the Frame
Display Find.
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Table 4.2 - Frame Display Toolbar Icons(continued)

Icon

Description

2

Cancel Current Search - Stops the
current Frame Display Find.

Surmmary:

Summary Drop Down Box: Lists all the
protocols found in the data in the file. This
box does not list all the protocol decoders
available to the analyzer, merely the
protocols found in the data. Selecting a
protocol from the list changes the
Summary pane to display summary
information for that protocol. When a low
energy predefined Named Filter (like
Nulls and Polls) is selected, the
Summary drop-down is disabled.

Summary: |N|:|r1-Captured Info v|

Text with Protocol Stack: To the right of the Summary Layer box is some text
giving the protocol stack currently in use.

- | Baseband with Auto-traverse

| Summary: | Mon-Captured Info

TELEDYNE LECROY

Note: If the frames are sorted in other than ascending frame number order, the order of the
frames in the buffer is the sorted order. Therefore the last frame in the buffer may not have the

last frame number.

4.3.1.2 Frame Display Status Bar

The Frame Display Status bar appears at the bottom of the Frame Display. It contains the following

information:

« Frame #s Selected: Displays the frame number or numbers of selected (highlighted) frames, and the total
number of selected frames in parentheses

« Total Frames: The total number of frames in the capture buffer or capture file in real-time

« Frames Filtered In: The total number of frames displayed in the filtered results from user applied filters in

real-time

4.3.1.3 Hiding and Revealing Protocol Layers in the Frame Display

Hiding protocol layers refers to the ability to prevent a layer from being displayed on the Decode pane. Hidden
layers remain hidden for every frame where the layer is present, and can be revealed again at any time. You can

hide as many layers as you wish.

Note: Hiding from the Frame Display affects only the data shown in the Frame Display and not any

information in any other window.

There are two ways to hide a layer.
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1. Right-click on the layer in the Decode pane, and choose Hide [protocol name] Layer In All Frames.

2. Click the Set Protocol Filtering button on the Summary pane toolbar. In the Protocols to Hide box
on the right, check the protocol layer(s) you want hidden. Click OK when finished.

To reveal a hidden protocol layer:
1. Right-click anywhere in the Decode pane

2. Choose Show [protocol name] Layer from the right-click menu, or click the Set Protocol Filtering
button and un-check the layer or layers you want revealed.

4.3.1.4 Physical vs. Logical Byte Display

The Event Display window and Event Pane in the Frame Display window show the physical bytes. In other
words, they show the actual data as it appeared on the circuit. The Radix, Binary and Character panes in the Frame
Display window show the logical data, or the resulting byte values after escape codes or other character altering
codes have been applied (a process called transformation).

As an example, bytes with a value of less than 0x20 (the Ox indicates a hexadecimal value) cannot be transmitted
in Async PPP. To get around this, a 0x7d is transmitted before the byte. The 0x7d says to take the next byte and
subtract 0x20 to obtain the true value. In this situation, the Event pane displays 0x7d 0x23, while the Radix pane
displays 0x03.

4.3.1.5 Sorting Frames

By default, frames are sorted in ascending numerical sequence by frame number. Click on a column header in the
Summary pane to sort the frames by that column. For example, to sort the frames by size, click on the Frame
Size column header.

An embossed triangle next to the header name indicates which column the frames are sorted by. The direction of
the triangle indicates whether the frames are in ascending or descending order, with up being ascending.

Note that it may take some time to sort large numbers of frames.

4.3.1.6 Frame Display - Find

Frame Display has a simple Find function that you can use to search the Decode Pane for any alpha numeric
value. This functionality is in addition to the more robust Search/Find dialog.

Frame Display Find is located below the toolbar on the Frame Display dialog.
® 2 PR VIS N GAL HWULS |
EDE&Q @@ Find: - ﬁﬁ" e

Figure 4.11 - Frame Display Find text entry field

Where the more powerful Search/Find functionality searches the Decode, Binary, Radix, and Character panes
on Frame Display using Timestamps, Special Events, Bookmarks, Patterns, etc.,
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Decods | Pattem | Tine | GoTo | Special Events | Bookmard

o Yo
e o 2 &

Day Hows Minute Second  1/1000000 Seconds
21 =in = 133 = |5 = | | 931000 =

- - -

G o the timestamp
%) On or bedooe the specified time

) Or or after the specified tms

Figure 4.12 - Search/Find Dialog

Find on Frame Display only searches the Decode Pane for a value you enter in the text box.

To use Find:

1. Select the frame where you want to begin the search.

2. Enter avalue in the Find text box. Find:  Antenna: True -

Note: The text box is disabled during a live capture.

Select Find Previous Occurrenge £ to begin the search on frames prior to the frame you selected,

or Find Next Occurrence ﬁ to begin the search on frames following the frame you selected.

db Artermna Signat True The next occurrence of the value (if it is found) will be highlighted in

the Decode Pane.
dben Transmid Atberasation Fale

b Teanemd Sthernsstion: Falzs

4. Select Find Previous Occurrence or Find Next Occurrence to
continue the search.

There are several important concepts to remember with Find.
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« When you enter a search string and select Enter, the search moves forward.

o Ifyou select Find Previous Occurrence, when the search reaches the first frame it will then cycle to the
last frame and continue until it reaches the frame where the search began.

« Shift + F3 is a shortcut for Find Previous Occurrence.

« Ifyou select Find Next Occurrence, when the search reaches the last frame it will then cycle to the first
frame and continue until it reaches the frame where the search began.

o F3isashortcut for Find Next Occurrence.

« You cannot search while data is being captured.

o After a capture is completed, you cannot search until Frame Display has finished decoding the frames.
« Find is not case sensitive.

o The status of the search is displayed at

the bottom of the dialog. Total Frames; 259 | Frames Filtered In: | 259 | Frame #s Selected:  201; (1

e The search occurs only on the Search for "Antenna; True” results™ ***Found***
protocol layer selected.

o To search across all the protocols on
the Frame Display, select the
Unfiltered tab.

o A drop-down list displays the search values entered during the current

session of Frame Display. L
o The search is cancelled when you select a different protocol tab during a modifier
search. 0P Code
pratocal
« You can cancel the search at any time by selecting the Cancel Current Sender

Search 49 button.

4.3.1.7 Synchronizing the Event and Frame Displays

The Frame Display is synchronized with the Event Display. Click on a frame in the Frame Display and the
corresponding bytes is highlighted in the Event Display. Each Frame Display has its own Event Display.

As an example, here's what happens if the following sequence of events occurs.

1. Click on the Frame Display icon @ in Control window toolbar to open the Frame Display.

2. Click on the Duplicate View icon ﬁ to create Frame Display #2.

3. Click on Event Display icon éﬁ) in Frame Display #2. Event Display #2 opens. This Event

Display is labeled #2, even though there is no original Event Display, to indicate that it is synchronized
with Frame Display #2.

4. Click on aframe in Frame Display #2. The corresponding bytes are highlighted in Event Display #2.

5. Click on aframe in the original Frame Display. Event Display #2 does not change.
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4.3.1.8 Working with Multiple Frame Displays

Multiple Frame Displays are useful for comparing two frames side by side. They are also useful for comparing all
frames against a filtered subset or two filtered subsets against each other.

« To create a second Frame Display, click the Duplicate View icon ﬁ on the Frame Display toolbar.
This creates another Frame Display window. You can have as many Frame Displays open as you wish.
Each Frame Display is given a number in the title bar to distinguish it from the others.

« To navigate between multiple Frame Displays, click on the Frame Display icon EI in the Control window
toolbar.
A drop-down list appears, listing all the currently open Frame Displays.

« Select the one you want from the list and it comes to the front.

Note: When you create a filter in one Frame Display, that filter does not automatically
appear in the other Frame Display. You must use the Hide/Reveal feature to display a
filter created in one Frame Display in another.

Note: When you have multiple Frame Display windows open and you are capturing data, you
may receive an error message declaring that "Filtering cannot be done while receiving data
this fast." If this occurs, you may have to stop filtering until the data is captured.

4.3.1.9 Working with Panes on Frame Display

When the Frame Display first opens, all panes are displayed except the Event pane (To view all the panes,
select Show All Panes from the View menu).

« The Toggle Expand Decode Pane icon Dj makes the decode pane longer to view lengthy decodes
better.

« The Show Default Panes icon % returns the Frame Display to its default settings.

o The Show only Summary Pane icon m displays on the Summary Pane.

To close a pane, right-click on the pane and select Hide This Pane from the pop-up menu, or de-select Show
[Pane Name] from the View menu.

To open a pane, right-click on the any pane and select Show Hidden Panes from the pop-up menu and select
the pane from the fly-out menu, or select Show [Pane Name] from the View menu.

To re-size a pane, place the cursor over the pane border until a double-arrow cursor appears. Click and drag on
the pane border to re-size the pane.

4.3.1.10 Frame Display - Byte Export

The captured frames can be exported as raw bytes to a text file.

Frontline Sodera User Manual 127



TELEDYNE LECROY

128

1. From the Frame Display File menu select Byte Export....

&) Frame Display - le - (modified channel maps) HID_kbd-cant_decrypt.

Edit View Format Filter Bookmarks Options Window
Go Live
Open Capture File...
Close
Save

Save Selection
Reframe...

1 le - (modified channel maps) HID_kbd-cant_decrypt GATT.cfa
2 example_btsnoop_hcilog.cfa

3 C\Users\..\BPA500.cfa

4 C:\Users\..\SDIO_20121005.cfa

Print...

Print Preview...

Export...
Byte Export...
HTML Export...

Reload Decoders

Recreate Companien File

Chapter 4 Capturing and Analyzing Data

Figure 4.13 - Frame Display File menu, Byte Export

2. From the Byte Export window specify the frames to export.

« All Frames exports all filtered-in frames including those scrolled off the Summary pane. Filtered-in

frames are dependent on the selected Filter tab above the Summary pane. Filtered-out frames are

not exported.

Summary pane will be exported.

Byte Export B9
Export raw bytes from the currently selected filter tab

@ All Frames

Selected Frames

| oK | | Cancel |

Figure 4.14 - Byte Export dialog

o Selected Frames export is the same as All Frames export except that only frames selected in the

Click the OK button to save the export. Clicking the Cancel button will exit Byte Export.

3. The Save As dialog will open. Select a directory location and enter a file name for the exported frames
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= Hide Folders

&3 Save As =
@-\jjvll Desktop » - |¢, | | Search Deskiop ol
Organize v MNew folder = - .é.
% Favorites it Mame : Size Ttem type w

B Deckiop 7| 5 Libraries
& Downloads A John W, Trinkle =
% Recent Places 1% Computer
?I_-I Metwork
a Libraries Frontline ComProb... File folder
3 Decuments Frontline ComProb... File folder
J Music Frontline CemProb... File folder
[ Pictures Frontline ComProb... File folder
Subversion is B —— - b
File name: BytelevelExport 1.t -
Save as type: | Text Files (*.bet) VI
I Save I I Cancel I

Figure 4.15 - Save As dialog

Click on the Save button.

The exported frames are in a text file that can be opened in any standard text editing application. The header
shows the export type, the capture file name, the selected filter tab, and the number of frames. The body shows
the frame number, the timestamp in the same format shown in the Frame Display Summary pane, and the

frame contents as raw bytes.

File Edit

mj BytelevelExport_Ltxt - Notepad

Format View Help

Byte export of all filtered-in frames

Capture file:
Filter tab:
1,299 frames

Frame Number,

"le - (modified channel

"UOnfiltered”

exported

Timestamp, Frame Contents

4

.

1,7/5/2012 6:05:23.966944 PM,00 £f b2
2,7/5/2012 6:05:23.967570 PM,18 ff ae
3,7/5/2012 6:05:23.968195 PM,4e ff b3
4,7/5/2012 €:05:23.994441 PM, 00 £f b2
5,7/5/2012 6:05:23.995066 PM,18 ff ae
6,7/5/2012 6€:05:23,995691 PM,4e £f b7

maps)

HID kbd-cant_decrypt_GATT.cfa"

aa dé be 83 8= 00 13 7Tb

aa dé be B89 8e 00 13 Tb

aa dé be B89 8e 00 13 Tb
89 &

aa dé be B89 8e 00 13 7b
aa dé be B89 8e 00 13 Tb

bl
bl
bl
bl

bl

o000 o0

Figure 4.16 - Sample Exported Frames Text File

4.3.1.11 Panes in the Frame Display

4.3.1.11.1 Summary Pane

TELEDYNE LECROY

The Summary pane D displays a one-line summary of every frame in a capture buffer or file, including frame

number, timestamp, length and basic protocol information. The protocol information included for each frame
depends on the protocol selected in the summary layer box (located directly below the main toolbar).

On a two-channel circuit, the background color of the one-line summary indicates whether the frame came from

the DTE or the DCE device. Frames with a white background come from the DTE device, frames with a gray

background come from the DCE device.
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Frame numbers in red indicate errors, either physical (byte-level) or frame errors. If the error is a frame error in
the displayed protocol layer, the bytes where the error occurred is displayed in red. The Decode Pane gives
precise information as to the type of error and where it occurred.

The Summary pane is synchronized with the other panes in this window. Click on a frame in the Summary
pane, and the bytes for that frame is highlighted in the Event pane while the Decode pane displays the full
decode for that frame. Any other panes which are being viewed are updated accordingly. If you use one pane to
select a subset of the frame, then only that subset of the frame is highlighted in the other panes.

Protocol Tabs
Protocol filter tabs are displayed in the Frame Display above the Summary pane.

o These tabs are arranged in separate color-coded groups. These groups and their colors are General (white),
Classic Bluetooth (blue), Bluetooth low energy (green), 802.11 (orange), USB (purple), and SD (brown). The
General group applies to all technologies. The other groups are technology-specific.

TOEs 0@&:____ Classic Bluetooth (blue)’

[EETTR Gockmaks | Infe__LE="epm""

Bassband | LZCAP | TCS |

LE BB | LE PET | LE ADW | =
BOZ 11 Aades | BOZ 11 MAL  Data -

_' Bluetooth low energy (green)
. 1 )

Framell CLE

15,80 ._ .
oy T 802.11 (orange)

Figure 4.17 - Example Protocol Tags

o Clicking on a protocol filter tab in the General group filters in all packets containing that protocol regardless of
each packet’s technology.

o Clicking on a protocol filter tab in a technology-specific group filters in all packets containing that protocol on
that technology.

« A protocol filter tab appears in the General group only if the protocol occurs in more than one of the
technology-specific tab groups. For example, if L2CAP occurs in both Classic Bluetooth and Bluetooth low
energy , there will be L2CAP tabs in the General group, the Classic Bluetooth group, and the Bluetooth low
energy group.

Select the Unfiltered tab to display all packets.

There are several special tabs that appear in the Summary pane when certain conditions are met. These tabs
appear only in the General group and apply to all technologies. The tabs are:

« Bookmarks appear when a bookmark is first seen.

o Errors appear when an error is first seen. An error is a physical error in a data byte or an error in the
protocol decode.

« Info appears when a frame containing an Information field is first seen.

The tabs disappear when the capture buffer is cleared during live capture or when decoders are reloaded, even if
one of the tabs is currently selected. They subsequently reappear as the corresponding events are detected.

The tabs disappear when the capture buffer is cleared during live capture or when decoders are reloaded, even if
one of the tabs is currently selected. They subsequently reappear as the corresponding events are detected.
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Use the navigation icons, keyboard or mouse to move through the frames. The icons @ and @ move you to

the first and last frames in the buffer, respectively. Use the Go To icon ﬂa to move to a specific frame number.

Placing the mouse pointer on a summary pane header with truncated text displays a tooltip showing the full
header text.

) Frame Display - HTC_Headset_A2DP.cfa (=] © [

@\E\P@h\??\%w\ﬂﬂ\@ﬂ M S [ il B8
CoOE#SCCOQ ™ | RS sermeme [s0P

_|| Unfiltered | Info | Cor lg ed BT low ener gy devices | Enors
3 Ea:ehamﬂLMP \P t ectior FHS\HI nnnhrHs]Lzu\P LI RFCOMM | AVDTP | AVDTP Signaling |

e: b

Chamnel: 28 - 2431 Wz
Clocl: 0x00008cc%
Facket Status: OK. &
FLOW. Go =

ey

040000 SearchvAtiib Requ.. 19 an 40 00:00:00.4

0:0000  SearchvAtib Resp.. 39 60 00:00:00.C

0:0000  Search/Atiib Requ.. 19 AudioSirk 40 00:00:00.7

0:0000  Searchdétiib Resp.. 43 64 00:00:00C
i B

TYPE: DH1 10102 Slave
LT_ADDR: 1 10,104 Master
SEQN: 0 10134 Slave

g

1 00 =
1 [I 0001 00:00:00.C
i

.

H 1

H ARON: O = 10,135 Master 1

|Total Frames: 28,707 Frames FiteredIn: 18 Frame #s Selected: 10,053 (1 total)
For Help Press F1

Figure 4.18 - Summary pane (right) with Tooltip on Column 5 (Tran ID)
4.3.1.11.2 Customizing Fields in the Summary Pane
You can modify the Summary Pane in Frame Display.
Summary pane columns can be reordered by dragging any column to a different position.

Fields from the Decode pane can be added to the summary pane by dragging any Decodepane field to the
desired location in the summary pane header. If the new field is from a different layer than the summary pane a
plus sign (+) is prepended to the field name and the layer name is added in parentheses. The same field can be
added more than once if desired, thus making it possible to put the same field at the front and back (for example)
of a long header line so that the field is visible regardless of where the header is scrolled to.

An added field can be removed from the Summary pane by selecting Remove New Column from the right-
click menu.

The default column layout (both membership and order) can be restored by selecting Restore Default
Columns from the Format or right-click menus.

Changing Column Widths
To change the width of a column:
1. Place the cursor over the right column divider until the cursor changes to a solid double arrow.
2. Click and drag the divider to the desired width.
3. To auto-size the columns, double-click on the column dividers.
Hiding Columns
To hide a column:
1. Drag the right divider of the column all the way to the left.

2. The cursor changes to a split double arrow when a hidden column is present.
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3. To show the hidden column, place the cursor over the divider until it changes to a split double arrow, then
click and drag the cursor to the right.

4. The Frame Size, Timestamp, and Delta columns can be hidden by right-clicking on the header and
selecting Show Frame Size Column, Show Timestamp Column, or Show Delta Column. Follow
the same procedure to display the columns again.

Moving Columns - Changing Column Order
To move a column :
1. Click and hold on the column header
2. Dragthe mouse over the header row.
3. A small white triangle indicates where the column is moved to.
4. When the triangle is in the desired location, release the mouse.
Restoring Default Column Settings
To restore columns to their default locations, their default widths, and show any hidden columns

1. Right-click on any column header and choose Restore Default Column Widths, or select Restore
Default Column Widths from the Format menu.

4.3.1.11.3 Frame Symbols in the Summary Pane

Table 4.3 - Frame Symbols
Symbol Description

A green dot means the frame was decoded successfully, and the protocol listed in the Summary
Layer drop-down box exists in the frame. No dot means the frame was decoded successfully, but the
protocol listed in the Summary Layer drop-down box does not exist in the frame.

A green circle means the frame was not fully decoded. There are several reasons why this might
happen.

o One reason is that the frame compiler hasn't caught up to that frame yet. It takes some time for
the analyzer to compile and decode frames. Frame compilation also has a lower priority than other
tasks, such as capturing data. If the analyzer is busy capturing data, frame compilation may fall
behind. When the analyzer catches up, the green circle changes to either a green dot or no dot.

o Another reason is if some data in the frame is context dependent and we don't have the context.
An example is a compressed header where the first frame gives the complete header, and
subsequent frames just give information on what has changed. If the analyzer does not capture the
first frame with the complete header, it cannot decode subsequent frames with partial header
information.

[ 2 A magenta triangle indicates that a bookmark is associated with this frame. Any comments associated
with the bookmark appear in the column next to the bookmark symbol.

4.3.1.11.4 Decode Pane

The Decode pane (aka detail pane) [D is a post-process display that provides a detailed decode of each frame

transaction (sometimes referred to as a frame). The decode is presented in a layered format that can be
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expanded and collapsed depending on which layer or layers you are most interested in. Click on the plus sign to
expand a layer. The plus sign changes to a minus sign. Click on the minus sign to collapse a layer. Select Show All
or Show Layers from the Format menu to expand or collapse all the layers. Layers retain their expanded or
collapsed state between frames.

Protocol layers can be hidden, preventing them from being
_ displayed on the Decode pane. Right-click on any protocol layer
Hide "L2CAP" Layer In All Frames and choose Hide [protocol name] from the right-click menu.

! v Expand All Nodes

Provide AVDTP Rules... Each protocol layer is represented by a color, which is used to
highlight the bytes that belong to that protocol layer in the
Event, Radix, Binary and Character panes. The colors are not
assigned to a protocol, but are assigned to the layer.

The Event, Radix, Binary, Character and Decode panes are all synchronized with one another. Clicking on an
elementin any one of the panes highlights the corresponding element in all the other panes.

Click the Toggle Expand Decode Pane icon I:D to make the Decode pane taller. This allows for more of a
lengthy decode to be viewed without needing to scroll.

4.3.1.11.5 Radix or Hexadecimal Pane

The Radix pane displays the logical bytes in the frame in either

R a = 2 7 1 £ = o A
hexadecimal, decimal or octal. The radix can be changed from ‘é - This is the Radix Pane
the Format menu, or by right-clicking on the pane and !(
choosing Hexadecimal, Decimal or Octal. - Copy Selection te Clipboard
A .
Because the Radix pane displays the logical bytes rather than N Select Entire Frame
the physical bytes, the data in the Radix pane may be different E _ Change Text Highlight Color...
from that in the Event pane. See Physical vs. Logical Byte Display H B )
for more information. B v Hexadecimal
. A Decirmal
Colors are used to show which protocol layer each byte belongs %
to. The colors correspond to the layers listed in the Decode E Octal

pane.

The Event, Radix, Binary, Character and Decode panes are all synchronized with one another. Clicking on an
elementin any one of the panes highlights the corresponding element in all the other panes.

4.3.1.11.6 Character Pane

The Character pane represents the logical bytes in the frame
in ASCII, EBCDIC or Baudot. The character set can be
changed from the Format menu, or by right-clicking on the
pane and choosing the appropriate character set.

E r1_. WL VM 5% C 5 5 FIMW 5 B + |
This 15 the Character Pane
Copy Selection to Clipboard
Select Entire Frame

Change Text Highlight Celor...

Because the Character pane displays the logical bytes rather
than the physical bytes, the data in the Character pane may
be different from that in the Event pane. See Physical vs.

Mz Om=0En=T0

Logical Byte Display for more information. v | ASCH

. 7-bit ASCI
Colors are used to show which protocol layer each byte
belongs to. The colors correspond to the layers listed in the EBCDIC
Decode pane. Baudot
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The Event, Radix, Binary, Character and Decode panes are all synchronized with one another. Clicking on an
elementin any one of the panes highlights the corresponding element in all the other panes.

4.3.1.11.7 Binary Pane
The Binary pane displays the logical bytes in the frame in binary.

Because the Binary pane displays the logical bytes rather than the physical bytes, the data in the Binary pane may
be different from that in the Event pane. See Physical vs. Logical Byte Display for more information.

Colors are used to show which protocol layer each byte belongs to. The colors correspond to the layers listed in
the Decode pane.

The Event, Radix, Binary, Character and Decode panes are all synchronized with one another. Clicking on an
elementin any one of the panes highlights the corresponding element in all the other panes.

4.3.1.11.8 Event Pane

The Event pane shows the physical bytes

in the frame. You can choose between mf R ?a 278 2~ 1Ff Ok at w8
displaying only the data events or E 0 This is the Event Pane
displaying all events by clicking the All T1
Events icon | | |. r Copy Selection to Clipbeard

) ﬁ Select Entire Frame

E

Displaying all events means that special Change Text Highlight Color...
events, such as Start of Frame, End of e
Frame and any signal change events, are v Display All Events

displayed as special symbols within the
data.

The status lines at the bottom of the pane give the same information as the status lines in the Event Display
window. This includes physical data errors, control signal changes (if appropriate), and timestamps.

Because the Event pane displays the physical bytes rather than the logical bytes, the data in the Event pane may
be different from that in the Radix, Binary and Character panes. See Physical vs. Logical Byte Display for more
information.

Colors are used to show which protocol layer each byte belongs to. The colors correspond to the layers listed in
the Decode pane.

The Event, Radix, Binary, Character and Decode panes are all synchronized with one another. Clicking on an
elementin any one of the panes highlights the corresponding element in all the other panes.
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4.3.1.11.9 Change Text Highlight Color

Whenever you select text in the Binary, Radix, or T sz )
Character panes in Frame Display, the text is displayed e T
with a highlight color. You can change the color of the —
highlight. Select Colar: |v| | 0ok, |
HEEEn —
1. Select Change Text Highlight Color from the EEEE Cancel
Options menu. You can also access the option by ErEE
right clicking in any of the panes. EEEE Defaults
2. Selecta color from the drop-down menu. HEEN
Other....
3. Click OK. L Do

The highlight color for the text is changed.

Select Cancel to discard any selection. Select Defaults to return the highlight color to blue.

4.3.1.12 Logic Signals in the Frame Display

When analyzing Logic Signals captured using the Sodera HCI pods, the Frame Display presents in the Summary
pane a frame that contains one packet with two logic signals from HCI POD 1, followed by a frame with containing
one packet from with two logic signals from HCI POD2, if used. The timestamp for these two frames is identical.

In Figure 4.19 below, Frame# 1 shows logic levels for P1:D1 and P1:D2 but P2:D1 and P2:D2 contain no data. This
first frame contains a packet with logic data for POD1. In the next frame—Frame# 2—note that P1:D1 and P1:D2
contain the same logic as in Frame#1, and this data is a copy of the preceding Logic Signals frame—Frame 1—
providing continuity in the Summary pane display. New data, P2:D1 and P2:D2, appear having been captured from
HCI POD2.

This sequence will continue: Frame# 4 P1:D1 and P1:D2 contains new data from POD1 with P2:D1 and P2:D2
containing data from the preceding frame—Frame#2.

Unfiltered | Info

Basehand] LMP ] PreConnection-FHS ] Bluetooth FHS ] SCO/eSC0 ] L2CAP ] Undecoded L.

LE BB ] LE PKT ] LE AD"H"]

B... Framef F1:01 F1:.02 P21 P02  Fram.. Dela Timestamp
1 L H 2 00:00:03.032841
2 L H H H 2 0000000, 00:00.03.032841
4 H# L* H H 2 0000000, 000003032936
] H L H H 2 0000000, 000003032936
g H L H H 2 0000000, 00:00.03.033221
7 H L H L* 2 0000000, 000003033221
3 L* L H L 2 0000000, 000003033733
10 L L H L 2 0000000, 000003033733
13 L H* H L 2 0000000, 000003034736
14 L H H L 2 0000000, 000003034736
16 H# L* H L 2 0000000, 000003035467
17 H L H L 2 0000000, 000003035467

Figure 4.19 - Example: Logic Signals Starting Sequence
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Frame 1: Len=?  When viewing Frame#1 data in the Decoder pane, only POD1 data is shown.
=8 Lpgic Signals:

- Digital 1: Low
i Digital 2+ High

- Frame 2 Len=2 As explained above, in Frame# 2, only new data from POD2 is contained in this packet,
- Logic Signals: and the preceding frame POD1 data is a copy for Summary pane display only. Frame#2
- Pod: 2 contains only POD2 data.
.- Digital 1: High
. Digital 2: High

Frame#1 Frame#9
Frame#4

| Pod 1: Digital 1

I Pod 1 : Digital 2

| Pod 2 : Digital 2

Frame#2 Frame#7

Figure 4.20 - Example: Logic Signals from Frame Display Frame#1 to Frame#9

In Figure 4.20 above, logic signals from Frame#1 through Frame#9 are shown with the signal labels on the left.
The first signal transition occurs on both signal lines for POD1 at Frame# 4. The second transition occurs at Frame#
7 on Pod2:Digital 2 (P2:D2). The last transiton occurs at Frame# 9.

4.3.1.13 Protocol Layer Colors

4.3.1.13.1 Data Byte Color Notation

The color of the data in the panes specifies which layer of the protocol stack the data is from. All data from the
first layer is bright blue, the data from the second layer is green, the third layer is pink, etc. The protocol name for
each layer in the Decode pane is in the same color. Note that the colors refer to the layer, not to a specific
protocol. In some situations, a protocol may be in two different colors in two different frames, depending on
where it is in the stack. You can change the default colors for each layer.

Red is reserved for bytes or frames with errors. In the Summary pane, frame numbers in red mean there is an
error in the frame. Also, the Errors tab is displayed in red. This could be a physical error in a data byte or an error

136 Frontline Sodera User Manual



Chapter 4 Capturing and Analyzing Data TELEDYNE LECROY

in the protocol decode. Bytes in red in the Radix, Character, Binary and Event panes mean there is a physical
error associated with the byte.

4.3.1.13.2 Red Frame Numbers and Bytes

Red is reserved for bytes or frames with errors. In the Summary pane, frame numbers in red mean there is an
error in the frame. This could be a physical error in a data byte or an error in the protocol decode.

4.3.1.13.3 Changing Protocol Layer Colors

You can differentiate different protocol layers in the Decode, Event, Radix, Binary and Character panes.
1. Choose Select Protocol Layer Colors from the Options menu to change the colors used.

The colors for the different layers is displayed.
2. To change acolor, click on the arrow next to each layer and select a new color.
3. Select OK to accept the color change and return to Frame Display.

Select Cancel to discard any selection. Select Defaults to return the highlight colors to the default settings.

Protocol Layer Color Selector

Laper 1: ﬂhcd |' Layer S; Abicd Wl |'| Ok
Laper 2 &hied |T| Laper 10 . . . . Carncel

— EEEN
Laper 3 Abcd |v| Layer 11: ErEE Defaults

Laper4:  Abcd |+ Lver 12 W TR
Layer 5. Abcd |- Laver13. TN N
Layer 6 Abed |v Layer 14:
Layer 72 Abed |v Layer 15:

Laper 3 Abed |v Layer 16:

DEEE

Figure 4.21 - Frame Display Protocol Layer Color Selector

4.3.1.14 Filtering

Filtering allows the user to control the display which capture frames are displayed. Filters fall into two general
categories:

1. Display filters allow a user to look at a subset of captured data without affecting the capture content.

Frames matching the filter criteria appear in the Frame Display; frames not matching the criteria will not
appear.

2. Connection filters Two options are available.

a. A Bluetooth connection: Displays only the frames associated with a Classic Bluetooth link or a
Bluetooth low energy access address. A new Frame Display will open showing only the protocol
tabs, frames, summary, and events associated with that particular Bluetooth connection.
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b. A specific wireless or wired technology. Displays all of the frames associated with:
o Classic Bluetooth
o Bluetooth low energy
« 802.11
o HCI

A new Frame Display will open showing only the protocol tabs, frames, summary and events
associated with the selected technology.

4.3.1.14.1 Display Filters

A display filter looks at frames that have already been captured. It looks at every frame in the capture buffer and
displays those that match the filter criteria. Frames that do not match the filter criteria are not displayed. Display
filters allow a user to look at a subset of captured data without affecting the capture content. There are three
general classes of display filters:

« Protocol Filters
« Named Filters
o Quick Filter
Protocol Filters

Protocol filters test for the existence of a specific single layer. The system creates a protocol filter for each
decoder that is loaded if that layer is encountered in a capture session.

There are also three special purpose filters that are treated as protocol filters:
o All Frames with Errors

« All Frames with Bookmarks

o All Special Information Nodes

Named Filters

« Named filters test for anything other than simple single layer existence. Named filters can be constructed that
test for the existence of multiple layers, field values in layers, frame sizes, etc., as well as combinations of
those things. Named filters are persistent across sessions.

« Named filters are user-defined. User-defined filters persist in a template file. User defined filters can be
deleted.

Quick Filters

o Quick Filters are combinations of Protocol Filters and/or Named Filters that are displayed on the Quick Filter
tab.

o Quick Filters cannot be saved and do not persist across sessions.

o Quick Filters are created on the Quick Filter Dialog.
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4.3.1.14.1.1 Creating a Display Filter

TELEDYNE LECROY

There are two steps to using a display filter. Define the filter conditions, and then apply the filter to the data set.
The system combines both filter definition and application in one dialog.

1. Click the Display Filters icon ? on the Frame Display@ window or select Apply/Modify

Display Filters from the Filter menu to open the Set Condition dialog box. The Set Condition dialog is
self configuring which means that when you Select each frame under Conditions the following
displayed fields depend on your selection. With each subsequent selection the dialog fields will change

depending on you selection in that field.

Set Condition

@ E Currently Active Condition: <Untitled:
@ Include ) Exclude

Condition

Select each frame | where the pratacal

x)

[weTP -

[field -

ICommand!Hesponse v] {Is Mot Present VI [¥] (&)l Figlds)
Advanced... [ QK ] I Cancel I I Help

Figure 4.22 - Example: Set Conditions Self Configuring Based on Protocol Selection

- R

Set Condition &J
@J E Cuirently Active Condition: <Untitled:>

@ Include () Exclude

Condition

Select each frame lin the range -

1897 to 234

[Enter decimal numbers by typing in the number

directly. and hexadecimal numbers by starting

the number with 0x]

Advanced... Ok ] l Cancel ] l Help

Figure 4.23 - Example: Set Conditions Self Configuring Based on Frame Range

2. Select Include or Exclude to add filtered data or keep out filtered data respectively.

3. Select the initial condition for the filter from the drop-down list.

4. Setthe parameters for the selected condition in the fields provided. The fields that appear in the dialog
box are dependent upon the previous selection. Continue to enter the requested parameters in the fields

provided until the condition statement is complete.

5. Click OK. The system displays the Save Named Condition dialog. Provide a name for the filter condition
or accept the default name provided by the system and click OK. Prohibited characters are left bracket [,
right bracket ']' and equal sign '=". The Set Condition dialog box closes, creates a tab on the Frame

Display with the filter name, and applies the filter.

The filter also appears in the Quick Filtering and Hiding Protocols dialog.
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When a display filter is applied, a description of the filter appears to the right of the toolbar in the Frame Display
windows.

Notes:
e The system requires naming and saving of all filters created by the user.

o The OK button on the Set Condition dialog box is unavailable (grayed out) until the condition selections are
complete.

« When you have multiple Frame Display windows with a display filter or filters, those filter do not automatically
appear in other Frame Display windows. You must use the Hide/Reveal feature to display a filter created in
one Frame Display in different Frame Display window.

4.3.1.14.1.2 Including and Excluding Radio Buttons

All filter dialog boxes contain an Include and an Exclude radio button. These buttons are mutually exclusive. The
Include/Exclude selection becomes part of the filter definition, and appears as part of the filter description
displayed to the right of the Toolbar.

Include: A filter constructed with the "Include" button selected, returns a data set that includes frames that meet
the conditions defined by the filter and omits frames that do not.

Exclude: A filter constructed with the "Exclude" button selected, returns a data set that excludes frames that
meet the conditions defined by the filter and consists of frames that do not.

4.3.1.14.1.3 Named Display Filters

You can create a unique display filter by selecting a data type on the Frame Display and using a right click menu.
When you create a Name Filter, it appears in the Quick Filtering dialog, where you can use it do customize the
data you see in the Frame Display panes.

1. Select aframe in the Frame Display Summary Pane.

2. Rightclick in the one of the data columns in the Summary Pane: CRC, NESN, DS, Packet Success,
Ethertype, Source Address, etc.

3. Select Filter in (data type) = . The Filtering Results

. Filtering Results
dialog appears.

4. Enter a name for the filter

5. Select OK.
Filter Mame:
The filter you just created appears in the Named Filters section ASCIT: . ...3
of the Quick Filtering dialog.
oK | | Cancel

4.3.1.14.1.4 Using Compound Display Filters

Compound filters use boolean logic to create complex and precise filters. There are three primary Boolean logic
operators: AND, OR, and NOT.

The AND operator narrows the filter, the OR operator broadens the filter, and the NOT operator excludes
conditions from the filtered results. Include parentheses in a compound filter to nest condition sets within larger
condition sets, and force the filter-processing order.
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There are two steps to using a compound filter. Define the filter conditions, and then apply the filter to the data
set. The analyzer combines both filter definition and application in one dialog.

1.

10.

Click the Display Filters icon ? on the Frame Display window or select Apply/Modify Display
Filters... from the filter menu to open the Set Condition dialog box.

Click the Advanced button on the Set Condition dialog box.

Select Include or Exclude radio button.

Now you can set the conditions for the filter.

Select the initial condition for the filter from the
combo box at the bottom of the dialog for Select
each frame.

Condition

Select each frame | where the protocol L

Set the parameters for the selected condition in with the: conversation
the fields provided. The fields that appear in the Eim'ﬁ:&ag?;

dialog box are dependent upon the previous

selection. Continue to enter the requested

parameters in the fields provided until the

conditions statement is complete.

[ WNOT Condition ] ANDS
where the protocal 7777 exists AMD

w | where the protocal ' FFFTETETER Y gty W

X [& = |+

Figure 4.24 - Two Filter Conditions Added with an AND Operator

Click the plus icon ﬂ on the left side of the dialog box and repeat steps 4 and 5 for the next condition.

TELEDYNE LECROY

Use the up ﬂ and down ﬂ arrow icons on the left side of the dialog box to order your conditions, and

the delete button | to delete conditions from your filter.

Continue adding conditions until your filter is complete.
Include parentheses as needed and set the boolean operators.

Click OK.

The system displays the Save Named Condition dialog. Provide a name for the filter condition or accept

the default name provided by the system and click OK.
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Save Mamed Condition

MHame Thiz Condition; 0

|
L Cancel

Izer Defined Conditions:

| FilterD

Help

Figure 4.25 - Save Named Filter Condition Dialog

The Set Condition dialog box closes, creates a tab on the Frame Display with the filter name, and applies the
filter.

When a display filter is applied, a description of the filter
Filter: Include each Frame where the protocol Data exists appears to the right of the toolbar in the Frame
Display windows.

Note: The OK button on the Set Condition dialog box is unavailable (grayed out) until the
condition selections are complete.
4.3.1.14.1.5 Defining Node and Conversation Filters

There are two steps to using Node and Conversation display filter. Define the filter conditions, and then apply the
filter to the data set. The analyzer combines both filter definition and application in one dialog.

1. Click the Display Filters icon ? on the Frame Display window or select Apply/Modify Display
Filters... from the filter menu to open the Set Condition dialog box.
2. From the Select each frame combo box choose frames with the conversation as the initial condition.

3. Selectan address type—IP, MAC, TCP/UDB—from the Typecombo box (The address type selection
populates both Address combo boxes with node address in the data set that match the type selection).

4. Selectanode address from the first Address combo box.

5. Choose a direction arrow from the direction box . The left arrow filters on all frames

where the top node address is the destination, the right arrow filters on all frames Lem -

where the top node address is the source, and the double arrow filters on all frames e

where the top node address is either the source or the destination. § eee
N

6. If you want to filter on just one node address, skip step 7 and continue with step 8.

7. If you want to filter on traffic going between two address nodes (i.e. a conversation), select a node address
from the second Address combo box..

8. Click OK. The Set Condition dialog box closes and the analyzer applies the filter.

When a display filter is applied, a description of the filter appears to the right of the toolbar in the Frame Display
windows.
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Note: The OK button is unavailable (grayed out) until the condition selections are complete.

4.3.1.14.1.6 The Difference Between Deleting and Hiding Display Filters

If you wish to remove a filter from the system permanently, then use the Delete procedure. However, if all you

want to do is remove a filter as a means to un-clutter the display, then use the Hide procedure.

Deleting a saved filter removes the filter from the current session and all subsequent sessions. In order to retrieve
a deleted filter, the user must recreate it using the Set Conditions dialog.

Hiding a filter merely removes the filter from the display. A hidden filter can be reapplied using the Show/Hide

procedure.
Deleting Saved Display Filters

1. Select Delete Display Filters from the Filter

menu in the Frame Display @ window to Delete Named Conditions =
open the Delete Named Condition dialog. et T;E:fj E°;‘di”°m: [ x|
The system displays the Delete Named Eg::er1u' e Cancel
Condition dialog with a list of all user defined Fiter2 Delete
. Filter3
filters. Fite? hel
Fole: Slave
2. Selectthe filter to be deleted from the list. SCO link: Suppoarted
3. Click the Delete button.
4. Click OK. The Delete Named Condition
dialog box closes and the system deletes the
filter.
Hiding and Revealing Display Filters
If a display filter is showing the following steps will hide
that filter but will not delete it.
1. Select Hide/Show Display
Filters... from the Filter menu on the | HidesShow Filters =5
Frame Dlsplay@wmdow to open s
the Hide/Show Filters dialog. The [ascr:. .3 . ~| [ Show
system displays the Hide/Show Description
Filters dialog with a list of all user Fndude each frame where the protocol "Data” field ASCII Contains the Substring .
defined filters. S
2. Select the filter to be hidden from the [ oK ] I e I

combo box. “

3. Click the Hide button. The Hide button is only showing if the selected filter is currently showing in the

Frame Display.

4. Click OK. The Hide/Show Filters dialog box closes, and the system hides the filter and removes the filter

tab from the Frame Display.

If a display filter is hidden the following steps will reveal that filter in the Frame Display.
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1. Select Hide/Show Display Filters... from the Filter menu in the Frame Display @ window to

open the Hide/Show Filters dialog. The system displays the Hide/Show Filters dialog with a list of all
user defined filters.

2. Select the filter to be revealed from the combo box.
3. Click the Show button.

4. Click OK. The Hide/Show Filters dialog box closes and the system reveals the filter in the Frame
Display.

You can also open the Quick Filter dialog and check the box next to the hidden filter to show or hide a display
filter.

Hamed Filters

[|Filterd
lascl .3
[ Filter1
[ Filter2

[ Filter?
[[Rale: Slave

[]5C0 link: Supparted
[ Filter3

Figure 4.26 - Using Named Filters Section of Quick Filters to Show/Hide Filters

Note: When you have multiple Frame Display windows with a display filter or filters, those
filter do not automatically appear in other Frame Display windows. You must use the
Hide/Show dialog to display a filter created in one Frame Display in different Frame Display
window.

4.3.1.14.1.7 Editing Filters
Modifying a Condition in a Filter

1. Click the Display Filters icon ? on the Frame

-

Display[f5 ] window or select Apply/Modify Display | 2=t Cendition

Filters... from the Filter menu to open the Set & 2 Punents Active Condition: Fiteyd
Condition dialog box. The Set Condition dialog box Filterd
displays the current filter definition at the top of the dialog. ASCEE . .3

To display another filter, click the Open = icon, and
select the filter from the pop-up list of all the saved filters.

2. Edit the desired parameter of the condition: Because the required fields for a condition statement depend
upon previously selected parameters, the Set Condition dialog box may display additional fields that were
not present in the original filter. In the event this occurs, continue to enter the requested parameters in
the fields provided until the condition statement is complete.
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3. Click OK. The system displays the Save Named Condition dialog. Ensure that the filter name is
displayed in the text box at the top of the dialog, and click OK. If you choose to create an additional filter,
then provide a new name for the filter condition or accept the default name provided by the system and
click OK.) The Set Condition dialog box closes, and the system applies the modified filter.

Note: When a display filter is applied, a description of the filter appears to the right of the
toolbar in the Frame Display windows.

Deleting a Condition in a Filter

If a display filter has two or more conditions you can delete conditions. If there is only one condition setin the
filter you must delete the filter using Delete Display Filters... from the Filters menu.

1. Click the Display Filters icon ? on the Frame Display window or select Apply/Modify Display

Filters... from the Filter menu to open the Set Condition dialog box. Click on the Advanced button to
show the condition in Boolean format. The dialog box displays the current filter definition. To display

another filter, click the Open e icon, and select the filter from the pop-up list of all the saved filters.

-

Set Condition
Currenty Active Condition: Filkerd

@ Include () Exclude

[ NOT Condition ] AMD/OR

where the protocaol "Bazeband” fisld "LT_ADDR" | Equ... AMD

iti the range 178 ta 243

SRSIE:

< Delete selected condtion

Figure 4.27 - Set Condition Dialog in Advanced View

2. Select the desired condition from the filter definition.

3. Click the Delete Selected Line icon.

4. Editthe Boolean operators and parentheses as needed.

5. Click OK. The system displays the Save Named Condition dialog. Ensure that the filter name is
displayed in the text box at the top of the dialog, and click OK. (If you choose to create an additional filter,
then provide a new name for the filter condition or accept the default name provided by the system and
click OK.) The Set Condition dialog box closes, and the system applies the modified filter.

Note: When a display filter is applied, a description of the filter appears to the right of the
toolbar in the Frame Display windows.
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Renaming a Display Filter

1. Select Rename Display Filters... from the Filter menu in the Frame Display@ window to open

the Rename Filter dialog. The system displays the Rename Filter dialog with a list of all user defined
filters in the Filters combo box.

Rename Filters &
Filters
[Fitero -

Description
IIndude each frame where the protocol "Baseband” field "LT_ADDR" Is Equal To &

MNew Name
Filtero_1 Apply

oK | | Cancel | | Help |

Figure 4.28 - Rename Filters Dialog
2. Select the filter to be renamed from the combo box.

3. Enter a new name for the filter in the New Name box. Optionally click the Apply button and the new
name will appear in the Filters combo box and the New Name box will empty. This option allows you to
rename several filters without closing the Rename Filter dialog each time.

4. Click OK. The Rename Filter dialog box closes and the system renames the filter.
4.3.1.14.2 Connection Filtering

Connection Filtering allows the user to view a subset of the total available packets within the Frame Display. The
subset can include data from a single Bluetooth connection, or all of the BR/EDR packets, all of the low energy
packets, all of the 802.11 packets, or all of the HCI packets.

Bluetooth Applicability
A connection (device pair) is identified by
1. A Link for Classic Bluetooth,
2. An Access Address for Bluetooth low energy.

The link ID is a number that the ComProbe software assigns to identify a pair of devices in a BR/EDR connection. In
the Frame Display details pane, the Baseband layer contains the link ID field if the field’s value is not 0.

An Access Address is contained in every Bluetooth low energy packet. The Access Address identifies a connection
between a slave and a master or an advertising packet.

Connection filtering displays only the frames, protocols, summary, details, and events for the selected
connections.

Note: Connection Filters are not persistent across sessions.

4.3.1.14.2.1 Creating a Connection Filter

In the Frame Display there are four ways to create a connection filter.
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From the Frame Display Filter menu

Click on the Frame Display Filter menu Connection Filter selection. From the drop down menu, select
Classic or Bluetooth low energy. The options are

o Classic Bluetooth:

o All will filter in all Classic Bluetooth frames. You are in effect filtering out any Bluetooth low energy frames
and are selecting to filter in all the Classic Bluetooth links.

o Links displays all the master-slave links. You can select only one link to filter in. The selected link will filter
in only the frames associated with that link.

Bluetooth low energy:

o All will filter in all Bluetooth low energy frames. You are in effect filtering out any Classic Bluetooth frames
and are selecting to filter in all Bluetooth low energy access addresses.

o Access Addresses displays all the low energy slave device's access address. You can select only one
access address to filter. The selected link will filter in only the frames associated with that access address.

802.11:

o All will filter in all 802.11 frames. You are in effect filtering out any other technology frames.

e HCI:

o All will filter in all HCI frames. You are in effect filtering out any other technology frames.

&) Frame Display - TestFileSlimmer.cfa =HECE X
File Edit View Format Live Bookmarks Options Window Help
uick Filtering... = |
® = HBlea| ° - < BP0 LAS i ki
o+ Frame B.471: Master] Len=283 Apply/Modify Display Filters... s - I 5
H Torg: Delete Disolay Fi e O ®| n | ﬁ ﬁ j umma
i ‘-Baseband - Packet Status: CR B
= Baseband: Hide/Show Display Filters... HS ] SCO/eSCO ]
- Header '—9”9_”‘1 i Rename Display Filters...
- Header Yerzion: 3 Tyl CRLC RDADDE Frari Delta Tirmestarnp -
I};‘in:‘:.i‘i o (04000050117, Connection Filter 4 Classic 4 All | 471372015 10:55:32.661!
Cs:r;neﬁsggr_[ﬁm-m:h e b.464 Bluetooth low energy 3 Link 3 0 i 10:55:32. 665"
- Clock: D;:Dﬂm 40 E.4E5 (k oo 3 10:55:32 671!
. Packet Status: CRC Enor [=0] E.4E6 a0 00:00:1 n 10:55:32.89@
- FLOW: Go E.4E7 56 00:00:1 10:55:32 692
- TYPE: 2.DH3 £.468 56 00:00:00.0..  4/13/2015 10:55:32 6341
- Payload Data Rate: 3 Mbps E.4E9 17 00:00:00.0...  4/13/201510:55:32.701!

Figure 4.29 - Connection Filter from the Frame Display Menu
From the Frame Display toolbar

Right-click anywhere in the toolbar and select Connection Filter from the pop-up menu. The procedure for
creating a connection filter are identical as described in From the Frame Display Filter menu, above.
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& Frame Display - TestFileSlimmer.cfa | (5] e
File Edit View Format Live Filter Bookmarks Options Window Help
| om — P s = |
®2| TR A I T Y E ST
- Frame B,471: [M: Connection Filter 3 Classic | ﬁ ﬁ fj| Summa
E‘ E:”°'33 Bluetooth low energy 3 Link 3 0
! i Bageband - R Show Hidden Panes 3 L e e S 3
= Baseband: Baseband | PreConnection-FHS | SC0/eSCO
i Header Length: 11 4
Header Yersion: 3 B.. Framet Pr.. Accessadd.. CRC ED&DD fam.. Delta Timestamp -
prbnked o £.463 17 4/13/2015 10:55,32.651"

Figure 4.30 - Connection Filter from the Frame Display Toolbar right-click
From the Frame Display panes

Right-click anywhere in a Frame Display pane and select Connection Filter in the pop-up menu. The procedure
for creating a connection filter are identical as described in From the Frame Display Filter menu, above.

& Frame Display - TestFileSlimmer.cfa =RRN X

File Edit View Format Live Filter Bookmarks Options Window Help

P e LPHG YR S M an MY S i
OOE&BOCOOQ TR B s

Baseband - Packet Status: CRC Ermrar [=0] m Data ] Elmls

=8 Baseband d | PreC ti rHs | sC0/eSCO |
Header Length: 11

Header Wersion: 3 ‘B Frameft Pr.. Accessédd.. CRC BDADDR Fram... Delta Timestamp -

o Litles A

e e e e 6453 17 4/13/2015 10:55: 32 651!
o £ 454 a0 00:00:00.0..  4/13/2015 10:55: 32 662
T SR T T 6,465 17 00:00:00.0..  4/13/2015 10:55:32 671!
A — 6,466 a0 00:00:00.0..  4/13/2015 10:55:32 6901
Flect Entire Frame B4E7 56 0000000 4/13/2015 10:55 32692
¥ Expand Decode Pane 6468 56 00:00:00.0...  4/13/2015 10:55:32 6941
Collanse All Nod 6,459 17 00:00:00.0..  4/13/2015 10:55:32. 701!
otiapse Al Modes 6,470 a0 00:00:00.0...  4/13/2015 10:55:32. 7051
v Expand All Nodes E.471 289 00:00:00.0...  4413/2015 10:55:32.711!
— oo 17 00:00:00.0..  413/2015 10:55:32.711!
Eoppecioniitey L Elaic L Gl | 17 00:00:00.0..  4/13/2015 10:55:32.7141
Bluetooth low energy » Link » 0 00:00:00.0..  4/13/2015 10:55:32.7201 =
Provide L2CAP Rules... 3
Set Subsequent Decoder Parameters... 4
Hide This Pane
Show Hidden Panes 3

Figure 4.31 - Connection Filter from the Frame Display Pane right-click
From the Frame Display frame selection

Select a frame in the summary pane. Right-click and select Connection Filter in the pop-up menu. The
procedure for creating a connection filter are identical as described in From the Frame Display Filter menu,
above.

If the frame you have selected is associated with a Classic Bluetooth link or a Bluetooth low energy access address,
an additional pop-up menu item will appear as shown in the example image below. This selection is a
predetermined filter based on your selection. In the example, frame "6471" is associated with "Link 4", so the
predetermined filter assumes that you may want create a connection filter for that link. Clicking on Connection
Filter Link = 4 will filter in "Link 4" frames without opening all the drop-down menus.
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B... Framelt ASCH Hes Fram... Delta Timeztamp |~

This is the Summary Pane

Copy Selection to Clipboard
Save Selection...

Go To..

<

Show Frame Size Column
v Show Timestamp Celumn
v Show Delta Column

Add New Column (Help)

Remove Mew Column

Change Column Order (Help)

m

Restore Default Columns

Add Bookmark...

Export...

Connection Filter 2 Classic 2 All

Connection Filter Link = 4 Bluetcoth low energy 2 Link 2 0
3

Provide L2CAP Rules... 4

Set Subsequent Decoder Parameters...

Show Hidden Panes 4

Figure 4.32 - Connection Filter from frame selection right-click

Creating from any Frame Display window

A Connection Filter can be created from any open Frame Display window, and the filtering will always be applied
to the original captured data set.

4.3.1.14.2.2 Connection Filter Display

Once you have selected which connections to filter in, another Frame Display will open. The original Frame
Display will remain open, and can be minimized.

Note: The system currently limits the number of frame displays to 5. This limit includes any
Frame Displays opened using Duplicate View ﬁﬁ from the Toolbar (see Working with

Multiple Frame Displays on page 127)

The new Frame Display with the filtered connection frames will only contain the data defined by the filter criteria.
That is, the criteria could be a single link or data for a particular technology.
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Display Example 1: Bluetooth low energy Access Address selected

B =

=

@2 L Hg

Frame 1: Len=53
LE BB
* Header Length: 13
- Header Version: 3
[SCE
Channel Index; 37 - 2402 MHz
- Masts Predefired Filtet Criteria for

-+ Receive Status: Received witho
- Decryption Initiated: Ho
. Signal Strenath: 7 medium)
FDU Length: 37
LE PKT
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Advertizer dddiess Type: randam
i Payload Length: 25
Advertizer Address: 0x71 2500001
B 4D Data
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- AD Element
Length: 11
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i Length: 13
—T—

Total Frames: 6,767 Frames Filtered In:
For Help Press F1

File Edit View Format Filter Bookmarks

Yvis2nbw

Options  Window Help

|__ S W Original Data Set - note protocol tabs
EE%‘ O®| Find:
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- |££ @|Summary: Data
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Meets Predefined Fiter Ciiteria for T low eneray devi ] g 1
g:i?’ﬁ;’f;‘;@:ﬁ:e‘j vithot encrs 2 53 DOO0:000..  1/27/2015 10:02.04 5285

SEL . 3 53 DOO0000.  1/27/2015 10:02.04 335
~ Signal Strength: 7 (medium

L~ PDU Langth: 37 4 53 000000, 1/27/2015 10:02.04 5479

& LE PRT: 5 53 0000000, 1/27/2015 10.02.04 529
Eraamble: (xaa g kil 00.00:00.0..  1/27/2015 10,02 04.6534..
Access Address: (4BeE5heds 7 k] 00.00:00.0..  1/27/2015 10,02 04.6537..
CRE: OdfeSGel g 5 00.00:00.0..  1/27/2015 10,02 04.6579..
- LE ADV: E] kil 00.00:00.0..  1/27/2015 10,02 04.6584..

L DU Type: ADV_IND 1 10 k] 00.00.00.0..  1/27/2015 10,02 04.6587...
Advetiser Addiess Type: 1andom = 1 53 0000:00.0..  1/27/2015 10:0204.6773..
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Figure 4.33 - Front Display: Filtered on Access Address 0x8e89bed6

In the figure above is an example Bluetooth low energy data set connection filtered on Access Address =
0x8e89bed6. The Frame Display in the front is the filtered data set. One way to note the difference between the
original and the filtered display is to observe the Protocol Tabs. In the filtered display there are four low energy
protocol tabs as compared to nine in the original display. This access address connection is not using five of the

protocols.

From any open Frame display the user can set another Connection Filter based on the original data set.

Display Example 2: All 802.11 data filtered in

In this example, there is a capture file with Classic Bluetooth, Bluetooth low energy, and 802.11. To view just the
802.11 data set, 802.11 = All is selected from the right-click pop up menu.
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Figure 4.34 - Unfiltered: Capture File with Classic, low energy, and 802.11

When the Frame Display with the filtered 802.11 data set appears, only the Protocol Tabs for 802.11 are present
and the tabs for Classic Bluetooth and Bluetooth low energy have been filtered out.
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Figure 4.35 - Connection Filter selecting All 802.11 frames, front
4.3.1.14.3 Protocol Filtering from the Frame Display
4.3.1.14.3.1 Quick Filtering on a Protocol Layer

On the Frame Display, click the Quick Filtering icon ﬁ; or select Quick Filtering from the Filter menu.

This opens a dialog that lists all the protocols discovered so far. The protocols displayed change depending on the
data received.
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Quick Filtering and Hiding Protocels &]
Pratocols ToFilter In Protocols To Hide Named Filters
[40 Frames ‘with Enars [T] 40l But the Last Layer [ Filterd
[ &0l Frames with Infarmation [7] &0l Frames with Infarmation [ Filter1
[F]avDTP [ &vDTP [ Fiker2 Hep
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[ Baseband [7]Baseband [ Filter3
[]Blustacth FHS [ Blustacth FHS [ Rale: Slave
[|Headset [[Headset [T Configured BT low energy devic
[C1L2CaP [F]L2cap [7]Exelude MULLs and POLLs
[CILMP LM
[|Mon-Captured Info []Mon-Captured Info
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Hiding remowves any protocal lavers from displaying in any frame.

Figure 4.36 - Frame Display Quick Filtering and Hiding Protocols Dialog

The box on the left is Protocols To Filter In. When you select the checkbox for a protocol in the Protocols to
Filter In, the Summary pane will only display those frames that contain data from that protocol.

If you filter on more than one protocol, the result are all frames that contain at least one of ] Quick Filter ]
those protocols. For example, if you filter on IP and IPX NetBIOS, you receive all frames that . .
contain either IP or IPX NetBIOS (or both). A Quick Filter tab then appears on the Frame

Display. Changing the filter definition on the Quick Filter dialog changes the filter applied on the Quick Filter
tab. Quick filters are persistent during the session, but are discarded when the session is closed.

The box in the center is the Protocols To Hide. When you select the checkbox for a protocol in the Protocols
To Hide, data for that protocol will not appear in the Decode, Binary, Radix, and Character panes. The
frames containing that type data will still appear in the Summary pane, but not in the Decode, Binary, Radix,
and Character panes.

The box on the right is the Named Filters. It contains filters that you create

using the Named Filter and Set Condition dialogs. When you select the Mamed Filters
checkbox for the Name Filters, a tab appears on the Summary Pane that | Fiterd
displays the frame containing the specific data identified in the filter. The [ Filter1
named Filter tab remains on the Frame Display Summary [ Fiter2
| Filter3 |  Pane unless you hide it using the Hide/Show Display Filters

[]5C0 link: Supported

dialog.

Check the small box next to the name of each protocol you want to filter in, ["|Rale: Slave

hide, or Named Filter to display. (| Configured BT low energy devic
[[]Exclude MULLs and POLL:

Then click OK
4.3.1.14.3.2 Easy Protocol Filtering

There are two types of easy protocol filtering. The first method lets you filter on the protocol shown in the
Summary pane, and the second lets you filter on any protocol discovered on the network so far.

Filtering on the Summary Layer Protocol

To filter on the protocol in the Summary in the Frame Display window pane:
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1. Select the tab of the desired protocol, or open the Summary combo box.

2. Select the desired protocol.

3. Tofilter on a different layer, just select another tab, or change the layer selection in the combo box.
Filtering on all Frames with Errors
To filter on all frames with errors:

1. Open the Frame Display@window.
2. Click the starred Quick Filter icon ? or select Quick Filtering from the Filter menu

3. Check the box for All Frames With Errors in the Protocols To Filter In pane, and click OK.

4. The system creates a tab on the Frame Display labeled "Errors" that displays the results of | Ewors |
the All Frames With Errors filter.

Note: When you have multiple Frame Display windows open and you are capturing data, you
may receive an error message declaring that "Filtering cannot be done while receiving data
this fast." If this occurs, you may have to stop filtering until the data is captured.

4.3.1.15 Sodera Baseband Layer Signal Strength

Frame 16: Len=50 The Sodera calculates the RSSI (Receiver Signal Strength

- LE BE: Indicator) value, a representation of the radio signal strength at
- CP #:1 the Sodera receiver, for every Bluetooth packet that it captures.
- Channel Index: 37 - 2402 MHz RSSlis shown in dBm with a relative signal strength in
- Meets Predefined Filker Criteria for BT low er - parentheses. The RSSI value is shown as a decoded field in the
- Receive Status: Received without ermors Frame Display Detail pane Baseband layer .
- Decryption [nitiated: Mo
- Preamble: Oxaa The Sodera firmware uses the built-in radio firmware features
- Access Address: OxBel9beds to calculate the RSSI value of the signal received at the antenna.
- RS551: -56.875 dBm [medium)]
- PO Length: 31

4.3.2 Bluetooth Timeline

In addition to the Coexistence View, which displays both Bluetooth® and 802.11 data together, you can also see
more information about Bluetooth in a separate dialog. The Bluetooth Timeline displays packet information with
an emphasis on temporal information and payload throughput. The timelines also provide selected information
from Frame Display.

The timelines provide a rich set of diverse information about Bluetooth packets, both individually and as a range.
Information is conveyed using text, color, graphic size, line type, and position.
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Figure 4.37 - Bluetooth Timeline window

You access the Bluetooth Timeline by selecting Bluetooth Timeline from the Control window View menu
or by clickingthe Bluetooth Timeline icon on the Control window toolbar or Frame Display.

4.3.2.1 Bluetooth Timeline Packet Depiction
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~ Bluetooth Clock: 0xD00D4fGc (+60)
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Logical Link 1D: LMP
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Decrypted by Bluetooth ComProbe: No
LMP - LT_addr: 1 Dpcode: version_req Role: Master Initiste

Figure 4.38 - Bluetooth Timeline Packet Depiction with Packet Information Shown

The timeline shows Bluetooth packets within a specific period of time.

The time segments flow left to right and down, following a complete row across. Then you move down to the
next row, go across, then down to the next row, just like reading a book, upper left corner to lower right

corner.
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o Within each row are two divisions: M (master) and S (Slave). Packets are placed on M or S depending on the
data's role.

« Placing the mouse pointer on a packet displays information about that packet in an information box.
« Selecting a packet by clicking on it shows information about that packet above the timeline.

« You can use the arrow keys to move to the next or previous packet. You can select multiple packets by
dragging within the timeline or by holding the SHIFT key down while arrowing.

o Using the mouse scroll wheel scrolls the timeline vertically. You can also zoom by using a right click (which
displays specific magnification values), using the + and - Zoom tools, or by selecting a value from the Zoom
menu.

o Packet height indicates speed (1, 2, or 3 Mbits/sec). Packet length indicates duration (for reference, the
duration of a slot is 625-us). Packet height and length together indicate size (speed times duration).

A packet is drawn using the following components:

o A “max packet on wire reference” rectangle (light solid lines). This indicates the packet in the air with a max
payload.

Max Packet on 'Wire Reference
o A “max actual payload reference” rectangle (dark solid lines). This indicates a max payload as would be
extracted by the receiving device (if the payload in the air contains forward error correction (FEC), it is longer

than the actual payload). The position of the beginning of the rectangle indicates where the payload begins in
time.

Max Actual Payload Reference

« An “actual payload” colored sub-rectangle (packet category-specific; blue here). This indicates the actual
received payload with FEC (if any) removed. It is the beginning portion of the “max actual payload reference”

Frontline Sodera User Manual 155



TELEDYNE LECROY Chapter 4 Capturing and Analyzing Data

rectangle. If the actual payload is of max size, the entire “max actual payload reference” rectangle is colored.

Actual Payload

e An “unused payload reference” sub-rectangle (always white). This indicates the unused portion of a maximum
payload. It is the remaining portion of the “max actual payload reference” rectangle. The packet in the air does
not leave room for this. It is indicated for reference only.

Unused Payload Refaranca

o A “max speed reference” rectangle (dashed lines). This is used to extend the height to that of a 3 Mbits/sec
packet, and appears only for packets whose speed is less than that. The packet shown here has a speed of 1
Mbit/sec because the height of the other rectangles is 1/3 of the total height.

Il ax Speed Reference
o The part of the “max packet on wire reference” rectangle (light solid lines) that trails the “max actual payload

reference” rectangle (dark solid lines) is partly packet in the air (if the payload on the wire contained FEC) and
partly trailer (CRC, etc). There is always a trailer, so there is always a little space (subject to round off error and
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pixel granularity) between the ends of the two rectangles.

Trailer Portion of the
Max Packet on Viire Reference

This table shows how packets are colored:

Table 4.4 - Packet Type Colors

Packet Category Packet Types Color
ALC DM1, DM3, DM5, DH1, Black
2-DH1, 3-DH1, DH3,
2-DH3, 3-DH3, DH5,
2-DH5, 3-DH5, AUX1
SCO HV1, HV2, HV3, DV Pink
eSCO EVS3, 2-EV3, 3-EV3, EV4, | Purple
EV5, 2-EV5, 3-EV5
LMP* DM1, DV Dark Blue
FHS FHS Light Blue
NULL NULL Light Gray
POLL POLL Light Brown
Filler Filler provided by Dark Gray
ComProbe software

*LMP is a protocol layer that uses either DM1 or DV packets. If a packet
has an LMP layer, the LMP color is used instead of the packet type color.

This table summarizes the various ways in which packet information is presented:

Table 4.5 - Packet Information Presentation

Information Text Color Gra_p hic Position
size
Packet Type X
Packet Category X
Protocol
Time of occurence X X
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Table 4.5 - Packet Information Presentation (continued)

Information Text Color Gra_p hic Position
size
Source device X X
Duration X
Size in bytes
Size as a percent of max size for
that packet type
Speed X
Status X X

4.3.2.2 Bluetooth Timeline Packet Navigation and Selection

Buttons, menu items, and keystrokes can be used to go to the next or previous packet, next or previous error
packet, next or previous retransmitted packet (Bluetooth only), and the first or last packet.

If there is no selected packet in the timeline, First Packet @ , Next Packet @ , and Last Packet

@ are enabled, but Previous Packet @ is not.

A single packet is selected either by clicking on it, navigating to it, or selecting it in the Frame Display.
Selecting a packet activates Previous Packet.

Selecting Previous Packet with a packet that is currently not visible, places it in the top row (i.e. the display
scrolls up just enough to make it visible).

Selecting Next Packet with a packet that is currently not visible, places it in the bottom row (i.e. the display
scrolls down just enough to make it visible).

Selecting Previous Packet or Next Packet for a packet that’s currently visible selects it without scrolling.

Multiple packets are selected either by dragging the mouse or by holding down the shift key while navigating
or clicking.

When a single packet is selected in the timeline, it is also becomes selected in the Frame Display. When
multiple packets are selected in the timeline, only one of them is selected in the Frame Display.

The left arrow key goes to the previous packet. The right arrow key goes to the next packet. The Ctrl-left
arrow key goes to the previous error packet. The Ctrl-right arrow key goes to the next error packet.

4.3.2.3 Bluetooth Timeline Toolbar

The toolbarbar contains the following:

158

rF?I Lock - The Lock button only appears in live mode and is automatically depressed when the user
scrolls.
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Unlock

First Packet

Previous Packet

Next Packet

Last Packet

Previous Retransmitted Packet

Next Retransmitted Packet

Previous Error Packet

Next Error Packet

TELEDYNE LECROY

Zoom In - Click on the icon each time to zoom in from 4800 slots to 12 slots

Zoom Out - Click on the icon each time to zoom out from 12 slots to 4800 slots

Reset - The Reset button appears only in live mode. Reset causes all packet data up to that point to
be deleted from the Packet Timeline display. This does not affect the data in Frame Display.
Resetting the display may be useful when the most recent throughput values are of interest.

4.3.2.4 Bluetooth Timeline Menu Bar

The Bluetooth Timeline menu bar contains the following:

Table 4.6 - Bluetooth Timeline Menus

Menu Selection Description
File Reset Resets Timeline to display beginning at current frame. Available only in Live
mode.
Exit Closes the timeline window
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Table 4.6 - Bluetooth Timeline Menus (continued)

Menu Selection Description
Zoom Zoom In Displays less of the timeline, but in greater detail.
Keyboard Shortcut: (Ctrl +)
Zoom Out Displays more of the timeline, in less detail.
Keyboard Shortcut: (Ctrl -)

Zoom In Tool = Displays a magnifying glass icon with a + and an arrow that allows
for precise positioning on the timeline. Clicking will show less of the
timeline around the point where the tools is clicked.

Zoom Out Similar to the Zoom In Tool except with a "-" sign in the magnifying glass, and

Tool clicking will show more of the timeline around the point where the tool is

clicked.

Selection Tool

12 Slots (3x4) | Display 12 timeline slots arranged in (row x time slots), that is, three row with

4 time slots.

36 Slots (6x6) |Displays 36 slots.

144 Slots Displays 144 slots

(12x12)

324 Slots Displays 324 slots

(18x18)

576 Slots Displays 576 slots

(24x24)

900 Slots Displays 900 slots

(30x30)

1296 Slots Displays 1296 slots

(36x36)

1764 Slots Displays 1764 slots

(42x42)

2304 Slots Displays 2304 slots

(48x48)

2916 Slots Displays 2916 slots

(54x54)

3600 Slots Displays 3600 slots

(60x60)

4356 Slots Displays 4356 slots

(66x66)

5184 Slots Displays 5184 slots

(72x72)
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Table 4.6 - Bluetooth Timeline Menus (continued)

Menu Selection Description
Navigate |First Packet [ Goes to the first packet.
Keyboard Shortcut: Home
Last Packet Goes to the last packet.
Keyboard Shortcut: End
Previous Goes to the packet prior to the currently selected packet.
Pl Keyboard Shortcut: Left Arrow
Next Packet | Goes to the next packet after the currently selected packet.
Keyboard Shortcut: Right Arrow
Previous Goes to the previous retransmitted packet from the currently selected packet.
Retransmitted | If there is no previous retransmission this item is not active.
Packet.
Next Goes to the next retransmitted packet from the currently selected packet. If
Retransmitted | there are no retransmitted packets following the current selection, this item is
Packet not active.
Previous Error | Goes to the first error packet prior to the current selection. If there are no error
Packet packets available, this item is not active.
Keyboard Shortcut: Ctrl+Left Arrow
Next Error Goes to the first error packet following the current selection. If there are no
Packet error packets available, this item is not active.
Keyboard Shortcut: Ctrl+Right Arrow
Toggle Available only in Live mode.
Display Lock N . . . L . .
spiay Loc To prevent timeline scrolling during capture, click on this time and the display will
lock in its current position. Capture will continue but the displays will remain
static.
To resume scrolling during capture, click again on this menu item.
Throughput | Export Save a comma-separated values (.csv) file that contains information about
Payload the Payload Throughput Over Time graph
throughput
over time.
Export Object | Save a comma-separated values (.csv) file that contains information about objects
Throughput in the timeline.
Stats )
Assumes at most one object transfer per capture.
Help Help Topics | Displays Bluetooth Timeline help topics.

4.3.2.5 Bluetooth Timeline Visual Elements

The Bluetooth Timeline consists of the following visual elements:
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« The timeline shows Bluetooth packets within a specific period of time.
« The timeline shows Bluetooth packets within a specific period of time.

o The time segments flow left to right and down, following a complete row across. Then you move down to the
next row, go across, then down to the next row, just like reading a book, upper left corner to lower right
corner.

o Within each row are two divisions: M (master) and S (Slave). Packets are placed on M or S depending on
source of the data withing the link.

« Placing the mouse pointer on a packet displays information about that packet in an information box.
« Selecting a packet by clicking on it shows information about that packet above the timeline.

« You can use the arrow keys to move to the next or previous packet.You can select multiple packets by
dragging within the timeline or by holding the SHIFT key down while arrowing.

o Using the mouse scroll wheel scrolls the timeline vertically. You can also zoom by using a right click (which
displays specific magnification values), using the + and - Zoom tools, or by selecting a value from the Zoom
menu.

« Packet height indicates speed (1, 2, or 3 Mbits/sec). Packet length indicates duration (for reference, the
duration of a slot is 625-us). Packet height and length together indicate size (speed times duration).

« Rows of Bluetooth Slots: Each slot begins at the left edge of the vertical blue bar. There are two Bluetooth
clocks per slot. Each slot represents 0.000625 seconds, or 625 ps.

o Mand S labels: Within each row, master and slave packets are indicated on the left side of the row. By
default, all possible slave devices (there can be up to 7) are put on the S sub-row, but checking the Show
slave LT_ADDR checkbox shows all existing slave device sub-rows with numbered labels (some or all of S1,
S2, ..., S7).

e Bluetooth Clock: The Bluetooth clock of the first slot in each row is shown underneath each row.

« Packet Info Line: The packet info line appears just above the timeline and displays information for the
currently selected packet(s). If only one packet is selected, this information consists of the packet number,
packet type, Bluetooth clock (Bluetooth only), Timestamp, and Duration. Duration is shown as
"Unknown" when the selected packet has an error.

If multiple packets are selected, this information consists of the packet range, the Bluetooth clock delta
(Bluetooth only), the Timestamp delta, and Span. Span is shown as "Unknown" when the last packet in the
selected range has an error since its duration is unknown. A user can use these to verify the average
throughput calculations.

Selected packets are bounded by a magenta rectangle. See the Bluetooth Timeline Packet Navigation and
Selection on page 158 .

o Floating Information Window (aka Tooltip): The information window displays when the mouse cursor hovers
on a packet (not slot). It persists as long as the mouse cursor stays on the packet or tooltip. For Bluetooth, the
tooltip shows the packet number (in bold), the Baseband layer decode from the decode pane of the Frame
Display (with the percentage of the Payload Length max added).

Discontinuities are indicated by cross-hatched slots. See the Bluetooth Timeline Discontinuities on page 168
section.
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e Zoom Tools: Zoom tools zoom in or out while maintaining the position on the screen of the area under the
zoom tool. This makes it possible to zoom in or out for a specific packet or area of the timeline. See Bluetooth
Timeline Zooming on page 163 .

o Packet Status: Packet status is indicated by color codes. A yellow slot indicates a re-transmitted packet, a dark
red slot indicates a CRC error, and a small red triangle in the upper-left corner of the packet (not the slot)
indicates a decode error.

o Right-Click Menu: The right-click menu provides zooming and tool selection. See the Bluetooth Timeline
Discontinuities on page 168 .

o Graphical Packet Depiction: Each packet within the visible range is graphically depicted. See the Bluetooth
Timeline Packet Depiction on page 154.

o Swap Button: The Swap button switches the position of the Timeline and the Throughput graph.

o Show Running Average: Selecting this check box shows a running average in the Throughput Over Time graph
as an orange line.

« Show slave LT_ADDR: Selecting this checkbox displays the Slave LT_ADDR in the timeline row labels

Note: The raw timestamp value is the number of 100-nanosecond intervals since the
beginning of January 1, 1601. This is standard Windows time.

4.3.2.6 Bluetooth Timeline Zooming

Zoom features can be accessed from the Zoom menu, clicking a zoom tool on the toolbar, or by right clicking on
the Timeline window.

A couple of things to remember about Zooming.

o Zoom tools accessed using the right click menu allow you to maintain the current position on the screen and
precisely zoom in to a specific packet.

o Selecting aZoom icon (+ or -) on the toolbar does not change the pointer to a Zoom tool. Each distinct click
only zooms in our out.

o Zoom tools accessed from the Zoom menu have a pointer in
L e . Esetootih Choche Chelb00e 2 ¢
the upper-left corner which is useful for specifying the zoom . o o ...

location and bringing up a tool tip of a specific packet. Mo :
— [CY

Eiuetooth Clock: Coolbe 224 (+£)

4.3.2.7 Bluetooth Timeline Throughput Displays

In computing throughput, payload is not counted from Bluetooth packets that have a CRC error (dark red slot) or
that are a retransmission (yellow slot).
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4.3.2.7.1 Bluetooth Timeline Average Payload Throughput

The figure depicts the Throughput display with the Average Throughput

indicators in the left column. Avg Papload Theoughout (b5

Al Devices 3558

. . . .o M 1,710
Average Throughput is the total payload over the entire session divided 5:: | a5n

by the total time. Total time is calculated by taking the difference in

timestamps between the first and last packet. In Bluetooth, timestamp

difference is used instead of Bluetooth clock count because timestamp difference isimmune to role switches.
However, this can result in inaccuracies when the duration is small enough that a coarse timestamp granularity is
significant.

« Average Throughputis shown as 0 when there is only one packet, because in that case the timestamp
difference is 0 and an average cannot be computed.

o Duration is the beginning of the first packet to the end of the last packet.

« Duration for average throughput is beginning of first packet to end of last packet. If a single packet is selected,
the duration of that packet is used.

« Average Throughputis shown for all devices, master devices, and slave devices.
« A horizontal bar indicates relative percentage. Text displays the throughput value.
4.3.2.7.2 Bluetooth Timeline 1 Second Throughput Indicators

1 Second Payload Throughput [kits)  » 1-Second Payload Throughput is the total payload over the most

332 recent one second of duration (This is determined by counting
1944 Bluetooth clocks). It is cleared after each discontinuity. A discontinuity
1,768 is when the Bluetooth clock goes forward more than two (2) seconds

or goes backwards any amount. This is caused by either a role switch

or Bluetooth clock rollover . The Bluetooth clock count is used
instead of timestamp difference because the Bluetooth clock count is precise; however, if timestamp
difference were used it would not be necessary to clear the 1-second throughput after each discontinuity.
Note: The raw timestamp value is the number of 100-nanosecond intervals since the beginning of January 1,
1601. This is standard Windows time.

o 1-second throughputis not an average. Itis simply the total payload over the most recent one second of
duration. Since it’s not an average, it behaves differently than average throughput. In particular, while average
throughput can be very large with only a couple of packets (since it's dividing small payload by small time), 1-
second throughput is very small (since it counts only what it sees and doesn't try to extrapolate).

e A 1-second throughput is shown for all devices, master devices, and slave devices.

« A horizontal bar indicates percentage of max, and text gives the actual throughput.

4.3.2.7.3 Average Payload Throughput (bits/s) (Selected)

The following figure depicts the Throughput display with the Average Payload Throughput (bits/sec)
(Selected) indicators in the left column. This portion of the dialog displays average throughput for a selected
packet range when you select a packet from the Timeline.
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Average throughput is the total payload over the entire

session divided by the total time. Total time is calculated by
taking the difference in timestamps between the first and

last packet. In Bluetooth, timestamp difference is used

instead of Bluetooth clock count because timestamp
difference is immune to role switches. However, this can
result in inaccuracies when the duration is small enough that a coarse timestamp granularity is significant.

« Duration for average throughput is beginning of first packet to end of last packet. If a single packet is selected,

the duration of that packet is used.

TELEDYNE LECROY

Avg Payload Throughput [bitsdz] [Selected)
All Devices 0

bd azter 1]
Slaves 1]

« Average throughput can be nonzero when a single packet is selected.

o Average throughput is shown for all devices, master devices, and slave devices.

« A horizontal bar indicates relative percentage. Text displays the throughput value

4.3.2.7.4 Bluetooth Payload Throughput Over Time Graph

The following figure depicts the Payload Throughput Over Time graph.

The Payload Throughput Over Time graph shows
total payload for each successive time interval.
The time interval is initially 0.1 second. Each time
the number of throughput elements reaches
100, they are collapsed into a set of 50 by
combining adjacent elements and doubling the
duration of each element. Collapsing thus occurs
as follows:

Element
duration
after
collapse
(seconds)
10 0.2
20 0.4
40 0.8
80 1.6
160 32
320 6.4

Time since
beginming
of session
(seconds)

[Collapse
count

| U] e | DO )| =

and 20 on

bits's

5 gecil__Payload Throughput Over Tme

B9 ~a’f{ A S|
T 1IIII II.]' l,l.

il i

38—t

p— N .' \ 4| Show Rurming A verage
i i /,ﬁ,,__‘.' Rt J|iShow slave LT_ADDR:

Blp-00.00 Time 0:00:01.06

o The bottom of the graph shows a beginning time and an ending time. The beginning time is relative to the
start of the session and initially 0. When packets start wrapping out it becomes the relative time offset of the
first available packet. The ending time is always the total time of the session.

« Discontinuities are indicated by vertical dashed lines.

o A green view portindicates the time range corresponding to the visible slots in the timeline. The view port
can be moved by clicking elsewhere in the graph or by dragging. Whenever it is moved, the timeline scrolls to

match. When the slot range in the timeline changes, the view port moves and resizes as necessary to match.
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« The Swap button - switches the position of the Timeline and the Throughput graph.

« Show Running Average - Selecting this check box shows a running average in the Throughput Over
Time graph as an orange line.

« Show slave LT_ADDR - Selecting this checkbox displays the Slave LT_ADDR in the timeline row labels.
Comparison with the Coexistence View Throughput Graph

The throughput graphs for Classic Bluetooth in the Coexistence View and the Bluetooth Timeline can look quite
different even though they are plotting the same data. The reason is that the Coexistence View uses timestamps
while the Bluetooth Timeline uses Bluetooth clocks, and they do not always match up exactly. This mismatch can
result in the data for a particular packet being included in different intervals in the two throughput graphs, and can
have a significant impact on the shapes of the two respective graphs. This can also result in the total duration of
the two throughput graphs being different.

Another factor that can affect total duration is that the Bluetooth Timeline’s throughput graph stops at the last
Classic Bluetooth packet while the Coexistence View’s Throughput Graph stops at the last packet regardless
of technology.

4.3.2.8 Export Payload Throughput Over Time

In the Bluetooth Timeline you can create and save a comma-separated values (.csv) file that contains information
about the Payload Throughput Over Time graph. The file contains the following information:

+ Sequence Number

o Beginning Packet

e Ending Packet

« Bit Count

« Duration (Secs)

o Bits/Sec

o Running Average (Bits/Sec)
To create the file:

1. Select Export Payload Throughput Over Time from
the Throughput menu. Help

il Export Payload Throughput Cver Time

' Export Object Throughput Skats

The Save As menu appears.

2. Selectalocation where you want to save the file.

Note: In live mode, default path name is

C:\Users\Public\Public Documents\Frontline Test Equipment\My Log
Files\PayloadThroughputOverTime.csv. Inview mode, default path name is cfa
basepathname with " (PayloadThroughputOverTime).csv" appended.

3. Enter a File Name.
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4. Select Save.

The file is saved and you can open it in a simple text editor or database application.

4.3.2.9 Object Throughput Stats File

In the Bluetooth Timeline you can create and save a comma-separated values (.csv) file that contains information
about objects in the timeline. The file contains the following information:

Name

Length (bytes)

Connection Packet Number

Begin Transfer Packet Number

End Transfer Packet Number

Disconnection Packet Number

Connection Duration

(Fractional Seconds)

Transfer Duration

(Fractional Seconds)

Connection Throughput (bits/s)

Transfer Throughput (bits/s)

Transfer Duration Percentage of Connection Duration
No Errors Packet Count (Includes Decode Errors) (While Connected)
Retransmitted Packet Count (While Connected)
Header Errors Packet Count (While Connected)

Payload/CRC Errors Packet Count (While Connected)

To create the file:

1. Select Export Object Throughput Stats from the

Throughput menu. Throughput WgEls

Expart Payload Throughput Over Time
The Save As menu appears. P b g

Export Objeck Throughput Stats

2. Selectalocation where you want to save the file.

Note: In live mode, the default path name is

C:\Users\Public\Publick Documents\Frontline Test Equipment\My Log
Files\Object ThroughputStats.csv. Inview mode, default path name is cfa
basepathname with " (Object ThroughputStats).csv" appended.
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3. Enter aFile Name.
4. Select Save.
The file is saved and you can open it in a simple text editor or database application

4.3.2.10 Bluetooth Timeline Discontinuities

The following figure depicts a discontinuity between two packets.
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Figure 4.39 - Bluetooth Timeline Packet Discontinuity, cross-hatched area.

To keep the timeline and the throughput graph manageable, big jumps in the Bluetooth clock are not represented
linearly. Instead, they are shown as discontinuities. A discontinuity is said to exist when the Bluetooth clock goes
forward more than two (2) seconds or backwards any amount. A discontinuity is indicated by a cross-hatched slot
in the timeline and a corresponding vertical dashed line in the throughput graph. The Bluetooth clock can jump
forward when capture is paused or when there is a role switch (in a role switch, a different device becomes
master, and since each device keeps its own Bluetooth clock, the clock can change radically), and backwards when
there is a role switch or clock rollover

Note: The raw timestamp value is the number of 100-nanosecond intervals since the
beginning of January 1, 1601. This is standard Windows time.

4.3.2.11 Legend

This legend identifies the color coding found in the timeline.
Packet Type
Ba [Chraer
[CJsco  stelus
Eesce [Jretransmited
[Eve P Decods Error

[CJrrts  [H=ader Emoe
[Jrea  PevioadiCRE Erree
Cpe  Elotzcontinuty

4.3.2.12 Bluetooth Timeline: Packets Missing Bluetooth Clock

Captured data that is missing the Bluetooth clock, such as HCl and BTSnoop, will not display packets. In an instance
when the data is missing the clock the Bluetooth Timeline will display a message in the Throughput Graph and the
Timeline: "Packets without a Bluetooth clock (such as HCI) won't be shown."
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Figure 4.40 - Missing packets message in timeline pane.

4.3.3 low energy Timeline

The Bluetooth low energy Timeline displays packet information with an emphasis on temporal information
and payload throughput. The timeline also provides selected information from Frame Display.

The timeline provides a rich set of diverse information about low energy packets, both individually and as a range.

Information is conveyed using text, color, packet size, and position.

EJ Bluetooth low energy Timeline - le - Sniffer_Capture GB6900AA_2.cfa
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Figure 4.41 - Bluetooth low energy Timeline
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You access the Timeline by selecting Bluetooth low energy Timeline from the View menu or by pressing the
Bluetooth low energy Timeline icon on the Control window toolbar and Frame Display toolbar.

In computing throughput, packets that have a CRC error are excluded.

4.3.3.1 low energy Timeline Toolbar

The toolbar contains the following:

Table 4.7 - Bluetooth low energy Timeline Toolbar

Icon

Description

Lock - The Lock button only appears in live mode and is automatically depressed when the user
scrolls.

Unlock

First Packet

Previous Packet

Next Packet

OO0 0| QER =

Last Packet

@

Previous Interframe Spacing (IFS) Error
o Interframe Spacing is considered valid if it is within 150 us + or — 2us

o If the Interframe Spacing is less than 148 us or greater than 152 us but less than or equal to 300 ps,
it is considered an IFS error.

¥

Next Interframe Spacing (IFS) Error
o Interframe Spacing is considered valid if it is within 150 us + or — 2us

o If the Interframe Spacing is less than 148 us or greater than 152 ps but less than or equal to 300 us,
it is considered an IFS error.

Previous Error Packet

Next Error Packet

Zoom In

Pl P ¥ 4

Zoom Out

170
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Table 4.7 - Bluetooth low energy Timeline Toolbar (continued)

Icon Description
Reset - The Reset button appears only in live mode. Reset causes all packet data up to that point
¥ | to be deleted from the Packet Timeline display. This does not affect the data in Frame Display.
Resetting the display may be useful when the most recent throughput values are of interest.

4.3.3.2 low energy Timeline Menu Bar

The Bluetooth low energy Timeline menu bar contains the following:

Table 4.8 - Bluetooth low energy Timeline Menus

Menu Selection Description
File Reset Resets Timeline to display beginning at current
frame. Available only in Live mode.
Exit Closes the timeline window
Format |Show Device Address Rows Displays rows of packets from sending devices.

The source device address will appear on the left
of each row.

Show Radio Rows

Displays rows packets received on radios 0,1, or
2. The radio number will appear on the left of each
row.
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Table 4.8 - Bluetooth low energy Timeline Menus (continued)

Menu Selection Description
Zoom Zoom In Displays less of the timeline, but in greater detail.
Keyboard Shortcut: (Ctrl +)

Zoom Out Displays more of the timeline, in less detail.
Keyboard Shortcut: (Ctrl -)

Zoom In Tool = Displays a magnifying glass icon with a
+ and an arrow that allows for precise
positioning on the timeline. Clicking will
show less of the timeline around the

point where the tools is clicked.

Zoom Out Tool Similar to the Zoom In Tool except with a"-" sign
in the magnifying glass, and clicking will show
more of the timeline around the point where the
tool is clicked.

Selection Tool

Single Segment Zoom: Each selection defines the time displayed, "1" segment, and number of

1.25 ms markers withing the segment.

2.5ms (1x2) Displays one 2.5 ms segment with 2 markers.

11.25 ms (1x9) Displays one 11.25 ms segment with 9 markers.

33.75 ms (1x27) Displays one 33.75 ms segment with 27 markers.

125 ms (1x100) Displays one 125 ms segment with 100 markers.

437.5 ms (1x350) Displays one 437.5 ms segment with 350
markers.

1.875 s (1x1500) Displays one 1.875 s segment with 1500 markers.

3.75 s (1x3000) Displays one 3.75 ms segment with 3000
markers.

Multiple Segment Zoom: Each selection defines the timeline view port, the number of segments,

and number of 1.25 ms markers withing the segment. For example, selecting "7.5 ms (6 1.25 ms

time intervals (3x2))" will display "7.5 ms" of the total timeline in "3" segments of with "2"

markers per segment for a total of "6" markers.

7.5ms (6 1.25 ms time intervals (3x2)) 3 segments, 2 markers per segment: 1.25ms x 6
=7.5ms total; 1.25 ms x 2 = 2.5 ms per segment.

22.5 ms (18 1.25 ms time intervals (6x3)) 6 segment, 3 markers per segment

90 ms (72 1.25 ms time intervals (12x6)) 12 segments, 6 markers per segment

202.5 ms (162 1.25 ms time intervals 18 segments, 9 markers per segment

(18x9))

360 ms (288 1.25 ms time intervals (24x12)) | 24 segments, 12 markers per segment
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Table 4.8 - Bluetooth low energy Timeline Menus (continued)

Menu

Selection

Description

562.5 ms (450 1.25 ms time intervals
(30x15))

30 segments, 15 markers per segment

810 ms (648 1.25 ms time intervals (36x18))

36 segments, 18 markers per segment

1.1025 s (882 1.25 ms time intervals
(42x21))

30 segments, 15 markers per segment

1.44 s (1152 1.25 ms time intervals (48x24))

48 segments, 24 markers per segment

1.8225 s (1458 1.25 ms time intervals
(54x27))

45 segments, 27 markers per segment

2.25s (1800 1.25 ms time intervals (60x30))

60 segments, 30 markers per segment

2.7225s (2178 1.25 ms time intervals
(66x33))

66 segments, 33 markers per segment

3.24 s (2592 1.25 ms time intervals (72x36))

72 segments, 36 markers per segment

3.8025 s (30421.25 ms time intervals
(78x39))

78 segments, 39 markers per segment

4.41 s (3528 1.25 ms time intervals (84x42))

84 segments, 42 markers per segment

5.0625 s (4050 1.25 ms time intervals
(90x45))

90 segments, 45 markers per segment

Frontline Sodera User Manual

173



TELEDYNE LECROY

Chapter 4 Capturing and Analyzing Data

Table 4.8 - Bluetooth low energy Timeline Menus (continued)

Menu Selection Description
Navigate | First Packet Goes to the first packet.
Keyboard Shortcut: Home

Last Packet Goes to the last packet.

Keyboard Shortcut: End

Previous Packet Goes to the packet prior to the currently selected
packet.

Keyboard Shortcut: Left Arrow

Next Packet Goes to the next packet after the currently selected
packet.

Keyboard Shortcut: Right Arrow

Previous Invalid IFS Packet. Goes to the previous invalid IFS packet from the
currently selected packet. If there is no previous
invalid IFS packet this item is not active.

Next Invalid IFS Packet Goes to the next invalid IFS packet from the
currently selected packet. If there are no invalid
IFS packets following the current selection, this
item is not active.

Previous Error Packet Goes to the first error packet prior to the current
selection. If there are no error packets available, this
item is not active.

Keyboard Shortcut: Ctrl+Left Arrow

Next Error Packet Goes to the first error packet following the current
selection. If there are no error packets available, this
item is not active.

Keyboard Shortcut: Ctrl+Right Arrow

Selected Packet Keyboard Shortcut: Enter

Toggle Display Lock Available only in Live mode.

To prevent timeline scrolling during capture, click on
this time and the display will lock in its current
position. Capture will continue but the displays will
remain static.
To resume scrolling during capture, click again on
this menu item.

Help Help Topics Displays Bluetooth low energy Timeline help
topics.
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4.3.3.3 low energy Timeline Legend

This legend identifies the color coding found in the timeline. [ A (Advertining I mE=T LY |
L] 2sv (Scanning) Side 2
Aul'u'ihi‘li.lfnll n Master
Adv {Unik } Stav
the packet are highlighted. D,,, ‘g:,::“ L) swvs

« When you select a packet in the timeline, items in the legend that relate to

{E] Data {Cont) Emllz;lgecwpt
« Bold text indicates that the type of packet has been seen in the timeline. [[] Data (Emgty) [ ivokd FS

[ mama jCely

- Data (Unkinowii) D Selected

[ unknezem P Mscontinuity

4.3.3.4 Throughput Displays

Throughput is payload over time. There are 3 categories of throughput:

4.3.3.5 Average and 1 Second Packet Throughput

The figure depicts the Average and 1 Second Packet Throughput
displays. This display appears when you select the Packet Awverage Packet Thraughput
Throughput radio button. 559,164 Bits/Sec

1 Second Packet Throughput
6,720 Bits/=ec

Width = peak = 559,164

« Average Packet Throughput is the total packet size over the entire session divided by the total time.
Total time is calculated by taking the difference in timestamps between the first and last packet.

« 1-Second Packet Throughput is the total packet size over the most recent one second.
o Width = peak =: This displays the maximum throughput seen so far.

o A horizontal bar indicates percentage of max seen up to that point, and text gives the actual throughput.

4.3.3.6 Average and 1 Second Payload Throughput

The figure depicts the Average and One Second Payload Throughput display. This display appears when
you select the Payload Throughput radio button.

« Average Payload Throughput is the total payload over the entire session divided by the total time.
« 1-second Payload Throughput is the total payload over the most recent one second.

o Width = peak =: This displays the maximum throughput seen so far.
Note: 1-second throughput behaves differently than average throughput. In particular,
while average throughput can be very large with only a couple of packets (since it’s

dividing small packet or payload size by small time), 1-second throughput can be very
small since it divides by an entire one second.
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4.3.3.7 Throughput Graph

The following figure depicts the Throughput Graph.

43,0400 Throughput Over Time

NM : Swap
- |
34,432
‘\.W‘ |\ M A Packet Throughput
o 25824 |— ‘L‘ﬂ-“,J,,f Payload Thioughput
W Include MIC
= @ Both
17,216
8602 i ﬂ-v‘uﬂv""l‘l\.ﬂvw Configured Devices
Wt o nat s o ol JITE o Hpee
H
0:00:00.00 Time 0:00:31.95 V| Show Running Average

Figure 4.42 - Bluetooth low energy Timeline Throughput Graph
The Swap button switches the position of the Timeline and the Throughput graph.

Selecting Throughput Display

o Selecting Packet Throughput displays just the Packet Throughput in graph form and displays the
Average and Average and 1 Second Packet Throughput on the left side of the dialog. The y-axis numbers
appear in blue.

« Selecting Payload Throughput displays just the Payload Throughput in graph form and displays the
Average and Average and 1 Second Payload Throughput on the left side of the dialog.. The y-axis numbers
appear in green.

« Selecting Include MIC will include the transmitted 32 bit Message Integrity Check data in the throughput.

You may want to include Message Integrity Checks in your throughput even though MIC is not application data.
MICs are transmitted and you may want to included in the throughput as a measure of how active your radio

was.
twverage Payload Thioughput Awverage Payload Throughput In this example the 1 Second Payload
514 bitsls 638 bits/s Throughput is 1,360 bits/sec when
1 Second Papload Throughput 1 5econd Papload Throughput Include MIC is not checked. By
1,380 bits/s 1,840 bitsls checking the Include MIC box the

Widh = pesk= 1340\ "\ Widh=pesk =180\ " MIC data is included in the
\ o \ oo throughput data and 1 Second
Payload Throughput increases to

With MIC not selected With MIC selected 1,840 bits/sec. This capture file has 15
payload is 1360 bits/sec payload is 1840 bits/sec MICs in the last second of the file. A
) | | MICis 32 bits for a total of 32 bits X 15
' ' ~ MICs = 480 bits.
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The easiest way to view MIC data is

to use the Frame Display.

1. Using the Decoder pane
scroll through the frames

until LE Data shows

"Encrypted MIC".

2. Place the cursor on the
Encrypted MIC data and
while holding the left
mouse button drag the
field to the Summary

pane.

. Fra;'ne 1,28ID: -Len=28

frars:
E BE:

=-LE PET:

e Preamble: 0455

- Access Address: 0x50EE5521

i B CRC: 0x11c063

- LE DATA:

- LLIDY: Start

- MESH: 0

- GH 1

- WD 0

- Payload Length: 13

- Encrypted Payload Data: 0«f9345c446e647E6
- Encrppted MIC: Oxafcbdadl

- Payload iz fragmented: Decode iz in another

i) i=
(I Bool

LE BB | LE PKT

B.. Frame#

1272
1273
1,274
1,275
1,276
1277
1278 y
1273

1.281

3. An Encrypted MIC column is added to the Summary pane.

E| LE PKT:
i i Preamble: 0255

| L CRC 0x11c063
B LE DATA:

- LLID: Start

- NESH: 0

2 Encrppted bIC

- Payload Length: 13
- Encrppted Papload D ata: 0693450 4462647E6

- Payload iz fragmented: Deyd,

- Aocess Address ORBOEEEE21

bda3

iz it arother f

TELEDYNE LECROY

Frame 1280 contains

Encrypted MIC. Expand LE

Data in the Summary Pane.

LE BB | LE PKT | LE ADY | LE DATA | LE LL | L2CAP | SMP |

B.. Frame#

1.271
1.272
1.273
1.274
1.275
1.276
1.277
1.278
1.279
1.280
1281
2a2

Clk Freg

Use your mouse to drag this
field to the Summary Pane

\
b

2a3
e

+Enciypted MIC [LE ..

Oxe025304e
(%61 2b5fed

Oxa1B0F2df
0:3cak047f

Ox3b9241e2
Oxabehdas

hdnmn Toamee

t=g §5-"“
— EncryptedMIC

T column is added to

\the Summary Pane.

Figure 4.43 - Creating Encrypted MIC in Frame Display Summary pane

4.3.3.8 The Timeline

The low energy Timeline shows Bluetooth packets within a specific period of time. Time is shown as one or

more contiguous segments. Within each segment are one or more source access address or radio rows.
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0x50655d5b

Selected Packet: 108,387 Adv Type: ADV_IND  Timestamp: 3/14/2013 12:29:29 427653 PM

Duration: 376 us  Channel: 37 - 2402 MHz

|24 Bluetooth low energy Timeline - le - Sniffer_Capture_GB6900AA_2.cfa o(B] X
File Format Zoom Navigate Help
s N
(X ISR ICAR IEAFeN-]
#verage Packet Throughput AT Throughput Over Time = Side 1
45,845 bits/s. T h Frer [] Adv {Scanning) side 2
Average Payload Throughput 67,09 e A . ] ﬁzv IIUmI'lator] u] l;':aster
47 bitels. I ’ ‘q A MJ Packet Throughput E Dal‘:attsrt‘a:l;)wm 0 stave
| H hw | It Payload Throughput .
[l=cotdBactailouctut o 50319 T I A PR R TV 7 A YR Y o [ Data (Cont) o) EEE S
47 008 bitsis @ Wvlm s u i Tf‘]mﬂ\m Mr(~ i ‘W Hﬁl P i ||[| Include MIC [ vata (Empty) [l Unable to Decrypt
1 Second Payload Throughput = 3354 H t ] -W, if | @ Bah [ pata (Ctri) I invalid IFS
0 bits/s. u Il Data (Unknown)
P V Configured Devices [ Unknown [ selected
Width = peak = 47,008 d AlD
e Bvices [&] Discontinuity
). n
0:00:00.00 Time 0:1523.893  [¥| Show Running Average

0x2eB9beds

—

Addr

Oxaf3asbdd

OxafSab4Se

For Help Press F1

Packet 108,370 - Adv [Advertising] - Adv Type: ADV_IND
Timestamp: 3/14/201312:29.29.277668 PM

Duration: 376 us

Prev/Mext Timestamp Deltas: 18.463 ms, 768 us

Prev/Mext Gaps: 18.087 ms, 392 us

CP#:0

Channel Indes: 37 - 2402 MHz

tests Predefined Filter Criteria for BT low energy devices: Mo

Event Status: Recieved without erors

PDU Length: 33

Advertiser Address: 0x727272727272

Access Address: 0#8e83bedt

LE ADV - Advh: 0k727272727272 Add Typed: (pub) Type: ADW_IND Char: 37 Len: 37

Figure 4.44 - Bluetoothlow energy Timeline

4.3.3.9 How Packets Are Displayed

Bluetooth low energy packets are displayed in the low energy timeline in Segments and Rows.

o Segments are "pieces" of the timeline. You can zoom in to show just one segment, or you can zoom out to
show multiple segments. In multiple segment displays the segments are contiguous from top to bottom.
Refer to the diagram below. The top-most segment contains the beginning timestamp on the left. The
timeline proceeds from left to right in a segment, and continues in the next segment down beginning on
the left of that segment. If you zoom out to show two segments the viewable timeline appears in those
two segments. You will use the scroll bar on the right to scroll through the timeline.

In a one-segment display the viewable timeline appears in that one segment. You will scroll through the
timeline using the scroll bar appearing at the bottom of the timeline display.

« Rows show either the access address of the configured devices or of all discovered devices. Because the
segments are contiguous in multiple segment displays, the rows in each segment are identical.

In the following diagram we see a three segment display showing the timeline flow.
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End of Segment Timestamp

/ Timeline Segment

Timeline Row1 N
Timeline Row2 \
Timeline Row3 )

C End of upper segment is beginning of segment below

W]

Timeline Row1
Timeline Row2
Timeline Row3 )

C End of upper segment is beginning of segment below

Timeline Row1
Timeline Row2
Timeline Row3 E

Timeline Ending Timestamp

Figure 4.45 - Diagram of low energy Timeline Flow with Segment and Row Relationship

« Rows can display either source device access addresses or the three radios receiving the data..You choose
with methods by selecting Show Device Address Rows or Show Radio Rows from the Format menu.

4.3.3.10 Format Menu

Show Device Address Rows will display rows of packets

Format | Zoom  Mavigate Help from sending devices. The source device address will appear
v Show Device Address Rows on the left of each row.
Show Radio Rows Show Radio Rows will display rows packets received on
ST | L 1 e === radios 0,1, or 2. The radio number will appear on the left of
each row.

o The Addr rows display packets sent by that access address for all devices or configured devices. You select
All Devices or Configured Devices using the radio buttons.The address shown is the access address
for the device.
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Selected Packet: 57,120 Adv Type: ADV_IND  Timestamp: 2

0x50655d5D

(Ox2e89bed6

Addr

OxafBaldbdd

Figure 4.46 - Device Address Rows

o The Radio rows display packets received by that radio ( 0, 1, or 2).

Selected Packet: 30,957 Adv Type: SCAN_REQ  Timestamp: 3142013 12:1

Co¥F = =l = bl
S U ST Ua>

Radio

Figure 4.47 - Radio Rows

« The mouse wheel scrolls the timeline horizontally when displaying a single segment, and scrolls vertically
when displaying multiple segments

« You can also zoom by using the right-click menu (which displays magnification values), using the + and - Zoom
buttons on the toolbar, or by selecting a value from the Zoom menu.

o Packet length indicates duration

« The Timeline and Frame Display are synchronized so the packet range selected by the user in one is
automatically selected in the other. For the selected packet range, the Timeline shows various duration
values (Gap, Timestamp Delta, and Span), but only if both the first and last packet in the range are available
in the Timeline. If not, those values are shown as “n/a”. Packets that are not displayed in the Timeline are
Sniffer Debug packets, non-LE packets (e.g. WiFi), and packets that are not from a Configured Device the
Configured Devices radio button is checked.
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File Edit View Formr

TELEDYNE LECROY

|/ Bluetooth low energy Timeline - le - Sniffer_Capture GB6300AA_2.cfa

File Format Zoom Navigate Help

COOD ¢« «» QA

#usrage Payload Thioughput Selectsd Packet: 30,858 Adv Type: SCAN_RSP  Timestamp: 3/14/2013 12:18:17.:

N ) :m: §
ns 18.308 ms

Packet 30,958 - Adv (Scanning) - Adv Type: SCAN_RSP
Timestamp: 3/14/201312:18:17 271857 P

Duration: 352 us

Prev/Mest Timestamp Dellas: 326 us, 18.66 ms

() Packet Thioughput

1 Second Payload Thioughput
0 bits/s.

Width = peak = 68

Radio

Frev/Meut Gaps: 150 us, 18,308 ms

P2

Channel Index: 33 - 2460 MHz

Mests Predefined Fiter Crteria for BT low energy devices: Yes

Event Status: Recieved without errors

FOU Length: 3

Advertiser Adthess: Difle24c203671

Aocess Address: Dkfieiibeds

LE ADY — Advé: 0xffe24c209871 AddTypeds [1and) Type: SCAN_RSP Char: 39 Ler

[ Frame Display is
‘ synchronized with the
selected packet.

AN

22

3,0

Frame 30,958 Len=43
- LE BB:
PRS2

= PDU Length: 36
& LE PCT:
i Preamble: Oxaa

CRC: DhT4076
£ LE ADV:

@2 PHK Y

- Channel Index: 33 - 2480 MHz
i Meets Predefined Filter Criteria for BT low ene
b Event Status: Recieved without ermars

- Access Addiess: 0xBeB3beds

33 [rand] 34 0

30,959 a7 ADYV_IND [publ 0727272727272 37 52 o0:0

30,9650 s ADYV_IND (publ  Ow727272727272 37 52 oo

30981 E:l ADV_IND lpubl  OwF2V27evzieie 37 52 oo:o

30,962 a8 SCAN_REQ frand]  0x4B2a51082(dc  (publ 0727272727272 12 27 o0:0

oo an aga 0 SrAN RCP Ikl WTIRITOITNIY R 7 nn

Vs Z R ATYESE w
OOE8s00 9| ™

(G Bookm' 45 | Configured BT low energy devices | Errors |
LE BB | LE PKT J/ E ADV | LE DATA | LE LL | L2CAP | SMP | ATT |

- ‘p@ﬁ Q|Summary: LE ADV

B.. Frame#f Chan  Type Add..  Initd/Scand, Add..  Advh Fram...

Figure 4.48 - low energy Timeline and Frame Display Packet Synchronization

4.3.3.11 low energy

Timeline Visual Elements

The low energy Timeline consists of the following visual elements:

« Time Markers - Time markers indicated by vertical blue lines are shown at 1.25 ms intervals. The markers are
provided to help visualize the timescale and are also useful when using dual-mode chips that do BR/EDR and
LE at the same time. Time markers snap to the beginning of the first data packet by default, but they can be
snapped to the beginning or end of any packet by right-clicking on a packet and selecting Align Time Marker
to Beginning of Packet or Align Time Marker to End of Packet. All other markers will shift relative to
that new reference point.

OxSedfbeds

Addr

Oxaf¥a8bdd

Oxaf%abdSe

Markersnapped to end of
the selected padcket
creatinga new reference
point for all other markers.

MarkerIntenal =
1.25ms

Figure 4.49 - Timeline Markers Shown Snapped to End of Packet

« Timestamp - The beginning and ending timestamp for each segment is displayed beneath each segment.
When showing multiple segments the beginning timestamp is the same as the ending timestamp of the
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previous segment.

In addition to the timestamps the segment information bar shows the zoom value in the center of the bar.

Ox5e89bedt m :l:l m

OxafYabbdd

Addr

Oxafdab45e

Figure 4.50 - Bluetooth le Timeline Segment Timestamp and Zoom Value

Note: The raw timestamp value is the number of 100-nanosecond intervals since the
beginning of January 1, 1601. This is standard Windows time.

o Packet Info Line - The packet info line appears just above the timeline and displays information for the
currently selected packet.

Selected Packet: 1,751  Adv Type: ADV_IND  Timestamp: 3M4/2013 121419272227 PM Duration: 376 us  Channel: 39 - 2480 MHz

Figure 4.51 - Bluetooth le Timeline Packet Info Line
« When you select multiple packets, the info line includes:

o Gap - duration between the end of the first selected packet and the beginning of the last selected
packet.

o Timestamp Delta - Duration between the beginnings of the first and last packets selected.

o Span - Duration between the beginning of the first selected packet and the end of the last selected
packet
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_Selected Packets: 1,751 -1,753 Gap: 476 us  Timestamp Deta: 852 us  Span: 830 us

%]
B
1]
[r]
[=:]
n
wn
[
o
=1
w
(=]
]
=]
=
W

24 522 mg—— L—ﬁﬂ us—-H —150 us— —

Figure 4.52 - Bluetooth le Timeline Packet Info Line for Multiple Selected Packets

o Floating Information Window (aka Tooltip) - The information window displays when the mouse cursor hovers
on a packet. It persists as long as the mouse cursor stays on the packet.

« Discontinuities - Discontinuities are indicated by cross-hatched slots. See the Discontinuities section.

o Packet Status - Packet status is indicated by color codes. Refer to low energy Timeline Legends.

« Right-Click Menu. - The right-click menu provides zooming and time marker alignment.

« Graphical Packet Depiction - each packet within the visible range is graphically depicted. See the Packet
Depiction section.

¢ Swap Button - The Swap button switches the position of the Timeline and the Throughput graph.
« Show Running Average - -Selecting this check box shows a running average in the Throughput Over Time

graph as an orange line Show Running Average -

4.3.3.12 low energy Packet Discontinuities

The following figure depicts a discontinuity between two packets.

Tirestamp: 112002009 10:45:56 133433 AM (+0 D0375)

Timestamp: 112002009 1004556137189 AM (+0.0075)

Figure 4.53 - Bluetooth® low energy Packet Discontinuity

To keep the timeline and the throughput graph manageable, big jumps in the timestamp are not represented
linearly. Instead, they are shown as discontinuities. A discontinuity exists between a pair of packets when the
timestamp delta (the timestamp of the second packet minus the timestamp of the first packet) is (1) more than
4.01 seconds or (2) is negative. The reason that the discontinuity trigger is set at 4.01 seconds is because the
maximum connection interval time is 4 seconds.
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A discontinuity is indicated by a cross-hatched pattern drawn between two packets and a corresponding vertical
dashed line in the throughput graph. When the timestamp delta is greater than 4.01 seconds, the discontinuity is a
cosmetic convenience that avoids excessive empty space. When the timestamp delta is negative, the discontinuity
is necessary so that the packets can be drawn in the order that they occur.

4.3.3.13 low energy Timeline Navigating and Selecting Data

Buttons, menu items, and keystrokes can be used to go to the next or previous packet, next or previous invalid
interframe spacing (IFS), next or previous error packet, and the first or last packet.

o If there is no selected packet in the timeline, First Packet @ , Next Packet o , and Last Packet @

are enabled, but Previous Packet

€

is not.

« Asingle packet is selected either by clicking on it, navigating to it, or selecting it in the Frame Display.

184

o Single Segment Navigation:

m Selecting Previous Packet will select the next packet in time (moving back in time to the left)

regardless of which row it is on. If the previous packet is not in the display or if a portion of the packet
is visible, the display will scroll to the next packet and it will appear selected on the left of the display.
The timestamp will change with the scrolling of the display.

Selecting Next Packet will select the next packet in time (moving forward in time to the right). If the
next packet is not in the display, the display will scroll to the next packet and it will appear selected on
the right of the display. The timestamp will change with the scrolling of the display.

Multiple Segment Navigation:

m Selecting Previous Packet will select the next packet moving back in time (to the left) on the

segment and will select the previous packet regardless of which or segment itis in.

If the selected packet overlaps with the previous segment, the display will show the packet selected in
both segments.

If the previous packet is not shown in the timeline display or a portion of the packet is displayed,the
display will move the view port back in time and will display the selected packet in the top segment on
the left edge. Each segment's timestamps will synchronously change as the view port scrolls backwards
in time.

Selecting Next Packet will select the next packet moving forward in time (to the right)on the to the
next packet regardless of which row or segmentitis in.

If the next packet overlaps on a following segment, the display will show the packet selected in both
segments.

If the next packet is not shown in the timeline display on any segment or a portion of the packet is
displayed, the display will move the view port forward in time and will display the selected packetin
the bottom segment on the right edge. Each segment's timestamps will synchronously change as the
view port scrolls forward in time. All subsequent selected next packets will appear on the right of the
bottom segment.
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o Multiple packets are selected either by dragging the mouse or by holding down the shift key while navigating
or clicking.

o When asingle packet is selected in the timeline it is also becomes selected in the Frame Display. When
multiple packets are selected in the timeline, only one of them is selected in the Frame Display.

o The keyboard left arrow key goes to the previous packet. The right arrow key goes to the next packet. The
Ctrl-left arrow key goes to the previous error packet. The Ctrl-right arrow key goes to the next error packet.

o The mouse scroll wheel will scroll the timeline as long as the cursor is in the dialog.

4.3.3.14 low energy Timeline Zooming

Zoom features can be accessed from the Bluetooth low energy Timeline Zoom menu by right-clicking on the
Timeline window.

A couple of things to remember about Zooming.

e Zooming using the toolbar buttons in a single segment display is relative to the center of the display. That is as
you zoom out those packets on the left and right halves will move closer to the center. If you zoom in, those
packets in the left and right halves will move towards the left and right edges respectively.

e Zooming using the toolbar buttons in a multiple segment display is relative to the number of segments. If you
have a single display and zoom out they will become two segments, then three segments, then six, and so
forth.

o Selecting aZoom icon (+ or -) on the toolbar zooms in our out.

o The current Zoom setting is shown in the center of the timeline segment information bar at the bottom of
each timeline segment.

« If you are in multiple segments the segment information bar will show the zoom level with the text "
(Contiguous time segment x/n)" where "x"is 1,2, 3... segment and "n" is the total number of segments. For
example: :"(Contiguous time segment 2/3)".
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4.3.3.15 Zoom menu

FoomIn Ctrl+Plus
Foom Out Ctrl+Minus

Foom In Tool
Foom Cut Tool

Selection Toaol

2.5 ms (1xd)

11.25 ms (1:49)

33.75 ms (1:27)

125 ms (1x100)

437.5 ms (1x350)

1.875 = (1x1500)

3.75 = (1x3000)

7.5 ms (65 1.25 ms time intervals (3x2])

22.5 ms (18 1.25 ms time intervals ([Hx3])

90 ms (72 1.25 ms time intervals (12x0]))
202.5 ms (162 1.25 ms time intervals (18:3])
360 ms (288 1.25 ms time intervals (24x12))
562.5 ms= (450 1.25 ms time intervals (30:1.5])
810 ms (848 1.25 ms time intervals (36:18))
1.1025 = (882 1.25 ms time intervals (42x21])
1.44 = (1152 1.25 ms time intervals (48x24))
18225 = (1458 1.25 ms time intervals (54:27])
2.25 5 (1800 1.25 ms time intervals [B0x307)
27225 5 (2178 1.25 ms time intervals (66:33))
3.24 = (2592 1.25 ms time intervals (72x36])
38025 = (3042 1.25 ms= time intervals (78:39])
4.41 = (3528 1.25 ms time intervals [Bdxd2))
50625 = (4050 1.25 ms time intervals (90x45))

Figure 4.54 - low energy Timeline Zoom menu
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4.3.3.16 Single Segment Zoom

Timelineview Markers per

displayed segment
25 ms(l
11.25 ms (1:4)

33.75 ms (1x27)
125 ms (1:100)
437.5 ms (L350)
1875 = (1:d 500)
3.75 s (1x3000)

TELEDYNE LECROY

Zoom Menu Single Segment: Each selection defines the timeline displayed, the number of segments, and number
of 1.25 ms markers withing the segment. For example, selecting "33.75 ms (1x27)" will display "33.75 ms" of the
throughput graph in "1" segment with "27" markers.

The scroll bar at the bottom of the segment will scroll the throughput graph view port.

4.3.3.17 Multiple Segments

Timeline view Numberof
displayed segments

Frontline Sodera User Manual

7.5 ms (6 1.25 ms time intervals (3x2

22.5 ms (18 1.25 ms time intervals (Gx3])

90 ms (72 1.25 ms time intervals (12x0])
202.5 ms (162 1.25 ms time intervals (18:8))
360 ms (288 1.25 ms time intervals (24:12])
562.5 ms (450 1.25 ms time intervals (30x15])
810 s (648 1.25 ms time intervals (30x18))
11025 = (882 1.25 ms time intervals (42x21))
1.44 = (1152 1.25 ms time intervals ($8:x24])
1.8225 = (1458 1.25 ms time intervals (54x27])
2.25 5 (1800 1.25 ms time intervals (B0x30])
27225 5 (2178 1.25 ms time intervals (60:33))
3.24 = (2582 1.25 ms time intervals (72:36])
3.8025 = (3042 1.25 ms time intervals (78x39))
4.41 = (3528 1.25 ms time intervals (Bdwd 2])
50625 = (4050 1.25 ms time intervals (20:45])

Markers per
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Zoom Menu Multiple Segment: Each selection defines the timeline view port, the number of segments, and
number of 1.25 ms markers withing the segment. For example, selecting "7.5 ms (6 1.25 ms time intervals (3x2))"
will display "7.5 ms" of the total timeline in "3" segments of with "2" markers per segment for a total of "6"
markers.

The scroll bar at the left of the segments will scroll the view through the timeline.
4.3.4 Coexistence View

The Coexistence View displays Classic Bluetooth, Bluetooth low energy, and 802.11 packets and throughput in
one view. You access the Coexistence View by clicking its button | in the Control window or Frame

Display toolbars, or Coexistence View from the View menus.

o] Coenistence View - whewsS - wifimuitehanne (sackets 525 thid 001t =s[alz]

Click on any baldeniy alvoeve 1oenabie navigasen

£ 4 mam g el S Mgt B SR Algrr S S Mgt Be 64 un,—E':-.

For Help Press f1

Figure 4.55 - Coexistence View Window

4.3.4.1 Coexistence View Menus

The following tables

] +  describe each of th
Coexistence View - Capture-2015-12-02. 104121cfa 2 e e s,

|Fi|E Format Zoom Mavigate Spectrum  Help F
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Table 4.9 - Coexistence View File Menu Selections

Selection Description

Reset Resets the Coexistence View window to its default settings.

Exit Closes the Coexistence View window.

Table 4.10 - Coexistence View Format Menu Selections

TELEDYNE LECROY

Selection Description
Show Packet | When checked, the packet number shows below the packet in the Viewport. ==
Number £,758,208

Show Packet
Type

When checked, the packet type shows below the packet in the Viewport.

LiaP

Show Packet

When checked, the packet subtype shows below the packet in the Viewport, if applicable.

4,000 to 20,000
(May Be Slow)

Subtype

Hide Packet When checked, hides any text shown below the packet in the Viewport. Applies the text

Text shown by the Show Packet Number, Show Packet Type, and Show Packet Subtype
menu selections.

Auto Hide When checked, automatically hides any text shown below the packet in the Viewport

Packet Text when the Viewport duration exceeds 31.25 ms. Applies the text shown by the Show

When Packet Number, Show Packet Type, and Show Packet Subtype menu selections.

Duration > The Viewport duration is shown at the bottom of the Viewport. This selection reduces

31.25 ms. display clutter when viewing a larger timeline section.

Increase Auto | When not checked, the default, the packets in the viewport are hidden if the number of

Hide Packet visible packets exceeds 4,000.

Count from

When checked, the default count increased from 4,000 to 20,000 packets before the
packets are hidden. Choosing this selection may slow down the displaying of the
packets.

The following three selections are mutually exclusive.

Use All
Packets for
Throughput
Indicators

When checked, all captured packets are used for average throughput calculations and
all packets in the last one second of the capture session are used for the 1 sec
throughput. See on page 198 for more information. Performs the same function as the
throughput indicator All radio button.

Use Selected
Packets for

When checked, the packets selected in the Viewport are used for average throughput
calculations, and selected packets in the one second before the last selected packet are

Throughput used for the 1 sec throughput. See on page 198 for more information. Performs the
Indicators same function as the throughput indicator Selected radio button.

Use Viewport | \When checked, all packets appearing in the Viewport are used for average throughput
Packets for calculations, and all packets in the one second before the last packet in the Viewport are
Throughput used for the 1 sec throughput. See on page 198 for more information. Performs the
Indicators same function as the throughput indicator Viewport radio button.
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Table 4.10 - Coexistence View Format Menu Selections (continued)

Selection Description
Set 802.11 Tx | When checked, this selection is used to specify the 802.11 source address, where any
Address packet with that source address is considered a Tx packet and is shown with a purple

border in the timelines. Performs the same function as the SET button. Refer to on
page 208

The following three selections are mutually exclusive.

Show Packet
Throughput

When checked, the Throughput Graph and Throughput Indicator shows data based on
packet throughput. Performs the same function as the Throughput Packet radio button.

Show Payload

When checked, the Throughput Graph and Throughput Indicator shows data based on

Throughput payload throughput. Performs the same function as the Throughput Payload radio
button.
Show Both When checked, the Throughput Graph will graph both the data based on packets
Packet And throughput in darker colors and payloay throughput in lighter colors. The Throughput
Payload Indicator will show calculations based on packet throughput. Performs the same
Throughput function as the Throughput Both radio button.
The following four selections are mutually exclusive.
Show 5 GHz When checked, the 5 GHz Timeline is visible and the 2.4 GHz Timeline is not visible.
Timeline Only 802.11 5 GHz packets are shown. Performs the same function as the Timeline 5
GHz radio button.
Show 2.4 GHz | When checked, the 2.4 GHz Timeline is visible and the 5 GHz Timeline is not visible.
Timeline The timeline will show Classic Bluetooth, Bluetooth Low Energy, and 802.11 2.4 GHz

packets. Performs the same function as the Timeline 2.4 GHz radio button.

Show Both 2.4

When checked, the 2.4 GHz Timeline and the 5GHZ Timeline is visible. Performs the

Which Have or
Had Packets
(Auto Mode)

GHz and 5 same function as the Timeline Both radio button.

GHZ Timelines

Show When check,shows only timelines which have had packets at some point during this
Timelines session. If no packets are present, the 2.4 GHz Timeline is visible. Performs the same

function as the Timeline Auto radio button.

The following two selections are mutually exclusive.

Show Low
Energy
Packets From
Configurated
Devices Only

When checked, shows in the 2.4 GHz Timeline only packets from Bluetooth low enegry
devices configured for this session, and uses these packets for throughput calculations.
Performs the same function as the LE Devices Configured radio button.

Show All Low | When checked, shows in the 2.4 GHz Timeline all Bluetooth low energy packets
Energy captured in this session, and uses these packets for throughput calculations. Performs
Packets the same function as the LE Devices All radio button.
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TELEDYNE LECROY

Table 4.10 - Coexistence View Format Menu Selections (continued)

Graph ( Dots
Reveal
Overlapped
Data Points)

Selection Description

Large When checked, the Throughput Graph appears in the bottom half of the window,

Throughput swapping position with the timeline.

Graph

P When not checked, the Throughput Graph appears in its default position at the top of the

window.
Performs the same function as clicking the Swap button. See on page 203.

Show Dots in | When checked, displays dots on the Throughput Graph. Dots are different sizes for each

Throughput technology so that they reveal overlapping data points which otherwise wouldn’t be

visible. A tooltip can be displayed for each dot. Performs the same function as the Dots
button. See on page 204.

Show Zoomed

When checked, dispalys a Zoomed Throughput Graph above the Throughput Graph. The

Throughput Zoomed Throughput Graph shows the details of the throughput in the time range covered
Graph by the viewport in the Throughput Graph. Performs the same function as the Show

Zoom button.

When not checked, the Zoomed Throughput Graph is hidden. Performs the same

function as the Hide Zoom button.

See on page 205
Freeze Y Only active when the Zoomed Throughput Graph is visible.
Scales in
Zoom When checked, it freezes the y-axis scales and makes it possible to compare all time
Throughput ranges and durations. Performs the same fuction as the Freeze Y button, which appears
Graph with the Zoomed Throughput Graph.

When not checked, the y-axis scales are unfroozen. Performs the same function as the

Unfreeze Y button, which appears with the Zoomed Throughput Graph.

See on page 205
Show Tooltips | When checked, Timeline and Throughput Graph tooltips will appear in the upper-left
in Upper-Left corner of your computer sceen. You can relocate the tool tip for convenience or to see
Corner of the timeline or throughput graph unobstructed while displaying packet information. See
Screen on page 213.

Table 4.11 - Coexistence View Zoom Menu Selections
Selection Description Hot Key
Zoom In When clicked, Ctrl+Plus
Viewport time duration
decreased.
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Table 4.11 - Coexistence View Zoom Menu Selections (continued)

Selection Description Hot Key
Zoom Out When clicked, Ctrl+Minus
Viewport time duration
increases

The following two selectioins are mutually exclusive.

Scroll Tool (Mouse Wheel Scrolls - Ctrl Key When checked, sets the mouse wheel to scroll
Switches to Zoom Tool) the Viewport. Pressing the Ctrl key while
scrolling switches to zooming the Viewport.
Zoom Tool (Mouse Wheel Zooms- Ctrl Key When checked, sets the mouse wheel to zoom
Switches to Scroll Tool) the Viewport. Pressing the Ctrl key while

zooming switches to scrolling the Viewport.

Zoom To Time Range of Selected Packets Active only when packets are selected.

When clicked, the Viewport duration changes to
the time range covered by the selected packets.

Zoom To Throughput Graph Data Point When clicked, the Viewport duration changes to
the time range of the Throughput Graph selected
data point.

Custom Zoom (Set by Zoom To Time Range of Automatically checked when taking any zoom

Selected Packets, Zoom To Throughput Graph action other than the fixed Viewport zoom

Data Point, or dragging Viewport Slide) durations listed below.
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Table 4.11 - Coexistence View Zoom Menu Selections (continued)
Selection | Description | Hot Key

The following 21 selections are mutually exclusive.

150 usec Each of these Zoom selections sets the Viewport
and the Timeline to a fixed time duration.

300 usec

625 usec (1 Bluetooth slot)

1.25 msec (2 Bluetooth slots)

1.875 msec (3 Bluetooth slots)

2.5 msec (4 Bluetooth slots)

3.125 msec (5 Bluetooth slots)

6.25 msec (10 Bluetooth slots)

15.625 msec (25 Bluetooth slots)

31.25 msec (30 Bluetooth slots)

62.5 msec (100 Bluetooth slots)

156.255 msec (250 Bluetooth slots)

31.25 msec (500 Bluetooth slots)

625 msec (1,000 Bluetooth slots)
1 sec (1,600 Bluetooth slots)

2 sec (3,200 Bluetooth slots)

3 sec (4,800 Bluetooth slots)

4 sec (6,400 Bluetooth slots)

5 sec (8,000 Bluetooth slots)

10 sec (16,000 Bluetooth slots)
20 sec (32,000 Bluetooth slots)

Note: Right-clicking anywhere in the Coexistence View window will open the Zoom menu in
a pop-up.
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Table 4.12 - Coexistence View Navigate Menu Selections
Selection Description Hot key

First Packet When clicked, the first packet in the session is Home
selected and displayed in the Timeline. Performs
the same function as the @ First Packet

button.

Last Packet When clicked, the last packet in the session is End
selected and displayed in the Timeline. Performs
the same function as the @ Last Packet

button.
Previous When clicked, the first packet occurring intime | Left Arrow
Packet prior to the currently selected packet is selected

and displayed in the Timeline. Performs the
same function as the @ Previous Packet

button.

Next Packet When clicked, the first packet occurring nextin | Right Arrow
time from the currently selected packet is
selected and displayed in the Timeline. Performs
the same function as the @ Next Packet

button.

Previous When clicked, selects the first prior retransmitted packet from the current selection and
Retransmitted | displays it in the Timeline.. Performs the same function as the <5 Previous

Packet
Retransmitted Packet button.

Next When clicked, selects the next retransmitted packet from the current selection and
Retransmitted | displays it in the Timeline.. Performs the same function as the = Next Retransmitted
Packet

Packet.
Previous When clicked, selects the first prior invalid Bluetooth low energy IFS packet from the
Invalid IFS current selection and displays it in the Timeline. Performs the same function as the ¢

Packet
Previous Invalid IFS Packet button.

Next Invalid | When clicked, selects the next invalid Bluetooth low energy IFS packet from the current
IFS Packet selection and displays it in the Timeline. Performs the same function as the = Next

Invalid IFS Packet button.

Previous When clicked, selects the first prior packet with | Ctri+Left Arrow
Error Packet | an error from the current selection and displays it
in the Timeline. Performs the same function as
the @ Previous Error Packet button.
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Table 4.12 - Coexistence View Navigate Menu Selections (continued)

Selection Description Hot key
Next Error When clicked, selects the next packet with an Ctrl+Right Arrow
Packet error from the current selection and displays it in

the Timeline. Performs the same function as the
l# Next Error Packet button.

First Legend

When clicked, selects the first legend packet in the session and displays it in the

Packet Timeline. This control is enabled when a bold packet type is selected in the Coexistence
View Legend. Referto on page 210. Performs the same functions as the €= First
Legend Packet button.

Previous When clicked, selects the first prior legend packet in time from the current selection and

Legend displays it in the Timeline. This control is enabled when a bold packet type is selected in

Packet the Coexistence View Legend. Refer to on page 210. Performs the same functions as
the ‘ Previous Legend Packet button.

Next Legend | When clicked, selects the next legend packet in time from the current selection and

Packet displays it in the Timeline. This control is enabled when a bold packet type is selected in

the Coexistence View Legend. Refer to_on page 210. Performs the same functions as
the » Next Legend Packet button.

Last Legend

When clicked, selects the last legend packet in the session and displays it in the

Packet Timeline. This control is enabled when a bold packet type is selected in the Coexistence
View Legend. Referto on page 210. Performs the same functions as the B Last
Legend Packet button.

Toggle This selection is active during Live capture mode only. Checking this selection will lock

Display Lock | the Throughput Graph and the Timeline in its current position, however the capture will

continue. Not checking this selection will cause the Throughput Graph and the Timeline
to scroll as data is collected.

Note: Navigate menu selections are context sensitive. For example, If the first packet is
selected, the Next Packet and the Last Packet selections are active, but the Previous
Packet selection is inactive.

4.3.4.2 Coexistence View - Toolbar

COOD ¢ wed ¢dleenrHARIND (B

Figure 4.56 - Coexistence View Toolbar

The toolbar contains the following selections:
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Table 4.13 - Coexistence View Toolbar icons

Description

Move to the first packet.

Move to the previous packet.

Move to the next packet.

Move to the last packet.

Move to the previous retransmitted packet.

Move to the next retransmitted packet

Move to the previous invalid IFS for Bluetooth low energy.

Move to the next invalid IFS for Bluetooth low energy.

Move to the previous bad packet.

Move to the next bad packet.

Move to the first packet of the type selected in the legend.

Move to the previous packet of the type selected in the legend

Move to the next packet of the type selected in the legend.

Move to the last packet of the type selected in the legend.

Zoom in.

Zoom out.

"o P s 2T |28 220000 QE

Scroll cursor.
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Table 4.13 - Coexistence View Toolbar icons (continued)

Icon Description

@ When selected the cursor changes from Scroll @ to a context-aware zooming cursor. Click on

normal cursor to remove the zooming cursor.

n Zooming cursor.

E' Scroll Lock/Unlock during live capture mode.

[3 Reset during live capture mode. Clears the display.

4.3.4.3 Coexistence View - Throughput Indicators

wicith = 1

Figure 4.57 - Coexistence View Throughput Indicators

Throughput indicatorsshow average throughput and 1 second throughput for Classic Bluetooth® (all devices,
master devices, and slave devices are each shown separately), Bluetooth low energy, and 802.11.

4.3.4.4 Throughput

Throughput is total packet or payload size in bits of the included packets divided by the

Throughput  qyration of the included packets, where:
() Packet

(%) Payload
) Both

e Packet size is used if the Packet or Both radio button is selected in the Throughput group.

e Payload size is used if the Payload radio button is selected in the Throughput group.
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o Included packets are defined separately for each of the radio buttons that appear above the throughput
indicators.

Duration of the included packets is measured from the beginning of the first included packet to the end of
the last included packet.

4.3.4.5 Radio Buttons

Packets: (&l () Selected () Wiewport  The radio buttons above the throughput indicators specify
which packets are included. Radio button descriptions are modified per the following:

o Bluetooth low energy packets from non-configured devices are excluded if the

Configured radio button in the LE Devices group is selected. LE Devices
- (%) Configured
Frame Display filtering has no effect here in that packets that are filtered-out in Al

Frame Display are still used here as long as they otherwise meet the criteria for
each radio button as described below.

4.3.4.6 All radio button

All packets are used for average throughput, and packets
Packets: A1 O Selected O Viewport occurring in the last 1 second of the session are used for 1
second throughput, except that Bluetooth low energy
packets from non-configured devices can be excluded as noted above.

4.3.4.7 Selected radio button

Selected packets (the selected packet range is shown in
the timeline header) are used for average throughput,
and packets in the 1 second duration ending at the end of
the last selected packet are used for 1 second, except that Bluetooth low energy packets from non-
configured devices can be excluded as noted above.

Packets: (&l (%) Selected () Wiewport

Selected Packets: 15,434 - 15437 Gap 4477 ms  Timestamp Delta; 42922 ms Span: 46,192 ms

Figure 4.58 - Timeline Header Showing Selected Packets

4.3.4.8 Viewport radio button

The viewport is the purple rectangle in the Throughput
Graph and indicates a specific starting time, ending time,
and resulting duration. Packets that occur within that
range of time are used for average throughput, and packets in the 1 second duration ending at the end
of the last packet in the viewport time range are used for 1 second throughput, except that Bluetooth
low energy packets from non-configured devices can be excluded as noted above.

Packetz: (Al (O Selected (%) Viewport
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Figure 4.59 - Throughput Graph viewport.

4.3.4.9 Indicator width

The width of each indicator is the largest 1 second throughput seen up to that point for that technology (Classic
Bluetooth, Bluetooth low energy, or 802.11), where the 1 second throughput is calculated anew each time
another packet is received. The 1 second throughput indicator will never exceed this width, but the average
throughput indicator can. For example, the image below has a large average throughput because the Selected
radio button was selected and a single packet was selected, and the duration in that case is the duration of the
single packet, which makes for a very small denominator in the throughput calculation. When the average
throughput exceeds the indicator width, a plus sign (+) is drawn at the right end of the indicator.

Packetz: (&l & Selected () Viewport

Figure 4.60 - Average throughput indicators show a plus sign (+) when the indicator width is exceeded.

F

13,442 Dhi1

Figure 4.61 - A single selected packet
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4.3.4.10 Coexistence View - Throughput Graph

Vigwpod synchronioed wih
Loomed Throughpul Graph
i and Timelines

802.11 Packat Classic Packet
Thraughput Throughput

LE Packet
Thraughput

802.11 Paylkad :
Throughput Classic Paylad

Throughput

Figure 4.62 - Coexistence View Throughput Graph

The Throughput Graph is a line graph that shows packet and/or payload throughput over time as specified by
the radio buttons in the Throughput group. If the Both radio button is selected, packet and payload throughput
are shown as two separate lines for each technology. The payload throughput line is always below the packet
throughput line (unless both are 0).

The data lines and y-axis labels are color-coded: Blue = Classic Bluetooth, Green = Bluetooth low energy, Orange =
802.11. Each data point represents a duration which is initially 0.1 s. Each time the number of data points per line
reaches 300, the number of data points per line is halved to 150 and the duration per data point is doubled. The
duration per data point thus progresses from 0.1 st0 0.2 s to 0.4 s to 0.8 s and so on.

4.3.4.11 Throughput Graph Y-axis labels

The y-axis labels show the throughput in bits per second. From left-to-right the labels are for 802.11,
Bluetooth low energy, and Classic Bluetooth. The duration of each data point must be taken into account for
the y-axis label’s value to be meaningful. For example, if a data point has a duration of 0.1 s and a bit count of
100, it will have a throughput of 1,000 bits/s, and the y-axis labels will be consistent with this.
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Figure 4.63 - Throughput Graph y-axis labels.

4.3.4.12 Excluded packets

Retransmitted packets and bad packets (packets with CRC or Header errors) are excluded from throughput
calculations.

4.3.4.13 Tooltips

Placing the mouse pointer on a data point shows a tooltip for that data point. The tooltip first line shows the
throughput, the throughput type (packet or payload), and the technology. Subsequent lines show the bit
count, the duration of the data point, the packet range of that duration (only packets of the applicable
technology from that packet range are used for the throughput calculation), and the number of the data point
(which is 0 for the first data point in each line).

AN TAVAAV.

2.880 bitz/s [Packet Throughput - Claszic]
Bit Count: 288 \

Dhuration: 100 mz
Clazzic Packets in Packet Bange 15,435 - 15,437
Data Point 12

Figure 4.64 - Data point tooltip

The Throughput graph tool tips can be shown in the upper-left corner of your computer screen to provide an
unobstructed view. Refer to Relocating Tool Tips.

4.3.4.14 Discontinuities

A discontinuity is when the timestamp going from one packet to the next either goes backward by any amount
or forward by more than 4.01 s. This value is used because the largest possible connection interval in
Bluetooth low energy is 4.0 s. A discontinuity is drawn as a vertical dashed line. A discontinuity for a
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timestamp going backward is called a negative discontinuity and is shown in red. A discontinuity for a
timestamp going forward by more than 4.01 s is called a positive discontinuity and is shown in black. A
positive discontinuity is a cosmetic nicety to avoid lots of empty space. A negative discontinuity is an error.

12,450

th, T fa AT o e S PR T U Y 'y V1Y
R S T 1] . —

Figure 4.65 - A negative discontinuity.

point 194 data = 1 lat Throughput Creer Time

TO13 4659531

Figure 4.66 - Three positive discontinuities.

4.3.4.15 Viewport

The viewport is the purple rectangle in the Throughput Graph. It indicates a specific starting time, ending

time, and resulting duration, and is precisely the time range used by the Timeline. The packet range that
occurs within this time range is shown above the sides of the viewport.
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Figure 4.67 - Throughput Graph Viewport

The viewport is moved by dragging it or by clicking on the desired location in the Throughput Graph (the
viewport will be centered at the click point).

The viewport is sized by dragging one of its sides or by using one of the other zooming techniques. See the
Zooming subsection in the Timeline section for a complete list.

4.3.4.16 Swap button

The Throughput Graph and Timeline can be made to trade positions by clicking the Swap button.

Clicking the Swap button swaps the positions of the Throughput Graphs and the Timelines.
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Figure 4.68 - Small Timeline and large Throughput Graph after pressing the Swap button.

4.3.4.17 Dots button

The dots on the data points can be toggled on and off by clicking the Dots button. Dots are different

sizes for each technology so that they reveal overlapping data points which otherwise wouldn’t be visible. A
tooltip can be displayed for each dot.

Dots can be removed for greater visibility of the plots when data points are crowded together.

Dots toggled on | Dots toggled off J

\IIII | i

- N

1l
T

Figure 4.69 - Dots Toggled On and Off
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Overlapping Dots:
y Classic Bluetooth (top)
.~ Bluetooth low enegy (middle)

//i" Sl g Overlapping Dots:
b p Cursor placed on visilble
' /.~ bottom dot to display 802 11
—1 r | | packetinformation.

380,859 bits/s (802.11 Packet Throughput) - 4
(3,120 bits / 8.192 ms)

802.11 Packets in Overall Packet Range 16,785 - 16,787
— 1 Data Point 85

Right-click to zoom to data point

gk

Figure 4.70 - Overlapping Dots Information Display

4.3.4.18 Zoomed Throughput Graph

Clicking the Show Zoom button [5how Zoom| displays the Zoomed Throughput Graph above the

Throughput Graph. The Zoomed Throughput Graph shows the details of the throughput in the time
range covered by the viewport in the Throughput Graph. Both the Zoomed Throughput Graph and the
Timelines are synchronized with the Throughput Graph'’s viewport. The viewport is sized by dragging one
of its sides or by using one of the other zooming techniques listed in the Zooming subsection in the Timelines
section.
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Figure 4.71 - Synchronized Zoomed Throughput Graph and View Port

The largest value in each technology in the Zoomed Throughput Graph is snapped to the top of the graph.
This makes the graph easier to read by using all of the available space, but because the y-axis scales can change

it can make it difficult to compare different time ranges or durations. Clicking the Freeze Y button
freezes the y-axis scales and makes it possible to compare all time ranges and durations (the name of the
button changes to Unfreeze Y and a Y Scales Frozen indicator appears to the right of the title. Clicking the

Unfreeze Y @] button unfreezes the y-axis scales.

i Joom | | Frmon 1 [FH o

The largestvalue of each
T technolegy is snapped o e
T top of the graph

Figure 4.72 - Zoomed Throughput Graph- Largest Value Snaps to Top
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Wiith Y-scales frozen the

largest low anerngy
threughputvalueis not |
snappedbothe lop. | Indwnluraip:?:;:an‘fm
I
. With ¥-scales frozen the |
largest B02.11
[ throughput valus & not
i snappediothe iop.

Figure 4.73 - Zoomed Throughput Graph - Freeze Y keeps the y-axis constant
Interval Menu

The Interval drop-down menu is used to set the duration of each data
point in the Zoomed Throughput graph. The default setting is Auto that
sets the data point interval automatically depending on the zoom level.
The other menu selections provide the ability to select a fixed data point
interval. Selecting from a larger to a smaller interval will display more
data points. Should the number of data points exceed 30,000, no data is
displayed and a warning will appear in the graph area.

[rteryval;
Hide Zb=ltli] b

1 mzec

10 mzecs
100 mzecs
1 zec

4.3.4.19 Zoom Cursor

Selecting the Zoom Cursor[;j_\ button changes the cursor to the zoom cursorTj\ . The zoom cursor is

controlled by the mouse wheel and zooms the viewport and thus the Timelines and the Zoomed Throughput
Graph. The zoom cursor appears everywhere except the Throughput Graph, which is not zoomable, in
which case the scroll cursor is shown. When the zoom cursor is in the Timelines or Zoomed Throughput
Graph zooming occurs around the point in time where the zoom cursor is positioned. When the zoom cursor
is outside the Timelines and the Zoomed Throughput Graph the left edge of those displays is the zoom
point.

4.3.4.20 Comparison with the Bluetooth Timeline's Throughput Graph

The Throughput Graphs for Classic Bluetooth in the Coexistence View and the BluetoothTimeline can
look quite different even though they are plotting the same data. The reason is that the Coexistence View
uses timestamps while the BluetoothTimeline uses Bluetooth clocks, and they do not always match up
exactly. This mismatch can result in the data for a particular packet being included in different intervals in the
two Throughput Graphs, and can have a significant impact on the shapes of the two respective graphs. This
can also result in the total duration of the two Throughput Graphs being different.
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Another factor that can affect total duration is that the BluetoothTimeline's Throughput Graph stops at the
last Classic Bluetooth packet while the Coexistence View’s Throughput Graph stops at the last packet

regardless of technology.

4.3.4.21 Coexistence View - Set Button

The Set button is used to specify the 802.11 source address, where any

80217 Tw: 00:0c:23:85F331 packet with that source address is considered a Tx packet and is shown with
a purple border in the timelines.

All source MAC addresses that have been seen during this session are listed in the dialog that appears when the
Set button is clicked. Also listed is the last source MAC address that was set in the dialog in the previous session.
If that address has not yet been seen in this session, it is shown in parentheses.

802.11 Tx Address X

802,11 Tx Address

Each 802,11 packet with this source address is considered a Tx packet and is shown with a
purple border.

&l source MAC addresses that have been seen during this session are listed here, Also lisked
is the last source MAC address that was set here in the previous session, If that address has
nok yvet been seen in this session, it is shown in parentheses,

I ] [ Cancel

Figure 4.74 - 802.11 Source Address Dialog
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B02.11 Tx Address X

802,11 Tx Address

00:0c:29:85:F3:31 W

<none=
00:00: 7405 ed: 25
DD:DE:EQ:EI::B:dQ

IZIIZI I:F'?E'I:S' tve been seen during this session are listed here, Also lisked

00 1c: 10:64: ee:63 E!E !Nash sek I'!ere in tl-::i previous session, IF that address has
00: 1665421 06 68 it is shown in parentheses,

00:24:21:33: ae:b2
00265842 06:68
00:50;56: 54:00: 00
00:50:56: 54 00: 04
00:50:56;84:00:0b
40:01:c6:33:bbice
Sci26:0a:43: b9 40
70:f1:alie3ia3:al
Taed00: 2253405
a4:ba:dbifd:11:a6 Ik ] [ Cancel
Fa:1edf:ds:b2:93

fce address is considered a Tx packet and is shown with a

Figure 4.75 - 802.11 Source Address Drop Down Selector

4.3.4.22 Coexistence View - Throughput Radio Buttons

Throughput  The radio buttons in the Throughput group specify whether to show packet and/or payload lines
(®) Packet in the Throughput Graph, and also whether to show packet or payload throughput in the

) Pavload throughput indicators (if the Both radio button is selected, packet throughput is shown in the

() Bath throughput indicators).

4.3.4.23 Coexistence View - Timeline Radio Buttons

Timeline The radio buttons in the Timeline group specify timeline visibility. The first three buttons specify

()5 GHz whether to show one or both timelines, while the Auto button shows only timelines which have
() 24GHz had packets at some point during this session. If no packets have been received at all and the

(%) Bath Auto button is selected the 2.4 GHz timeline is shown.

) Ao

4.3.4.24 Coexistence View — low energy Devices Radio Buttons

LE Devices The radio buttons in the LE Devices group (where “LE” means Bluetooth® low energy)
() Configured  specify both visibility and inclusion in throughput calculations of Bluetooth low energy packets.
(=) &l The All radio button shows and uses all Bluetooth low energy packets. The Configured radio
button shows and uses only Bluetooth low energy packets which come from a configured
device.
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4.3.4.25 Coexistence View — Legend

[ classic Classic LF [302.11]
LE )

O 20241 5 GHz

| m | 802.11 2.4 GHz

| | 802.11 Freg

- s
- Retransmit LhiP Data
HBad Packet W Filler

! iyt W ruLL ity

Il Fol Cortraol

hodyemit

Click on any bold entry above to enable navigation

Figure 4.76 - Coexistence View Legend

The legend describes the color-coding used by packets in the timelines. Selecting a packet in a timeline highlights
the applicable entries in the legend. An entry is bold if any such packets currently exist. Clicking on a bold entry
enables the black legend navigation arrows in the toolbar for that entry.

4.3.4.26 Coexistence View — Timelines

Ly
o  p— r——— e _j— p—
L Fr-:--
-
F T L — e

Figure 4.77 - Coexistence View Timelines

The Timelines show Classic Bluetooth® , Bluetooth low energy, and 802.11 packets by channel and time.

4.3.4.27 Packet information

Packet information is provided in various ways as described below.
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Packets are color-coded to indicate attribute (Retransmit, Bad Packet, Can’t Decrypt, or Invalid IFS), master/Tx,
technology (Classic Bluetooth® , Bluetooth low energy, or 802.11), and category/type.

Selection Box
Attribute (Bad Packet)

MasterTx (Master)

Technalogy (Classic Bluetooth)

Packet Categary or Type (ACL)

Figure 4.78 - Each packet is color-coded

The innermost box (which indicates packet category/type) is the packet proper in that its vertical position
indicates the channel, its length indicates the packet’s duration in the air, its left edge indicates the start time,
and its right edge indicates the end time.

The height of Classic Bluetooth and Bluetooth low energy packets indicates their frequency range (1 MHz and 2
MHz respectively). Since 802.11 channels are so wide (22 MHz), 802.11 packets are drawn with an arbitrary 1
MHz height and centered within a separate frequency range box which indicates the actual frequency range.

Selecting a packet by clicking on it draws a selection box around it (as shown above) and highlights the
applicable entries in the legend.

[ classic Classic LE [802.11)
LE . »
[J a02.11 5 GHz

|m 802,11 2.4 GHz

| |802.11 Freq

Ml FHZ
iit L et Data
Bad Packet H Filler hdegrrt
Can't D pat Il ruLL
! Il Fal et Coritrol

W Urkn

Click. on any bold entry above to enable navigation

Figure 4.79 - Highlighted entries in the legend for a selected packet.

Summary information for a selected packet is displayed in the timeline header.

Selected Packet 15457 Timestamp 801752011 10:41:1 ol echnolog ¢ Type: Dh1 Blustooth Clc (01132610 Paylogd Len: 9 b

Figure 4.80 - Timeline header for a single selected packet.
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When multiple packets are selected (by dragging the mouse with the left button held down, clicking one
packet and shift-clicking another, or clicking one packet and pressing shift-arrow), the header shows Gap
(duration between the first and last selected packets), Timestamp Delta (difference between the
timestamps, which are at the beginning of each packet), and Span (duration from the beginning of the first
selected packet to the end of the last selected packet).

Selected Packets: 15434 - 154537 Gapo 4477 ms Timestamp Defta; 45, = Span 46192 ms

Figure 4.81 - Timeline header for multiple selected packets

- - . Text can be displayed at each packet by selecting Show Packet
Show Packet Number Number, Show Packet Type, and Show Packet Subtype
Show Packet Type from the Format menu.

v Show Packet Subtype
Hide Packet Text
v Auto Hide Packet Text When Duration = 31.25 ms

————— | = """
15,455 Momt 15 458 Data 15 459 Data 15 460 Data

[

1:3,4:36 Dh1

I_I
15,457 Dhit

Figure 4.82 - Descriptive text on timeline packets.

Placing the mouse pointer on a packet displays a tooltip (color-coded by technology) that gives detailed
information.
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Figure 4.83 - A tool tip for a Classic Bluetooth packet.

O
15,457 Dhtt

Packet 15.457 [Classic] - DM1

872011 10:41:19.835783 AM [Beginning Timestamp]
84172011 10:41:19.836053 AM [Ending Timesztamp]
Duration: 270 us

Role: Master

Channel 36 - 2438 MHz

Clock: 0x0113e670

Packet Statuz: CRC Error [=0]

FLOW: Go

TvPE: D1

LT_aDDR: 0

L2CAP Flow: Go

Logical Link [D: LZCAP start or no fragmentation
SEQM: 1

ARGN: 0

Payload Length: 9 [53% of 17 bytes max)

Decmpted by Bluetooth ComProbe: Mo

Bad packet data: Ox 45020200 ...

4.3.4.28 Relocating the tool tip

TELEDYNE LECROY

You can relocate the tool tip for convenience or to see the timeline or throughput graph unobstructed
while displaying packet information. In the Format menu select Show Tooltips in Upper-Left Corner
of Screen, and any time you mouse-over a packet the tool tip will appear anchored in the upper-left
corner of the computer screen. To return to viewing the tool tip adjacent to the packets deselect the tool

tip format option in the menu.
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Coexistence View - le - Sniffer_Capture_GB6900AA_2.cfa

File | Format | Zoom Mavigate Help

+ | Show Packet Mumber
v | Show Packet Type
Show Packet Subtype
Hide Packet Text
Auto Hide Packet Text When Duration > 31.25 ms

Increase Auto Hide Packet Count From 4,000 to 20,000 (May Be Slow)

v | Use All Packets for Throughput Indicators
Use Selected Packets for Throughput Indicators
Use Viewport Packets for Throughput Indicators

Set 80211 Tx Address

v | Show Packet Throughput
Show Payload Throughput
Show Both Packet and Payload Throughput

Show 5 GHz Timeline
v | Show 2.4 GHz Timeline
Show Both 5 GHz and 2.4 GHz Timelines
Show Timelines Which Have or Had Packets (Auto Mode)

v | Show Low Energy Packets From Configured Devices Only
Show All Low Energy Packets

Large Throughput Graph
v | Show Dots in Throughput Graph (Dots Reveal Overlapped Data Points)
Show Zoomed Throughput Graph

Show Tooltips in Upper-Left Corner of Screen

Figure 4.84 - Coexistence View Format Menu - Show Tooltips on Computer Screen
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Packet 6,486 (LE) - Data (Empty) - LLID: Continuation/Empty _
31472013 12:14:54 222188 PM (Beginning Timestamp) Her_Capture_GBGO00AA_2.cfa
31472013 12:14:54 222268 PM (Ending Timestamp)
Duration: 80 us

Role: Side 1 ]

CP#1 Z ol a |'l H]
Channel Index: 18 - 2442 MHz
Meets Predefined Filter Criteria for BT low energy devices: No EquipmentMy Capture FilesYe - Snif
Event Status: Received without errors

PDU Length: 2

LE DATA — Access Address: Oxaf9ab45e Chan: 18 Side: 1 Event Counter: 0x013b Len: 0 LLID: Empty MD: 0 NESM: 1 SN: 1

Coexistence View - le - Sniffer_Capture_GBGS00AA_2.cfa

File Format Zoom MNavigate Help

JEL LIRS

edasaadIRR[N P
[6,460] [6,561]

I

PO 4

Viewport Packet Range (45 Packets) -

£,480 Data L] -]
g 5,492 Data (=1
6.506 Data 6,519 Data

L]
6,481 Data

A ]
6,476 Data 8,428 Data

n -]
6.501 Data 8,515 Data

Figure 4.85 - Coexistence View Timeline Tool Tip Shown Anchored to Computer Screen

4.3.4.29 The two Timelines

There are two Timelines available for viewing, one for the 5 GHz range and one for the 2.4 GHz range.
Classic Bluetooth and Bluetooth low energy occur only in the 2.4 GHz range. 802.11 can occur in both.
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525 Viewpart Packet Range (35 Packets)
ched Packet: None

Iﬂ En. &

9 3205 B0 P sARM s A1 S

Figure 4.86 - 5 GHz and 2.4 GHz 802.11 packets

The y-axis labels show the channels for each technology and are color-coded: Blue = Classic Bluetooth, Green
= Bluetooth low energy, Orange = 802.11.

The 5 GHz timeline has only 802.11 channel labels, and the rows alternate orange and white, one row per
channel.

The 2.4 GHz timeline has labels for all three technologies. The rows alternate blue and white, one row per
Classic Bluetooth channel. The labels going left-to-right are 802.11 channels, Bluetooth low energy advertising
channels, Bluetooth low energy regular channels, and Classic Bluetooth channels.

The Viewport Packet Range above the timelines shows the packet range and packet count of packets that
would be visible if both timelines were shown (i.e. hiding one of the timelines doesn’t change the packet
range or count). This packet range matches the packet range shown above the viewport in the Throughput
Graph, as it must since the viewport defines the time range used by the timelines. When no packets are in the
time range, each of the two packet numbers is drawn with an arrow to indicate the next packet in each
direction and can be clicked on to navigate to that packet (the packet number changes color when the mouse
pointer is placed on it in this case).

m_An arrow points to the next packet when no packets are in the time range.

= 1587 ~An arrowed packet number changes color when the mouse pointer is on it. Clicking navigates to
that packet.

The header shows information for packets that are selected.
The footer shows the beginning/ending timestamps and visible duration of the timelines.

The ‘I’ buttons bring up channel information windows, which describe channel details for each technology.
They make for interesting reading.
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802.11 5 GHz

TELEDYNE LECROY

Only channels with & base value of 5 GHz and spacings of either 20 or 40 MHz are shown here. Due to space limitations, each channel iz dravan with fixed
zpacing instead of being spaced relative to its distance from other channels az is done with 2.4 GHz channels [with the exception of 802,17 channel 14).

Figure 4.87 - 5 GHz information window

Bluetooth Classic
There are 73 Classic channels. Each channel is 1 MHz wide and has the indicated center frequency. Channels do not overlap,
40=2442MHz 50=2452MHz 60=2462MHz 70 = 2472 MHz

0= 2402 MHz
1= 2403 MHz
2= 2404 MHz
3= 2405 MHz
4 = 2406 MHz
5= 2407 MHz
B = 2408 MHz
7= 2409 MHz
8=2410MHz
9=2411 MHz

10=2412 MHz
11 =2413 MHz
12=2414 MHz
13=2415MHz
14 = 2416 MHz
15=2417 MHz
16 =248 MHz
17 = 2419 MHz
18 = 2420 MHz
19= 2421 MHz

20 = 2422 MHz
21 = 2423 MHz
22 = 2424 MHz
23 = 2425 MHz
24 = 2426 MHz
25 = 2427 MHz
26 = 2428 MHz
27 = 2429 MHz
28 = 2430 MHz
29 = 2431 MHz

30 = 2432 MHz
31 =2433 MHz
32 =2434 MHz
33 =2435 MHz
34 = 2436 MHz
35 = 2437 MHz
36 = 2438 MHz
37 =243 MHz
38 = 2440 MHz
39 =2441 MHz

The row labels are placed at the center frequency of each channel.

Bluetooth low energy (LE)
There are 40 LE channels. Each channel is 2 MHz wide and has the indicated center frequency. Chaninels do not overlap.
Channels 0 through 38 are Data channels. Channels 37 through 33 are Advertising channels.
13=2432 MHz

37 = 2402 MHz
0= 2404 MHz
1= 2406 MHz
2= 2408 MHz
3=2410MHz

802.11 2.4 GHz

Ir the: 80211 2.4 GHz frequency range thers are 11 channets in the LUSA, 13 in Europe, and 14 inJapan. Each channel is 22 MHz wide. Channels ovarlap.

4=2412 MHz

7= 2418 MHz
£ = 2420 MHz
The rows labels are placed at the center frequency of sach channel,

11 = 2428 MHz
12 = 2430 MHz

16 = 2438 MHz
17 = 2440 MHz

41=2443MHz 51 =2453MHz 61 = 2463 MHz
42=2444 MHz 52 = 2454 MHz B2 = 2464 MHz

43=2445MHz 53=2455MHz 63=2465MHz 73 = 2475 MHz
44 = 2446 MHz 54 = 2456 MHz B4 = 2466 MHz 74 = 2476 MHz
45 = 2447 MHz  55=2457 MHz 65 = 2467 MHz 75 = 2477 MHz

46 =2448MHz 56 = 2458 MHz 66 = 2468 MHz

=

47 = 2449 MHz 57 = 2459 MHz 67 = 2469 MHz 77 = 2479 MHz
48=2450MHz 58=2460MHz 68=2470MHz 78 = 2480 MHz
49=2451 MHz  53=2461MHz B9 = 2471 MHz

18=282MHz 23=2452MHz 28=2462MHz 33 =2472MHz

24 =2454 MHz  29=2464 MHz 34 = 2474 MHz
20= 2456 MHz 30 = 2466 MHz 35 = 2476 MHz

21=2448MHz 26=2458MHz 31 =24B8MHz 36 = 2478 MHz
22=2480MHz 27 =2460MHz 32=2470MHz 39 = 2480 MHz

There is a 5 MHz shift between each of the fiist 13 channels. There is a 12 MHz shift between channels 13 and 14,

1=2401-2423 MHz
2 = 2406-2428 MHz
3=2411-2433 MHz
4= 2416-2438 MHz
5= 2421-2443 MHz
B = 2426-2448 MHz
7 =2431-2453 MHz

[centered at 2412 MHz)
[eentered ot 2417 MHz)
[centered at 2422 MHz)
[eentered ot 2427 MHz)
[eentered ot 2432 MHz)
[centered at 2437 MHz)
[oentered ot 2442 MHz)

(US4, Europe, Japan] 8= 2436-2458 MHz
(US4, Europe, Japan] 5= 24412463 MHz
(US4, Europe, Japan] 10 = 2446-2468 MHz
(US4, Europe, Japan] 11 = 2451 2473 MHz
(US4, Europe, Japan] 12 = 2456.2478 MHz
(US4, Europe, Japan] 13 = 2461-2483 MHz
(US4, Europe, Japan] 14 = 24732495 MHz

The o |abels for B02.11 channels 1-13 are placed at the center frequency of each channel
The row label for 802.11 channel 14 is in parentheses because that channel's center frequency is above the top of the graph.

[centered at 2447 MHz) (US4, Ewape, Japan)
[centered ot 2452 MHz)  [USA, Ewope, Japan)
[centered at 2457 MHz) (US4, Euape, Japan]
[centered at 2462 MHz) (US4, Ewope, Japan)
[centered ot 2467 MHz) - [Ewope, Japan)
[centered at 2472 MHz) - [Ewops, Japan]
[centered ot 2484 MHz) - Hapan)

Figure 4.88 - 2.4 GHz information windows

4.3.4.30 Bluetooth slot markers

When zoomed in far enough Bluetooth slot markers appear in the 2.4 GHz timeline. A Bluetooth slot is 625 ps

wide.

Figure 4.89 - Vertical blue lines are Bluetooth slot markers

4.3.4.31 Zooming

There are various ways to zoom:
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1. Dragone of the sides of the Throughput Graph viewport.
2. Selectazoom preset from the Zoom or right-click menus.
3. Selectthe Zoom In or Zoom Out button or menu item.

4. Turn the mouse wheel in the Timelines or the Zoomed Throughput Graph while the zoom cursor
is selected. The action is the same as selecting the Zoom In and Zoom Out buttons and menu items
except that the time point at the mouse pointer is kept in place if possible.

5. Selectthe Zoom to Data Point Packet Range menu item, which zooms to the packet range shown
in the most recently displayed tool tip.

6. Selectthe Zoom to Selected Packet Range menu item, which zooms to the selected packet range
as indicated in the Selected Packets text in the timeline header.

7. Selectthe Custom Zoom menu item. This is the zoom level from the most recent drag of a viewport
side, selection of Zoom to Data Point Packet Range, or selection of Zoom to Selected Packet.

The zoom buttons and tools step through the zoom presets and custom zoom, where the custom zoom is
logically inserted in value order into the zoom preset list for this purpose.

4.3.4.32 Discontinuities

A discontinuity is when the timestamp going from one packet to the next either goes backward by any amount
or forward by more than 4.01 s (this value is used because the largest possible connection interval in
Bluetooth low energy is 4.0 s). A discontinuity is drawn as a vertical cross-hatched area one Bluetooth slot (625
ps) in width. A discontinuity for a timestamp going backward is called a negative discontinuity and is shown in
red. A discontinuity for a timestamp going forward by more than 4.01 s is called a positive discontinuity and is
shown in black. A positive discontinuity is a cosmetic nicety to avoid lots of empty space. A negative
discontinuity is an error.

[0 % Packatni

Figure 4.90 - A negative discontinuity
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arr ] Virwpit Pkt Barga (1 Pt eing £
= —iT] T

Figure 4.91 - A positive discontinuity

When there are one or more discontinuities the actual time encompassed by the visible timeline differs from
the zoom level duration that would apply in the absence of any discontinuities. The actual time, referred to as
absolute time, is shown followed by “(abs)”. The zoom level duration, referred to as relative time, is shown
followed by “(rel)”. When there are no discontinuities, relative and absolute time are the same and a single
value is shown.

- -

Selected Packets: 477 - 478 Gap: 7.1 g Timestamp Detta: 720011 = Span: 7200

Figure 4.92 - Timeline header with discontinuity
15.625 m= (rel) 7.21484 = (abs)
Figure 4.93 - Timeline duration footer with discontinuity

For example, the timeline above has a zoom level duration of 15.625 ms (the relative time shown in the
footer). But the discontinuity graphic consumes the width of a Bluetooth slot (625 us), and that area is 7.19984
s of absolute time as shown by the Gap value in the header. So the absolute time is 7.21484 s:

Zoom level duration — Bluetooth slot duration + Gap duration =
15.625 ms- 625 ps + 7.19984 s =

0.015625 s—0.000625 s + 7.199840 s =

0.015000 s + 7.199840 s =

7.214840s =

7.21484 s

4.3.4.33 High-Speed Bluetooth

High-speed Bluetooth packets, where Bluetooth content hitches a ride on 802.11 packets, have a blue
frequency range box instead of orange as with regular 802.11 packets (both are shown below), and the tool
tip has two colors, orange for 802.11 layers and blue for Bluetooth layers.
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Figure 4.94 - High-speed Bluetooth packets have a blue frequency box and a two-tone tool tip

4.3.4.34 Coexistence View - No Packets Displayed with Missing Channel Numbers

Note: This topic applies only to Classic Bluetooth.

Captured packets that don’t contain a channel number, such as HCl and BTSnoop, will not be displayed. When no
packets have a channel number the Coexistence View Throughput Graph and Timelines will display a
message: "Packets without a channel number (such as HCI) won't be shown."

[ Comintareca Virm E=leh |
Fibg Forra Do Masqgeie  Hp
B | QR e ]2 |[R]E

: N T
e A F ot e |

Facheti @ &1 [ Eslected () Vewpod

=
o
O
]
]
o

Cheh én ey ok iy abiren 1 skl navigation

Packeix

Figure 4.95 - Missing Channel Numbers Message in Timelines
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4.3.4.35 High Speed Live View

TELEDYNE LECROY

When using the Frontline® 802.11 in conjunction with other ComProbe devices, or in a stand-alone configuration,

a smaller version of the standard Coexistence View is available. This High Speed Live View is essentially the

Viewport from the standard Coexistence View.

When viewing High Speed Live, only 802.11 traffic is visible. Because Bluetooth packets are slow they are not

visible in High Speed mode.

1. Click on the Control window File menu and select Close.

=
) ComProbe Protocol Analysis System - 802.11
- SOV

View Live Options Window Help

Close _
=

Open Capture File...

1 Capture-2012-1
\

Ctrl+O

“Ftrh—S
Close the active file |

v

= Exit ComProbe Protocol Analysis System

Y=

Capture Files\Capture-2012-12-21_135337.cfa

ackets on hfw: 0

Packet Decoder (23 pps) #5872 - 100%

—

2. The Control window will open again. Click on the Control Window File menu and select Go Live (High-

Speed Mode)

) cpas

= 52|

File Options

= S

Methods  Help

|F0r Help Press F1

\,

0 ComProbe Protocol Analysis System - HSView.cfa

Edit View Options Window Help

Go Live

Close

Save

= Reframe...

Unframe...

Go Live (High-Speed Mode) ~

Open Capture File... R Ctrl+0

G
"

i Select High-Speed Live Mode to see the |
Coexistence High-Speed View

\

Recreate Companion File
1 C\Users\...\HSView.cfa

Exit ComProbe Protocel Analysis System

il @

—_—

3. Click on the Control window Start Capture button @ to begin capturing data. Click on the

Coexistence View button ||and the High-Speed View will appear.
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o ComProbe Protocal Analysis System - 802,11 =

File View Live Options Window Help

aPemHU B

Configuration: Con, “he 802,11 [SN: 0102120052] "
\ \ N
Capture file: C:\Jse, JDocuments\Frontline Test Equ\,\ \‘ﬂMy Capture Files\Capture-2012-12-21_140206.cfa

Captury”™ TgFile) | 4%, “ackets on hjw: 0
ForHe 1. Click on Start Capture | _ Ay . -

and then...

|

| | 2. Click on Coexistence View
to see the High-Speed View.

\
e

The Coexistence View (High Speed Live Mode) window will appear.

/] Coexistence View (High-Speed Live Mode) (=]

File Format Zoom Navigate Help

PR

Captured Packets Dropped Packets Graph Info
m 2,325 packets (100%) m 0 packets (0%) m 0:01:24.624649
W 60 packets/s (27 avg) Packets dropped at W 212 data points
m 103,048 bits/s (62,084 avg) W Blustooth driver: 0 (0%) m 200 ms/point
W Bluetooth datasource: 0 (0%}
m 30211 driver: 0 (0%) @

W 02.11 datasource: 0 (0%)
Throughput Over Time (High-Speed Live Mode)

=
=
—
=
E

o

.

0:01.24 624649

For Help Press FL

Figure 4.96 - High-Speed Live Window

4.3.4.36 Coexistence View - Spectrum (Sodera Only)

Sodera has the option to sample the 2.4 GHz RF spectrum at the Sodera unit antenna connector. The spectrum
data represents the Received Signal Strength Indicator (RSSI). The spectrum data is synchronized in time to the
captured Bluetooth packets and is displayed in the Coexistence View 2.4 GHz Timeline. The spectrum power
level is shown as a "heat map" behind the timeline packets. The "heat map" appears in shades of blue with darker
blues representing higher power levels and lighter blues representing lower power levels (white represents the
lowest power level). The darkest shade of blue represents -15dBm and above, while white represents -100 dBm
and below.
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Figure 4.97 - Coexistence View Timeline with Packets and Spectrum Heat Map (Sodera only)

e ] {L5F

=

Figure 4.98 - Coexistence View Timeline with Packet Outlines, Packet Selection Boxes, and Spectrum Heat Map
(Sodera only)

[Spectrum ] Help The Spectrum heat map view is controlled from the Spectrum
menu. If spectrum data is available, the spectrum heat map is
shown with the packets by default. To hide the spectrum data
heat map, uncheck the Show Spectrum option.

v Show Spectrum

| ¥ Show Packets
Show Packet Outlines When displaying the heat map, the user can control how the
packets are displayed. The following table describes the options
for packet display. These options are mutually exclusive and they
are available only when Show Spectrum is checked.

Hide Packets and Qutlines

Table 4.14 - Spectrum Menu Packet Display Options

Option Description
Show Displays each packet. Tooltips, packet text, and selection boxes are available as usual.
Packets
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Table 4.14 - Spectrum Menu Packet Display Options (continued)

Option Description
Show Displays an outline of each packet. In this mode the spectrum data comprising each packet
Packet is clearly visible and indicated. Tooltips, packet text, and selection boxes are available as
Outlines usual.
Hide Packets and packet outlines are not displayed. Tooltips, packet text, and selection boxes
Packets and | are available as usual.
Outlines

4.3.5 Message Sequence Chart (MSC)

The Message Sequence Chart (MSC) displays information about the messages passed between protocol layers.
MSC displays a concise overview of a Blutetooth connection, highlighting the essential elements fo the connection.
At a glance, you can see the flow of the data including role switches, connection requests, and errors. You can
look at all the packets int he capture, or filter by protocol or profile. the MSC is color coded for a clear and easy
view of your data.

" Message Sequence Chart (MSC) =8 =

ARRL ZHO0S0AB B

| All Layers | €t Summary | Non-Msg Summary |[BB [ LMP | L2CAP | SDP | RFCOMM |

(e r— o ] rvcoms

S EEEEE—————— RFCOMM_SABM
3.635 11:67:15.345497 Open signaling channel —D
[ Channel=Signaling, Length=0
RFCOMM_UA [Signaling channel
3,640 11:57:15.348624 4+~ opened
[ Channel=Signaling. Length=0]
3,640 11:57:15.348624 RFCOMM channel[s] that are Open:

Signaling

Parameter Negotistion | UIH
3645 11:57:15.351747 i [ S

[ Channel=Signaling, Length=10, FC=Sender Supports CF...

3,650 11:57:15.354874 um | Parameter
y sl t Negotiati
[ Channel=Signaling. Length=10, FC=Responder Supports CF... | nl_rj_n‘liﬁ‘rin‘n

Baseband connection encryption
started

| RFCOMM_SABM

3723 11:57:15.461124

3,730 11:57:15.465437 .Our.ll OBEX channel
F

For Help Press F1

Figure 4.99 - Message Sequence Chart Window
How do | access the chart?

You access the Message Sequence Chart by selecting the icon or MSC Chart from the View menu from the
Control window or Frame Display.

What do | see on the dialog?

%‘ ﬂ g. At the top of the dialog you see four icons that you use to zoom in and out of the
display vertically and horizontally. The same controls are available under the View
menu.

There are three navigation icons also on the toolbar.
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‘J This takes you to the first Information Frame.

Q This takes you to first Protocol State Message.

Q This takes you to the first Error Frame. Click here to learn more about this option.

If there is both Classic and low energy packets, there will be a Classic and LE tab at the top of the dialog.

File Edit View Help

RAARIZNOSO BB

[ Classic| LE

All Lhyel';-i(;lrl s y | Non-Msg S v | LE BB | LE ADV | LE DATA [ LE LL |
NN

\'-\ LELLM | | LEDATAM | [ SCANNER LE BB_A
A ata PDU [empty]

N N
[ Classic and LE Tabs |
shown if both Classic
and LE packets are
available

[ NESN=0, sri=1, MD=0, Length=0 |

Figure 4.100 - Classic and LE tabs

If the Classic tab is selected, you will see Classic protocols. If you select the LE tab, you will see LE Protocols. If

there is only Classic or only LE, the Classic and LE tabs will not appear.

All Layers BB LMP  L2CAP AVDTP AVDTP Signaling A2DP

captured protocols.

Clicking on a tab displays the messaging

between the master and slave for that RFCOMMIM]

protocol. For example, if you select

Also along the top of the dialog are a series of
protocol tabs. The tabs will vary depending on the

SABM

RFCOMM(S]

RFCOMM, you will see the messaging
between the RFCOMM{M} Master, and
the RFCOMM({S} Slave.

[ Channel=Signaling, Length=0)

™
™

LA

The Non-Message Summary tab displays all
the non-message items in the data.

The Ctrl Summary tab displays the
signaling packets for all layers in one
window in the order in which they are received.

[ Channel=Signaling. Length=0)

RFCOMM signaling channel created

The information in the colored boxes displays general information about the messaging. The same is true for each

one of the protocols.

If you want to see the all the messaging in one dialog, you select the All Layers tab.
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When you move the mouse over
the message description you see an
expanded tool tip.

Chapter 4 Capturing and Analyzing Data

by master. Max Slots=

If you position the cursor outside of  [Frame#: 13 !
the message box, the tool tip will Flole: Master
Address: 1

only display for a few seconds. Opcode: LMP_max_slot

Transaction 1D: Initiated by master|

If, however, you position the cursor  |pax Slots: D=5 slots

LMP_timing_accuracy _req

[ Tran, ID=Initiated by slave |

Jot_req

within the tool tip box, the message
will remain until you move the
cursor out of the box.

Additionally, If you right click on a message description, you will see the select Show all Layers button.

When you select Show all Layers, the chart will display all the messaging layers.

The Frame# and Time of the packets are displayed on the left side of the chart.

Classic |LE
All Layers  Ctrl Summary fNon-Msg Summary | BB L2CAP TCS  LMP
[Framett [Time. zeaP M || BBM | [ BB_S | [ tzeaps |
Selp A
1.168 13:45:10.214603 T
Setup
Consecutive Broadcast DM1
1170 13:45:10.219603 Packet )
[LT_ADDR=0, LLID=LZCAF.sini, SEQN=0, ARGN=0]
DM
[LT_ADDR=D, LLID=L2CAP:sjni, SEQN=1, ARGN=0 |
L2CAP_Data (Connectionless]
1,184 13:45:10.534608
{ Length=5, CID=0x0002, PS...
Setup
Setup
Consecutive Broadcast DM1
1,185  13:45:10.539608
[LT_ADDR=0, LLID=L2CAP:sinf, SEQN=1, ARON=0 ]
- |
For Help Press FL Packets:

Figure 4.101 - Frame# and Time Display, inside red box.

If you click on the description of the message interaction, the
Display.

00:00:00.0
IZIJ.MEI...

472004 34TAS13TI08
/702004 24715145233 .,

10
11

l Tran. ID=Initiated Iiy master, Original Opcode=LMP_max_slot_req ]

corresponding information is highlighted in Frame

LMP_timing_accuracy res
[ Tean. ID=Initiated by slave, erfl:ZSU ppm, Jitter=1

[P ooo10110 00000000 10001100 00110000 0O0O0OLD 10011001
% 00111101 00000001 01001110 11111111 11111111 00001111
§ 00000000 000000001 00000000 00000000 COQCIROR™ "= "= == = = = s _——— m
A [ Tran. ID=Initiated by master |
LA
£ LMP_features_res
16 00 8c 30 02 99 3d 0L 4e f £f Of 00 OO0 00 00 OO —
1] " [ Temn IN—lnitistad his mantar b
| -
: For Help Press F1
n [
E £ o
& SARD A= e SN -

EG

Figure 4.102 - MSC Synchronization with Frame Display
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How do | navigate in the dialog?

You can use the navigation arrows at the bottom and the right side of the dialog to move vertically and
horizontally. You can also click and hold while moving the pointer within dialog that brings up a directional arrow

TELEDYNE LECROY

that you can use to move left/right and up/down.

Ctrl Summary tab

When you select the Ctrl Summary tab you will see a summary of the control and signaling frames in the order
that they are received/transmitted from and to devices.

All Layers  Cirl Summary | Non-Msg Summary BB LMP  L2CAP SDP  RFCOMM HF AVDTP  AVDTP Signaling * *

Frame#t  |Role [BD_aDDR [LT_ADDR [Message [Parameter

Ty ] T AVDTP_SUSFENC ]

107,240 S 1 LMP_accepted

7242 MW 1 LMP_max_slot_req

107,250 S 1 LMP_accepted

107,384 S 1 LMP_preferred_rate

109,014 S 1 LMP_sniff_req Sniff request

109,018 M 1 LMP_accepted

110,388 S 1 LMP_preferred_rate

110,560 M 1 LMP_unsniff_req UnSniff request

110,563 § 1 LMP_accepted

10,567 M 1 LMP_remove SCO_link_req Remowve SCO link

110,569 S 1 LMP_accepted

110,570 M 1 LMP_max_slot

10571 M 1 LMP_max_slot_req

110,572 8 1 LMP_accepted

10,573 S 1 LMP_sniff_req Sniff request

110,574 M 1 LMP_accepted

v

% £

For Help Press Fl Padkets:

Figure 4.103 - Control and Signaling Frames Summay

The frame numbered is shown, whether the message comes from the Master or Slave, the message Address, the
message itself, and the timestamp.

Additionally, the control/signaling packets for each layer are shown in a different background color.

Piconet 1 Piconet 2

kg

113 [X]

nnn2 7 2hnnene

1

All Layers | Cirl S Y MNon-Msg S LMP | L2CAP SODP  RFCOMM OBEX  BIP

Frame#  |Role |Bp_spoR |LT_ADDRA [Message |Parameter

85 M 000272b00c0e 1 RFCOMM_SABM Signaling A
ar [¥] 00027 2b00cie 1 LMP_preferred_rate

89 ] 1 LMP_preferred_rate

91 5 1 RFCOMM_UA

a7 M 000272b00c0e 1 RFCOMM_SABM OBEX

9 5 1 RFCOMM_UA

I MP decr nower ren

Figure 4.104 - Packet Layers Shown in Different Colors

If you right click within the Ctrl Summary, you can select Show in MSC.
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Al Layers | Ctl Summary | NowMsg Summary BB | LMP | L2CAP| SDP | RFCOMM| HF | AVDTP AVOTP Signaling | *

LMF_acoepted i

07,240 s 1
107,242 M 1 LMP_max_slot_reqg
w7250 S 1 LMP_aceepted
3 1
014 8 1 LMP_sniff_reg S gt Eniff request
109018 W 1 LMP_accepted

Figure 4.105 - Right-Click in Ctrl Summary to Display Show in MSC
The window then displays the same information, but in the normal MSC view.

All Layers | Cel ;Sﬁmm!ry NonMsg Summary, BB~ LMP | L2CAP SDP  RFCOMM  HF  AVDTP AVDTP Signaling * *

[Frame# [Time ] Deviee M _
' max_slot A
110,570 14:12:45.691254 Max slots: 5 '—b »
[ Tran. 1D=Initiated by master, Max Slots=0x05 slots |
LMP_max_slot_req
110,571 14:12:45.692504 Max slots request [5) '—D Ll
[ Tran. ID=Initiated by master. Max Slots=0x05 slots |
LMP_accepted | [Max siots request
110,572 14:12:45.720629 +— accepted
[ Tran. ID=Initiated by master, Original Opcode=LMP_max_slot_r...
LMP_snifi_req ——
110,573 14:12:46.685603 <J—1 Sniff request
[ Tran. ID=Initiated by slave |

LMP_accepted
110,574 14:12:46.6689978 Snift request accepied '—(
[ Tran. ID=Initiated by slave, Original Opcode=LMP_sniff_req |

— e

Packets:

Foe Help Press F1

Figure 4.106 - MSC View of Selected Packet from Ctrl Summary
You can return to the text version by using a right click and selecting Show in Text.

All Layers | Cil Summary | NonMsg Summary BB | LMP | L2CAP SDP  RFCOMM HF  AVOTP AVDTP Signaling ©

Show both Frame# snd Time
Hide both Frame® and Tine

AVDTP_SUSPEL,

| +—! Suspend streaming to stream end point 1

Figure 4.107 - Return to Text View Using Right-Click Menu
You can also choose to show:
o Frame # only
o Time only
¢ Show both Frame# and Time

o Hide both Frame# and Time
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4.3.5.1 Message Sequence Chart Toolbar

AARA ZMOSOAB|A

Figure 4.108 - Message Sequence Chart Toolbar

Table 4.15 - Message Sequence Chart Tools

Tool Keyboard Description

ﬁ_ Ctrl+H Zoom in horizontal - expands the chart horizontal view

ﬂ_ Shift + H Zoom out horizontal - compresses the chart horizontal view

g_ Ctrl+V Zoom in vertical - expands the chart vertical view

Q_ Shift +V Zoom out vertical - compresses the chart vertical view

;?u Shift + F Go to frame

ﬂﬂ F3 Search

gﬂ F2 Search for prior Search ﬂﬂ criteria.

ﬂg F4 search for Next ﬂﬂ criteria.

J Ctrl + 1 Go to first information message

Q Ctrl +S Go to first protocol state message

@ Ctrl +E Go tofirst error frame
rﬂ / ; Lock / unlock the chart display. Clicking on the active icon or typing the
rFEI Shift +L keyboard command will toggle to the other state.

@ Ctl+W Print display preview

&3 Ctrl+P Print the display

@ Ctl+C Cancel an in-process print
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4.3.5.2 Message Sequence Chart - Search

The Message Sequence Chart has a Search function that makes it easy to find a specific type message within the
layers.

When you select the 1) Search icon ﬂﬂ or 2) use

Select layer and message
F3 key, the Select layer and message dialog

Prokocol Layer: | A20P
appears. i

Probocol Message: »

From this dialog you can search for specific protocol
messages or search for the first error frame.

1. Onthe MSC dialog select one of the protocol tabs at the top.

Note: If you select All Layers in Step 1, the Protocol Layers drop-down list is active. If
you select any of the other single protocols, the Protocol Layers drop-down is grayed
out.

2. Or Open the Search dialog using the Search icon or the F3 key.

3. Select a specific Protocol Message from the

¥ Select layer and message
drop-down list.

Protocal Laver: | ey

4. Once you select the Protocol Message, click Brnfoical Massaa:

OK AYDTP Signaling

l ’ Cancel

The Search dialog disappears and the first search
result is highlight in the Message Sequence Chart.

JP  RFCOMM | OBEX BIP  FTP

OBEX connection for the BIP [Basic Imaging Image Push]

profile created

| [ Profile: BIP, Typescbfimg-capabilities | 'I

Figure 4.109 - Highlighted First Search Result

If there is no instance of the search value, you see this following dialog.

Once you have set the search value, you can 1) use the Search Previous m

The resrceags “Abort vaas ot Fourd
and Search Next ﬂg buttons or 2) F2 and F4 to move to the next or

previous frame in the chart. E]
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4.3.5.3 Message Sequence Chart - Go To Frame

The Message Sequence Chart has a Go To Frame function that makes it easy to find a specific frame within
the layers.

In addition to Search, you can also locate specific frames by clicking on the Go To Frame “Z1 toolbar icon.
E— = [Tk

1. Click Go To Frame “Z1 in the toolbar.
[ [ ]

Enter frame number E'

2. Enter aframe number in the Enter frame No.: text box. r
Enter frame Mo.:| | |

3. Click OK.

[ 54 ] [ Cancel]

The Go To Frame dialog disappears and the selected frame is
highlighted in the chart.

Once you have identified the frame in Go To, you can 1) use the Search Previous gﬂ and Search Next ﬂg

buttons or 2) F2 and F4 keys to move to the next or previous frame in the chart.

4.3.5.4 Message Sequence Chart - First Error Frame

When you select Go to first error frame from the toolbar 6 , the Select layer dialog appears.

Select layer

Once you select a layer, then OK, the first error for that layer will be displayed.

If no error is found, a dialog will announce that event.
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FTS4BT %]
! E Error frame was nok Found

4.3.5.5 Message Sequence Chart - Printing

ﬁ E% There are three standard MSC print buttons. Print Preview, Print, and Cancel Printing.

Print Preview

1. When you select Print Preview& , the Print Setup dialog appears.

2. You next need to select your printer from the drop-down list, set printer properties, and format the print
output..

3. Then you select OK.

After you select OK, the Message Sequence Chart Print Preview dialog appears.

BRRARRR Pl Jus K4 > M s

Page 1 af5
LMP_M LMP_S

LMP _version_req

notMastervl 2P
[ Tran.ID=Initiated by master, V

LMP _version_res

BT version

[Tran.ID=Initiated by m aster, VersNe=vl.1 ]
LMP _features_req

[ Tran.ID=lInitiated by master ]

LMP _features_res

- <+ v
[ Tran. 1D =Initiated by master ]| Lealifes eaeanze

LMP _host_connection_req

[ Tran.ID=Initiated by master ]
LMP _accepted

ted by master. Original0 pcode=LMP _host_connecction_reg |
LMP _setup_complete

[ Tran.ID =lInitiated by slave |

Figure 4.110 - Message Sequence Chart Print Preview

The information in the dialog will vary depending on the layer that is selected in the Message Sequence Chart, the
properties of the printer you select, and the amount of data in the layer (which will correspond to the number of
pages displayed).

You control what you see and when to print using the toolbar at the top of the dialog.

SBARAR el lus K4 DM v

Figure 4.111 - Print Preview Toolbar
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Table 4.16 - Print Preview lcons

Icon

Name

Description

Print

Prints all the pages to the printer you
select in Print Setup dialog.

When you select Print, you will output
the data that is currently being
displayed.

Cancel Printing

Cancels the current printing.

aRRR

Zoom In Horizontially

Expands the data horizontally so it can
be easier to read.

Zoom Out Horizontally

Squeezes the data together so that more
fits on one page.

Zoom In Vertically

Expands the data vertically so it can be
easier to read.

Zoom Out Vertically

Squeezes the data so that more fits on
one page.

Page [1  of5

Current Page

The current page text box displays the
page number this is currently shown in
the dialog.

You can enter a number in the text box,
then press Enter, and the dialog will
display the data for that page.

K4 B Pl

Page navigation

If the data requires multiple pages, the
navigation buttons will take you to:

o Thefirst page
« The previous page
« The next page

« Thelast page

Close Print Preview

Closes the dialog and returns to the
Message Sequence Chart

Sel

Select Font Size

Allows selection of the print font size
from the drop-down control.
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4.3.6 Logic Analyzer

The Logic Analyzer provides a display and measurement tool for logic signals captured using the Sodera HCI
pods and HCI UART and USB data. In addition, the display can include graphical display of Classic Bluetooth, and
Bluetooth low energy packets. The packets are displayed simultaneously and time synchronized with captured
logic signals.

The Logic Analyzer displays signals/protocols available to the Frame Display. This means you will see only the
recorded data for devices in the Sodera Wireless and Wired panes selected for analysis and for Bluetooth
technologies selected in the Capture Options Wireless and Wired tabs. If the data filter changes due to
changes in device selection and/or technology selection, the Logic Analyzer display will refresh with the next
analysis.

Note: Filters applied in the Frame Display do not apply to the signals/protocols displayed in
the Logic Analyzer.

See Connecting for HCI/WCI-2 & Logic Capture on page 14,andCapture Options Dialog on page 38 procedures for
configuring the Sodera HCl pod hardware and the Frontline software. See Sodera Logic Event Capture and Analysis
on page 1 for information on logic capture, recording, and analysis procedures. See UART Capture Configuration
on page 17 for information on capturing UART. See Connecting for USB Capture on page 17 for information on
capturing USB.

Navigalttion Bar

Tools—

el 13-10-51

. M |
Timeline View

Figure 4.112 - Logic AnalyzerWindow
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The Logic Analyzer window has three major areas:
o Tools - provides tools for positioning, displaying, and measuring elements in the Timeline View.
« Timeline View- Displays the logic signal waveform, the packets, and measurements.

« Navigation Bar - Contains a viewport that represents the range of the Timeline View. Drag-and-drop control
provides horizontal zooming and positioning of the viewport. Timing cursor timeline locations are represented
in the Navigation Bar.

Acknowledgment: The Frontline Logic Analyzer contains features utilizing the Qt open source library, licensed
under LGPL. To obtain the utilized Qt library source code , please contact Teledyne LeCroy Technical Support.

4.3.6.1 Logic Analyzer Tools

The tools control the display of the Timeline View. Detailed information on how to use the tools is contained in
Logic Analyzer Timeline View on page 238.

Figure 4.113 - Logic Analyzer Tools

Table 4.17 - Tools pane Selections
Icon Selection Description
' Timing | Places cursor in the timeline. A pair of cursors—left (X) and right (Y }—will

display the time between them. Multiple pairs of cursors can be placed on the
timeline. See Timing Cursors & Measuring in Timeline View on page 245.

Overlay | This button toggles between enabling and disabling the overlay signals mode.
The overlay signals mode allows placing of a timeline row on top of another row,
which makes it easier to compare data on those rows. See Overlay Signals
Mode in Timeline View on page 247.

Zoom This button toggles between enabling and disabling the zoom box mode. The

Box zoom box allows you to zoom in or out by dragging your mouse around an area of
4]
=]

the Timeline View . See Zooming in Timeline View on page 244.

Zoom In
Clicking on these buttons will zoom the Timeline Viewin or out. The buttons will

turn gray when the timeline display is zoomed to at either its maximum or

éoom minimum. See Zooming in Timeline View on page 244.
ut

4.3.6.2 Logic Analyzer Navigation Bar

The Navigation Bar spans the entire duration of the capture session from the beginning of the first packet or logic
signal to the end of the last packet or logic signal. Within the Navigation Bar viewport appears that represents the
visible Timeline View . The viewport is a moveable and resizeable slider.
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/View Port

Scroll left Scroll right

Figure 4.114 - Logic Analyzer Navigation Bar

Within the Navigation Bar you will see
« the viewport, which is discussed in detail below.

o Timing cursor markers placed in the timeline using the Timing button in the Tools . SeeLogic Analyzer Tools on
the previous page. When a measurement is set the Navigation Bar will display - at each location of a

timing cursor.

o Scrolling buttons at each end of the Navigation Bar. These buttons will scroll the viewport across the
Navigation Bar.

Moving the viewport

By moving the viewport along the Navigation Bar you horizontally scroll the Timeline View. There are three
methods for moving the viewport.

o Click on the Scroll left or right buttons to move the viewport. The viewport will jump left or right respectively.

« Position the cursor inside the viewport ; the cursor changes to a cross (+). Hold down the left mouse button
and drag the viewport along the Navigation Bar.

o Left click the mouse with the cursor outside the viewport but inside the Navigation Bar. The viewport left edge
will jump to the cursor location.

Expanding or Collapsing the viewport
Expanding or collapsing the viewport has the effect of zooming the Timeline View out or in, respectively.

« Position the mouse cursor over either the viewport's left or right edge; the cursor changes to a double-
headed arrow (¢>). Hold down the left mouse button and drag the viewport edge to collapse or expand the
viewport thereby zooming the Timeline View in or out respectively.

You can anchor the viewport to the beginning or end of the timeline.

o Position the mouse cursor inside the viewport; the cursor changes to a cross (+). Holding down the left mouse
button, drag the viewport along the Navigation Bar to the left edge, which is time zero. Position the cursor on
the viewport right edge and drag to expand or collapse the viewport.

« Position the mouse cursor inside the viewport; the cursor changes to a cross (+). Holding down the left mouse
button, drag the viewport along the Navigation Bar to the right edge, which is the maximum time. Position the
cursor on the viewport left edge and drag to expand or collapse the viewport.
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Dragging the viewport edges has the same effect as using the Logic Analyzer zooming tools. When you use the
zooming tools the viewport will expand when zooming out or collapse when zooming in. See Logic Analyzer Tools
on page 236

4.3.6.3 Logic Analyzer Timeline View

Timeline View displays captured logic signals, Classic Bluetooth, and Bluetooth low energy, and HCI packets. The
signals and packets are synchronized and displayed on a horizontal time axis. The amount of time displayed in the
view is controlled by the Navigation Bar viewport. As the viewport expands, more of the timeline is displayed and
the signals and packets will compress. Conversely, as the viewport collapses—gets smaller—less of the timeline
displays and the logic signals and packets will expand.

Each signal or packet set displayed in the Timeline View appears on a single row. All logic signals, Bluetooth, and
HCI UART/USB packets available in the Frame Display Unfiltered tab will appear in the Timeline View from
both live capture and a capture file.

Note: Filters applied in the Frame Display do not apply to the signals/protocols displayed in
theLogic Analyzer.

Each Timeline View protocol row contains the packets from a single source device selected for analysis from the
Wireless Devices or Wired Devices panes. If a Bluetooth device cannot be determined, packets will be placed
in an appropriate aggregate row— "BR/EDR Other" or "LE Other". Bluetooth packets have the following
characteristics and information:

o Wireless packet width indicates the in-air duration. HCI packet width is computed assuming a bus rate of 12
Mbps that is 100% utilized (utilization is always less than 100%, but exact utilization is unknowable, so this
method provides a reasonable approximation).

o Packet type.

e Frame number.
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Figure 4.115 - Logic Analyzer Timeline View
At the top of the Timeline View is a time scale. its time range is the time span of the viewport.

Row Label

Pod 1 : Digital 1 28-ee-2c-00-00-04 HCI POD 2 (Host)

On the left of each row is a row label. There are two label categories: (1) Sodera Wired capture (either logic,
UART, or USB), and (2) Wireless. The row labels are color coded for easy identification and the color carries

through in the signal/packet timeline. Logic Analyzer Timeline Row Labels on page 240 provides details of the
label format.
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Table 4.18 - Logic Analyzer Timeline Row Labels

Source
Category| Type Label Connector
Wired Logic <HCI Pod #> = Pod 1 or Pod 2 Pod 1 or
Pod 2
Digital 1
Pod 1 or
Pod 2
Digital 2
UART HCI POD 1 (Host) Pod 1
HCI POD 1 (Ctlr)
HCI POD 2 (Host) Pod 2
HCI POD 2 (Ctlr)
USB HCI USB 1 (Host) USB 1
HCIUSB 1 (Ctlr)
HCI USB 2 (Host) USB 2
HCI USB 2 (Ctlr)
Wireless | Bluetooth | If an address cannot be determined an aggregate label is Antenna
used. For example, "BR/EDR Other" or "LE Other"

Timeline

In the Timeline appears a representation of the captured logic signal or HCI UART/USB and Bluetooth packets.
Synchronization of these timelines provides for a means of accurate timing analysis. The viewport and the zoom
tools controls the amount of signals and packets displayed in the Timeline View. The larger the viewport—
zooming out—the more of the captured range that is displayed, and the smaller the signals and packets will
appear. As the resolution decreases, logic signals will become smaller and smaller until they become a gray-hash
bar.

Decreasing the viewport size by zooming in will decrease the time duration covered by the timeline, and the
signals will appear with greater resolution. Should a logic signal or signal be not differentiable from adjacent
signals or packets they are displayed as a hash-bar. This ensures that all signals and packets are visible when the
timeline displays the complete capture session. Figure 4.116 on the facing page and Figure 4.117 on the facing
page show examples of the same display in hash-bars and zoomed in to show the actual logic signals and packets
in the same time frame.

240 Frontline Sodera User Manual



Chapter 4 Capturing and Analyzing Data TELEDYNE LECROY

50ns

s

e

R
b
R

11.855s 11.856=
500 us 500 us 500 us

Figure 4.117 - Example: Timeline View at Higher Resolution, Zoomed In to same area.
Repositioning the Timeline

The Navigation Bar viewport can be used to reposition the timeline, however this is best used for large changes to
the view. For small changes to the view port, disable the Tools Zoom Box and click the mouse pointer anywhere in

the timeline view. The cursor will change to a grabbing hand, @ While holding the mouse left key down, move
the timeline view.

At the top of the Timeline View is a time scale. The visible time range of the Timeline View corresponds to the
time covered by the viewport.

When moving the cursor over the Timeline, a gray box appears just above the

time scale. The time shown in this box is the time corresponding to the cursor 11.8532 027 580 830 g
position within the timeline.
500 us

To the right of the timeline is vertical scroll bar that is useful when displaying a
large number of devices.
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Keyboard and Mouse Controls

Table 4.19 - Timeline View Keyboard Controls

Keys Action
Left/Right | Moves timeline left/right. Equivalent to moving the viewport.
Arrow
Up/Down | Scrolls timeline rows up/down. Equivalent to using the Timeline View scroll bar.
Arrow
Up/Down | Zooms timeline in/out. Equivalent to using the Tools Zoom In/Out buttons, or
Arrow + collapsing/expanding the viewport.
Ctrl
Page Pages the timeline left/right. Paging Up moves the timeline left side over to the right
Up/Down | side, that is jumping to the left. Paging Down moves the timeline right side over to
the left side, that is jumping to the right.
Ctrl + Moves the timeline and viewport to the beginning of the capture.
Home
Ctrl + Moves the timeline and viewport to the end of the capture.
End
Table 4.20 - Timeline View Mouse Controls
Keys Action
Double Left | Sets a wide cursor at the timeline point where clicked and then centers the cursor and in the
Click timeline view. The viewport size does not change.
Scroll Moves rows up and down.Equivalent to using the Timeline View scroll bar.
Wheel
Scroll Zooms timeline in/out. Equivalent to using the Tools Zoom In/Out buttons, or
Wheel + collapsing/expanding the viewport.
Ctrl
Scroll Moves timeline left/right. Equivalent to moving the viewport.
Wheel +
Shift

4.3.6.3.1 Logic Signals in Timeline View

A logic signal timeline is shown as a high/low representation of the captured signal. A high level appears beginning
at the time when the captured signal transitioned from a low state up through the logic-high threshold voltage.
The high state is shown at the row label top edge. The logic low state occurs when the captured logic signal
transitions from a high state down through the logic-high threshold voltage. A logic low state is shown at the row

label bottom edge.

242

State transition is displayed as instantaneous.
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Pod 1: Digital 1
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Figure 4.118 - Example: Logic State Transition

The high level threshold is determined by the HCI POD LIO LVL voltage. The minimum threshold voltage is 1.65
Vdc. Refer to Connecting for HCI/WCI-2 & Logic Capture on page 14 for more information about the threshold
level.

4.3.6.3.2 Bluetooth & HCI Signals in Timeline View

A protocol row in the Timeline View shows the packets associated with a single source device. The devices
appearing in the row labels were selected for analysis in the Sodera Wireless Devices and Wired Devices
panes. The packets for each device appear as color-coded rectangles on the timeline.

Table 4.21 - Timeline Packet Color Codes
Category | Color Description
Bluetooth | Blue | Classic Bluetooth

Bluetooth low energy

HCI UART
uUsB
Error GO Surrounding dashed line. Status errors, e.g. CRC or link errors.
Selected Surrounding dashed line. Selected packet. Can result from selection in Frame Display

Yellow

or one of the Timeline views.

Packet information appearing on the rectangle is

« Packet type - Above the packet rectangle top border. HCI will show packet type and, for HCI ALC and SCO data,
the source.

e Frame number - In the rectangle center.

o Frame selection - If a dashed yellow line appears surrounding the packet, that packet has been selected in
either the Frame Display, Coexistence View, Bluetooth Timeline, or Bluetooth Low Energy
Timeline.

The length of the rectangle represents the Bluetooth packet in-the-air duration or the HCl packet duration.
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Figure 4.119 - Example: Timeline View Protocol Rows

4.3.6.3.3 Zooming in Timeline View
Zooming the timeline display in or out is accomplished using four methods:

1. Dragthe edges of the viewport. The Timeline will expand or decrease with the size of the viewport. See
Logic Analyzer Navigation Bar on page 236.

2. Enable the Tools Zoom Box , and then drag a zoom area with the mouse cursor.

Zoom In: After enabling the Zoom Box, click and hold anywhere in the Timeline. When the cursor changes
to a"+", drag to the right and down and a box will appear along with text showing the start and end times
of the box. Release the mouse key and the timeline will zoom in to the time range covered by the box.

300-3x-xx-00-00-04
28-ee-2c-00-00-01

2Bee-2c-11-11-11

Figure 4.120 - Zoom Box Tool - Zoom In

Zoom Out: After enabling the Zoom Box, click the mouse and hold anywhere in the Timeline. When the
cursor changes to a "+", drag to the left and up and a box will appear with the start and times of the box.
Release the mouse key and the timeline will zoom out.
P, MULL
-2c-00-00-04
-xx-00-00-04 - . .

POLL

28-e-2c-00-00-01

2Bee-2c-11-11-11

Figure 4.121 - Zoom Box Tool - Zoom Out

3. Clicking on the Tools Zoom In and Zoom Out buttons.
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Zoom In: Click on the Zoom In tool and the displayed timeline's duration incrementally decreases.

Zoom Out: Clink on the Zoom Out tool and the displayed timeline's duration incrementally
increases.

4. Hold down the keyboard Ctrl key and use the mouse scroll wheel to zoom in and out.

Note: The timeline view can be zoomed in to nanosecond resolution.

4.3.6.3.4 Timing Cursors & Measuring in Timeline View

Using the Tools Timing button (see Logic Analyzer Tools on page 236) you can place a set of left and right timing
cursors on the timeline. The timing cursors provide a means to measure relative time differences between logic
signals, packets, or both, or arbitrary positions on the timeline.

1. Enable the Timing button .

2. With the mouse cursor In the Timeline, click the left mouse button to place the left ("X") timing cursor.

3. Then, anywhere in the Timeline, click the right mouse button to place the right ("Y") timing cursor. The
time between the X/Y pair is displayed on a connecting line.

When the + cursor is near a logic signal transition or a packet right or left edge, a down-pointing triangle appears
on the transition. Releasing the mouse when the triangle appears, results in the timing cursor snapping to the
transition. If there is no snapping triangle, the timing cursor is placed at the location of the + cursor.

You can place multiple timing cursor pairs on the timeline. The timing cursor pairs are identified with subscript
notation: X1/Y1, X2/Y2...Xn/Yn. The timing cursor pairs are locked to the timeline and will expand or collapse with
the timeline display.

Timing cursor X/Y pair tags appear at the top of the time scale and are color coded. Vertical lines extend from the
tag through the timeline and the lines are color matched to their tags. Between the tag lines is a white dashed
connecting line with the time span of the tag pair above the line, and the frequency of the time span (reciprocal of
the time) below the line. If the Y-cursor is placed to the left of the X-cursor the time value will be negative,
however, the frequency is the absolute time span reciprocal.

Timing cursors can be moved by positioning the mouse cursor over the timing cursor tag, holding and dragging the
tag to a new position. When a cursor pair is selected the cursor tag color changes to white.

To remove the timing cursors, click on the red circle "x" in the cursor tag@ at the top of the timeline. Clicking

in either the X or the Y tag will remove the X/Y cursor pair.
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Figure 4.122 - Example: Logic Analyzer Cursor Pairs

If you click on the cursor connecting time line a
navigation bar appears. This bar is especially useful
when both cursor are not visible within the Timeline
View, such as when you have zoomed in; or for when
there are multiple cursor pairs within the same view.
Clicking on one of the navigation buttons moves a
cursor into the Timeline View. The following table
provides a description of the navigation actions.

Table 4.22 - Cursor Timeline Navigation Bar Buttons
Button Description/Action

{1=1) | Search for Cursor Pair: Adjusts the Timeline View to display both the X- and Y-cursor. The cursors
are centered around the middle of the Timeline View.

Search for X-Cursor: scrolls the X-cursor to the middle of the Timeline View without changing the
current range of the Timeline view.

Search for Y-Cursor: scrolls the Y-cursor to the middle of the Timeline View without changing the
current range of the Timeline View.

|.1| Delete the Cursor Pair: Deletes the cursor pair without changing the current range of the Timeline
View.

When a X/Y cursor pair is created, a marker appears in the Navigation Bar. The marker has the same color code as
the cursor pair tags. This feature aids in quickly navigating to important parts of the capture time range.

Figure 4.123 - Navigation Bar Time Measurement Cursor Markers
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4.3.6.3.5 Overlay Signals Mode in Timeline View

Click on the Overlay Signals Mode button to enable the Overlay Signals Mode. The Overlay Signals Mode
allows you to take a row and superimpose it on top of another. Any number of rows can be overlaid. Data in all
overlaid rows remains visible.

1. Click on the Overlay Signals Mode button to activate it.
2. Click and hold on the row label of the row to be moved.
3. Dragthe row over the row to be overlaid.

To undo the overlays, click on the Overlay Signals Mode button to disable overlay mode. The rows return to their
original position.

[ Logic Analyzer

&
(|

Pod 1 : Digital 1

11.B55s 11.856s
500 us 500 us 500 us

I 28-ee-2c-11-11-11

Figure 4.124 - Logic Analyzer Overlay Signal Example

4.3.6.3.6 Arranging Rows in Timeline View

Note: Rows cannot be rearranged when in Overlay Signals Mode.
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Resizing

The Timeline View can be scrolled vertically by using the scroll bar on the right side of the view. Additionally the
rows can be rearranged to aid in analysis and measurement. Click and hold the mouse cursor on a row label and
drag it to a new position. A white horizontal bar will appear between row labels to indicate where the row you
are moving will be dropped when the mouse key is released.

Rows can be resized by dragging the bottom
of the row label. The row data also resizes
with the row label.

Pod 1 : Digital 1

Pod 1 : Digital 2

Positioning

Rows can be moved up or down to change the order. Click and hold anywhere in a row label. Drag the mouse
cursor up or down the rows over the labels. A line with the same color as the row label that you clicked on will
appear. Position the line where you want to move the row and release the mouse key. The row will snap to the
new location.
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Figure 4.125 - Positioning Rows in the Timeline View

4.4 Packet Error Rate Statistics

The Packet Error Rate (PER) Stats view provides a dynamic graphical representation of the Packet Error Rate for
each channel. The dialog displays a graph for each Classic Bluetooth channel numbered 0 through 78 and for each
Bluetooth low energy channel numbered 0 through 39.

Packet Error Rate Stats assist in detecting bad communication connections. When a high percentage of re-
transmits, and/or header/payload errors occur, careful analysis of the statistics indicate whether the two devices
under test are experiencing trouble communicating, or the packet sniffer is having difficulty listening.

Generally, if the statistics display either a large number of re-transmits with few errors or an equal number of
errors and re-transmits, then the two devices are not communicating clearly. However, if the statistics display a
large number of errors and a small number of re-transmits, then the packet sniffer is not receiving the
transmissions clearly.
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You can access this window in Bluetooth low energy by selecting the Bluetooth low energy Packet Error

Rates Statistics icon |_l from the Control window or Frame Display. You can also open the window from

the View menu on the same windows.

Classic Bluetooth Packet Error Rate

Jdl Classic Bluetooth Packet Error Rate by Channel Number - bpa - (bt+le+w) (hs) (composite).cfa
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Classic Bluetooth PER Stats Window

Figure 4.126 -
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Bluetooth low energy Packet Error Rate

TELEDYNE LECROY

(bl Sneetoots ks energy Packiet Ervor Rate by Channsl Numbes - et 42-9-Scfa

Al Channels

Figure 4.127 - Bluetooth low energy PER Stats Window

4.4 1 Packet Error Rate - Channels

The main portion of the PER Stats dialog displays the 79 individual channels, 0-78, for Classic Bluetooth® 40

individual channels, 0-39, for Bluetooth low energy.
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[l Cssec Ehurtooeh Packed Error Rate by Channed bbbt - test 39- 110-4.cfa

Figure 4.128 - Classic Bluetooth Packet Error Rate Channels

|l Bhestoot kow enengy Pacet Evor Rate by Chanmel Mumiber - e 42-9-Suta

Figure 4.129 - Bluetooth low energy Packet Error Rate Channels
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o For Classic Bluetooth: Each channel contains a bar that displays the number of packets with no errorsin
green, packets with Header Errors in red, packets with Payload or CRC errors in dark red, and Retransmitted
packets in yellow.

o For Bluetooth low energy: Each channel contains a bar that displays the number of packets with no errors in
green, packets with CRC errors in dark red..

o The red number at the top of the channel shows the percentage of Header Error and Payload/CRC Errors in
relationship to the total number of packets in the channel.

o The light blue number at the top of each channel shows the megahertz (MHz) for the channel if the option is
chosen in the Additional Statistics section.

« When you select a channel, detailed information for that channel is displayed in the expanded chart on the
upper right.

e The channels change dynamically as the Viewport is moved or new data appears within the Viewport.

« The Channel Not Available symbol is displayed if the channel is not available in the most
recent channel map that is in or before the last selected packet, even if that channel map
comes before the first selected packet. Bluetooth Adaptive Frequency Hopping processes will
block channels determined to be unreliable. These channels are not available because the
Bluetooth devices have decided not to use them.

« "s" changes the size of the entire dialog.
o '"c" changes the contrast of the dialog

« The Reset button is only available in live mode. The button will appear in the
lower right-hand corner of the Channels section. Clicking on the Reset button will
clear all prior data from PER Stats.

4.4.2 Packet Error Rate - Pie Chart and Expanded Chart

The Expanded PER Stats Chart (in the upper right ) displays detailed information about the channel selected
from the main channel dialog.

Expanded Chart Pie Chart

Al Channeds
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When PER Stats is first opened, Channel 0 is displayed in the expanded chart.

The top orange number on the Y-Axis displays the maximum number of packets in Snap Mode. If Snap Mode is
turned off, the number will display in light blue. For information about Snap Mode, seePacket Error Rate -
Additional Statistics on the facing page

The number of the selected channel is displayed in the upper-left corner of the expanded chart.

The combined value of Header and Payload/CRC errors for the channel is displayed in red as a percentage to
the right of the channel number.

The megahertz (MHz) value is displayed in light blue text if the MHz option is selected in the Additional
Statistics section.

The number of packets with no errors is displayed in light green in the bar chart.

For Classic Bluetooth® : The number of packets that have header errors is displayed in red in the bar chart.
For Classic Bluetooth: The number of payload errors is displayed in dark red in the bar chart.

For Classic Bluetooth: The number of re-transmits is displayed in yellow in the bar chart.

All the values, except MHz, change dynamically when multiple time periods are selected in the Packet Error
Rate - Scroll Bar on page 257.

When you select the n in the upper-right corner, the bar chartis replaced by a All Chanmals

pie chart. The pie chart applies to all channels, not a selected channel. To return
to the bar chart, click on the channel again or click on the n in the upper right

hand corner.

4.4.3 Packet Error Rate - Legend

The Legend displays color coded information about the channel selected.

Classic Bluetooth Bluetooth low energy

For Classic Bluetooth

254

The number of Packets with No Errors and percentage of packets with No Errors in relationship to total
packets for the channel is displayed in green.

The number of Packets with Header Errors and percentage of packets with Header Errors in relationship
to total packets for the channel is displayed in red.
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o The number of Packets with Payload/CRC Errors and percentage of packets with Payload/CRC Errors
in relationship to total packets for the channel is displayed in dark red.

o The number of Retransmitted Packets and percentage of Retransmitted packets in relationship to total
packets for the channel is displayed in yellow.

« Total packets and Total percentage is displayed in light blue.
For Bluetooth low energy:

o The number of Packets with No Errors and percentage of packets with No Errors in relationship to total
packets for the channel is displayed in green.

o The number of Packets with CRC Errors and percentage of packets with CRC Errors in relationship to
total packets for the channel is displayed in dark red.

« Total packets and Total percentage is displayed in light blue.

For a description of the Channel Not Available symbol, see PER Stats Channel.

4 .4 4 Packet Error Rate - Additional Statistics

This Additional Statistics section of PER Stats displays

MHz information about selected packets, duration, and Y-Axis max,
and it also has two controls.

Selected Packets: n/a
_ : : « Selecting MHz On m displays the megahertz value for
Selected Duration: n/fa

Duration Per Bar in Scrollbar: 1 sec each channel in the main channels chart and also in the
expanded chart.

Channel Graph Y-Axis Max: n/a (rel)

Scrollbar ¥-Axis Max: n/fa e Selecting MHz Oﬁm removes the megahertz value.

« Selected Packets displays the packet range selected in the
Scroll Bar. This includes inapplicable packets.
Inapplicable packets include Wi-Fi packets, Sniffer Debug packets, any packets that are not relevant to PER
Stats. Inapplicable packets do not appear as part of the Additional Statistics. packets.

« Selected Duration identifies the total amount of time in the selected packet range displayed in the Scroll
Bar.

o Duration Per Bar in Scrollbar: identifies the amount of time represented by each bar in the Scroll Bar.

« The Channel Graph Y-Axis Max can display two different values. When the Snap Arrow is orange . ,

the values for channels in the main chart are shown in relative terms in Snap Mode. This means that one
channel (or channels) with the greatest value is "snapped" to the top of the chart. In the graphic below left,
Channel 33 is snapped to the top of the chart.
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test value become a full-scale reference
Is that have been relatively scaled. Channel
. With Snap On you can select multiple time

values in the Scroll Bar. When the Snap Arrow is white (Snap Mode

turned off), the values for channels in the main chart are shown in

absolute values where the max value of each channel graph is the same

regardless of the position of the Viewport. Channel 33, which is snapped to the top of the chart in Snap Mode
(shown above left), appears like the right image when Snap Mode is turned off.

« Scrollbar Y-Axis Max displays the maximum Y-Axis value in the Scroll Bar.

4.4.5 Packet Error Rate - Sync Selected Packets With Other Windows

By default, and unlike other wi

ndows, PER Stats is not synchronized with

other windows such as Frame Display in that selecting a frame range in one
does not highlight the same frame range in the other. This ensures that
Frame Display isn’t constantly re-synchronizing during live capture while

the view-port is maximized in PER Stats. If PER Stats synchronization is desired, it can be enabled by checking the
Sync Selected Packets with Other Windows check box.

4.4.6 Packet Error Rate - Export

The Export section of PER Stats allows you to export data to a .csv or .txt file.

1. To use the Export, select a range of data using the Viewport.

2. Select .csv or .txt from Export Selected Data, depending on what

type of data file you want. The Save As dialog appears.

) Save As

() [J) « NewFTs » Tintin » Baseband » Captures

= [#3][ Search Captures

Qrganize ~ New folder

3 Documents o Name
JT Music

&) Pictures
=l| Subversion

H videos

Mo iterr

1% Computer
&L Local Disk (C:)
5= goldmine$ (\\rok

Date modified

ns match your search.

*

S8 erp$ (Wftmasd0) |

File name: A2DP_LegacyEncryption (PerStatsExport).csv

i

-

Save as type: [CSV Files (*.csv)

1)

“ Hide Folders

Save Cancel

Figure 4.130 - Save As dialog in PER Stats Export

3. Select alocation where you want to save the file in "Save in:".

256
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4. Enter afile name in "File name:".
5. Select "Save".

The file will be saved to that location.

4 4.7 Packet Error Rate - Scroll Bar

The PER Stats Scroll Bar displays stats for all packets, divided into equal time intervals.

Figure 4.131 - PER Stats Scroll Bar

o Captured data begins to appear on the left and fills the width of the bar, left to right.

o The vertical bars in the Scroll Bar each indicate a fixed duration. When data first appears in the Scroll Bar
as it is being captured, each bar equals one second. When the data fills the bar, reaching the right side limit,
the last bar moves back to the center of the Scroll Bar. The bars stay the same size, but doubles in duration
(for example, the first time the Scroll Bar fills, the bars return to the middle, but now each bar represent
two seconds of time instead of one). Each time the bars cycle to the middle, the time they represent doubles.
When the bars move and the Viewport (see below) is not maximized, the Viewport moves with the bars so
that the same packet range is indicated. When the Viewport is maximized it stays maximized regardless of
what the bars do. This ensures that the display can be made to reflect all packets at all times by maximizing the

« The Viewport is used to select single 2l or multiple vertical bars

o You can drag the sides of the Viewport or the slider buttons to select multiple bars, representing a greater
time range.

o You can click and drag the Viewport within the Scroll Bar.

« When you select a packet range in Frame Display that includes only some of the frames in PER Stats, the

Viewport snaps up against the side of the bar with the unselected frames H

« When you select a packet range in Frame Display that includes all of the frames in PER Stats, the Viewport

displays a space between the Viewport sides and the bar H

« Double clicking anywhere inside the Scroll Bar selects the entire Scroll Bar. Double clicking again toggles
back to the previous size of the Viewport.

o Selecting Ctrl+A is the same as double-clicking.

« Clicking on a vertical bar left justifies the Viewport to that bar.

« Shift-clicking on a bar extends the nearest Viewport side to include that bar.
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« The Home key moves the Viewport to the left edge.
« The End key moves the Viewport to the right edge.
¢ Pressing the left arrow button !, the left arrow key, or the up arrow key moves the Viewport to the left,

one vertical bar at a time.

¢ Pressing the right arrow button ! the right arrow key, or the down arrow key moves the Viewport to the
right, one vertical bar at a time.
o Pressing the double left arrow button . or the PgUp key moves the Viewport to the left by the current

width of the Viewport. Holding down the Shift key will prevent the Viewport from moving if there is not
enough room to move by its full width.

e Pressing the double right arrow button ! or the PgDn key moves the Viewport to the right by the current

width of the Viewport. Holding down the Shift key will prevent the Viewport from moving if there is not
enough room to move by its full width.

o Holding the Shift key down and the right or left arrows moves the right side of the Viewport.
o Holding the Ctrl key down and the right or left arrows moves the left side of the Viewport.

« The Scroll bar includes inapplicable packets (sniffer debug, WiFi, etc) so that the packet range selected in
Frame Display can be shown. Inapplicable packets are not, however, included in the statistics reports.

« If the Viewport is adjusted within PER Stats, as opposed to selecting a packet range in Frame Display, it uses
only whole bars on both sides.

« Statistics are retained for all packets regardless of whether any of those packets have wrapped out. You can

select the Reset button E which is located above the right portion of the Scroll Bar, to discard all
stats for packets received up to that point.

« The Reset button is only available when you are capturing data.

4.4.8 Packet Error Rate - Excluded Packets

ID packets and packets that are missing channel numbers (such as HCl and BTSnoop) will not display data. ID
packets are excluded because they can not have errors or indicate retransmission and therefore dilute the
percentages for other packet types. Packets without channel numbers are excluded because the graphs are
channel-specific. Before packets are captured, the Scroll Bar in Classic Bluetooth PER Stats contains the message
"ID packets and packets without a channel number (such as HCI) are excluded", and the Scroll Bar in Bluetooth low
energy PER Stats contains the message "Packets without a channel number (such as HCI) are excluded".
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Figure 4.132 - Example: Excluded Packets Message in Scroll Bar (Classic Bluetooth)

4.5 Bluetooth Audio Expert System™

Y The Bluetooth Audio Expert System™ monitors and analyzes Bluetooth audio
WES streams with the purpose of detecting and reporting audio impairments. The
primary goal of the Audio Expert System™ is to expedite the detection and
Audio Expert System resolution of Bluetooth protocol related audio impairments. To achieve this,
the system automatically identifies audio impairments and reports them to a
user as “events”. It also correlates the audio events with any detected codec

or Bluetooth protocol anomalies (events). The system allows a user to view the audio waveform, audio events,
codec events, and Bluetooth protocol events on a time-aligned display.

An Audio Expert System™ event identifies to the user information, warnings, and errors. Event categories are
shown in the following table.

Table 4.23 - Audio Expert System™ General
Events
Event Category |General Events Reported

Bluetooth Protocol | Protocol violations

Best practice violations

Codec Configuration changes

errors
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Table 4.23 - Audio Expert System™ General
Events(continued)
Event Category |General Events Reported

Audio impairments (errors)

information data

When the Frontline software captures data, if there is audio content that must be debugged this data must be
systematically examined when looking for the problem source. The effort to identify and correlate the audio
related data can be daunting because the problem source may be caused by protocol, codec, or the audio itself.
Using the Audio Expert System™ identifies events that are likely candidates for audio root cause analysis. The
expert system examines all captured frames—in live capture or in capture file viewer—and selects audio-related
protocol, codec, and audio events. The events are time correlated to the audio stream and identified with specific
frames. In general, a cluster of events suggests an area for investigation, and in the presence of multiple event
clusters the cluster with the most events suggests the best starting point.

The expert system works in conjunction with Frontline software that is operating in live capture mode or in
capture file viewer mode. Selecting an event in the Audio Expert System™ will simultaneously highlight related
packets in the Frontline software Frame Display, Coexistence View, Message Sequence Chart, Bluetooth
Timeline, and Packet Error Rate Statistics (PER Stats) windows.

Audio Expert System™ further provides methods for isolating testing to specific audio events by using two
operating modes: non-referenced and referenced.

Table 4.24 - Audio Expert System Operating Modes
Mode Description

Non-referenced Processing audio of completely unknown program content (e.g.
arbitrary music or speech content). Since the system does not
have any prior knowledge of the audio being analyzed, the types
of audio analysis that can be performed is limited.

Referenced A “pseudo closed loop” test scenario where the user plays specific
Reference Audio files (pre-recorded audio test files provided by
Frontline) on the Source DUT (Device Under test). The analysis of
the received audio results in a series of “Audio Events” being
reported by comparing changes in the received audio to expected
changes of the Reference Audio, and reporting deviation events
when they occur.

Reference mode detects a larger number of events because the reference audio has specific frequency,
amplitude, and duration occurring at known points in time allowing for precise comparison.

4.5.1 Supported Codec Parameters
Supported Parameters for SBC Codec
o Sampling Frequencies: 16 KHz*, 32 KHz*, 44.1 KHz, 48 KHz
« Channel Modes: Mono, Dual Channel, Stereo, Joint Stereo

« Block Length: 4, 8,12, 16
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¢ Number of subbands: 4, 8

o Allocation Method: SNR, Loudness

e Minimum Bitpool Value: 2

e Maximum Bitpool Value: 53

Supported Parameters for MPEG-2, 4 AAC
o Object Types; MPEG-4 AAC LC

o Sampling Frequencies: 44.1 KHz, 48 KHz, 8 KHz*, 11.025 KHz*, 12 KHz*, 16 KHz*, 22.050 KHz*, 24 KHz*, 32
KHz*, 64 KHz*, 88.2 KHz*, 96 KHz*

e Channels: 1 and 2

« Variable Bit Rate and Specified Bit rate

* Audio Analysis not supported . Although, user will be able to play back the audio live.
Supported Parameters for aptX

o Object Types; aptX-classic, aptX-LL (both content protected and non-content protected)
e Audio Format: 16-bit, 44.1kHz

« Data Rates: 352 kbps

Supported Parameters for CVSD

¢ Channel Mode: Mono

« Sampling Rate: 64 kHz

Supported Parameters for mSBC codec

« Channel Mode: Mono

o Sampling Rate: 16 kHz

o Allocation method: Loudness

e Subbands: 8

o Block Length: 15

« Bitpool: 26

4.5.2 Using Audio Expert System™ with Sodera

When analyzing audio data using the Sodera Wideband Bluetooth Protocol Analyzer, the Audio Expert System™
supports from 1 to 4 slave devices. All the slave devices must be in the same piconet, that is, they all have the
same master device. The slave devices are selected in the Wireless Devices pane.

Anayze @ After selecting the devices, and, if necessary, providing the key in the Security pane, click
on the Sodera Analyze button. When an audio stream is detected the Audio Expert

System™ window will automatically open and display the steam information.
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4.5.3 Starting the AudioExpert System
To use the Audio Expert System™, the user must have
o Current Premium Maintenance purchased from Frontline

o Frontline hardware, with Audio Expert System™ license installed, connected to the PC. This is a requirement
for both live capture and when viewing a saved capture file.

For live capture, set up the Frontline Sodera datasource and begin capturing data.

Note: Proper positioning of the Frontline hardware relative to the devices under test (DUT1-
source, DUT2-sink) will contribute to effective data capture. Air Sniffing: Positioning Devices

on page 99.

For viewing a capture file, load the saved file from the Control window File menu.

When an audio stream is available the open the Audio Expert System™ Window by clicking on the Control
window Audio Expert System™ button E If the Frontline hardware is not licensed for Audio Expert System™,

the button will not be present.

4.5.4 Operating Modes

The Bluetooth audio analysis can be accomplished in two modes: 1) unreferenced mode, and 2) referenced
mode.

4.5.4.1 Non-Referenced Mode

In Non-Referenced Mode, the system is typically processing audio of completely unknown program content (e.g.
arbitrary music or speech content). Since the system does not have any prior knowledge of the audio being
analyzed, the types of audio analysis that can be performed is limited.

The following events are reported whenever the system is operating in Non-Reference mode. These are the
meaningful audio analysis that the system can perform without reporting too many false positive results.

o Volume Level (Low Volume or High Volume): Reported if the average volume level is not in a range conducive
to performing meaningful audio analysis.

o Clipping: Amplitude distortion due to a signal amplitude exceeding the maximum value that can be
represented by the digital system

o Dropout: Abrupt and very short duration intervals of silence

o Glitch: Extremely large sample-to-sample audio amplitude transitions that have little probability of occurring
within natural speech or music

4.5.4.2 Referenced Mode

In Referenced Mode, the system operates in a “pseudo closed loop” test scenario where the user plays a specific
Reference Audio file on the Source DUT. The Source DUT negotiates with the Sink DUT to determine the
appropriate codec and audio parameters to use and will then process the Reference Audio file accordingly before
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transmitting the resulting audio via Bluetooth. The Reference Audio is a pre-recorded audio test file provided in
the Frontline software installer.

The Sink DUT receives the encoded audio, decodes it, and processes it for playback. In parallel, the Frontline
analyzer unit snoops the over-the-air signal between the Source DUT and Sink DUT and emulates the RF reception
and decoding done inside the Sink DUT. The Audio Expert System™ automatically detects that a Reference Audio
file is being received and then analyzes the resulting audio for deviations from expected parameters.

Referenced Audio files are protocol specific.
The following events are reported whenever the system is operating in the Referenced mode.
« TestID Found

e Test Script Not Found

o Invalid Test Script

o Synchronization Lost

« Unexpected Frequency

o Unexpected Level

« Unexpected Duration

o Amplitude Fluctuation

« Unexpected Phase Change

o Clipping

o Excess Noise

e CVSD HF Level Too High

e End of Test

Reference Audio Test Files

The Reference Audio files are specific audio files that exercise the system so that audio impairments can more
efficiently and accurately be identified and reported. The Reference Audio files are composed of a series of back-
to-back and relatively short duration tones of changing amplitude, frequency, and duration.

The test files are stored on the users computer In the directory "\Frontline <version #>\Development Tools\Audio
Expert Test Files\". For example,

Test_1.03_48kHz_16Bit_3Loops_2Ch.wav

Note: Reference test files are periodically updated. Shown here is an example. Files delivered
with your latest Frontline software version may have changed. Contact Frontline Technical
Support for information on the latest reference file versions.

The test files have a set of tones forming a unique Test ID that lets the ComProbe analyzer know that it is capturing
a test file instead of an arbitrary audio stream. There is no need for special configuration of the ComProbe
analyzer. The Test ID will have the identifier notation N.vv, where N = the file number and vv = a two digit version,
for example 1.02.
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Using the Test Files

The analysis of the received audio results in a series of Audio Events being reported by comparing changes in the
received audio to expected changes of the Reference Audio, and reporting deviation events when they occur.

The system starts up in Non-Referenced mode, and is continuously looking for a valid Reference Audio file by
measuring frequency and amplitude of the received over-the-air audio. Transitioning to Referenced mode
requires the successful detection of a Test ID tone sequence of proper frequency, duration, and value.

Once the Referenced Mode state is achieved, the expectation is that all tones encountered will conform to the
script identified by the Collected Digits (the “Test ID”). The system remains in the Referenced Mode state until
either the end of test is reached, or a loss of synchronization occurs.

The synchronization of the received audio (from the Reference Audio files) versus the internal Test Script is
achieved based on changes in frequency of the tones in the Reference Audio file. Frequency changes are used
because this parameter is relatively immune to the configuration of the network.

For a comparison of reference mode detectable problems to unreferenced detectable problems see the table in
the audio event type table.

The Test Script
The Refe'rence Audlg used fqr Referen'ced Mode testing is generated <2xml varsion="1.0" encoding="UTF-8"?>
from scripts that define a series of audio segments. Each segment - <SegmentArray:
provides an audio tone parameters including frequency, amplitude, - <Segment= )

. . . . o <5egID>0</SegID>
duratlon,‘fade |.n and fac%e out duratlc?ns, and start tlm'e. 'Th('e scriptis <Opcode>F</Opcode>
an XML file delivered with the Frontline software. This file is used <Frequency >100</Frequency>
during Referenced mode testing for comparison to the "sniffed" <level=-95</Lavel>

<Cycles>10</Cycles>
<Duration=0.1</Duration
<Fadeln=0</Fadelnz>

Reference Audio parameters of frequency, amplitude, duration, etc.

Below is a sample script table and the resulting sample Reference <FadeOut=0</Fade0ut>
Audio .wav file. The generated .wav file begins with a Test ID that is <StartTime=0</StartTime>
used to identify the "sniffed" audio as a Reference Audio file, and the ) :;Seeg?nn;?;i}

Audio Expert System™ automatically switches from Non-Referenced <SeglD>1</SeglD>

mode to Referenced mode. <0Opcode=F</Opcode=

<Frequency=210</Frequency=
<level=-3</Level=
<Cycles>21</Cycles>
<Duration>=0.1</Duration>
<FadeIn=0</Fadeln=
<FadeOut>0</FadeOut=
<StartTime>»0.1</StartTime>
</Segment>

- <Segments>
<SeglD>2</SeglD>
<0Opcede=F</Opcode=
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Table 4.25 - Sample Test Script Table

Segment| OpCode |Frequency|Level|Cycles|Duration|Fade in|Fade Out|{Start Time
1 F 200 0 5 0.025 0 0 0.000
2 F 1000 0 25 0.025 0 0 0.025
3 F 300 12| 15 0.050 0 0 0.050
4 F 600 0 30 0.050 0 0 0.100
5 F+ 880 -6 44 0.050 0 0 0.150
6 F+ 240 -6 12 0.050 0 0 0.150
7 F 600 95 | 30 0.050 0 0 0.200
8 F 600 0 30 0.050 0 10 0.200

4.5.4.3 Referenced Mode Testing Processes

In the Referenced mode, the devices under test use a specific audio file (called reference file or test file)
provided by Frontline whose contents are already known to the Frontline software. The software compares the
parameters of the received audio data against its parameters and presents analysis for the user. Commonly, in
Bluetooth technology the music sent via A2DP and speech sent via HFP. There are a few ways users can conduct
referenced mode testing depending upon what profile they are using. The figure 17 shows the source of the
audio and the medium through which it can be accessed by Source device to send to sink device via Bluetooth.

Table 4.26 - Referenced Mode Testing Process Between Two DUTs

Audio Source

Process to Send Using A2DP

Process to Send Using HFP

A file stored Play the locally stored file on the | Play using the third party App
onthe audio source device that transmits music data on
device’s local HFP.
memory
Streaming Play the test in a browser onthe | Make a call to 434-964-1407 or
audioovera | audio source device 434-964-1304 through a cellular
cellular ) N network. The phone number
network hitps://youtu. be/rmirDbikrtM receiving the call playbacks
recorded test signal.
Streaming Play the test in a browser on the | Make a call to 434-964-1407 or
audioovera | audio source device 434-964-1304 through a VolP
Wi-Fi network provider such as Skype. The

https://youtu.be/rmirDbikrtM

phone number receiving the call
playbacks recorded test signal.

Potential problem: The VolIP
provider might use custom
codecs and cause undesirable
behavior.
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A2DP
Playing the test file locally

The simplest way to perform music data testing is to directly play the reference file from DUT1 to DUT2. To do
that, save the reference file provided with the Frontline software on the Source device. Then connect the
Bluetooth enabled devices and play the music file from one device to the other. The software will automatically
detect the mode and present analysis for the user.

Playing the test file via Internet

If the user is testing a scenario where they need to analyze audio played through the internet (either using Wi-Fi
or cellular data plan), they may access the reference file on YouTube provided by Frontline -
https://youtu.be/rmirDbikrtM. Note that the software is only analyzing the Bluetooth link between the two DUTs.
Any abnormalities at the Wi-Fi and cellular network level will affect the audio quality that may not be Bluetooth
protocol related and the software will not be able to detect that.

HFP

Playing the test file by calling a phone number

Frontline provides the following phone numbers - 434-964-1407 and 434-964-1304 that users can call, to conduct
speech audio data analysis over Bluetooth. The calls can be made using the cellular network (most common
method) or VolP. Again, the VolP provider might use custom codecs and cause undesirable behavior which
cannot be detected by Audio Expert System™ software.

Playing the test file using Third party Apps

Bluetooth Audio Expert System™ Reference mode testing can be accomplished using third party apps on Android,
i0S, and Windows phones. The following apps are available from their respective App stores:

¢ BTmono, Android
e Blue2Car, I0S

« Windows Headset player lite

Note: When selecting and using these apps, thoroughly review all the vendor documentation.
While Teledyne LeCroy has conducted testing of these apps, Teledyne LeCroy has not
completed full interoperability testing with our library of Bluetooth devices and does not
warrant the use of these apps with every device when using the following procedures.
Teledyne LeCroy does not provide support or maintenance for third party apps. Any issues or
questions should be directed to the app developer.

1. Inthe following steps Device Under Test 1 (DUT1) is the device sending the reference test file to DUT2.
2. Download the third party app to DUT1 and follow the app vendor's instructions for installation and use.
3. Load the Audio Expert System reference test file

"Test_1.02_64.1kHz_16Bit.wav"

on DUT1.The test file is stored on the users computer In the directory "\Frontline <version
#>\Development Tools\Audio Expert Test Files\".
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Note: Reference test files are periodically updated. Shown here is an example. Files
delivered with your latest Frontline software version may have changed. Contact
Teledyne LeCroy Technical Support for information on the latest reference file
versions.

4. With the Sodera connected to the computer, configure the datasource, and follow procedures to capture
data.

5. Launch Audio Expert System by clicking on the Control window E

6. Turn on Bluetooth on your DUTs, DUT1 and DUT2. Turn on the third party Bluetooth app for routing the
reference file over A2DP or HFP by following the vendor's directions.

7. Send the reference test file from DUT1 to DUT?2 via the third party app.

8. Observe the events in the Audio Expert System™ Events Table. Look for an event Description:

“TestIDFound : REF: Test ID 1.02, Channel Gain =-11.8 dB TermFreq=400.0".

Note: This is an example. The display may vary with the reference file version.

The Frontline analyzer has successfully detected the reference test signal and the system is locked into
reference mode.

DuUT 1 DuT 2
{(Audio Source) (Audio Sink)

Local
memory

Cellular
network

Audio
source

Figure 4.133 - Test Cases for Referenced Mode Testing
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4.5.4.3.1 System Calibration for Referenced Mode

The objective is to achieve settings at the Bluetooth source device (DUT1) that bring the PCM sample levels of
tones in the Reference Audio files sent over-the-air as close as possible to the levels at which they were created,
without exceeding them. Test ID tones, and the tones in test file sequences for Referenced Mode are generally
recorded with a maximum tone segment level of -3 dBFS, although there are a few exceptions where signal levels
may be as high as -1 dBFS.

Figure 4.134 - Test_1.02_44.1kHz_16Bit.wav Waveform

Show in the image above, is a graphic of the overall envelope of the Reference Audio test file “Test_1.02_
44.1kHz_16Bit.wav. Test 1.02 is a test file that enables a wide range of tests that includes a number amplitude
changes, frequency changes, intentional silence, and multi-frequency tone segments. Its goal is to flush out the
audio chain’s general ability to convey amplitude, frequency, silence, and duration.

The ideal calibration for this file is one where the waveform visualization on Frontline’s Expert System User
Interface (Ul) looks identical to the one shown below with respect to maximum levels. In particular, there are
three segments in this test whose peaks are at exactly -6 dBFS. That is, there is zero loss or gain through the chain.

These -6 dBFS segments are described in the
Test 1.02 -6dBFS Segments table . These
segments serve as a convenient and quick

Table 4.27 - Test 1.02 -6 dBFS Segments
SegmentlD|Frequency, Hz|Start Time, sec.|Duration, sec.

32 800 2.800 0.100 visual indicator that levels are appropriate,
especially the longer 3rd case which is

35 1120 3.100 0.100 evident at the 4.999 second reference time of

40 400 4.300 0.900 the above image(a little over 2/3 of the way

through the test).

The first 0.500 seconds of Test 1.02, which
contains the Test ID value “1.02” is shown below. The three digits ‘1’, ‘0’, and ‘2’ are represented by the low
frequencies 210Hz, 200Hz, and 220Hz, respectively, which are 100 milliseconds in duration, and are separated by
1 kHz digit delimiters of 50 milliseconds duration. The final tone is a 100 millisecond segment at 400 Hz, defined as
a “Test ID Terminator”. Note that since the levels of all of these tones are at exactly -3 dBFS, the peak levels should
be exactly halfway between any available -6 dBFS (50%) gridline.

Wl il
” | || ‘

TN |

Figure 4.135 - Test 1.02 Test ID Segment
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The three digits ‘1’, ‘0’, and ‘2’ are represented by the low frequencies 210 Hz, 200 Hz, and 220 Hz, respectively,
which are 100 ms in duration, and are separated by 1 kHz digit delimiters of 50 ms duration. The final tone is a 100
ms segment at 400 Hz, defined as a “Test ID Terminator”. Note that since the levels of all of these tones are at
exactly -3 dBFS, the peak levels -3 dBFS.

The value in the Infol parameter of the “Test ID Found” event is optimally the value 23196 and may be converted
to dBFS by the relationship

dBFS = 20log;, (3;’;?"}.0)

Optionally the value can be interpreted as “Channel Gain” via the relationship

dB = 20logy, (2;'15;’;0)

. ., " " This table indicates the maximum and minimum
Table 4.28 - "Test ID Found" Event "info1 acceptable levels for the “Test ID Found” Infol

Maximum and Minimum Values parameter in integer form, decibel level in dBFS, and
Format |Application | Maximum | Minimum | channel Gainin dB.

Integer Speech 23196 5826 Example 1: For the case where the Infol parameter is
Music 23196 3297 converted to “Channel Gain”, if the audio is speech (i.e.
transported via a SCO channel), then a value of -11.9 dB
Level Speech -3dBFS  |-15dBFS | s acceptable, and a value of -12.1 dB is not.
Music -3dBFS -20 dBFS Example 2: For the case where the Infol parameter is
Chanel Gain | Speech 0dB -12dB converted to “Channel Gain”, if the audio is music (i.e.
- transported via an A2DP connection), then a value of -
Music 0dB -17.dB 16.9 dB is acceptable, and a value of -17.1 dB is not.

For both cases, at the high volume end, a value of -0.1
dB is acceptable, a value of 0.1 dBis not.

The dynamic range of the audio path is important to understand because it has a direct impact on measurement
accuracy. Only levels at or above the minimum and at or below the maximum are examined for expected level
and frequency.

4.5.4.3.2 Adjusting for Optimal Volume Levels

The exact steps that need to be taken depend on the exact devices being used, and their device specific setup
requirements, and the speech or audio configuration under test. For the simplest case where, for example, a
“music” audio file is to be played by a smartphone to a set of Bluetooth speakers, the typical steps would include
the following.

1. Choose an audio reference file to be played at DUT1 appropriate for the configuration to be tested.

The test files are stored on the users computer In the directory "\Frontline <version #>\Development
Tools\Audio Expert Test Files\". For example,

Test_1.03_48kHz_16Bit_3Loops_2Ch.wav
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10.

Note: Reference test files are periodically updated. Shown here is an example. Files
delivered with your latest Frontline software version may have changed. Contact
Frontline Technical Support for information on the latest reference file versions.

Before establishing the Bluetooth connection, play the file while listening to it on the DUT1 device itself,
and become familiar with the overall sound quality, generally ignoring exact volume.

Set the playback volume at DUT1 to maximum.
Set the playback volume at DUT2 to minimum.

Establish the Bluetooth connection and begin playback of the file on DUT], if possible in “Loop” or
“Repeat” mode to avoid having to continuously restart.

Slowly increase the volume on DUT2 until it is at a comfortable level.
If the audio sounds distorted, reduce the playback volume at DUT1, and repeat Step 6.

When the clarity of the audio is comparable to that heard when listening to the DUT1 device, proceed with
using the Frontline software enabled to capture and analyze the Bluetooth data.

Visually observe the waveform in the Audio Expert System Wave Panel comparing it to the image above,
Figure 1.1. If the level of the -6 dB, 0.9 sec duration, 400 Hz tone (a little over 2/3 of the way through the
test) is grossly above or below the —6 dB (50% volume) grid line, adjust the DUT1 volume accordingly and
repeat this step. Optimally it would be on or just below the -6 dB gridline, but not above. The peak should
never hit the maximum positive or negative limits of the display.

Find the “Test ID Found” event in the Event Table to verify that the system has transitioned to
Referenced Mode, and verify that the value for “Channel Gain” (or “Level” as implemented in the Ul) is
within the range of values specified in Table 1-2.

If the observed (captured) waveforms do not reasonably conform to the above graphic for Test_1.02, or the “Test
ID Found” event is not reported, there is a problem along the audio chain. This could be as simple as a
configuration setting, or more subtle such as an encoder/decoder incompatibility.

4.5.5 Audio Expert System™ Event Type

The following tables list the Audio Expert System™ Bluetooth, Codec, and audio events with description. Included
in the tables is the event severity that can have three values: Information, Warning, and Error. The event severity
will appear as icons and text in the Audio Event System once an audio streams has been captured. Refer to 4.5.6.3
Event Table, Event Table Columns on page 291 for an explanation of the severity types.

4.5.5.1 Event Type: Bluetooth Protocol

Table 4.29 - Event Type: Bluetooth Protocol

Protocol | Severity Description

A2DP Warning [ AVDTP signal response received for unknown command.

A2DP Warning | Unrecognized capability type

A2DP Error eSCO parameters requested.

A2DP Error Profile TX PDUs larger than available bandwidth for active A2DP Streaming interval.
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Table 4.29 - Event Type: Bluetooth Protocol(continued)

TELEDYNE LECROY

Protocol | Severity Description

A2DP Error Bitpool value does not match configured bitpool range.

A2DP Error Attempt to suspend inactive stream.

A2DP Error Configuration attempt using unsupported CODEC.

A2DP Error Incorrect AVTDP command length.

A2DP Error Unknown command Stream End Point Identifier (SEID).

A2DP Error A2DP stream configuration attempt using invalid CODEC parameters.
A2DP Error A2DP stream configuration request sent during active stream.

A2DP Error Audio data length does not match length header.

A2DP Error Incorrect A2DP SBC frame fragmentation.

A2DP Error A2DP SBC frame header contents does not match stream configuration.
A2DP Error Attempt to configure A2DP stream with unsupported configuration.
A2DP Error Reported A2DP stream capabilities do not contain mandatory features.
A2DP Error A2DP streaming L2CAP channel not disconnected after ABORT operation.
A2DP Error Fragmented AVDTP packet not terminated before sending next packet.
A2DP Error Invalid AVDTP transaction ID.

A2DP Error Missing AVDTP command response.

A2DP Error Unrecognized A2DP content protection type.

A2DP Error Attempt to configure delay reporting during incorrect stream state.
A2DP Error Attempt to open A2DP stream that has not been configured.

A2DP Error Attempt to close A2DP stream that is not active.

A2DP Error A2DP streaming channel created before configuration completed.
A2DP Error Configuration command contains invalid length parameter.

A2DP Error Configuration command contains invalid media transport format.

A2DP Error SBC CRC Error.

A2DP Error SBC invalid channel mode.

A2DP Error SBC invalid header.

A2DP Error Invalid AVDTP configuration parameter.

A2DP Error Invalid AVDTP stream state
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4.5.5.2 Event Type: Codec
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Table 4.30 - Event Type: Codec

Codec Severity Event Description

SBC Information | Codec Initialization Codec session started

SBC Information | Codec tear-down Codec session ended

SBC Information | Stream Re-configuration Stream Re-configuration

SBC Error Incorrect Configuration SBC Codec detected a change in audio

Detected parameters

SBC Error Lost Sync SBC Codec expected to find synch word:
0x9C instead found: Ox: typically due to
corrupted data

SBC Error Bad Header SBC Codec detected corrupted header:
typically due to corrupted data

SBC Error CRC Failure SBC Codec detected bad CRC: typically
due to corrupted data

SBC Error No output SBC Codec generated no output due to
corrupted data

mSBC | Information | Codec tear-down Codec Session Ended

mSBC | Information | Stream Re-configuration Stream Re-configuration

mSBC | Warning Packet Loss Concealment | mSBC Codec detected a bad frame and
generated substitute data to compensate
forit

mSBC | Error Incorrect Configuration mSBC Codec detected a change in audio

Detected parameters

mSBC | Error Lost Sync mSBC Codec expected to find synch
word: OxAD instead found: Ox: typically
due to corrupted data

mSBC | Error Bad Header mSBC Codec detected corrupted header:
typically due to corrupted data

mSBC | Error CRC Failure mSBC Codec detected bad CRC:
typically due to corrupted data

mSBC | Error No output mSBC Codec generated no output due to
corrupted data when PLC not configured

AAC Information | Codec initialization Codec session started

AAC Information | Codec tear-down Codec session ended

AAC Information | Bitstream type set The bitstream type has been set. For

Blueooth, it should be LATM.
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Table 4.30 - Event Type: Codec(continued)

Codec Severity Event Description
AAC Warning Single frame error, During decoding, a single frame error was
concealment triggered. detected which triggered built in
concealment processing.

AAC Error Codec setting change The codec has been re-initialized due to a
setting change.

AAC Error Unframed stream error A frame error was detected for an
unframed stream. The codec is being
reset in order to continue processing.

AAC Error Transport not initialized The codec cannot be initialized for the
given transport.

AAC Error Transport not supported The selected transport is not supported.
This could occur when an out of band
LATM is selected opposed to in band.

AAC Error Transport failure General failure in the transport.

AAC Error Transport error This typically occurs when there isn’'t any
configuration information available.

AptX Information | Codec initialization Codec session started

AptX Information | Codec tear-down Codec session ended

AptX Error Bad Data Non-stereo data has been detected for
incoming data stream.

4.5.5.3 Event Type: Audio

Table 4.31 - Event Type: Audio

Test Mode Severity Event Description
Non- Waming |Low Volume Alarm | Warn the user that the volume level of the detected
Referenced audio is below the best range for performing

meaningful audio analysis. Alarm is initialized when
volume level above the “Measurement Threshold?!”
level is detected. Alarm is activated when the
detected volume drops below the “Measurement
Threshold” level for 10 consecutive 0.5 sec
measurement intervals.

1The volume threshold above which useful audio analysis is possible.
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Table 4.31 - Event Type: Audio(continued)

Test Mode Severity Event Description
Non- Warning | Clippin Reports the detection of suspected distortion that
Referenced occurs when the amplitude of a signal exceeds a

digital systems ability to represent it accurately.
Clipping is a type of amplitude distortion. The system
reports a Clipping event when consecutive samples
at the maximum value that can be represented by the
digital system have been detected. Note that the
maximum value that can be represented is different
depending on the number of bits per sample (i.e. bits
of resolution) of the audio stream. The system limits
the number of reported Clipping events to typically 10
to 20 per sec.

Non- Warning | High Volume Alarm | Warn the user that the volume level of the detected
Referenced audio is above the best range for performing
meaningful audio analysis (i.e. above a level where
the audio will likely become distorted). Alarm is
activated when the detected audio volume is
continuously above the high volume threshold?
(see Figure 2) for 10 consecutive 0.5 sec
measurement intervals (i.e. 5 sec total). The event
will not be repeated again until the detected volume
level drops below the high volume threshold for 10
more consecutive 0.5 sec measurement connections.

Non- Warning | Dropout Reports the detection of an unusual brief silence
Referenced period where the brief silence is preceded and
followed by “normal” audio levels. A typical definition
of Dropout is the short dramatic loss of volume
typically caused by lost digital information. Root
causes include transmission system errors resulting
in lost data packets, transmission channel
reconfigurations, bad sections of memory, processor
overloads that temporarily interrupt the flow of
information, and so on.

Non- Warming | Glitch Extremely large sample-to-sample audio
Referenced amplitude transitions? that have little probability of
occurring within natural speech or music. Such
dramatic changes would typically happen only in
situations of dropped samples.

1High Volume Threshold for speech: - 6dBFS High Volume Threshold for music: -12 dBFS
2Glitch sample-to-sample audio amplitude transitons: Speech: greater than 40 dB change Music: greater than 90 dB change
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Table 4.31 - Event Type: Audio(continued)
Test Mode Severity Event Description

Referenced Info TestID Found Occurs when a valid Test ID1 has been recognized. A
valid Test ID must meet the level, frequency,
duration, and delimiter requirements. If any of these
parameters do not match, the process is terminated
and is reset to the initial conditions. Untila Test ID is
successfully recognized, the system will continue to
operate in Non Referenced Mode; therefore, no
events related to false starts are reported. This is
because for arbitrary audio there is no expectation of

any Test ID.
Referenced Warning | Test Script Not Occurs if a valid Test ID was found , but the script for
Found that Test ID was not found. The system reverts to

Non-Referenced Mode if this happens. This event
should not occur if using a valid Reference Audio file
provided by Frontline.

Referenced Error Invalid Test Script | This event is generated when an error occurs while
accessing information in a script. This event should
not occur if using a valid reference audio file provided

by Frontline.
Referenced Error Synchronization Generated when after a successful TestID
Lost recognition the system encounters unexpected

frequencies or durations of audio segments while
analyzing a received Reference Audio file. If this
situation occurs, the internal segment tracking logic
attempts to look forward and/or backward in the test
script to determine if the currently measured
characteristics are consistent with the previous or
next segment of the script. If there is a match, the
internal segment pointer is advanced or retarded
appropriately, the Synchronization Lost event is not
generated, and the audio analysis continues.
However, if a match cannot be found, the system
declares itself out of sync and generates the
Synchronization Lost Event, terminates any active
test script, and reverts to Non-Referenced Mode.

1A “Test ID” is three digits minimum in length, representing a dot notation “N.w” Test Identifier. The Value ‘N’ may be any
length >= 1 indicating a specific test number, and “w” represents a two digit version. Each digit is represented by a tone
between 200 and 290 Hz, and is followed either by a 1 kHz delimiter tone or a 400 Hz Test ID terminator. The digit ‘0’ is
represented by 200 Hz, the digit ‘1’ by 210 Hz, and so on, up to the digit ‘9’ represented by 290 Hz.
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Table 4.31 - Event Type: Audio(continued)

Test Mode

Severity

Event

Description

Referenced

Error

Unexpected
Frequency

Reported when a measured frequency deviates from
an expected frequency by a specific percentage
(determined by the negotiated parameters of the over-
the-air audio stream). The system knows the
Reference Audio file that is being played on the
Source DUT; therefore, the system knows which
frequencies (tones) to expect at a given time.

Referenced

Error

Unexpected Level

Reported when the measured level at the start of a
tone segment is not within tolerance. The tolerance is
dependent on sample rate and bits per sample, but it
generally is +/- 3 dB for speech and +/11 dB for
music. The system knows the Reference Audio file
that is being played on the Source DUT; therefore, the
system knows which amplitude level to expect at a
given time.

Referenced

Error

Unexpected
Duration

Reported when a tone segment of the Reference
Audio file is shorter or longer than expected?. The
system knows the Reference Audio file that is being
played on the Source DUT and therefore knows how
long a specific tone segment should last. If either a
change of amplitude or frequency arrives either before
or after that programmed duration, then the change is
by definition unexpected. This type of audio
impairment can be caused by lost or corrupted data,
repeated data, faulty packet loss concealment
algorithms, etc.

Referenced

Error

Amplitude
Fluctuations

Reported if the system detects unexpected amplitude
changes over a given interval. The test tones in
Frontline’s Reference Audio files have a fixed
amplitude level over their duration. Therefore, if the
corresponding audio levels received over the air by
the system fluctuates? more than a specified level
(this level is based on the received audio stream
parameters), then the system generates an Amplitude
Fluctuations event.

1The amount that a measured duration must deviate from the programmed duration of a tone segment before the system
declares this event varies, depending on the negotiated over-the-air audio stream specific parameters, but it is generally in
the range of 5% to 10%. Note that this event will result in an attempt to resynchronize if the measured duration is greater

than expected.

2The system calculates amplitude fluctuations as: (Max Level — Min Level) / (Max Level + Min Level) * 100
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Table 4.31 - Event Type: Audio(continued)

Test Mode Severity Event Description
Referenced Error Unexpected Phase | Provides a fine-grained indication of lost or repeated
Change energy. The system knows when a specific tone

should be expected. During this interval, the system
checks that the measured average frequency is the
same as the expected frequency. If this is correct, the
system will continue to monitor the instantaneous
frequency. If the instantaneous frequency deviates
sufficiently from the current average frequency, the
frequency measurement state machine will reset and
begin re-measuring. Typically, the outcome is the
discovery of the next scripted (expected) frequency.
However, another outcome can be that the same
frequency as the previous average frequency is
rediscovered, and this is reported as an Unexpected
Phase Change event. Such phase changes are an
indicator of losses of signal that do not result in
amplitude dropouts, or signal substitution (repetition)
of previous audio energy due to things such as
“packet loss concealment” tactics.

Referenced Error Excess Noise The Excess Noise event is reported when energy
sufficiently above the “Silence Threshold” is detected
during programmed segments of silence. Excess
noise can indicate a poor analog audio chain with an
inherently poor noise floor, glitches occurring during
silence intervals, or codecs that do not transition to
silence instantaneously.

Referenced Error Clippin Reports the detection of suspected distortion that
occurs when the amplitude of a signal exceeds a
digital systems ability to represent it accurately.
Clipping is a type of amplitude distortion. The system
reports a Clipping event when consecutive samples
at the maximum value that can be represented by the
digital system have been detected. Note that the
maximum value that can be represented is different
depending on the number of bits per sample (i.e. bits
of resolution) of the audio stream. The system limits
the number of reported Clipping events to typically 10
to 20 per sec.

Referenced Error CVSD HF Level Reported when a CVSD encoded audio stream is
Too High detected and there is high frequency energy above 4
kHz that is greater than -20 dBFS.
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Table 4.31 - Event Type: Audio(continued)

Test Mode

Severity

Event

Description

Referenced

Info

End of Test Event

Reported to indicate that the system has completed
processing a test script for a Reference Audio file,
and that the system has exited Reference Mode. This
event is generated when the elapsed time from the
start of test is equal to or greater than the scripted
duration of a test. It is reached when the number of
samples processed equals the number of samples
associated with the test duration.

Clipping

The number of consecutive samples needed to qualify as a clipping event depends on both sample rate and
number of bits per sample. Table 1 specifies the number of consecutive samples at the maximum value level that
will generate a Clipping event.

Dropout

Table 4.32 - Clipping Event Thresholds

Consecutive Samples

Sample Rate, Samples/sec|Resolution, bits

3 8000 16
5 16000 16
11 41000 16
2 64000 16
12 48000 16
24 96000 16

Table 4.33 - Clipping Event Thresholds

Consecutive Samples

Sample Rate, Samples/sec|Resolution, bits

3 8000 16
5 16000 16
11 41000 16
2 64000 16
12 48000 16
24 96000 16

Dropout events are reported when the average audio level (RMS) is initially above the Measurement Threshold,
then falls below the Silence Threshold, and then quickly rises above the Measurement Threshold again ). This
approach largely disqualifies the natural inter-syllable silence and pauses that occur in natural speech, but will
detect gaps caused by dropped data. Note that the system does not report dropouts that begin at very low energy

levels.
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Figure 4.136 - Dropout: Measurement and Silence Threshold
Glitch

The Glitch event is reported whenever an extremely large sample to sample amplitude transition occurs that has
little or no probability of occurring within natural speech or music. As illustration, back to back +N, -N, ..., +N, -N
values (where N is any non-zero number), represents energy at the Nyquist frequency, or % the sample rate.
Neither speech nor music contain average energy levels at this frequency more the 20 dB below nominal.
However, moderately large sample to sample changes in amplitude do occur, and these naturally limit how
sensitive this measure can be configured.

The system uses back to back transition levels of 90 dB for music and 40 dB for speech as the threshold for
reporting the Glitch event.

Such dramatic changes would typically happen only in the face of dropped samples, and serve as an additional
means of detecting gross abnormalities

4.5.6 Audio Expert System™ Window

This window is the working space for the Audio Expert System™. Upon opening Audio Expert System™ the
window shown below will open with four main areas displayed :

o Global Toolbar - Provides play cursor controls, waveform viewing controls, and volume controls that affect all
Wave Panels.

« Wave Panel - Displays the waveforms for each captured audio stream. There is a separate Wave Panel for
each stream. Each panel contains local information, controls, and an event timeline specific to the displayed
audio stream being shown. Other Wave Panels that may be off scream may be viewed using the vertical scroll
control or by collapsing other Wave Panels.

« EventTimeline - The Event Timeline shows Bluetooth events, Codec events, and Audio events synchronized to
the displayed waveform. There is an Event Timeline in each Wave Panel.

« EventTable — A tabular listing of Bluetooth, codec, and audio events with information on event severity,
related Bluetooth frame, timestamp, and event information.
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Global Toolbar Wave Panel
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Analysis Complete.

Event Table Event Timeline

Figure 4.137 - Audio Expert System™ Window

Color Codes and Icons
The Audio Expert System™ uses standard color codes and icons to assist the user in focusing on specific issues.

Table 4.34 - Audio Expert System™ Color Codes
and Icons

Category |Sub-Category | Color Code |lcon
Technology | Bluetooth blue | 7

Codec orange

Audio ‘green
Event Severity | Information purple [

Warning yellow

Error
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Note: If an Event Severity icon is surrounded by a dark line, the event is a global event and not
applying to a particular captured waveform. The event is assigned to "Stream 0" in the Event
Table.

The following topics describe the Global Toolbar, Wave Panel, Event Timeline and Event Table in more detail.

4.5.6.1 Global Toolbar

The global toolbar provides audio play controls, audio play cursor positioning controls, waveform viewing controls,
and volume controls. Global toolbar controls apply simultaneously to all waveform panels.

non

Q@] [l [ &) (2)l]

8

Table 4.35 - Global Toolbar Controls
Icon Description

Home: Moves play cursor to beginning of the waveform

1

Play : Start playing the audio from the current play cursor
position. Toggles to Pause when clicked.

v
q

Pause: Stops audio play back at its current position, toggles
to Play when clicked.

Ll

End: Moves the play cursor to the end of the waveform

Loop: Loops waveform playback continuously. If the Play
button is visible it will toggle to the Pause. Clicking the
Pause button will stop Loop playback. Clicking on the Loop
button will stop the loop and the playback. If there is a
selection on the waveform, only the selection will loop.

8

Horizontal Zoom Out: Increases the amount of data that is
visible on the screen; however, less detail is discernible.

Horizontal Zoom In: Decreases the amount of data that is
visible on the screen; however, more detail is discernible

| )

Lock/Unlock (Operational in live mode only): Selecting Lock
will freeze the waveform display; however, the Audio Expert

| ‘ G System™ will still continue to analysis new audio data..
/

Selecting Unlock will jump to the waveform end and then
resume following the waveform.
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Table 4.35 - Global Toolbar Controls (continued)
Description

o
o
5

Mute: Mute will mute / unmute audio playback for all Wave
=% Panels. Individual Wave Panel Mute control will override the
Global Toolbar Mute for that panel only.

Volume Down: Decreases the audio playback volume of all
Wave Panels based on the current volume level setting for
each individual Wave Panel.

-]

Volume Down: Decreases the audio playback volume of all
of + Wave Panels based on the current volume level setting for
each individual Wave Panel.

Average Bit Rate Overlay: Displays an overlay graph of the
average bit rate for the audio stream in each Wave Panel.
At The average is based on a 0.10 second moving window.

When active, will deactivate Actual Bit Rate Overlay .

Actual Bit Rate Overlay: Displays an overlay graph of the
instantaneous bit rate for the audio stream in each Wave
Panel.

When active, will deactivate Average Bit Rate Overlay

— Export Data: Exports audio data in .raw and/or .wav format
T for selected Wave Panels or all the Wave Panels. This
| button also lets user export Event Table datain .csv format.
T Refer to Waveform Export Audio Data for more details .

? Help - Opens Frontline software help.

Collapse/Expand: Toggles between collapsing and

ﬂ ’T expanding all Wave Panels. Note that the Wave Panel Local
/ Controls Collapse/Expand control will locally override the

Global Toolbar Collapse/Expand control.

4.5.6.2 Wave Panel

The Stream Panel is where the details of the captured audio stream are presented. The Stream Panel displays the
captured audio waveform along with an event timeline that displays discrete Bluetooth, Codec, and Audio events
synchronized to the captured waveform..
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Audio Stream Info Local Controls
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Audio Waveform Event Timeline

Figure 4.138 - Wave Panel

The Wave Panel contains four sections.

1. Audio Stream Info that provides users with information, such as sample rate, bit/sample, codec and DUT
(Device Under Test) addresses.

2. Local Controls include audio volume controls and Indicators, “Mute”, “Vertical Zoom” and
“Collapse/Expand”

3. An Audio Waveform which is plotted as amplitude (linear or dB) versus time and an interactive play cursor.
The play cursor appears as a white vertical line across the waveform.

4. Event Timeline that shows color coded Bluetooth B, Codec , and Audio events. Details of these

events are listed in the Audio Expert System™ Event Table.

4.5.6.2.1 Audio Stream Info

The Audio Stream Info displays Audio, Bluetooth, and Codec information (left to right in the image below) about
the audio waveform displayed in the panel. This information is discovered during AVDTP signaling when the
devices under test (DUT) negotiate audio streaming parameters.

Sample Rate 44100 MREBDETIN 40 EF-4C-82-96:6E SBC
Bits / Sample 16 IBBUTERN B0 79-94:30:12-1E

Figure 4.139 - Audio Stream Info in the Wave Panel
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Table 4.36 - Audio Stream Info Tags

Category Name Description
Audio Steam A system assigned index number that represents an audio
waveform between a pair of Bluetooth devices. This number
appears in the Event Table for easy cross-referencing.
Sample Rate | Displays the sampling frequency used to digitize the original
audio.
Mono/Stereo | Indicates if the audio data is monaural or stereophonic.
Bits/Sample | Displays the number of bits per sample of the audio data.
Bluetooth | DUT1 Bluetooth address of one device in the connection. Can be
either sending or receiving the audio data.
DUT2 Bluetooth address of the other device in the connection. Can
be either sending or receiving the audio data.
Codec Codec Displays the Codec type used by the captured audio stream.
The supported codecs include SBC, AAC, aptX, mSBC, and
CVSD.

SBC Codec Information Pop-up

When you hover over the Codec tag and the Codec = SBC a pop up will appear that shows additional information
about which SBC parameters can be used. The pop-up is visible as long as the cursor hovers over the Codec tag.

— W — =

01:31:

# || = Block Lengths

16000 i -4
32000 | -8
44100 3 - 12
43000 L [
Per Sample — || =-5ub Bands
15 i

B

Figure 4.140 - SBC Codec Information Pop-Up on Cursor Hover Over

4.5.6.2.2 Local Controls

The Local Controls in each Wave Panel provide the user with indicators and controls for waveform display and

audio play back.
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Figure 4.141 - Wave Panel Local Controls
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Waveform Play Back Volume

The volume slider controls the playback volume for the audio in each Wave
Panel.

Audio Volume Indicator

M The volume indicator shows the relative audio volume at the waveform display

play cursor. When the green bars completely fill the indicator the audio volume
is at its highest level. As the volume decreases, the bars will move to the right linearly, with no visible green bar
indicating no audio. The volume indicator will continue to operate if the audio stream has been muted.

Mute

Mute [ | Checkingthe Mute check box will silence the Wave Panel's audio output. The volume indicator will
respond to the audio volume but nothing will be heard. All panels can be simultaneously muted
using the Audio Expert System™ Global Toolbar. The Wave Panel mute is a local control only. However, the Global
Toolbar mute control will set the Stream Panel's Local Controls mute.

Vertical Zoom

Each Wave Panel contains local Vertical Zoom controls that expands or reduces the waveform
display vertically. The waveform amplitude is always visible, and the Vertical Zoom controls
increases or decreases the entire vertical size of the display. The vertical zoom buttons will turn
gray and become inactive when the maximum and minimum values are reached.

Collapse/Expand Control

Collapse/Expand button toggles between two views. The top image indicates that the Wave Panel is
2 expanded. When the bottom image is visible it indicates that the Wave Panel is collapsed.

¥ Whenthe top image is visible, clicking on it will collapse the Wave Panel to the minimum size that shows
only the Stream Info and the Local Controls. When the bottom image is visible, clicking on it expands the
Wave Panel to full size.

44100 00-13:68-35:A2-85 Apt-X Mute [ Q|| &y @
AD-82-F-F5:00:62 AR

Figure 4.142 - Collapsed Wave Panel

4.5.6.2.3 Audio Waveform Panel

The Audio Waveform Panel displays the captured audio waveform. If the waveform is stereo, both channels are
visible in the Wave Panel. The user can view the entire waveform or can zoom to view a portion of the waveform
in more detail.
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01:32:37.351 PM 01:32:37.386 PM 01:32:37 420 PM 01:32:37.455 PM 01:32:37.489 PM

[ »] T0 =01:32:37.169 PM_T1 =01:32.37.665 PM __ dT = 00:00:00.500 Samples Selecied: 3000 Frequency: 7 Bluetooth Frames

Figure 4.143 - Audio Waveform Panel in the Wave Panel

Table 4.37 - Global Toolbar Waveform Horizontal Zoom Controls
Control Description

Horizontal Zoom: Increases the amount of data that is visible on the screen; however, less detail
is discernible.

Horizontal Zoom: Decreases the amount of data that is visible on the screen; however, more
@ detail is discernible.

Waveform
01 The audio waveform is plotted as amplitude versus time on the Wave Panel. The amplitude scale is
i located on the left edge of the Wave Panel. The waveform’s amplitude can be linear or in
s decibels. The linear range is -1.0 to +1.0. The range for the dB scale is 0 dB for the maximum
' positive and maximum negative values, and silence is negative infinity. A toggle switch at the
T4 bottom of the amplitude scale will switch between Linear scale and dB scale. Moving the switch
o to the left will display the Linear scale and moving it to the right will display the dB scale.
= 183
-74
29
aa
=

Play Cursor

The Play Cursor is identified by a white vertical line on the Wave Panel. The Play Cursor appears when user clicks
on any point in the waveform, or, if the cursor is already present it can be dragged to another position. To drag the
Play Cursor, hover the mouse cursor over the Play Cursor until the mouse cursor changes to a pointing hand; click
and drag the cursor to a new position.
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Waveform Segment Selection

03:02:10.199 PM 03:02:10.274 PM

Figure 4.144 - Selection in the Audio Waveform

A waveform segment selection is identified by a blue border surrounding the selection. Procedures for selecting a
segment depend on the desired actions.

Table 4.38 - Segment Selection Procedures
Desired Action Procedure

Loop play back 1. Zoom in to the waveform segment of interest.

2. Click in the approximate center of the proposed selection.
This will place the Play Cursor in the area to be selected.

3. Move the mouse cursor to the right or left of the Play
Cursor, click and hold, then drag over the waveform segment
of interest. Release the mouse key. The selection is
surrounded by a blue border.

View waveform 1. Zoom in to the segment of interest.

tail
details 2. Move the mouse cursor to the right or left limit of the

waveform segment of interest; click and hold, then drag over
the waveform segment of interest. Release the mouse key.
The selection is surrounded by a blue border.

For either of the procedures described in the table above, once the selection is made details of the segment
appear below and to the left of the waveform. These details include selection start and stop range ("T0" and "T1"),
the time difference ("dT"), samples selected, frequency, and "Bluetooth Frames" selected.

Right-clicking in the Waveform panel will open a pop up menu (see Wave Panel & Event Table Pop-up Menu on
page 292. Selecting Zoom to Selection will expand the selection to the full width of the Wave Panel. Other
selection option in the pop up are Select Area, Clear Selection, and Copy Selection.

Actual Bitrate Overlay Display

01:31:37.257PM 01:31:44.890 PM 01:31:52.723 PM 01:32:00.457 PM 01:32:05.190 PM
st

Linear
kbps

Linear
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Figure 4.145 - Actual Bitrate Overlay

The Average and Actual audio stream bitrate graphs can be displayed over the audio waveform using the Global
Toolbar Average Bitrate Overlay and Actual Bitrate Overlay buttons respectively. These are presented as

overlays onto the main Wave Panel so the user can correlate audio issues with bitrate changes and the like. The
scale is in kbps (kilo bits per second). Hovering over the bitrate scale will display a pop-up showing the bitrate at
the play cursor position.

Actual Bitrate is based on the throughput at the Codec level.

The Average Bitrate is the moving average over 0.1 sliding-second window.

12:52:40.365 PM 12:52:40.480 PM 12:52:40.615 PM 12:52:40.740PM  12:52:40.565 PM

Figure 4.146 - Average Bitrate Overlay

All of the information for calculating the Acutal and Average Bitrate is in the codec data frame header.

4.5.6.2.4 Event Timeline
The Event Timeline in the Wave Panel shows the Bluetooth , Codec , and Audio events related to

the waveform being viewed. The events are synchronized in time to the waveform displayed in the Wave Panel.
The event severity is displayed as Information . , Warning ,and Error .

Figure 4.147 - Event Timeline Shown with Wave Panel

Clicking on an event in the Event Timeline shows a relevant selection in the Audio Waveform Panel. The size of
the selection depends on the number of frames associated with the selected event. This selection will appear in
all Wave Panels; however, the event severity icon will only appear in the Wave Panel associated with the event.

To assist the user with viewing events in detail, the Event Timeline will zoom in and out in sync with the Wave
Panel.
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Event Timeline Example

This example shows that event 159 was selected in the Event Table resulting in the severity icon being enlarged in
the Event Timeline. The system automatically selected the surrounding area—the blue outline.

01:32:47 320 PM 01:32:47 339 PM 01:32:47 357 PM

Bluetor

Description
Unexpected Level : Measured = 6.0 dB, BExpected =-3.0dB
FOQS Report : FOQS Report = 1.83213 Fcha,: Frst=0.000,Frs

Frame Mumber

Event Type Mode

Figure 4.148 - Example: Event Table Selection Shown in Event Timeline

Event Pop Up

When the cursor hovers over a selected event severity icon in the Event Timeline, a pop-up will display the event
class, severity, and associated Bluetooth frame.
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01:32:47 320 PM

01:32:47 339 PM

1 PM

T1=0

[ m] T0 = 01: 1PM  dT = 00:00:

—

Clazz of event: Audio
Sewvernty: Emor
Everl Bluetooth Frame: 39361

vernt Severty  Stream Id

s O 2
i B :

Figure 4.149 - Event Timeline Selected Event Pop Up

REF 39561

4.5.6.3 Event Table

The Event Table lists all audio stream events . Clicking on an event will select that event in the Event Timeline in
the Wave Panel. If the selected event is outside the visible area of the waveform, the waveform will move and

bring the selected event to the center of the display. The eventicon in the Event Timeline is also centered and the

selected icon will be larger than the non-selected event icons. Selecting one or more events in the table will
highlight the associated frames in the standard Frontkline software windows, such as Frame Display,
Coexistence View, Bluetooth Timeline, etc. .

Lock Event Table  [7]
Event Severity  Stream Id Evert Type Mode Frame Number Description Timestamp oy
17 1 N/A 3039 Packet retransmission. Mar-31-2014 12:52:38.080331 FM
18 . 1 N/A 4094 A2DP paused between devices 98:00:2E:23:B6:2E and 00:07:62:0F:00:00 for stream: 1 using codec: SBC Mar-31-2014 12:52:45.553565 PM
15 . 1 NAA 4095 A2DP paused between devices 58:00:2E:23:B6:2E and 00:07:62:0F:00:00 for stream: 1 using codec: SBC Mar-31-2014 12:52:45 £17944 PM ||
20 A 0 NAA 4101 5CO connection request Mar-31-2014 12:52:46.151071 PM ‘E
21 . 2 NAA 4105 SCO connection established between devices 98:00:2E:23:B6:2E and 00:07-62:0F.00:00 for stream: 2 using cod... [Mar-31-2014 12:52:46 504191 PM |
22 . 3 N/A 4105 5CO connection established between devices 00:07:62:0F:00:00 and $8:00:2E:23:B6:2E for stream: 3 using cod... |Mar-31-2014 12:52:46.504191 PM
23 . 2 N/A 4108 Codec: CVSD Frequency: 64000, Bits Per Sample: 16, Channels: 1 Mar-31-2014 12:52:46.806067 PM
24 . 3 N/A 4256 Codec: CVSD Frequency: 64000, Bits Per Sample: 16, Channels: 1 Mar-31-2014 12:52:47.357546 PM
25 H - NAA 13222 SCO disconnected between devices 38:0D:2E:23:B6:2E and 00:07:62:0F:00:00 for stream: 2 using codec: CVSD | Mar-31-2014 12:53:04 151783 PM
26 . 3 NAA 13222 5CO disconnected between devices 00:07:62:0F:00:00 and 98:0D:2E:23:B6:2E for stream: 3 using codec: CVSD | Mar-31-2014 12:53:04 157785 PM
7 . 1 NAA 13253 A2DP resumed between devices 98.00.2E:23.B6:2E and 00:07:62.0F:00:00 for stream: 1 using codec: SBC Mar-31-2014 12:53:05.446738 PM
28 . 1 NAA 13254 A2DP resumed between devices 98:00.2E:23.B6:2E and 00:07:62.0F:00:00 for stream: 1 using codec: SBC Mar-31-2014 12:53:05.474864 PM
29 A 0 N/A 13479 Packet retransmission for unknown CID. Mar-31-2014 12:53:07 712376 FM
30 1 N/A 14187 AVDTP packet loss detected based on missing packet sequence number. Mar-31-2014 12:53:13.742543 PM
i 1 N/A 14351 AVDTP packet loss detected based on missing packet sequence number. Mar-31-2014 12:53:15 385434 PM | T

Figure 4.150 - Event Table

Several events can be selected by clicking and dragging over the events, or by holding down the Shift key and
clicking on events. To select events that are not adjacent hold down the Ctrl key and click on the events.

When selecting multiple events, the Wave Panels will not scroll to the selected events.
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The Event Table contains eight columns.

Table 4.39 - Event Table Columns

Name Value Description
Event integer System generated sequential numbering of events.
Severity [ | Information - provides information of interest but does not indicate

a problem event.

Warning -identifies a potential problem where further investigation
may be appropriate

® Error - identifies a definite problem.

Stream Id integer A system generated ID that is assigned in the order that the audio
streams are detected. The ID is not maintained between captures
for the same device with the same audio. It identifies the Wave
Panel where the event can be viewed. The ID appears in the Audio
Stream Info of the Wave Panel.

Event Type Bluetooth -Events generated by analyzing Bluetooth protocol
activities.

Codec -Events generated from analyzing the audio
coding/decoding activities.

Audio -Events generated by analyzing the audio data.

Mode N/A Mode does not apply to this event.
REF Referenced Mode. Refer to 4.5.4.2 Referenced Mode on page 262

UN-REF Non-Referenced Mode. Referto 4.5.4.1 Non-Referenced Mode on

page 262 .
Frame Number integer The system generated identification for a specific frame.
Description Details and explanation about this event.
Timestamp clock date A system generated time stamp for each frame.

and time

Sorting
Event table entries are sortable by column. Left-click on the column heading to sort.
Event Table Pop-Up Menu

Right-clicking with the cursor over the Event Table will open a menu of additional options. For more on this option
see Wave Panel & Event Table Pop-up Menu on page 292.
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Lock Event Table

Lock Event Table [ The Lock Event Table checkbox is available in live mode

only. Clicking to check the box will prevent the Event Table

Evert Severty | Stream Id Evert Type  from scrolling during live capture. Un-checking the box will
17 1 resume scrolling of events as they are detected. When

analyzing a capture file the checkbox has no effect.

18 B

4.5.6.4 Wave Panel & Event Table Pop-up Menu

Additional Wave Panel and Event Table options are available by right clicking the mouse with the cursor anywhere
in the Wave Panel or in the Event Table.

Wave Panel Pop-up Menu Actions

Right-clicking anywhere in the Wave Panel will provide you with a
Clear Selection selection of the following actions.

Copy Selection
Export Audic Data

Loop

Zoom to Selection
Select Area

Select All

Table 4.40 - Wave Panel Pop-up Menu Selections

Option Description
Clear Selection Clears the current selection in the viewer
Copy Selection Saves a copy of the selection to the computer

clipboard. The clipboard can be pasted into a Word
document, an e-mail, or other Windows clipboard-
compatible application.

Export Audio Data Opens the Export pop-up menu with options to export
the waveform as a .raw, .wav, or Event Data. For
additional details on exporting refer to Waveform

Display Export.
Loop Loops through the audio selected on the Wave Panel.
Zoom to Selection Expands or compresses the selection to fill the Wave
Panel view.

292 Frontline Sodera User Manual



Chapter 4 Capturing and Analyzing Data

TELEDYNE LECROY

Table 4.40 - Wave Panel Pop-up Menu Selections (continued)

Option Description
Select Area When the mouse cursor is positioned over data (not
fill, pause, or gaps) in the Wave Panel and selecting
this option will select all the data between and fills,
pauses, or gaps.
Select All Selects the entire waveform

Event Table Pop-up Menu Actions

Pd [ Pd | P R L | P P

Copy

Right-clicking in the Event Table will provide you with a

E selection of the following actions.

L Clear Selection 17
i Export Event Table 29
o Loop = |38
&, Zoom to Selection BT
x
A Select Area 19!
o Select All 151
REF 35
Table 4.41 - Event Table Pop-up Menu Selectioin
Options Description
Copy Copies the selected events to Windows clipboard as

text.

Clear Selection

Clears the current event selection in the table

Export Event Table Copies the current event selection and saves it as a
.csv file. For additional details on exporting refer to
Event Table Export.

Loop Loops through the audio selected on the Wave Panel.

Zoom to Selection

Expands the Event Table selection to fill the Wave
Panel view.

Select Area

Expands the selection.

Select All

Selects all events.

4.5.6.5 Export Audio Data

There are two ways to export audio data:
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1. Clicking the Audio Expert System™ window Global Toolbar Export button E

2. Right-click in a Stream Panel Wave Panel and a pop-up menu will appear. Select Export.
Two windows will appear:

1. The standard Windows Save As.

2. The Export Audio Data dialog.

In the Windows Save As window enter a File name and directory location. Click on Save.

o5l Export Audio Data | = | =] |i3-
File Name: CiUsers'ywit'\Desktoptaudiowebinar_1.wav
1: 044100 Hz, 16 bits, stereo [] Encoded Audio Data (.raw)
[¥] 2 : 1 16000 Hz, 16 bits, mono .

3 -1 16000 Hz. 16 bits, mono Decoded Audio Data [.'\'I'E"-":]

[] Event Table Data {.csv)
[] Only Selected Wave Area

[7] Select all

Figure 4.151 - Export Audio Data dialog

The Save As window will close, and the file name will appear in the File Name field in the Export Audio Data
window. Should the file name need to be changed, click on the Select button and the Windows Save As dialog
will open. By default the .wav file extension is used in the file name.

In the window below File Name will appear a list of Stream Ids with a description from the Audio Stream Info .
If opening from the Audio Expert System™ Global Toolbar all Stream IDs are checked by default. If opening
from a Wave Panel, the Stream ID where the export dialog was opened is automatically checked. You can check
each stream that is to be exported. For convenience checking Select all below the stream list window will place
checks in all streams.

Export Options
After selecting the streams to export, select the desired formats to export.

Table 4.42 - Export Audio Data Format Options
Option Description

Encoded Audio Data Exports the selected files as .raw format. The audio data is in an
encrypted format and user will need a codec to decode it.
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Table 4.42 - Export Audio Data Format Options (continued)

Option Description
Decoded Audio Data Exports the selected files as .wav format that can be played on a
wide variety of media players.
Event Table Data Exports a text .csv file of all the detected events
Only Selected Wave Area Exports the Encoded, Decoded, or Event Data for the selected

waveform. This option is only active if a selection has been made in
one of the Wave Panels

% audiowebinar_1.csv 39 KB Microsoft Excel C... CI!Ck on OK to sav? the waveform. The d.lalog
will close and a series of progress bars will

#s audiowebinar_1.raw 5430 KB RAW File appear. Each progress bar is associated with a
|4 audiowebinar_1.wav 38,R52 KB Wave Sound file for each export option. The exported files
% audiowebinar_2.csv 39 KB Microsoft Excel C... will have the following syntax: <filename>_

] T ) n.<filetype>, where <filename> = the name
s audiowebinar_2.raw 200 KE RAW File

entered into the File Name field, n = the
4| audiowebinar_2.wav 7,22TKE  Wave Sound stream id number (1, 2, 3, ...), and <filetype> =

"raw", "wav", and "csv'. The image shows an
example where the user exported Stream
Id's 1 and 2 in Encoded Audio , Decoded Audio , and Event Table data to filename "audiowebinar".

Click on Cancel to close the window without exporting.

4.5.6.6 Export Event Table

Right-clicking in the Event table will open a pop-up menu with the option to Export Event Table. This option will
export selected events in the in comma separated variable (.csv) format for used in Microsoft Excel or any other
Windows .csv compatible application.

First select the events to export. Multiple events are selectable by selecting an event then holding the Shift key
while clicking on another event. This will select all events between the two selections. If the selections are not
adjacent you can hold the Ctrl (control) key while clicking events.

Next right-click anywhere int he Event Table to open the pop-up menu and click on the Export Event Table
option. A Windows Save As dialog will open. Enter a file name and select a file location and click on Save. A
confirmation dialog will open. Click OK to close the confirmation dialog.

If you have not selected an event in the table before exporting, a warning to "Please select an event row first."
appears.

4.5.7 Frame, Packet, and Protocol Analysis Synchronization

The Audio Expert System™ module integrates seamlessly with Frontline software with common timestamping of
Bluetooth protocol data, audio events, audio waveform display, and codec events. The audio expert data and
results are synchronized and coordinated with the existing Frontline software data views, such as Frame
Display, Bluetooth Timeline, etc. to expedite the root-cause analysis of Bluetooth protocol related audio
issues. When a frame is selected in any Frontline software data views, the corresponding audio data associated
with those frames is also selected in the Wave Panel, Event Timeline and Event Table and vice-verse.
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Protocol analysis tools synchronized to the Audio Expert System™ include:

Frame Display
Coexistence View
Bluetooth Timeline
Message Sequence Chart

Packet Error Rate Statistics

Chapter 4 Capturing and Analyzing Data

When a portion of the waveform is selected in the Wave Panel, all frames within the selection will be highlighted
in the Frame Display, Coexistence View, and Bluetooth Timeline.

Note: If the Frame Display is filtered to show non-audio events then the frames associated

with selected audio events may not show.

4.6 Analyzing Byte Level Data

4.6.1 Event Display

To open this window click the Event Display icon 6@ on the Control window toolbar.

The Event Display window provides detailed information about every captured event. Events include data
bytes, data related information such as start-of-frame and end-of-frame flags, and the analyzer information, such
as when the data capture was paused. Data bytes are displayed in hex on the left side of the window, with the
corresponding ASCII character on the right.

296

&3 Event Display - Homer.cfa |ﬂ|
File Edit View Format Bookmarks Options Window Help
- G I =
@2 ElHeG e Huo=av A=
EwentMumber | O 1) 2] 3 4| & 6| 7| 8] 9,10 11 12 13/ 14/ 15 -
431 Slave
00015803 ™ B 4a 04 &5 23 6b be 00 00 01 td aster
4337 & 48 58 c0 23 Slave
54 5. 86 23 6bbe OO0 01 M td aster
4353 |0k 08 00 08 00 M Slave
Captured Byte taster
4363 Slave
B 1bkbd c0 230b 9d 52 00 0L 0717 ™ B 21 50 Master
4385 Slave
d0 23 0b 9d 5c 0001 5201l M B 34 50 £0 23 Ob Master
4401 T 37 s £0 23 0b 24 Slave i
Event 4,333 of 4,331 (Frame 158) 5/3/2011 1:48:53.604338 PM
Source  ASCIT Hex Dec Oct Binary Errors
Master ' 27 3™ 47 00100111 -T:—-—.n
For Help Press F1 N Captured Byte Information |

Figure 4.152 - Event Display
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Click on an event to find out more about it. The three status lines at the bottom of the window are updated with
information such as the time the event occurred (for data bytes, the time the byte was captured), the value of the
byte in hex, decimal, octal, and binary, any errors associated with the byte, and more.

Events with errors are shown in red to make them easy to spot.

When capturing data live, the analyzer continually updates the Event Display as data is captured. Make sure the
Lock icon ?l is displayed on the toolbar to prevent the display from updating (Clicking on the icon again will

unlock the display). While locked, you can review your data, run searches, determine delta time intervals
between bytes, and check CRCs. To resume updating the display, click the Lock icon again.

You can have more than one Event Display open at a time. Click the Duplicate View icon ﬁ to create a

second, independent Event Display window. You can lock one copy of the Event Display and analyze your
data, while the second Event Display updates as new data is captured.

Event Display is synchronized with the Frame Display and Mesage Sequence Chart dialogs. Selecting a
byte in Event Display will also select the related frame in the Frame Display and the related message in the
Message Sequence Chart.

4.6.2 The Event Display Toolbar

Home — Brings the Control window to the front.
Open a capture file

Start Analyze- Begins data analysis..

Stop Analyze- Stops the analysis and clears the data from the ComProbe analyzer.

I me ) &

Save - Prompts user for a file name. [f the user supplies a name, a .cfafile is saved.

Clear- Discards the temporary file and clears the display.

"y
.

Lock - In the Lock state, the window is locked so you can review a portion of data. Data
capture continues in the background. Clicking on the Lock icon unlocks the window.

=2

Unlock - In the Unlock state, the screen fills in the data captured since the screen lock and
moves down to display incoming data again. Clicking on the Unlock icon locks the window.

Duplicate View - Creates a second Event Display window identical to the first.

Frame Display - (framed data only) Brings up a Frame Display, with the frame of the currently
selected bytes highlighted.

Display Capture Notes - Brings up the Capture Notes window where you can view or add
notes to the capture file.

Add/Modify Bookmark - Add a new or modify an existing bookmark.

E U B& =
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u Display All Bookmarks - Shows all bookmarks and lets you move between bookmarks.

Find - Search for errors, string pattemns, special events and more.

CRC - Change the algorithm and seed value used to calculate CRCs. To calculate a CRC,
select a byte range, and the CRC appears in the status lines at the bottom of the Event
Display.

Mixed Sides - (Serial data only) By default, the analyzer shows data with the DTE side above
the DCE side. This is called DTE over DCE format. DTE data has a white background and
DCE data has a gray background. The analyzer can also display data in mixed side format. In
this format, the analyzer does not separate DTE data from DCE data but shows all data on
the same line as it comes in. DTE datais still shown with a white background and DCE data
with a gray background so that you can distinguish between the two. The benefit of using this
format is that more data fits onto one screen.

Ea Go To - Opens the Go To dialog, where you can specify which event number to go to.

A Character Only - The analyzer shows both the number (hex, binary, etc.) data and the
character (ASCII, EBCDIC or BAUDOT) data on the same screen. If you do not wish to see
the hex characters, click on the Character Only button. Click again to go back to both number
and character mode.

1 Number Only - Controls whether the analyzer displays data in both character and number
format, or just number format. Click once to show only numeric values, and again to show
both character and numeric values.

| All Events - Controls whether the analyzer shows all events in the window, or only data bytes.
Events include control signal changes and framing information.

Timestamping Options — Brings up the timestamping options window which has options for
=) customizing the display and capture of timestamps.

4.6.3 Opening Multiple Event Display Windows

Click the Duplicate View icon ﬁ. from the Event Display toolbar to open a second Event Display window.
You can open as many Event Display windows as you like. Each Event Display is independent of the others
and can show different data, use a different radix or character set, or be frozen or live.

The Event Display windows are numbered in the title bar. If you have multiple Event Displays open, click on
the Event Display icon )D on the Control window toolbar to show a list of all the Event Displays currently

open. Select a window from the list to bring it to the front.

4.6.4 Calculating CRCs or FCSs

The cyclic redundancy check (CRC) is a function on the Event Display window used to produce a checksum. The
frame check sequence (FCS) are the extra checksum characters added to a frame to detect errors.
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1. Open the Event Display ﬁ window.

TELEDYNE LECROY

2. Click and drag to select the data for which you want to generate a CRC.

3. Click on the CRC icon .

4. Inthe CRC dialog box, click on the down arrow to show the list
of choices for CRC algorithms..

5. Enter a Seed value in hexadecimal if desired.

6. Click OK to generate the CRC. It appears in the byte information
lines at the bottom of the Event Display window. Whenever you
select a range of data, a CRC is calculated automatically.

4.6.5 Calculating Delta Times and Data Rates

-
Choose CRC Method

S

(CRC-16

v]

0K

—_—
—

Sum

Sum 1'z comp
Sum £'z comp
LRLC [<OR)
#OR 1's comp
= =OR 2'z com

CRC-16mey
CRC-CCITT
CRC-CCITTrey
CRCHDLC

—

1. Click on the Event Display icon ﬁ on the Control window to open the Event Display window.

2. Use the mouse to select the data you want to calculate a delta time and rate for.

3. The Event Display window displays the delta time and the data rate in the status lines at the bottom of

the window.

Event Display - Homer.cfa
play

o @] = |

|-\

File Edit View Format Bookmarks Options Window Help

00 41 00 Ob ef 1d O0d 0O
c300d0af%a M .
B 30 58 00 24 Ob 5d 5f 00 01 07 18
24 6c 00 24 0b 9d 52 00 01 5

U s )0 01 48 70 M
523 |2 02 01 27 SN2 00 00 02 08 00 05 00 ™

Illlﬂﬂﬂ%\DEﬂu\EJAE[I]

=

Event 4,449 to 4,528 of 4,831 (80 evenh

5/3/2011 1:43:04.521786 PM to 5,

Rate Delta C‘C Slave CRC Master Errors

15 evfsec 00:00:04.989329 a0 6b 09

Figure 4.153 - Delta fields

4.6.6 Switching Between Live Update and Review Mode

The Event Display and Frame Display windows can update to display new data during live capture, or be
frozen to allow data analysis. By default, the Event Display continually updates with new data, and the Frame

Display is locked.

1. Make sure the Lock icon E is active so the display is locked and unable to scroll.

2. Click the Unlock [% icon again to resume live update.
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The analyzer continues to capture data in the background while the display is locked. Upon resuming live update,
the display updates with the latest data.

You can have more than one Event Display or Frame Display window open at a time. Click the Duplicate
View icon ﬁ to open additional Event or Frame Display windows. The lock/resume function is independent on

each window. This means that you can have two Event Display windows open simultaneously, and one window
can be locked while the other continues to update.

4.6.7 Data Formats and Symbols

4.6.7.1 Switching Between Viewing All Events and Viewing Data Events
By default, the analyzer on the Event Display dialog shows all events! that include:

« Data bytes

« Start-of-frame

o End-of-frame characters

o Data Captured Was Paused.

Click on the Display All Events icon | toremove the non-data events. Click again to display all events.

See on page 302 for a list of all the special events shown in the analyzer and what they mean.

4.6.7.2 Switching Between Hex, Decimal, Octal or Binary

On the Event Display window the analyzer displays data in Hex by default. There are several ways to change the
radix2 used to display data.

Go to the Format menu and select the radix you want. A check mark next to the radix indicates which set is
currently being used.

Bookmarks

¥ Hexadecimal
Decimal
Octal
Binary

v | ASCI
7-bit ASCI
EBCDIC
Baudot

Figure 4.154 - Format Menu

1An event is anything that happens on the circuit or which affects data capture. Data bytes, control signal changes, and long
and short breaks are all events, as are 1/0 Settings changes and Data Capture Paused and Resumed.
2The base of a number system. Binary is base 2, octal is base 8, decimal is base 10 and hexadecimal is base 16.
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1. Right-click on the data display header labels and choose a different radix.

- Display numbers in Binary
L Display numbers in Octal
)od 0 Display numbers in Decimal
T 3 v | Display numbers in Hexadecimal

Figure 4.155 - Header labels, right click

2. Orright-click anywhere in the data display and select a different radix.

L0 95 &
30 | Copy the selection and put it on the
ioa | Save As..

Go to an Event Number
C2f Find
| ¥ Display Only Numbers
a4 Display Only Characters
Display Sides Together

m= v | Display all Event Information

Displdy nurmbers in Binary

Display numbers in Octal
Display numbers in Decimal

v Display numbers in Hexadecimal

Figure 4.156 - Data display right click menu
If you want to see only the numerical values, click on the Numbers Only icon 1 on the Event Display
toolbar.
4.6.7.3 Switching Between ASCIIl, EBCDIC, and Baudot
On the Event Display window, the analyzer displays data in ASCIl by default when you click on the Characters
Only icon A . There are several ways to change the character set used to display data.
1. Go to the Format menu and select the character set you want. A check mark next to the character set
indicates which set is currently being used.

2. With the data displayed in characters, right-click on the data panel header label to choose a different
character set.

If you want to see only characters, click on the Characters Only icon A on the Event Display toolbar.

4.6.7.4 Selecting Mixed Channel/Sides

If you want to get more data on the Event Display window, you can switch to mixed sides mode. This mode
puts all the data together on the same line. Data from one side (Slave ) is shown on a white background and data
from the other side ( Master )is shown on a gray background.
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1. Click once on the Mixed Sides icon D to put the display in mixed sides mode.

2. Click again to return to side over side mode.

3. You can right click in the center of the data display window to change between mixed and side over side
modes by selecting Display Sides Together. A check mark is displayed. Click on Display Sides
Together to remove the check mark and return to side-by-side display.

4. Right click in the sides panel on the right of the data display and select Display Sides Together. A check
mark is displayed. Click on Display Sides Together to remove the check mark and return to side-by-
side display.

4.6.7.5 List of all Event Symbols

By default, the Event Display shows all eventsevents?, which includes control signal changes, start and end of
frame characters and flow control changes. If you want to see only the data bytes, click on the All Events button
| . Click again to display all events.

Click on a symbol, and the analyzer displays the symbol name and sometimes additional information in the status
lines at the bottom of the Event Display window. For example, clicking on a control signal change symbol
displays which signal(s) changed.

In addition to data bytes, the events shown are (in alphabetical order):

Table 4.43 - Event Symbols
Symbol Event

(0 | Abort

Broken Frame - The frame did not end when the analyzer expected it to. This occurs most often
with protocols where the framing is indicated by a specific character, control signal change, or
other data related event.

) Buffer Overflow - Indicates a buffer overflow error. A buffer overflow always causes a broken
frame.

¢ Control Signal Change - One or more control signals changed state. Click on the symbol, and
the analyzer displays which signal(s) changed at the bottom of the Event Display window.

3) Data Capture Paused - The Pause icon was clicked, pausing data capture. No data is recorded
while capture is paused.

o Data Capture Resumed - The Pause icon was clicked again, resuming data capture.

0 Dropped Frames - Some number of frames were lost. Click on the symbol, and the analyzer

displays many frames were lost at the bottom of the Event Display window.

] End of Frame - Marks the end of a frame.

1An event is anything that happens on the circuit or which affects data capture. Data bytes, control signal changes, and long
and short breaks are all events, as are 1/0 Settings changes and Data Capture Paused and Resumed.
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Table 4.43 - Event Symbols (continued)
Symbol Event

Flow Control Active - An event occurred which caused flow control to become active (i.e.
M caused the analyzer to stop transmitting data) Events which activate flow control are signal
changes or the receipt of an XON character.

Flow Control Inactive - An event occurred which caused flow control to become inactive (i.e.
3 caused the analyzer to transmit data). Events which deactivate flow control are signal changes
or the receipt of an XOFF character.

Frame Recognizer Change - A lowest layer protocol was selected or removed here, causing the
frame recognizer to be turned off or on.

" I/0 Settings Change - A change was made in the I/O Settings window which altered the baud,
parity, or other circuit setting.

EE Long Break

X Low Power - The battery in the ComProbe® is low.

by Short Break

SPY Event (SPY Mode only) - SPY events are commands sent by the application being spied on
tothe UART.

Start of Frame - Marks the start of a frame.

Begin Sync Character Strip

End Sync Character Strip

Sync Dropped

Sync Found

Sync Hunt Entered

Sync Lost

B || 85| @ | =] & & o«

Test Device Stopped Responding - The analyzer lost contact with the ComProbe for some
reason, often because there is no power to the ComProbe.

-+

Test Device Began Responding - The analyzer regained contact with the ComProbe.

a Timestamping Disabled - Timestamping was turned off. Events following this event are not
timestamped.

© Timestamping Enabled - Timestamping was turned on. Events following this event have
timestamps.

[ Truncated Frame- A frame that is not the same size as indicated within its protocol.

o Underrun Error
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Table 4.43 - Event Symbols (continued)
Symbol Event

& Unknown Event

4.6.7.6 Font Size

The font size can be changed on several Event Display windows. Changing the font size on one window does not
affect the font size on any other window.

To change the font size:
1. Click on Event Display menu Options, and select Change the Font Size.

Options | Window Help

|[ Set Timestamp Format...

Change the Font Size...
Choose CRC Method... F7

Figure 4.157 - Event Display Options menu

2. Choose a font size from the list.

-

Change Font Size

e
o
i
11
15

Figure 4.158 - Event Display Font Size Selection
3. Click OK.

4.7 Data/Audio Extraction

You use Data/Audio Extraction to pull out data from various decoded Bluetooth protocols. Once you have
extracted the data, you can save them into different file types, such as text files, graphic files, email files, .mp3
files, and more. Then you can examine the specific files information individually.

1. You access this dialog by selecting Extract Data/Audio from the View menu or by clicking on the icon from

the toolbar % .
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Data/Audio Extraction Settings lﬁ

[¥] Open Filels) After Extraction
SC0/e5C0 Dptions
Wiite Streams as...

) Two Mono Files
@ One Stereo File

|| Conwert A-Law and plaw ta Linear PCk
CWSD ig always converted

E stract

Figure 4.159 - Data/Audio Extraction Settings dialog

2. Choose a checkbox(es) on the left side of the dialog to identify from which profile(s) you want to extract
data.

It's important to note that if there is no data for the profile(s) you select, no extracted file is created.

3. If you want the file(s) to open automatically after they are extracted, select the Open File(s) After
Extraction checkbox.

Note: This does not work for SCO/eSCO.

4. Click on a radio button to write the streams as Two Mono Files or as One Stereo File.

Note: This option is for SCO/eSCO only.

5. Select the checkbox if you want to convert A-Law and p-law to Linear PCM.
CVSD are always converted to Linear PCM. It's probably a good idea to convert to Linear PCM since more
media players accept this format.

Note: This optionis for SCO/eSCO only.

6. Selectthe Add Silence packets to insert the silence packets (dummy packets) for the reserved empty
slots into the extracted file. If this option is not selected, the audio packets are extracted without inserting
the silence packets for the reserved empty slots.

Note: This option is for SCO/eSCO only.
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7. Select Extract.

Save As EE'
A Save As dialog appears. Sevein | 3 AFH 7 o & m
1% aFH Change(Cia).frm
The application will assign a file name and file type e gﬁ:;:‘“'“’
for each profile you select in Step 1 above. The file
type varies depending on the original profile. A C%
separate file for each profile will be created, but peates
only for those profiles with available data.
My Documents
8. Select alocation for the file.
9. Click Save. i
e ooz v Gl
The Data Extraction Status and Audio e ﬁ,x e - =

Extraction Status dialogs appear. When the
process is complete the dialogs display what files
have been created and where they are located.

Data Extraction Status - BipBppFipOppProfiles.cfa
Bip dala exiraction stated 2 A = -
|7 Pl TR R R PR s et e Audio Extraction Status - BipBppFipOppProfile...
Bip data exdraction frushed
................ Status:
Bipp dala ssraction stated Fa Type: One St Fin

Fie C:\Documents and Selirgs\ab\D eskhop\data staction Lt bl

Blpp dala exdraction frushed Path: C:\Diocuments and Seftingi'ab\D eskiop\data
Fip data exdraction started Filerama  Ststuz  Fomat  Dulpit
File: \Documents and Seftingshtab\D eskicp'data extrachon’\R
Fip dats exdraction frished

Fip data gdraction stated

File \Documents and Seftngs\hab\Deskiophdata extracton\ing
Flp data exdraction frished

Fip dala esiraction staed
File \Documerts and Sestingshtsb\Deskicphdats exracion’\M Processing Frame: 540 (100%]
Fip data exdraction frashed

----------------

Files whose xtengions ahe unknown
CADocuments s Sellingshtab\Deskiophdsts extraction\BipB ppFip0 ppProftesBPFY) Unknown

Rename to:

Eiccosmg Fiamo: Dot ANNNNRRNN RN RRNRRON NN RRNRRRORRRN] | -

Figure 4.160 - Data and Audio Extraction Status
If you selected Open Files(s) After Extraction, the files open automatically.
10. If you did not select this option, you can open a file by simply double-clicking on the name.

Also, if a file type is unknown, you can select the file and it appears in the Rename to: text box.
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Data Extraction Status - BipBppFipOppProfiles.cfa

Bip dals estraclion saed ~
Fil C:\Documants and SetingsMab\Deskhopl data exdraction'\BipE ppFipOppPiofes(BIPIZLing iz Opened

Frocessing Frame: Done (NRRRANNNRNNRRRRRRRNNNNNARRRARRRNNNRNNN] | Open

Figure 4.161 - Rename To in the bottom section of Data Extraction Status
Then you can rename the file, adding a file type to attempt to open the file.

When you are finished, select Close to close the dialogs.
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Chapter 5 Navigating and Searching the Data

Evenywhereyoulook

The following sections describe how to navigate through the data and how to find specific data or packet
conditions of interest to the user.

5.1 Find

Capturing and decoding data within the ComProbe analyzer produces a wealth of information for analysis. This
mass of information by itself, however, is just that, a mass of information. There has to be ways to manage the
information. ComProbe software provides a number of different methods for making the data more accessible.

One of these methods is Find.

Decode | Patbem | Time  GoTo | Specisl Events | Bookmark

Smarch fior Beesiamp
Morth Yo
Dy Hoix Minide Second 171 000000 S econds

(3o bo the hinectsmp
On of before the specied bme
O of slter the specified ime

Frontline Sodera User Manual

Figure 5.1 - Find Dialog
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Find, as the name suggests, is a comprehensive search function that allows users to search for strings or patterns
in the data or in the frame decode. You can search for errors, control signal changes, bookmarks, special events,
time, and more. Once the information is located, you can easily move to every instance of the Find results.

5.1.1 Searching within Decodes

Searching within decodes lets you to do a string search on the data in the Decode Pane of the Frame Display
window.

To access the search within decodes function:

310

1.

2.

Open a capture file to search.

Open the Event Display 6@ or Frame Display window.
Click on the Find icon ﬂﬂ or choose Find from the Edit menu.

Click on the Decode tab of the Find dialog.

Note: The tabs displayed on the Find dialog depend on the product you are running and the
content of the capture file you are viewing.

:b;'";m # - . | EE

Decode | Pattesn | Time | GoTo| Special Everts | Bookmark,

(%) Search Fer Shing In Decode [Jlgnees case
bt Fired Pravwucass
() Search For Al Emors

) Search For Frame Entiﬂ-rdy
) Search For Infoemation Frames

Figure 5.2 - Find Decode Tab Search for String
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% Find

() Search For AN Emors

Sade Resinchon

(2 Semch only these sides

FI0TE
[FJ0CE

Decode  Patterr| Teew | GoTo| Specisl Events | Signal | Eror | Boc 4 B

(%) Search For String In Decode

() Search For Fraeme Enoes Only
() Search For Infoimation Frames

(%) Search wathout segaed ko data origin

=3

Cirene case

w Firsd Prenvaois

Figure 5.3 - Find Decode Tab Side Restriction

There are several options for error searching on the Decoder tab.

TELEDYNE LECROY

« Search For String in Decoder allows you to enter a string in the text box. You can use characters, hex or
binary digits, wildcards or a combination of any of the formats when entering your string. Every time you type
in a search string, the analyzer saves the search. The next time you open Find, the drop-down list will contain

your search parameters.

« Search for All Errors finds frame errors as well as frames with byte-level errors (such as parity or CRC

errors).

« Search for Frame Errors Only finds frame specific errors, such as frame check errors.

« Search for Information Frame only searches information frames.

1. Enter the search string.

2. Check Ignore Case to do a case-insensitive search.

3. When you have specified the time interval you want to use, click on the Find Next or Find Previous

buttons to start the search from the current event.

The result of the search is displayed in the Decode pane in Frame Display.
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Side Restrictions - Side Restriction means that the analyzer

looks for a pattern coming wholly from the DTE or DCE side. If you "4 Event Display

choose to search without regard for data origin, the analyzer looks Fla Edt View Format Opbions ‘Window Help

for a pattern coming from one or both sides. For example, if you a =R ﬁ 5 2 a3 A % go
choose to search for the pattern ABC and you choose to search Event Murber Bcﬁsm o ~

without regard for data origin, the analyzer finds all three instances
of ABC shown here.

ABC DCE

W
The first pattern, with the A and the C coming from the DTE device Evork 1610 47 of 6,425 (27 everts) ~

and the B coming from the DCE is a good example of how using a IMe Delts CRC OTE | CRC DCE
side restriction differs from searching without regard to data origin. |- o Timestamp = = No Timestamp - % 35
While searching without regard for data origin finds all three JFor Help press F1o

patterns, searching using a side restriction never finds the first
pattern, because it does not come wholly from one side or the
other.

If you choose to search for the pattern ABC, and you restrict the
=1 Event Display E“Eﬂgj search to just the DTE side, the analyzer finds the following pattern:

AR RN o e In thi le, the analyzer finds only th d patt
& A P g In this example, the analyzer finds only the second pattern
?mu H! Iﬂ S 2 ai & s | (highlighted above) because we restricted the search to just the
Cﬁ' DTE DTE side. The first pattern doesn't qualify because it is split between
B BC DCE the DTE and DCE sides, and the third pattern, though whole, comes
from just the DCE side.

W
Ewent 16 to 42 of £,425 (27 ewents)
Rate Dea CRCDTE CRCDCE
-- N Timestamp — | -- Mo Timestamp -- 9 35

| For Helo Press Fl

If we choose both the DTE and the DCE sides in the above example,
then the analyzer finds the second pattern followed by the third
pattern, but not the first pattern. This is because each side has one
instance in which the whole pattern can be found. The analyzer
completely searches the DTE side first, followed by the DCE side.

Note: Side Restriction is available for pattern and error searching.

1. Select one of the two options.
2. SelectDTE, DCE, or both.

3. When you made your selections, click on the Find Next or Find Previous buttons to start the search
from the current event.

The result of the search is displayed in the Decode pane in Frame Display.

5.1.2 Searching by Pattern

Search by Pattern lets you perform a traditional string search. You can combine any of the formats when
entering your string, and your search can include wildcards.

To access the search by pattern function:

1. Open acapture file to search.

2. Open the Event Display 6@ or Frame Display ] window.
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3. Click on the Find icon ﬂﬂ or choose Find from the Edit menu.

4. Click on the Pattern tab of the Find dialog.

Note: The tabs displayed on the Find dialog depend on the product you are running and the
content of the capture file you are viewing.

 Find EEX]

| Decode Pattemn | Time | GoTo| Special Events | Bookmark

Pt 3

Enter: Hex values as $ux [Jignore case Find Pravious
Binary values as &bbbbbbbb
Control characters as "¢
7 malches ang byte, o hex o binary digit
To enter $&77 or \, prefix with character \

Figure 5.4 - Find Pattern Tab

¥ Find E@lgl

Decods | Fattem | Time | GoTo| Special Events | Sigral | Emor | Boc € F

e -

Enter; Hex valons as fux [ igrioe caze Fired P
En:l]-'v::iﬂl-bbm i
onivol aclers i o

7 matches any bte. of hex o biary dit

To enbe $1™7 o0 \, poefoc wath chasaches

Sida Rastchon

(¥) Seaich without regaid o dsta orign

() Search only thess sides [#]DTE
[#]DCE

Figure 5.5 - Find Pattern Tab Side Restrictions

Pattern allows you to enter a string in the text box. You can use characters, hex or binary digits, control
characters, wildcards or a combination of any of the formats when entering your string. Every time you type in a
search string, the ComProbe analyzer saves the search. The next time you open Find, the drop-down list will
contain your search parameters.

1. Enter the search pattern.

2. Check Ignore Case to do a case-insensitive search.
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3. When you have specified the pattern you want to use, click on the Find Next or Find Previous buttons
to start the search from the current event.

The result of the search is displayed in the in Frame Display and Event Display.

Refer to Searching by Decode on page 310 for information on Side Restrictions

5.1.3 Searching by Time

Searching with Time allows you search on timestamps on the data in Frame Display and Event Display

window.
To access the search by time function:

1. Open acapture file to search.

2. Open the Event Display P or Frame Display EI window.

3. Click on the Find icon ﬂﬂ or choose Find from the Edit menu.

4. Click on the Time tab of the Find dialog.

Note: The tabs displayed on the Find dialog depend on the product you are running and the
content of the capture file you are viewing.

Decods | Pattem | Time

LEX

GoTo Specid Events | Bookmalk

)
Sewchfor (DiAbiokdg
) Relstive teme g
e i
Rt - -
Day Houw Hinute Second 11000000 Secords
a gl Eln glH 2o =

G bo e brmestamp
(%) O of bedore the spacifiad tims
) Oinov after the wpecified tme

Figure 5.6 - Find by Time tab

The analyzer can search by time in several different ways.

Search for Absolute/Relative timestamp.

314
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o Absolute - An absolute timestamp search means that the analyzer searches for an event at the exact date and
time specified. If no event is found at that time, the analyzer goes to the nearest event either before or after
the selected time, based on the "Go to the timestamp" selection.

« Relative - A relative search means that the analyzer begins searching from whatever event you are currently
on, and search for the next event a specific amount of time away.

1. Select Absolute or Relative

2. Select the date and time using the drop-down lists for Month, Year, Day, Hour, Minute, Second,
1/10000000.

Note: Month and Year are not available if you select Relative.

3. When you have specified the time interval you want to use, click on the Go To, Move Forward or Move
Backward buttons to start the search from the current event.

Note: When you select Absolute as Search for, Go To is available. When you
select Relative as Search for, Move Forward or Move Backwardis available.

Go to the timestamp: On or before/ On or after

The analyzer searches for an event that matches the time specified. If no event is found at the time specified, the
analyzer goes to the nearest event either before or after the specified time. Choose whether to have the analyzer
go to the nearest event before the specified time or after the specified time by clicking the appropriate radio
button in the Go to the timestamp box.

If you are searching forward in the buffer, you usually want to choose the On or After option. If you choose the
On or Before option, it may be that the analyzer finishes the search and not move from the current byte, if that
byte happens to be the closest match.

When you select Absolute as Search for, the radio buttons are On or before the specified time or On or
after the specified time. When you select Relative as Search for, the radio buttons are On or before the
specified time relative to the first selected item or On or after the specified time relative to the last
selected item.

1. Select On or before the specified time or On or after the specified time.

2. When you have specified the time interval you want to use, click on the Go To, Move Forward or Move
Backward buttons to start the search from the current event.

When you select Absolute as Search for, Go To is available. When you select Relative as Search for,
Move Forward or Move Backwardis available.

There are a couple of other concepts to understand in respect to searching with timestamps.

o The analyzer skips some special events that do not have timestamps, such as frame markers. Data events that
do not have timestamps because timestamping was turned off either before or during capture are also
skipped.
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« Timestamping can be turned on and off while data is being captured. As a result, the capture buffer may have
some data with a timestamp, and some data without. When doing a search by timestamp, the analyzer ignores
all data without a timestamp.

o The raw timestamp value is the number of 100-nanosecond intervals since the beginning of January 1, 1601.
This is standard Windows time.

5.1.4 Using Go To

Searching with Go To allows you to go to a particular frame or event, or to move through the data X number of
events or frames at a time. You can move either forward or backwards through the data.

To access the Go To function:

1. Open acapture file to search.

2. Open the Event Display 6@ or Frame Display window.

3. Click on the Find icon ﬂﬂ or choose Find from the Edit menu.

4. Click on the Go To tab of the Find dialog.

5. The system displays the Find dialog with the Go To tab selected.

Note: The tabs displayed on the Find dialog depend on the product you are running and the
content of the capture file you are viewing.

Decods | Pattesn | Tene | G0 To | Specasl Events | Bockemark

(%) Frasre Husmbees 1 &. covand

() Drats E vk Murnbses | Meve Back
........... J

() A Everts Nussber

*f{E _H,_.‘? —

Figure 5.7 - Find Go To tab

To go to a particular frame :
1. Select the Frame Number radio button
2. Type the frame number in the box.

3. Click the Go To button.
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4. To move forward or backward a set number of frames, type in the number of frames you want to move

5.

Then click the Move Forward or Move Back button.

To go to a particular event :

1.

2.

Select the Data Event Number or All Events Number radio button.
Type the number of the event in the box.
Click the Go To button.

To move forward or backwards through the data, type in the number of events that you want to move
each time.

Then click on the Move Forward or Move Backward button.

For example, to move forward 10 events, type the number 10 in the box, and then click on Move
Forward. Each time you click on Move Forward, Frontline moves forward 10 events.

See Event Numbering for why the Data Event Number and All Events Number may be different. As a
general rule, if you have the Show All Eventsicon | depressed on the Event Display window or Frame

Display Event pane, choose All Events Number. If the Show All Events button is up, choose Data Event
Number.

5.1.5 Searching for Special Events

Frontline inserts or marks events other than data bytes in the data stream. For example, the analyzer inserts start-
of-frame and end-of-frame markers into framed data, marking where each frame begins and ends. If a hardware
error occurs, the analyzer shows this using a special event marker. You can use Find to locate single or multiple
special events.

To access the search for special events function:

1.

2.

Open a capture file to search.

Open the Event Display p or Frame Display EI window.

Click on the Find icon ﬂﬂ or choose Find from the Edit menu.

Click on the Special Events tab of the Find dialog.

Note: The tabs displayed on the Find dialog depend on the product you are running and
the content of the capture file you are viewing.
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Figure 5.8 - Find Special Events tab

5. Check the event or events you want to look for in the list of special events. Use Check All or Uncheck

All buttons to make your selections more efficient.

6. Click Find Next and Find Previous to move to the next instance of the event.

Not all special events are relevant to all types of data. For example, control signal changes are relevant only to

serial data and not to Ethernet data.

For a list of all special events and their meanings, see List of all Event Symbols on page 302.

5.1.6 Searching by Signal

Searching with Signal allows you to search for changes in control signal states for one or more control signals. You
can also search for a specific state involving one or more control signals, with the option to ignore those control
signals whose states you don’t care about.

The analyzer takes the current selected byte as its initial condition when running searches that rely on finding
events where control signals changed.

To access the search by time function:

1. Open acapture file to search.

2. Open the Event Display P or Frame Display EI window.

3. Click on the Find icon ﬂﬂ or choose Find from the Edit menu.

4. Click on the Signal tab of the Find dialog.
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Note: The tabs displayed on the Find dialog depend on the product you are running and the

content of the capture file you are viewing.

Seanch bor evenl where

! ehanged fram ofl o on

ElPn 1
[)Pn 2
1P 3
[#]Fin 4

Decode  Pattern| Time | GoTo| Specisl Events| Signal

o Dire oo e of Fese | 7~ Orep o2 mcee of these
 jehanged = changed from on b off
7~ Do of et of these P_TMM'I!-'

= degcnbes the slate

Figure 5.9 - Find Signal tab.

You will choose one qualifier—Searching for event where, then choose one or more control signals

Control Signals

The section with the check boxes allows you to specify which control signals the analyzer should pay attention to

when doing the search. The analyzer pays attention to any control signal with a check mark.

o Click on a box to place a check mark next to a control signal

o Click again to uncheck the box

« By default, the analyzer searches all control signals, which means all boxes start out checked.

For example, if you are only interested in finding changes in RTS and CTS, you would check those two boxes
and uncheck all the other boxes. This tells the analyzer to look only at the RTS and CTS lines when running the

search. The other signals are ignored.
The control signals types include:

« USB-Pin1

« USB-Pin2

« USB-Pin3

« USB-Pin4
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Click here to learn more about the Breakout Box and Pins 1 - 4.

Searching for event where:

o The first three options are all fairly similar, and are described together. These options are searching for an
event where:

o One or more control signals changed
o One or more control signals changed from off to on
o One or more control signals changed from on to off

« Searching for an event where one or more signals changed means that the analyzer looks at every control
signal that you checked, and see if any one of those signals changed state at any time.

o If you want to look at just one control signal:
m Check the box for the signal.
m  Uncheck all the other boxes.
m Choose to search for an event where one or more signals changed.

m The analyzer notes the state of the selected signal at the point in the buffer where the cursor is,
search the buffer, and stop when it finds an event where RTS changed state.

m If the end of the buffer is reached before an event is found, the analyzer tells you that no matches
were found.

o Searching for events where control signals changed state from off to on, or vice versa, is most useful if the
signals are usually in one state, and you want to search for occasions where they changed state.

For example:
o If DTRis supposed to be on all the time but you suspect that DTR is being dropped
o Tell the analyzer to look only at DTR by checking the DTR box and unchecking the others
o Do asearch for where one or more control signals changed from on to off.
o The analyzer would search the DTR signal and stop at the first event where DTR dropped from on to off.
o Searching for an Exact State

To search for an exact state means that the analyzer finds events that match exactly the state of the control
signals that you specify.

o First, choose to search for an event where your choices exactly describe the state.

o This changes the normal check boxes to a series of radio buttons labeled On, Off and Don’t Care for
each control signal.

o Choose which state you want each control signal to be in.
o Choose Don't Care to have the analyzer ignore the state of a control signal.

o When you click Find Next, the analyzer searches for an event that exactly matches the conditions
selected, beginning from the currently selected event.
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o}

If the end of the buffer is reached before a match is found, the analyzer asks you if you want to
continue searching from the beginning.

o If you want to be sure to search the entire buffer, place your cursor on the first event in the buffer.
o Select one of the four radio buttons to choose the condition that must be met in the search
o Select one or more of the checkboxes for Pin 1, 2, 3, or 4.

o Click Find Next to locate the next occurrence of the search criteria or Find Previous to locate an
earlier occurrence of the search criteria.

5.1.7 Searching for Data Errors

The analyzer can search for several types of data errors. Searching for data error sallows you to choose which
errors you want to search for and whether to search the DTE or DCE data or both. Bytes with errors are shown in
red in the Event Display window, making it easy to find errors visually when looking through the data.

To access the search by time function:

1. Open acapture file to search.

2. Open the Event Display p or Frame Display window.
3. Click on the Find icon ﬂ!ﬂ or choose Find from the Edit menu.
4. Click on the Errors tab of the Find dialog.

Note: The tabs displayed on the Find dialog depend on the product you are running and the
content of the capture file you are viewing.

) Find - BPAS00.cfa (=B =

| Decodeg Patterni Time E Go Toi Special Events | Enor !Bookmarkl

Search for event where: Find Mest
@ One or more of these changed 0 |
=, This exactly - -
S oo e o © L e

Side Festriction

= Search without regard to
~ data arigin

[¥] Reserved!

@) Search only these sides:

[ Slave
[t aster

Figure 5.10 - Find Error tab.
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Searching for event where

The first three options are all fairly similar, and are described together. These options are searching for an event
where:

e one or more error conditions changed

« one or more error conditions occurred

« one or more error conditions were off (i.e. no errors occurred)
Selecting Which Errors to Search

The section with the check boxes allows you to choose which errors the analyzer should look for. Click on a box
to check or un-check it.

If you want to search only for overrun errors
o check the box if shown
« un-check the other boxes.
To search for all types of errors
o check all boxes
The most common search is looking for a few scattered errors in otherwise clean data.
To do this type of search:
« choose to Search for an event where one or more error conditions occurred
« choose which errors to look for
o By default, the analyzer looks for all types of errors.

In contrast, searching for an event where one or more error conditions were off means that the analyzer looks for
an event where the errors were not present.

For example, if you have data that is full of framing errors, and you know that somewhere in your 20 megabyte
capture file the framing got straightened out, you could choose to search for an event where one or more error
conditions were off, and choose to search only for framing. The analyzer searches the file, and finds the point at
which framing errors stopped occurring.

Searching for an event where the error conditions changed means that the analyzer searches the data and stop at
every point where the error condition changed from on to off, or off to on.

For example, if you have data where sometimes the framing is wrong and sometimes right, you would choose to
search framing errors where the error condition changed. This first takes you to the point where the framing
errors stopped occurring. When you click Find Next, the analyzer stops at the point when the errors began
occurring again. Clicking Find Previous will search backwards from the current postion.

The analyzer takes the current selected byte as its initial condition when running searches that rely on finding
events where error conditions changed. The analyzer searches until it finds an event where error conditions
changed or it reaches the end of the buffer, at which point the analyzer tells you that there are no more events
found in the buffer. If you are searching for an exact match, the analyzer asks you if you want to continue
searching from the beginning of the buffer.

Searching for Exact Error Conditions
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To search.for an exact state means that the () Find - BPAS00.cfa = =
analyzer finds events that exactly match the :
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state radio button.
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o This changes the normal check boxes to a —
series of radio buttons labeled On, Off | On | Off | Don't Care _ _ I—I
and Don’t Care for each error. Rieserved] [CO Side Restriction

Search without regard to

data arigit
o On means that the error occurred ? )
@) Search only these sides:

o Off means that the error did not Slave
occur tdaster

o Don’t Care means that the analyzer
ignores that error condition.

o Select the appropriate state for each type of error.
Example:

If you need to find an event where just an overrun error occurred, but not any other type of error, you would
choose overrun error to be On, and set all other errors to Off. This causes the analyzer to look for an event where
only an overrun error occurred.

If you want to look for events where overrun errors occurred, and other errors may have also occurred but it
really doesn’t matter if they did or not, choose overrun to be On, and set the others to Don’t Care. The analyzer
ignores any other type of error, and find events where overrun errors occurred.

To find the next error, click the Find Next button. To find an error that occurred earlier in the buffer to where you
are, click the Find Previous button.

5.1.8 Find - Bookmarks

Searching with Bookmarks allows you search on specific bookmarks on the data in Frame Display and Event
Display window. Bookmarks are notes/reminders of interest that you attach to the data so they can be accessed
later.

To access the search for bookmarks

1. Open acapture file to search.

2. Open the Event Display p or Frame Display window.
3. Click on the Find icon ﬂﬂ or choose Find from the Edit menu.

4. Click on the Bookmarks tab of the Find dialog.

Note: The tabs displayed on the Find dialog depend on the product you are running and the content of the
capture file you are viewing.
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% Find - Ethernet Sniffer
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| GoTo

Figure 5.11 - Find Bookmark tab.
There are several ways to locate bookmarks.
o Select the bookmark you want to move to and click the Go To button.
o Simply double-click on the bookmark.

o Click the Move Forward and Move Back buttons to move through the frames to the bookmarks shown in
the window. When the bookmark is found it is highlighted in the window.

There are three ways to modify bookmarks:
1. Click on Delete to remove the selected bookmark.
2. Click on Modify... to change the selected Bookmark name.
3. Remove All will delete all bookmarks in the window.

The Find window Bookmark tab will also appear when using functions other than Find such as when clicking on
the Display All Bookmarks L"J

5.1.9 Changing Where the Search Lands

icon.

When doing a search in the analyzer, the byte or bytes matching the search criteria are highlighted in the Event
Display. The first selected byte appears on the third line of the display.

[CVEventDisplay] To change the line on which the first selected byte appears:

SelectionOffset=2

1. Open fts.ini (located in the C:\User\Public\Public Documents\Frontline Test
Equipment))

2. Go to the [CVEventDisplay] section
3. Change the value for SelectionOffset.

4. If you want the selection to land on the top line of the display, change the SelectionOffset to 0 (zero).
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5.1.10 Subtleties of Timestamp Searching

TELEDYNE LECROY

Timestamping can be turned on and off while data is being captured. As a result, the capture buffer may have
some data with a timestamp, and some data without. When doing a search by timestamp, the analyzer ignores all

data without a timestamp.

Note: The raw timestamp value is the number of 100-nanosecond intervals since the

beginning of January 1, 1601. This is standard Windows time.

5.2 Bookmarks

Bookmarks are electronic sticky notes that you attach to frames of interest so they can be easily found later. In
Frame Display bookmarked frames appear with a magenta triangle icon next to them.

B... Framsi Command Erot Code = FID MID Fil Sewrce TID 1u]

1
2
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|

Figure 5.12 - Bookmarked Frame (3) in the Frame Display
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In the Event Display bookmarks appear as a dashed line around the start of frame

When you create or modify a bookmark, you have up to 84 characters to explain a
problem, leave yourself a reminder, leave someone else a reminder, etc. Once you create a bookmark it will be
saved with the rest of the data in the .cfa file. When you open a .cfa file, the bookmarks are available to you.

Once you have created a bookmark, you can use the Find function or other navigation methods to locate and

move among them.

5.2.1 Adding, Modifying or Deleting a Bookmark

You can add, modify, or delete a bookmarks from Frame Display and Event Display

Add:
1. Select the frame or event you want to bookmark.

2. There are three ways to access the Add Bookmark dialog.

a. Select Add or Modify Bookmark from the Bookmarks menu on the Frame Display and

Event Display,

b. Selectthe Add or Modify Bookmark u icon on one of the toolbars, or

c. Right-click on the frame/event and choosing Add Bookmark....

3. In the dialog box, add a comment (up to 84 characters) in the text box to identify the bookmark.

4. Click OK.

Y

Bookmarks are easy to create and maintain, and are a very valuable tool for data analysis.

Once you create a bookmark it will be saved with the rest of the data in the .cfa file. When you open a .cfafile, the

bookmarks are available to you.
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Modify
1. Select the frame or event with the bookmark to be edited.
2. There are three ways to access the Add/Modfy Bookmark dialog.

a. Select Add or Modify Bookmark from the Bookmarks menu on the Frame Display and
Event Display'

b. Selectthe Add or Modify Bookmark Lﬂ icon on one of the toolbars, or

c. Right-click on the frame/event and choosing Modify Bookmark... on the selection.
3. Change the commentin the dialog box
4. Click OK. The edited bookmark will be saved as a part of the .cfa file.
5. You can also select Display All Bookmarks HE) from the Frame Display and Event Display toolbar

or the Bookmarks menu. the Find window will open on the Bookmark tab. Select the bookmark you
want to modify and click the Modify... button. Change the comment in the dialog box, and click OK.

Delete
1. Selectthe frame or event with the bookmark to be deleted.
2. There are three ways to access the Add/Modfy Bookmark dialog.

a. Select Add or Modify Bookmark from the Bookmarks menu on the Frame Display and
Event Display,

b. Selectthe Add or Modify Bookmark Ln icon on one of the toolbars, or

c. Right-click on the frame/event and choosing Modify Bookmark... on the selection.
3. Click on the Delete button. The bookmark will be deleted.
4. You can also select Display All Bookmarks [ from the Frame Display and Event Display toolbar

or the Bookmarks menu. the Find window will open on the Bookmark tab. Select the bookmark you
want to delete and click the Delete button.

5.2.2 Displaying All and Moving Between Bookmarks
There are three ways to move between bookmarks.
1. Pressthe F2 key to move to the next frame or event with a bookmark.
2. Select Go to Next Bookmark from the Bookmarks menu.
3. Click the Display All Bookmarks icon L'J . Select the bookmark you want to move to and click the Go To

button, or simply double-click on the bookmark. Click the Move Forward and Move Back buttons to cycle
through the bookmarks.
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¥ Find - dual_mode capture 01.cfa
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Figure 5.13 - Find Window Bookmark tab Used to Move Around With Bookmarks
To delete a bookmark, select it and click the Delete button.
To modify a bookmark, select it and click the Modify button.

Click Remove All to delete all the bookmarks.
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Chapter 6 Saving and Importing Data
6.1 Saving Your Sodera Data

You can save all or part of the data that you have captured. You can also load a previously saved capture file, and
save a portion of that file to another file. This feature is useful if someone else needs to see only a portion of the
data in your capture file.

On the Control window toolbar you can set up to capture a single file. Click here to see those settings.

There are two ways to save portions or all of the data collected during a data capture. Click here to see how to
capture data to disk..

6.1.1 Saving the Capture File

Once your Sodera capture and analysis is completed, you can save the captured file for future analysis. All data
captured from start session (Recording) to stop session (Record) is saved.

Before saving the following conditions must be met:

1. Soderawindow Capture Toolbar shows [ peco @] -

2. Soderawindow Capture Toolbar shows [ pzze @ -

To save the captured data use one of the following methods:

« onthe Sodera window File menu select Save,

« on the Sodera window Standard Toolbar click on the Save button H,

« on the Sodera Control window File menu select Save or click on the Save E tool.

o On either the Frame Display or the Event Display window File menu select Save or click on the Save

E tool.

A Save As window will open. Select a location and enter a file name. Click on the Save button.
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Chapter 6 Saving and Importing Data

6.1.2 Saving the Entire Capture File with Save Selection

1.

2.

3.

Open the Event Display P or Frame Display m window.

Right click in the data

Select Save Selection or Save As from the right click

menu.

Click on the radio button labeled Entire File. Save
() Entire File m—

Choose to save Events or Frames . Choosing to save () Selaction: |§

Events saves the entire contents of the capture file. OEverts (3 Frames

Choosing to save Frames does not save all events in the 1 1

capture file. L

Type a file name in the As box at the bottom of the screen. | s Tipe e name bed Q

Click the_ Browsg |c9n to brc?wse to a specific dlrec.tory. Hote: N copiusig vl be dhvs i e

Otherwise your file is saved in the default capture file fike iz besng saved

directory.

When you are finished, click OK.

6.1.3 Save a Portion of Capture File with Save Selection

330

1.

Open the Event Display 6@ or Frame Display EI window, depending on whether you want to

specify a range in bytes or in frames.

. Select the portion of the data that you want to save. Click and drag to select data, or click on the first item,

move to the last item and Shift+Click to select the entire range, or use the Shift key with the keyboard
arrows or the navigation icons in the Frame Display toolbar. If the range you want to save is too large to
select, note the numbers of the first and last item in the range.

Right click in the data

Select Save Selection or Save As from the right click
menu

Save 0K
) Entirs Fila
(%) Seleckin L

() Ewentz (=) Frames

Click on the radio button labeled Selection. If you selected
arange, make sure the starting and ending numbers are
correct. To specify a range, type the numbers of the first
and last items in the range in the boxes.

Select either Events or Frames to indicate whether the ; '

numbers are event or frame numbers.

Type a file name in the As box at the bottom of the screen.
Click the Browse icon to browse to a specific directory.
Otherwise your file is saved in the default capture file
directory.

Click OK when you are finished.

Az | Tvpe e name heid

5 Pk

Mote: Mo caphuring will ber dores whie the
fie iz besng saved

Frontline Sodera User Manual



Chapter 6 Saving and Importing Data TELEDYNE LECROY

6.2 Adding Comments to a Capture File

The Notes feature allows you to add comments to a CFA file. These comments can be used for many purposes.
For example, you can list the setup used to create the capture file, record why the file is useful to keep, or include
notes to another person detailing which frames to look at and why. (Bookmarks are another useful way to record
information about individual frames.)

To open the Notes window :
1. Click the Show Notes icon _P] . This icon is present on the toolbars of the Frame Display @, as well

as the Event Display p . Notes can be selected from the Edit menu on one of these windows.

2. Type your comments in the large edit box on the Notes window. The Cut, Copy, Paste features are

A & @

are all supported from Edit menu and the toolbar A at the current cursor location.

supported from Edit menu and the toolbar when text is selected. Undo and Redo features

3. Click the thumbtack icon 49 to keep the Notes window on top of any other windows.

4. When you're done adding comments, close the window.

5. When you close the capture file, you are asked to confirm the changes to the capture file. See Confirming
Capture File (CFA) Changes for more information.

6.3 Confirm Capture File (CFA) Changes

This dialog appears when you close a capture file after changing the Notes, the protocol stack, or bookmarks. The
dialog lists information that was added or changed and allows you to select which information to save, and
whether to save it to the current file or to a new one.

Changes made to the file appear in a list in the left pane. You can click on each item to see details in the right pane
about what was changed for each item. You simply check the boxes next to the changes you want to keep. Once
you decide what changes to keep, select one of the following:

« Save To This File — Saves the changes you have made to the current capture file.
« Save As - Saves the changes to a new file.
« Cancel the Close Operation — Closes the file and returns you back to the display. No changes are saved.

« Discard Changes - Closes the file without saving any of the changes made to the notes, bookmarks, or
protocol stack.

6.4 Loading and Importing a Capture File
6.4.1 Loading a Capture File

From the Control Window:
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1. Go to the File menu.

2. Choose afile from the recently used file list.

3. If the file is not in the File menu list, select Open Capture File from the File menu or simply click on the
Open icon E on the toolbar.

4. Capture files have a .cfa extension. Browse if necessary to find your capture file.
5. Click on your file, and then click Open.
6.4.2 Importing Capture Files
1. From the Control window .@, go to the File menu and select Open Capture File or click on the Open
icon on the toolbar.

2. Left of the File name text box, select from the drop-down list Supported File Types box to All
Importable File Types or All Supported File Types (*.cfa, *.log, *.txt, *.csv, *.cap). Select the file
and click Open.

The analyzer automatically converts the file to the analyzer's format while keeping the original file in its original
format. You can save the file in the analyzer's format, close the file without saving it in the analyzer's format, or

have the analyzer automatically save the file in the analyzer's format (see the System Settings to set this option).
All of these options keep your original file untouched.

When you first open the file, the analyzer brings up the Protocol Stack window and ask you what protocol
decodes, if any, you want to use. You must choose a protocol decode at this point for the analyzer to decode the
data in the file. If you open a file without using any decodes, and decide later that you want to apply a decode,
choose Reframe from the File menu on the Control window.

At present, the analyzer supports the following file types:

« Frontline Serialtest* Async and Serialtest ComProbe® for DOS — requires the .byt for data and the .tim for
timestamps (see note on importing DOS timestamps).

« Greenleaf ViewComm?* 3.0 for DOS - requires the .byt for data and the .tim for timestamps (see note on
importing DOS timestamps).

o Frontline Ethertest* for DOS — requires 3 files: filename.cap, filename.ca0 and filename.cal.
« Sniffer Type 1 — supports files with the .enc extension. Does not support Sniffer files with a .cap extension.

e Snoop or Sun Snoop — files with a .cap extension based on RFC 1761. For file format, see
http://www.fags.org/rfcs/rfc1761.html.

« Shomiti Surveyor files in Snoop format — files with a .cap extension. For file format, contact Technical Support.

o CATC Merlin - files with a .csv extension. Files must be exported with a specific format. See File Format for
Merlin Files for information.

e CATC Chief - files with a .txt extension.

6.5 Printing
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6.5.1 Printing from the Frame Display/HTML Export

The Frame Display Print dialog and the Frame Display HTML Export are very similar. This topic discusses
both dialogs.

Frame Display Print

The Frame Display Print feature provides the user with the option to print the capture buffer or the current
selection. The maximum file size, however, that can be exported is 1000 frames.

When Print Preview is selected, the output displays in a browser print preview window, where the user can
select from the standard print options. The output file format is in html, and uses the Microsoft Web Browser
Control print options for background colors and images.

Print Background Colors Using Internet Explorer
1. Open the Tools menu on the browser menu bar
2. Select “Internet Options...” menu entry.
3. Click Advanced tab.
4. Check “Print background colors and images” under the Printing section
5. Click the Apply button, then click OK
Configure the Print File Range in the Frame Display Print Dialog

Selecting more than one frame in the Frame Display window defaults the radio button in the Frame Display Print
dialog to Selection and allows the user to choose the All radio button. When only one frame is selected, the All
radio button in the Frame Display Print dialog is selected.

How to Print Frame Display Data

1. Select Printor Print Preview from the File menu on the Frame Display window to display the Frame
Display Print dialog. Select Print if you just want to print your data to your default printer. Select Print
Preview if you want access to printer options.

2. Choose to include the Summary pane (check the box) in the print output. The Summary pane appears at
the beginning of the printed output in tabular format. If you select All layers in the Detail Section, the
Data Bytes option becomes available.

3. Inthe Detail Section, choose to exclude—No decode section—the decode from the Detail pane in
the Frame Display, or include All Layers or Selected Layers Only. If you choose to include selected
layers, then select (click on and highlight) the layers from the list box.

4. Click on selected layers in the list to de-select, or click the Reset Selected Layers button to de-select all
selected layers.
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Figure 6.1 - Frame Display Print Dialog

5. Select the range of frames to include All or Selection in the Frame Range section of the Frame
Display Print dialog.

Choosing All prints up to 1000 frames from the buffer.

Choosing Selection prints only the frames you select in the Frame Display window.

6. Selecting the Delete File deletes the temporary html file that was used during printing
7. Click the OK button.

Frame Display Print Preview

The Frame Display Print Preview feature provides the user with the option to export the capture buffer to an
.html file. The maximum file size, however, that can be exported is 1000 frames.

If you chose Print Preview, the system displays your data in a browser print preview display with options for
printing such as page orientation and paper size. You can also use your Printer Preferences dialog to make some
of these selections. When printing your data, the analyzer creates an html file and prints the path to the file at the
bottom of the page. This file can be opened in your browser, however, it may appear different than the printed

version.
1. Select Print Preview from the File menu on the Frame Display window to display the Frame Display
Print Preview.
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Figure 6.2 - Frame Display Print Preview Dialog

2. From this point the procedure is the same as steps 2 through 5 in "How to Print Frame Display Data" above.

3. Click the OK button, and after a brief wait a browser window will appear.

6.5.2 Printing from the Event Display

The Event Display Print feature provides the user with the option to print either the entire capture buffer or the
current selection. When Print Preview is selected, the output displays in a browser print preview window where
the user can select from the standard print options. The output file format is in html, and uses the Microsoft Web
Browser Control print options for background colors and images (see below).

Print Background Colors Using Internet Explorer
1. Open the Tools menu on the browser menu bar
2. Select “Internet Options...” menu entry.
3. Click Advanced tab.
4. Check “Print background colors and images” under the Printing section
5. Click the Apply button, then click OK
The Event Display Print feature uses the current format of the Event Display as specified by the user.

See About Event Display for an explanation on formatting the Event Display prior to initiating the print feature.

Configure the Print File Range in the Event Display Print dialog

Selecting more than one event in the Event Display window defaults the radio button in the Event Display
Print dialog to Selection and allows the user to choose the All radio button. When only one event is selected ,
the All radio button in the Event Display Print dialog is selected.
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How to Print Event Display Data to a Browser

1. Select Print or Print Preview from the File menu on the Event Display window to display the Event
Display Print dialog. Select Print if you just want to print your data to your default printer. Select Print
Preview if you want preview the printin your browser.

2. Select the range of events to include from either All or Selection in the Event Range section . Choosing
All prints all of the events in the capture file or buffer. Choosing Selection prints only the selected events
in the Event Display window.

Note: Inorderto prevent a Print crash, you cannot select All if there are more than
100,000 events in the capture buffer.

Note: See "Configure the Print File Range in the Event Display Print Dialog" above for
an explanation of these selections

Event Display Print x|

Evert range
oA
(=) Seleciion

Mote: Beoweser perd ophions may alfect whether arg
iy background i parted. See Help fo infio

[ ok ][ cancet |[ Hep |

Figure 6.3 - Event Display Print Dialog
3. Click the OK button.

If you chose Print Preview, the system displays your data in a browser print preview display with options for
printing such as page orientation and paper size. You can also use your Printer Preferences dialog to make some
of these selections. When printing your data, the analyzer creates an html file and prints the path to the file at the
bottom of the page. This file can be opened in your browser, however, it may appear different than the printed
version.

6.6 Exporting
6.6.1 Frame Display Export
You can dump the contents of the Summary pane on the Frame Display into a Comma Separated File (.csv).
To access this feature:
1. Right click on the Summary pane or open the Frame Display File menu.
2. Selectthe Export... menu item.
3. Select a storage location and enter a File name.

4. Select Save.

336 Frontline Sodera User Manual



Chapter 6 Saving and Importing Data TELEDYNE LECROY

6.6.2 Exporting a File with Event Display Export

With the Event Display Export dialog you can export the contents of the Event Display dialog as a test (.txt),
CSV (.csv.), HTML (.htm), or Binary File (.bin). You also have the option of exporting the entire capture buffer or
just the current selection of the Event Display dialog.

Event Display Export 29
File name:  CAUsers\Frontline\DeskbapsHFC -wifi B
Save az type: | C5Y File [*.osv] -

Event range Side
All @ Selection Both
1 to 2000 DTE
CCE
Ewents Per Row C5Y Headers
Multiple Events Per Row [Mo Timestampsz] Show Preamble
@ One Event Per Row [Show Timestamps) | Show Column Headings
Help | Cancel | | Save |

Figure 6.4 - Event Display Export Example: .csv file.
How to Export Event Display Data to a File

1. Select Export Events from the File menu on the Event Display window to display the Event Display
Export dialog.

2. Enter afile path and name, or click the browser button to display the Windows Save As dialog and
navigate to the desired storage location.

3. Selectafile type from the Save as type: drop-down List Menu on the Event Display Export dialog.
Select from among the following file formats:

Text File (*.txt)
CSV File (*.csv)
HTML File (*.html)
Binary File (*.bin)

4. Select the range of events to include in the file from either All or Selection in the Event Range section
of the Event Display Export dialog.

« Selecting more than one event in the Event Display window defaults the radio button in the Event
Display Export dialog to Selection and allows the user to choose the All radio button.

« When only one event is selected (something must be selected), the All radio button in the Event
Display Export dialog is selected by default.

5. Nextyou need to select the Side variable for serial communications.
« isused to determine whether you want to export data from , or both.

o Choose or Both to determine how you want to export the data.
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5. Choose or Both to determine how you want to export the data.
6. Choose whether you want to display multiple events or single events per row.

Events Per Row: You can choose to display Multiple Events Per Row, but this method contains no
timestamps. If you select One Event Per Row, you can display timestamps. multiple events or single
events per row.

Note: The raw timestamp value is the number of 100-nanosecond intervals since the
beginning of January 1, 1601. This is standard Windows time.

The timestamp data types displayed in columns for One Event Per Row.
Timestamp
Delta

Event Number
Byte Number
Frame Number
Type

Hex

Dec

Oct

Bin

Side

ASCII | 7-bit ASCII | EBCDIC | Baudot
RTS

CTS

DSR

DTR

CcD

RI

UART Overrun
Parity Error
Framing Error

7. Ifyou select .csv as the file type, choose whether you want to hide/display Preambles or Column
Headings in the exported file
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8. Click Save. The Event Display Export file is saved to the locations you specified in File name.

A B c D E F G H | J K
1 Timestamp Delta Event Number Byte Number Frame Number Type Hex {Dec Oct Bin ASCII
632 11/30/2012 12:20:02.895166 PM  0:00:00.00 631 626 3 Data [} 0 0 0.
633 11/30/2012 12:20:02.895166 PM  0:00:00.00 632 627 3 Data 0; 0 0 0.
634 11/30/2012 12:20:02.895166 PM  0:00:00.00 633 628 3 Data 0} 0 0 0.
635 11/30/2012 12:20:02.895166 PM  0:00:00.00 634 629 3 Data 98 152 230 10011000 .
636 11/30/2012 12:20:02.895166 PM  0:00:00.00 635 630 3 Data 70{ 112 160 1110000 p
637 11/30/2012 12:20:02.895166 PM  0:00:00.00 636 631 3 Data 94{ 148 224 10010100 .
638 11/30/2012 12:20:02.895166 PM  0:00:00.00 637 632 3 Data 22{ 34 42 100010"
639 11/30/2012 12:20:02.895166 PM  0:00:00.00 638 633 3 Data 21{ 33 41 100001 !
640 11/30/2012 12:20:02.895166 PM  0:00:00.00 639 634 3 Data 1c 28 34 11100 .
641 11/30/2012 12:20:02.895166 PM  0:00:00.00 640 635 3 Data 80{ 128 200 10000000 .
642 11/30/2012 12:20:02.895166 PM  0:00:00.00 641 636 3 Data 80{ 128 200 10000000 .
643 11/30/2012 12:20:02.895166 PM  0:00:00.00 642 637 3 Data 80i{ 128 200 10000000 .
644 11/30/2012 12:20:02.895166 PM  0:00:00.00 643 638 3 Data 80{ 128 200 10000000 .

Figure 6.5 - Example: .csv Event Display Export, Excel spreadsheet

6.6.2.1 Export Filter Out

You can filter out data you don't want or need in your text file.

(This option is available only for serial data.) In the Filter Out box, choose which side to filter out: the DTE data,
the DCE data or neither side (don't filter any data.) For example, if you choose the radio button for DTE data, the
DTE data would be filtered out of your export file and the file would contain only the DCE data.

You can also filter out Special Events (which is everything that is not a data byte, such as control signal changes and
Set I/0 events), Non-printable characters or both. If you choose to filter out Special Events, your export file would
contain only the data bytes. Filtering out the non-printable characters means that your export file would contain
only special events and data bytes classified as printable. In ASCII, printable characters are those with hex values
between $20 and $7e.

6.6.2.2 Exporting Baudot

When exporting Baudot, you need to be able to determine the state of the shift character. In a text export, the
state of the shift bit can be determined by the data in the Character field. When letters is active, the character
field shows letters and vice versa.
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7.1 System Settings and Progam Options
7.1.1 System Settings

Open the System Settings window by choosing System Settings from the Options menu on the Control
window. To enable a setting, click in the box next to the setting to place a checkmark in the box. To disable a
setting, click in the box to remove the checkmark. When viewing a capture file, settings related to data capture
are grayed out.
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Single File

-

System Settings

Capture Mode: | Single File
Hestgrt Capturing .-’:'-.fter Saving ar
Clearing Capture File
YWrap File
File Size [in k) | 81979 FIAREES

Startup...

Advanced...

Figure 7.1 - System Settings Single File Mode

This option allows the analyzer to capture data to a file. Each time you capture the file you must provide a file
name. The size of each file cannot larger than the number given in File Size (in K). The name of each file is the
name you give it in the Name box followed by the date and time. The date and time are when the series was
opened.

« Restart Capturing After Saving or Clearing Capture File

If the Automatically Restart feature is enabled, the analyzer restarts capture to the file immediately after the
file is closed.

« Wrap File

When enabled, the analyzer wraps the file when it becomes full. The oldest events are moved out of the file
to make room for new events. Any events moved out of the file are lost. When disabled, the analyzer stops
capture when the file becomes full. Either reset the file or close your capture file to continue.

o File Size: The size of the file will depend of the available hard disk space.
1. Click the Min button to see/set the minimum acceptable value for the file size.

2. Click the Max button to see/set the maximum acceptable value for the file size.
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You can accept these values, or you can enter a unique file size.
But if you try to close the dialog after entering a value greater
1 \ Eniter an integer between 1096 and 1848257, than the maximum or less than the minimum, you will see the
.

following dialog.

« Start up

Opens the Program Start up Options window. Start up options let you choose whether to start data capture
immediately on opening the analyzer.

« Advanced

Opens the Advanced System Options window. The Advanced Settings should only be changed on advice of
technical support.

7.1.1.1 System Settings - Disabled/Enabled Options

Some of the System Settings options are disabled depending upon the status of the data capture session.
o Asthe default, all the options on the System Settings dialog are enabled.

e Once the user begins to capture data by selecting the Start Capture button, some of the options on the System
Settings dialog are disabled until the user stops data capture and either saves or erases the captured data.

o The user can go into the Startup options and Advanced system options on the System Settings dialog and
make changes to the settings at any time.

7.1.1.2 Advanced System Options

These parameters affect fundamental aspects of the software, and it is unlikely that you ever have to change
them. If you do change them and need to return them to their original values, the default value is listed in
parentheses to the right of the value box.

Most technical support problems are not related to these parameters, and as changing them could have serious
consequences for the performance of the analyzer, we strongly recommend contacting technical support before
changing any of these parameters.

To access the Advanced System Options:

1. Go tothe Control .@ window.

2. Choose System Settings from the Options menu.

3. On the System Settings window, click the Advanced button.
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Advanced System Options @
‘whairmry Be cateful when changng these paameler: Flaase

resd the orline help first. of contact Technical Suppent.
Selechions do not take effect untl FTS and any datasouces ame
St | Cancel |

Diver Receve Buller Size in Ehytes | I (10000

Dt Aiction Queue Size in Diparating
Syslem Pages i (100]
Fianre Complation Trmesold in Seconds |

Figure 7.2 - Advanced System Options dialog

« Driver Receive Buffer Size in Kbytes - This is the size of the buffer used by the driver to store incoming
data. This value is expressed in Kbytes.

« Driver Action Queue Size In Operating System Pages - This is the size of the buffer used by the driver
to store data to be transmitted. This value is expressed in operating system pages.

« Frame Completion Timeout in Seconds - This is the number of seconds that the analyzer waits to receive
data on a side while in the midst of receiving a frame on that side.

If no data comes in on that side for longer than the specified number of seconds, an "aborted frame" event is
added to the Event Display and the analyzer resumes decoding incoming data. This can occur when capturing
interwoven data (DTE and DCE) and one side stops transmitting in the middle of a frame.

The range for this value is from 0 to 999,999 seconds. Setting it to zero disables the timeout feature.
Note: This option is currently disabled.
7.1.1.3 Selecting Start Up Options

To open this window:

1. Choose System Settings from the Options menu on the Control @ window.

2. On the System Settings window, click the Start Up button.

3. Choose one of the options to determine if the analyzer starts data capture immediately on starting up or

not.
Pregram Start Up Options f}ﬂ
it
(%) Doont start capturing mmedistely
( Start captunng bo a fle immediately
{3 Starl caphuing immedistel: to the olowing fle: Hep |

Figure 7.3 - Start Up Options dialog
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« Don't start capturing immediately - This is the default setting. The analyzer begins monitoring data but
does not begin capturing data until clicking the Start Capture @ icon on the Control, Event Display or

Frame Display windows.

« Start capturing to a file immediately - When the analyzer starts up, itimmediately opens a capture file
and begins data capture to it. This is the equivalent of clicking theStart Capture a icon. The file is given a

name based on the settings for capturing to a file or series of files in the System Settings window.

« Start capturing immediately to the following file: - Enter a file name in the box below this option. When
the analyzer starts up, it immediately begins data capture to that file. If the file already exists, the data in it is
overwritten.

7.1.2 Changing Default File Locations

The analyzer saves user files in specific locations by default. Capture files are placed in the My Capture Files
directory and configurations are put in My Configurations. These locations are set at installation.

Follow the steps below to change the default locations.

1. Choose Directories from the Options menu on the Control window to open the File Locations
window.

File Locations I&
File Types Location it
by Capture Files 4 zers PublichD ocumentzhFrontline Test E guipmentsty Capture Filesh,
dy Configurations C:AUsers\PublichDocumentz\Frontline Test E quipmentky Configurationsh E
by Decoders C:hUzers\PublichDocumentz\Frontline Test Equipment'ydy Decodersh
by Log Files C:hUzers\PublichDocumentz\Frontline Test E quiprmentdy Log Files',
b Methods C:AJgergPublic\D ocumentzhFrontling Test Eguiprentibdy Methods!, 7
] 1 P
M adify... ] [ ] ] [ Cancel ] [ Help ] [] Use Last Opened Folder for Capture Files
—

Figure 7.4 - File Locations dialog
2. Select the default location you wish to change.
3. Click Modify.

4. Browse to a new location.
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Browse for Folder ﬁ

Spedify My Decoders directory. ..

4 | Public -
. Desktop
4 |, Public Documents
4 || Frontline Test Equipment
| My Capture Files
| My Configurations

m

, My Decoders

| My Log Files
| My Methods

; My Mode Databases
, tmp -

Ok ] [ Cancel

Figure 7.5 - File Locations Browse dialog
5. Click OK.
6. Click OK when finished.

If a user sets the My Decoders directory such that it is up-directory from an installation path, multiple instances of
a personality entry may be detected, which causes a failure when trying to launch Frontline. For example, if an
Frontline product is installed at C:\Users\Public\Public Documents\Frontline Test Equipment\My Decoders\ then
"My Decoders" cannot be set to any of the following:

o C:\ My Decoders\

o C:\Users\ My Decoders\

o C:\Users\\Public\My Decoders\

o C:\Users\Public\Public Documents\My Decoders\

o or to any directory that already exists in the path C:\Users\Public\Public Documents\Frontline Test
Equipment\My Decoders\

Default Capture File Folder Checkbox

If the Use Last Opened Folder for Capture Files checkbox is checked, then the system automatically
changes the default location for saving capture files each time you open a file from or save a file to a new location.
For example, let's say the default location for saving capture files is Drive A > Folder A. Now you select the Use
Last Opened Folder for Capture Files checkbox. The next time, however, you open a capture file from a
different location, Folder B > Removable Flash Drive for example. Now when you save the capture file, it will be
saved to Folder B > Removable Flash Drive. Also, all subsequent files will be saved to that location. This remains
true until you open a file from or save a file to a different location.
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There is one caveat to this scenario, however. Let's say you have selected Use Last Opened Folder for
Capture Files and opened a file from a location other than the default directory. All subsequent capture files
will be saved to that location. Suppose, however, the next time you want to save a capture file, the new file
location is not available because the directory structure has changed: a folder has been moved, a drive has been
reassigned, a flash drive has been disconnected, etc. In the case of a "lost" directory structure, subsequent
capture files will be saved to the default location. ComProbe software will always try to save a file to the folder
where the last file was opened from or saved to, if Use Last Opened Folder for Capture Files is checked. If,
however, the location is not accessible, files are saved to the default directory that is set at installation.

If the checkbox is unchecked, then the system always defaults to the directory listed in the File Locations dialog.

7.1.3 Side Names

The Side Names dialog is used to change the names of objects and events that appear in various displays. The
Side Names dialog will change depending on the sniffing technology in use at the time the software was loaded.

Changes to the Names are used throughout the program.

Side Names [

Default Mames Current M ames

Slave

b azter

F. | | Cancel | [SetDefaults

—_————

Figure 7.6 - Example: Side Names Where "Slave" and "Master" are current

1. To open the Side Names dialog, choose Side Names... from the Options menu on the Control
window.

2. To change a name, click on the name given in the Current Names column, and then click again to modify
the name (a slow double-click).

3. Select OK to initiate the changes. The changes that have been made will not fully take effect for any views
already open. Closing and reopening the views will cause the name change to take effect.

4. To restore the default values, click the Set Defaults button.
7.1.4 Timestamping

Timestamping is the process of precise recording in time of packet arrival. Timestamps is an optional parameter in
the Frame Display and Event Display that can assist in troubleshooting a network link.

7.1.4.1 Timestamping Options

The Timestamping Options window allows you to enable or disable timestamping, and change the resolution of
the timestamps for both capture and display purposes.

To open this window:
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Choose Set Timestamp Format... from the Options menu on the Frame Display and Event Display window or
click on the Timestamping Option EE? icon in the Event Display toolbar. The Timestamping Options window

will open.

-

Timestamping Options

23]

Stare Timestamps [Thiz item takes effect immediately]
Capture Optionz

Storage R esolution: [EI.EEI Microzeconds [high resclution) *]

[ Canecel ]

Mote 1: To apply rezolution changes, you must restart the program.

Mote 2: Finer resolutions increaze the capture file zize.

Click Help far more information on how timestamps affect
syztem performance,

Dizplay Optionz
Dizplay B aw Timestamp Walue

[] Display Relative Timestamps

Murmber of digitz to dizplay to
the right of the decimal point;

Figure 7.7 - Timestamping Options dialog

Enabling/Disabling Timestamp

—

To enable timestamping click to make a check appear in the check box Store Timestamps (This time takes

effect immediately). Removing the check will disable timestamping.

Changing the Timestamp Resolution

This option affects the resolution of the timestamp stored in the capture file. The default timestamp is 10
milliseconds. This value is determined by the operating system and is the smallest "normal" resolutions possible.

Note: The raw timestamp value is the number of 100-nanosecond intervals since the

beginning of January 1, 1601. This is standard Windows time.

348
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It is also possible to use "high resolution"
timestamping. High resolution timestamp
values are marked by an asterisk as high Capture Options

resolution in the drop down list. To change Storage Pesolution: | 0.50 Microzeconds [high resolution] - |
timestamping resolutions:

o | Store Timestamps [This item takes effect immediately]

. ) Mate 1: To apply rezolution changes, you must restart the program.
1. Go to the Capture Options section

of the window. Mate 2 Finer resolutions increase the capture file size.

2. Change the resolution listed in the
Storage Resolution box.

Note: If you change the resolution,
you need to exit the analyzer and restart in order for the change to take effect.

Performance Issues with High Resolution Timestamp

There are two things to be aware of when using high resolution timestamps. The first is that high resolution
timestamps take up more space in the capture file because more bits are required to store the timestamp. Also,
more timestamps need to be stored than at normal resolutions. The second issue is that using high resolution
timestamping may affect performance on slower machines

For example, if 10 bytes of data are captured in 10 milliseconds at a rate of 1 byte per millisecond, and the
timestamp resolution is 10 milliseconds, then only one timestamp needs to be stored for the 10 bytes of data. If
the resolution is 1 millisecond, then 10 timestamps need to be stored, one for each byte of data. If you have two
capture files, both of the same size, but one was captured using normal resolution timestamping and the other
using high resolution, the normal resolution file has more data events in it, because less room is used to store
timestamps.

You can increase the size of your capture file in the System Settings.
Switching Between Relative and Absolute Time
With Timestamping you can choose to employ Relative Time or Absolute time.

1. Choose System Settings from the Options menu on the Control window, and click the
Timestamping Options button, or click the click the Timestamping Options icon B from the

Event Display p window.

2. Go to the Display Options section at the bottom of the window and find the Display Relative
Timestamps checkbox.
3. Check the box to switch the display to relative timestamps. Remove the check to return to absolute

timestamps.

Note: The options in this section affect only how the timestamps are displayed on the screen,
not how the timestamps are recorded in the capture file.

« Display Raw Timestamp Value shows the timestamp as the total time in hundred nanoseconds from a
specific pointin time.
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« Display Relative Timestamps shows the timestamp as the amount of time that has passed since the first
byte was captured. It works just like a stop watch in that the timestamp for the first byte is 0:00:00.0000 and
all subsequent timestamps increment from there. The timestamp is recorded as the actual time, so you can
flip back and forth between relative and actual time as needed.

« Selecting both values displays the total time in nanoseconds from the start of the capture as opposed to a
specific pointin time.

« Selecting neither value displays the actual chronological time.

When you select Display Relative Timestamp you can set the number of digits to display using the up or down
arrows on the numeric list.

Displaying Fractions of a Second
1. Choose System Settings from the Options menu on the Control @ window, and click the
Timestamping Options button, or click the click the Timestamping Options icon @ from the

Event Display p window.

2. Go to the Display Options section at the bottom of the window, and find the Number of Digits to
Display box.

3. Click on the arrows to change the number. You can display between 0 and 6 digits to the right of the
decimal point.

7.2 Technical Information

7.2.1 Performance Notes

As a software-based product, the speed of your computer’s processor affects the analyzer’s performance. Buffer
overflow errors are an indicator that the analyzer is unable to keep up with the data. The information below
describes what happens to the data as it arrives, what the error means, and how various aspects of the analyzer
affect performance. Also included are suggestions on how to improve performance.

The analyzer's driver takes data from the driver and counts each byte as they are put into the driver’s buffer. The
analyzer's driver tells the user interface that data is ready to be processed. The analyzer takes the data from the
driver’s buffer and puts the data into the capture buffer.

Driver Buffer Overflows occur when the user interface does not retrieve frames from the driver quickly
enough. Buffer overflows are indicated in the Event Display window by a plus sign within a circle. Clicking on
the buffer overflow symbol displays how many frames have been lost.

There are several things that you can do to try and solve this problem.

o Use capture filters to filter out data you don't need to see. Capture filters reduce the amount of data
processed by the analyzer. (Ethernet Only)

o Close all other programs that are doing work while the analyzer is running. Refrain from doing searches in the
Event Display window or other processor intensive activities while the analyzer is capturing data.

« Timestamping takes up processor time, primarily not in timestamping the data, but in writing the timestamp to
the file. Try turning off timestamping from the Timestamping Options window.
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« For Driver Buffer Overflows, change the size of the driver buffer. This value is changed from the
Advanced System Settings. Go to the Control window and choose System Settings from the Options
menu. Click on the Advanced button. Find the value Driver Receive Buffer Size in Operating System
Pages. Take the number listed there and double it.

o The analyzer’s number one priority is capturing data; updating windows is secondary. However, updating
windows still takes a certain amount of processor time, and may cause the analyzer to lose data while the
window is being updated. Some windows require more processing time than others because the information
being displayed in them is constantly changing. Refrain from displaying data live in the Event Display and
Frame Display windows. The analyzer can capture data with no windows other than the Control window
open.

« If you are still experiencing buffer overflows after trying all of the above options, then you need to use a faster
PC.

7.2.2 Progress Bars

The analyzer uses progress bars to indicate the progress of a number of different processes. Some progress bars
(such as the filtering progress bar) remain visible, while others are hidden.

The title on the progress bar indicates the process underway.
7.2.3 Event Numbering

This section provides information about how events are numbered when they are first captured and how this
affects the display windows in the analyzer. The information in this section applies to frame numbering as well.

When the analyzer captures an event, it gives the event a number. If the event is a data byte event, it receives a
byte number in addition to an event number. There are usually more events than bytes, with the result is that a
byte might be listed as Event 10 of 16 when viewing all events, and Byte 8 of 11 when viewing only the data bytes.

The numbers assigned to events that are wrapped out of the buffer are not reassigned. In other words, when
event number 1 is wrapped out of the buffer, event number 2 is not renumbered to event 1. This means that the
first event in the buffer may be listed as event 11520 of 16334, because events 1-11519 have been wrapped out
of the buffer. Since row numbers refer to the event numbers, they work the same way. In the above example,
the first row would be listed as 2d00 (which is hex for 11520.)

The advantage of not renumbering events is that you can save a portion of a capture file, send it to a colleague,
and tell your colleague to look at a particular event. Since the events are not renumbered, your colleague’s file
use the same event numbers that your file does.

7.2.4 Useful Character Tables

7.2.4.1 ASCII Codes

hex| =0 | %1 | 2 | x3 | =4 | »5 | o6 | =7 | xB | =0 | =A [ 2B [ 2C | =D | xE | »F
Ox | NUL|SOH| STX| ETA [ECT |[ENQIACKIBEL| BS | HT | LF [ VT | FF JCR | S0 | SI

1x |DLE|DC1|DC2|DCT | DCY |NAKISYN|ETB | CAM| EM |SUB|ESC| FE | GS | RS | US
2 |SP] 1 * #15 | %]|& ' i ) G + . - !

3x | O 1 2134 |5|6|7|81|09 ; £ | = » ?

dx l@ | AlBJC[DJIE]JF|]G|H | J K [ LI M 0

5x P Q R 5 T 1 Wl W | X L Fi [ \ ] -

Bx a b € d 8 f g | h i i k | | m| n | o

Tl plalvefsTtTulv]wlalylz[{[1]]]~]0E
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7.2.4.2 Baudot Codes

[DEC [ HEX | LETTERS | FIGURES |
0 | 00 |BLANK (NUL)] BLANK MNUL)
1 | o1 E 3
7 | o2 LF LF
ElE A :

4 | o4 sP sP
5 | 05 g BEL
E | 06 [ B
7 | o7 1] 7
8 | o8 CR CR
E] ] D §
10 | 0A R 4
1 |08 J :
12 | o N .
13 | 0D F 1
14 | O C :
15 | OF K {
16 10 T 5
17| 1 Fd -
18 | 12 L ]
19 | 13 W !
20 | 14 H #
21 | 15 [ B
22 | 16 P i
=l T Q 1
24 | 18 0 g
25 | 19 B 7
% | 1A G 2
27 | 16 | FIGURES | FIGURES
28 | 1C M

29 10D x /
W | 1E W .
31 | 1F | LETTERS | LETTERS

7.2.4.3 EBCDIC Codes

hex| a0 | =1 | o2 | 23 | 28 | o6 | 66 | 27 [ B | @ | xA [ xB [ xC | 2D | «E | »F
Ox | NUL[SOH| ST#] ET¢| PF | HT | LC [DEL Sk VT | FF | CR | SO [ SI

1x |OLE(DCIIDC2| TM |RES) NL | BS | IL |CAM|EM | CC |CU1| IFS |IGS | IRS | IUS
2x | DS |S08]| FS BYF| LF |ETB|ESC S | CLU2 |ENQ]ACK|BEL
3 SYN| PH [ RS | UC |EOT CUZ | DC4 MAK SUE
4z | 5P . £ { +

5p | & | $ |- 1 5 e

Bx | - ! | L | % > [ ?

7x : # | @ = "

G i b lc[d]| e flaglh i

Qx i k | m | n o |l p | g r

A m 5 t u | v | w | x ¥ z |

Bx 1

Cx] [ |AlB)JCIDIEJFIGI|H I

Dx| 1 |JIKIL|IM| NIO|P|QIR

Ex | S|TlIUlVIW]|X]|Y]Z

Fx] D 1 2134|567 |89

7.2.4.4 Communication Control Characters

Chapter 7 General Information

Listed below in alphabetical order are the expanded text meanings for common ANSI communication control
characters, and two-character system abbreviation for each one. Some abbreviations have forward slash
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characters between the two letters. This is to differentiate the abbreviations for a control character from a hex
number. For example, the abbreviation for Form Feed is listed as F/F, to differentiate it from the hex number FF.

Table 7.1 - Communications Control Characters

Abbreviation | Control Character Text
AK ACK Acknowledge
BL BEL Bell
BS BS Backspace
CN CAN Cancel
CR CR Carriage Return
D/1-4 DC14 Device Control 1-4
D/E DEL Delete
DL DLE Data Link Escape
EM EM End of Medium
EQ ENQ Enquiry
ET EOT End of Transmission
E/C ESC Escape
E/B ETB End of Transmission Block
EX ETX End of Text
FIF FF Form Feed
FS FS File Separator
GS GS Group Separator
HT HT Horizontal Tabulation
LF LF Line Feed
NK NAK Negative Acknowledge
NU NUL Null
RS RS Record Separator
SI Si Shift In
SO SO Shift Out
SH SOH Start of Heading
SX STX Start of Text
SB SuB Substitute
SY SYN Synchronous Idle
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Table 7.1 - Communications Control Characters(continued)

Abbreviation Control Character Text
us us Unit Separator
VT VT Vertical Tabulation

7.2.5 DecoderScript Overview

The main purpose of this manual is to describe DecoderScript™, the language used in writing decoders.
DecoderScript allows you to create new decoders or modify existing decoders to expand the functionality of your
ComProbe protocol analyzer. DecoderScript displays protocol data, checks the values of fields, validates
checksums, converts and combines field values for convenient presentation. Decoders can also be augmented
with custom C++-coded functions, called "methods", to extend data formatting, validation, transformations, and so
on.

A decoder defines field-by-field how a protocol message can be taken apart and displayed. The core of each
"decoder" is a program that defines how the protocol data is broken up into fields and displayed in the Frame
Display window of the analyzer software.

This manual provides instruction on how to create and use custom decoders. When reading the manual for the
first time, we encourage you to read the chapters in sequence. The chapters are organized in such a way to
introduce you to DecoderScript writing step- by- step.

Screenshots of the ComProbe protocol analyzer have been included in the manual to illustrate what you see on
your own screen as you develop decoders. But you should be aware for various reasons, the examples may be
slightly different from the ones that you create. The differences could be the result of configuration differences or
because you are running a newer version of the program. Do not worry if an icon seems to be missing, a font is
different, or even if the entire color scheme appears to have changed. The examples are still valid.

Examples of decoders, methods, and frame recognizers are included in this manual. You can cut and paste from
these examples to create your own decoders.

A quick note here: Usually the pasted code appears the same as the original in your editor. Some editors,
however, change the appearance of the text when it is pasted (something to do with whether it is ASCIl or
Unicode text). If you find that the pasted text does not appear the same as the original, you can transfer the code
into a simple text editor like Notepad, save it as an ANSI (ASCII) file, then use it in your decoder.

These files are installed in the FTE directory of the system Common Files directory. The readme file in the root
directory of the protocol analyzer installation contains a complete list of included files. Most files are located in My
Decoders and My Methods.

We will be updating our web site with new and updated utilities, etc, on a regular basis and we urge decoder
writers to check there occasionally.

7.2.6 Bluetooth low energy ATT Decoder Handle Mapping

Low energy device attributes contain a 16-bit address called the attribute handle. Each handle is associated with
an attribute Universally Unique Identifier (UUID) that is 128-bits long. In the attribute database, the handle is
unique while the UUID is not unique.

The ComProbe software detects and stores the relationships (mappings) between handle and UUID during the
GATT discovery process. But sometimes, there is no GATT discovery process because
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o The discovery has previously taken place and both devices stored the mappings and the discovery will not
repeat at every subsequent connection.

« The developer owns both devices in the conversation and chose to ignore discovery because the mappings
are known.

o The devices are in development and the code to perform the mappings has not been written yet.
The solution to this problem is to
1. define the mappingsin a file and
2. then pre-loading the mapping using the ComProbe software.
Creating handle-UUID mapping file

Create a file named "ATT_Handle_UUID_Preload.ini' in the root directory of "C:\Users\Public\Public
Documents\Frontline Test Equipment\My Decoders\", but the file can be located anywhere.

Assume that you want to create a GATT service starting at handle 1.
Create a section in the ini file called

[Service Base Handles]
A=1

"A" will be your first service. Make the base handle equal to the handle of your service. You can use all upper and
lower case letters so you can have up to 52 service handles.

Next add the following section.

[Advertiser Handles]

; Generic Access Profile (GAP)
A0 = 1800

A1=2803

A2 = 2a00

A3 =2803

A4 =2a01

A5 =2803

A6 = 2a04

A few things of note:
« Inthe code above, lines begging with a semi-colon are comments.
« If you want to change the base handle of the GAP service, change the "1" to some other number.

« If you want to comment out the entire service, comment out the base handle. If no "A" is defined, the
software will ignore "A1", "A2" and so on.

Contacting Frontline Technical Support

Technical support is available in several ways. The online help system provides answers to many user related
questions. Frontline's website has documentation on common problems, as well as software upgrades and utilities
to use with our products.

On the Web: http://fte.com/support/supportrequest.aspx

Email: tech_support@fte.com
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If you need to talk to a technical support representative about your Frontline Sodera product, support is available
between 9 am and 5 pm, U.S. Eastern Time zone, and between 9 am and 5 pm, Pacific Time zone, on Monday
through Friday. Technical support is not available on U.S. national holidays.

Phone: +1 (434) 984-4500

Fax: +1 (434)984-4505
Instructional Videos

Teledyne LeCroy provides a series of videos to assist the user and may answer your questions. These videos can
be accessed at fte.com/support/videos.aspx. On this web page use the Video Filters sidebar to select
instructional videos for your product.

356 Frontline Sodera User Manual


http://www.fte.com/support/videos.aspx

."~‘ TELEDYNE LECROY

Everywhereyoulook

Appendicies
Appendix A: Sodera Technical Specifications/Service Information ... ... ... ... .. ... 358
Appendix B: Application NOtes ... .. 359

Frontline Sodera User Manual 357



TELEDYNE LECROY Appendicies

Appendix A: Sodera Technical Specifications/Service Information
o Dimensions: 159 mm wide X 57 mm tall” X 165 mm deep” (6.3” X 2.3 " 6.5" X mm)
o« Weight: 1.0 kg (2.2 Ib)
o Humidity: Operating: 0% - 90% (0 °C— 35 °C)
o Temperature: -10 °Cto +40 °C (14 °F to +104 °F)
o Power Input: 12 VDC (tip positive)
e Max Power: 25 W

« Battery: NB2037FQ31

Caution: There is a risk of explosion if the battery is replaced by an incorrect type.
Dispose of old batteries according to your local regulations.

Service Notes

The Sodera hardware does not contain any user serviceable items. Any repairs and maintenance must be
performed by a service technician that has been trained and approved by Frontline.

Before any service is performed on Sodera, all power sources must be removed. This includes removing the
battery and disconnecting any power sources from the 12 VDC input power connector on Sodera. Typical power
sources include external AC/DC power supplies or auxiliary power sources from a vehicle.

Internal Fuse Information
o Manufacturer: Littlefuse

o Type: OmniBlok

e Currentrating: 5A

o Speed rating: Very Fast Acting

« Voltage rating: 125V ac/dc
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B.1 Audio Expert System: aptX ‘hiccup’' Detected

This paper presents a case study in Bluetooth® audio debugging that highlights the importance of Frontline's Audio
Expert System (AES) in the process. The actual case involves transmission of a high quality, stereo audio using the
aptX codec from a smartphone to a Bluetooth headset. The transmission contained SBC encoded packets despite a
successful negotiation of aptX encoding and decoding mechanism between the source and the sink devices.
Frontline's AES software discovered this transmission error which most likely would not have been easily
discovered by using traditional Bluetooth protocol and event analysis. Without the Audio Expert System a product
may have been shipped that was not performing as expected by the manufacturer.

B.1.1 Background

In Bluetooth technology, Audio/Video Distribution Transport Protocol (AVDTP) uses Advanced Audio Distribution
Profile (A2DP) for streaming audio in stereo. The A2DP encompasses compression techniques to reduce the
amount of radio frequency bandwidth required to transmit audio. In addition to A2DP, Audio/Video Remote
Control Profile (AVRCP) controls certain functions of the sending device such as pause, play, next track, etc.

All Bluetooth products using A2DP are required to implement audio encoding and decoding using low complexity
Sub Band Coding (SBC) that supports up to 345 kb per second bit rate for stereo audio. The SBC codec has some
issues though. SBC coding and decoding produces some undesirable artifacts in the audio signal. In addition, the
SBC encoding and decoding cycle introduces a time lag in the audio. To improve on SBC's artifacts and time lag

issues, a CSR proprietary codec that is called aptX® is implemented on some Bluetooth products.

During the negotiation phase, both Bluetooth devices handshake and they automatically discover the best codec
and the highest bit rate to use for audio. If both devices support aptX, it is used rather than the default SBC.

The AES software helps identify audio issues in Bluetooth protocol by highlighting information, warnings, and
errors related to audio data, codec used, and Bluetooth protocol implementation. They are collectively called
“events” in AES.The AES window shows audio data plotted as PCM samples versus time in the Wave Panel. The
audio data, codec, and protocol events are also graphically displayed in the Wave Panel, and with a single click on
an event, engineers and testers are brought directly to the exact packets or frames related to the eventin the
Bluetooth protocol trace in the Frame Display. This helps users find issues quickly and easily. The events are shown
time aligned with both the actual audio waveform and bit rate variances graph in the Wave Panel. The bit rate
variance graph shows the average or actual amount of Bluetooth audio data sent over a period of time.

AES can operate in two modes: 1) referenced mode, and 2) non-referenced mode. In referenced mode a
Frontline provided audio test file is streamed between the Devices Under Test (DUTs). The test file content and
parameters are known to the AES software that performs a comparison for deviations. This process helps the
software accurately detect anomalies created by the streaming process. In non-referenced mode DUTs stream
audio of unknown content, limiting the types of detectable events. The software automatically determines the
operation mode with no user input required.

B.1.2 Test Setup

The following DUTs below were used in our test setup:
o DUT1 = smartphone with Bluetooth and aptX capability. The smartphone operating system was Android.
o DUT2 = Earphones with Bluetooth and aptX capability.

The protocol analyzer: ComProbe BPA 600 Dual Mode Bluetooth Protocol Analyzer with Bluetooth Audio Expert
System activated. The BPA 600 is connected to a personal computer (PC) that is running ComProbe Protocol
Analysis System software.

DUT1 was used as a source device. DUT1 was streaming an AES Reference file.
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DUT2 was used as a sink device. After establishing a valid Bluetooth link, DUT2 played the AES Reference file.

The audio test file was played from the Bluetooth smart phone to the Bluetooth headphone. The data captured by
the ComProbe BPA 600 hardware was sent to the analysis computer running ComProbe software with AES. As the
data was captured, it was analyzed by the AES module and displayed live in the AES window. The AES software
automatically detected the test ID tones in the captured audio and operated in the referenced mode. The figure 1
below shows the test setup.

ComProbe BPA 600 PC running AES

Figure 1 - The Test Setup.
B.1.3 Discussion

The test began without any issue. DUT1 and DUT2 negotiated a Bluetooth connection suitable for transmitting the
audio. When the Reference Audio was played there were no obvious audio distortions or anomalies heard by the
tester.

The tester used a ComProbe BPA 600 configured for capturing Classic Bluetooth over a single connection.

In Frame Display AVDTP Signaling tab we see the start of the negotiation between DUT1 and DUT2 to establish an
audio connection, see Figure 2. At frames 2089 and 2092 the initiating or local device sends an AVDTP_
DDISCOVER command. The remote device responds by identifying the ACP Stream Endpoint IDs. In this case the
remote device identifies three audio media-type devices that are SNK (sink) devices currently not in use: SEPID
(Stream Endpoint Identification) 5, 2, and 1.
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- AYDTP Type: Signal BTl AVDTP Media | Hands-Free | AYRCP | A2DP | Data | Non-Captured Info |
=5 AVDTP Signaling: LE BB ] Data ]

- Link: 1

-~ Role: Master B.. Framett ACP.. EnorCo.. Addi INTS.. Packet Role Signal ID Trans.. *

- Address: 1

Transaction Labek 0 2,089 1 Single... Slave DISCOVER 0

- Packet Type: Single Packet 2092 1 1 Single.. Master DISCOVER 0

- Message Type: Rrespanse Acoept 2116 5 1 Single.. Slave GET_CAPABILITIES 1

- Signaling |dentifier. &4DTP_DISCOVER 2119 1 Single...  Master GET_CAPABILITIES 1

=I- ACP Stream Endpaint ID: 5 2138 2 1 Single...  Slave GET_CAPABILITIES 2
- |neuze: Mo 2143 1 Single...  Master GET_CAPABILITIES 2
- hedia Type: Audio 2154 1 1 Single...  Slave GET_CAPABILITIES 3 E
... TSEP: SN, 2,158 1 Single.. Master GET_CAPABILITIES 3

= ACP Stream Endpaint ID: 2 . 2169 5 1 2 Single.. Slave SET_CONFIGURATION 4
- Inuse: Mo b 2175 1 Single.. Master SET_CONFIGURATION 4
- Media Type: Audio 2185 5 1 Single.. Slave OPEN 5
- TSER:SNK 2140 1 Single... Master OPEN 5

= Agﬁiz:::mrqi”dm'”‘ 125 2823 5 1 Singe... Slave START g
- Media Type: Audio 2833 1 Single... Master START B -
- TSEP: SMK - |« i 3

Figure 2 - Frame Display for AVDTP Signaling Frame 2089 & 2092

Note: "ACP" is AVDTP terminology for the remote device.

The next step in the negotiation is to get the audio capabilities of each SEPID. For each SEPID there is an exchange
of GET_CAPABILITIES AVDTP signals.

Examination of the Frame Display AVDTP Signaling protocol tab shows at frame 2116 the slave device request SEP
(Stream End Point) characteristics. for SEPID (SEP Identifier) 5. Details of the GET_CAPABILITIES command are
shown in the Figure 3.

- AWDTP: Baseband | LMP | PreC: tion-FHS | Bluetooth FHS | L2CAP | SDP | RFCOMM | AVCTP | AVDTP |
Lo ;‘2:; 1S|ave Gl AVDTP Media | Hands-Free | AVRCP | A2DP | Data | Mon-Captured Info |
- &ddress: 1 LEBE ] Data ]
| o AWDTP Type: Signal B.. Framett ACP.. EnorCo. Addi INTS.. Packet Rols Signal ID Trans.. *
=I- &%D TP Signaling:
- Lirk: 1 2118 5 1 Single...  Slave GET_CAPABILITIES 1
. Role: Slave 2118 1 Single... Master GET_CAPABILITIES 1 L
. Addresz 1 2138 2 1 Single...  Slave GET_CAPABILITIES 2 i
. Tranzaction Label: 1 = 2143 1 Single... Master GET_CAPABILITIES 2
- Packet Type: Single Packet 1 2154 1 1 Single.. Slave GET_CARABILITIES 3
- Mezzage Type: Command 2158 1 Single... Master GET_CAPABILITIES 3
Signaling |dentifier: A¥DTP_GET_CAPABILITIES 2169 5 1 2 Single...  Slave SET_CONFIGURATION 4 -
ACP Stream Endpoint [D: 5 - | Tl 3

Figure 3 - Frame Display for AVDTP Signaling Frame 2116

At frame 2119 the remote device responds to the GET_CAPABILITIES for SEPID 5 reporting that this SEP codec is
aptX with a Channel Mode Stereo.
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A;'DET";””E' 1D: 0uh4dt [AVDTF FTIE Tl AVDTP Media | Hands Free | AVRCP | A2DP | Data | Non-Captured Infa |
DLk T LE BB | Data |
23';: Mf"?‘e' B.. Frame# ACP.. EnorCo.. Add INTS.. Packet Foke Signal ID Trans...
AVD?SPS'TWE: Signal 2,089 1 Sirgle... Slave DISCOVER 0
S aDTR Signaling: 2092 1 1 Single...  Master DISCOVER 1]
- Link: 1 2116 ] 1 Single...  Slave GET_CAPABILITIES 1
. Role: Master 2118 1 Single...  Master GET_CAPARILITIES 1
- Address: 1 2138 2 1 Single... Slave GET_CAPABILITIES 2
- Tranzaction Label: 1 2143 1 Single...  Master GET_CAPARILITIES 2
- Packet Type: Single Packet 2154 1 1 Single... Slave GET_CaPaBILITIES 3
- Meszage Type: Response Accept 2158 1 Single... Master GET_CAPABILITIES 3
- Signaling Identifier. AYDTP_GET_CAPABILITIES 2169 5 1 2 Single... Slave SET_CONFIGURATION 4
- Service Categary: Media Transport 2175 1 Single... Master SET_CONFIGURATION 4
Length Of Service Lapabilty (LOSL) 0 2188 5 1 Single... Slave OPEN 5 ]
=J- Servics Categony: Media Codes 2190 1 Single... Master OPEN 5 r
;e”c?thTDfseAV'Z? Lapabilty [LOSCE 3 2823 5 1 Single... Slave START B
edia Type: Audio .
i Media Eﬂ;ec Type: YWendor-5 pecific Codec 3 Gisd i Sligl2.. bEsE SUAFT 8
=I- Codec Info Element
- Apty codec data
- Wendor D: APT Ltd.
i Codec D Classic
— Sampling Frequency
i Reserved: Supported
Feserved: Supported
- 44 1khz: Supported
e 48R Supported
hannel Mode: Steren X
|| 10 3

Figure 4 - Frame Display for AVDTP Signaling Frame 2119

In Figure 4, frames 2138 through 2158 perform the GET_CAPABILITIES negotiation between the local and remote
device for SEPIDs 2 and 1. SEPID 2 is an MPEG SEP, and SEPID 1 is the SBC SEP.

Frames 2169 and 2175 sets the specific details of the ALCF Stream Endpoint 1D: 5

connection with the SET_CONFIGURATION signal. The local - INT Stream Endpaint ID: 2

device sets the remote endpoint to the aptX device (ACP =I- Service Categony: Media Transport
Stream Endpoint ID: 5), and sets the local endpoint to SEPID 1 - - Length OF Service Capability (LOSC]: 0
(INT Stream Endpoint ID: 2). The Codec, Sampling Frequency, =I- Service Category: Media Codec

and Channel Mode are also configured. See Figure 5. i Length OF Service Capability (LOSC): 9

tedia Type: Audio
tedia Codec Type: YWendor-Specific Codec
=J- Codec Info Element

=B Apty codec data

~endor 1D: APT Lid,

Codec [0 Claszic
Frames 2823 and 2833 START the audio stream with the local — Sampling Frequency
request and the remote response respectively. L 44 Kbz Supported
... Channel Mode: Sterea

At frame 2175 the remote device sends the message
"Response Accept" completing the audio stream setup.

Frames 2185 and 2190 are the local request and the remote
response to OPEN the audio stream.
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AE\';'DCT*‘;””'B' (D D4 41 (VDT AVDTP Media | Hands-Free | AVRCP | A2DP | Data | Mon-Captured Infa |
e Link: T LE BB | Data |
- Role: Slave B.. Frame# ACP.. EnorCo.. Add INTS.. Packet Role Signal ID Trans.. *
- Address: 1
. BYDTP Type: Signal 2089 1 Single.. Slave DISCOVER 0
VDTP Signaling 2092 1 1 Single.. Master DISCOVER 0
- Link: 1 2116 5 1 Single...  Slave GET_CAPABILITIES 1
. Role: Slave 2118 1 Single...  Master GET_CAPABILITIES 1
- Address: 1 2138 2 1 Single.. Slave GET_CAPABILITIES 2
- Tranzaction Label: 4 2143 1 Single...  Master GET_CAPABILITIES 2
- Packet Type: Single Packet 2154 1 1 Single... Slave GET_CaPABILITIES 3
- Meszage Type: Command 2158 1 Single...  Master GET_CAPABILITIES 3
- Signaling ldentifier. AYDTP_SET_CONFIGURATIO 2163 5 1 2 Single.. Slave SET_CONFIGURATION 4
-+ ACP Stream Endpoint ID: 5 2175 1 Single... Master SET_CONFIGURATION 4
=00 Sl EER o 2 2185 5 1 Single... Slave OFEN 5 s
Service Category: Media Transport 2190 1 Single... Master OPEN 5 1
lmusemiostyion J om s 1 :
 Length Of Service Capabiity (LOSC): 9 208 L Singlcgbias o] SR 5
- Media Type: Audio
- Media Codec Type: Wendor-Specific Codec
—I- Codec Info Element
= Apts codec data
L Mendor 1D: APT Ltd,
- Codec 1D Clazsic
- Sampling Frequency
L 44 1Kz Supported
----- Channel Mode: Stereo il i
rl 11} [ rl 11} [

Figure 5 - Frame Display for AVDTP Signaling Frame 2169, SET_CONFIGURATION

So far the process of setting up an aptX audio connection between DUT1 and DUT2 appears normal, correct and
error free. We now move from he AVDTP protocol to the A2DP protocol to observe the audio.

Problem Discovery

;i”:“ 15| AVDTP Signaling | AVDTP Media | Hands-Free | AVRCP [EITa Data | Non-Captured Info | '
ole: Slave
Address: 1 LEBR ] Data ]
=" A'zDIf':k 1 B.. Framef Codec Addr. FRaole L S Mum... F Fram... Dela Timestarnp ‘S
ik
Address 1 2.839 APT# 1 S [Audio Source] 514 12/30/2014 3.3
Rale: Slave [Audio Source) - 2841 APT 1 5 [Audio Source] BS54 00:00:00.0..  12/30/2014 33
i Codeo: APT % i 2850 APTH 1 S [Audio Source) E84 00:00:00.0... 124302014 3:3

Audio Frame: Ox 9 bd 23 30 80 <0 00 00 00 00 00 00 00 d9 6d 2a b2 ba d0 a5 56 56 f3 34 aa ca ch 5f 55 55 56 93 63 2a 92 83 &4 65 46 4a 65 0a aB 43 33 11 551533 74 2a a2 ab b3 45 54 56 2a 33 0:
5665735 caac ad 6B 4555565 9: bd 233080 c0 00 000000000000 &1 76 b2 ab 2abl 325524 d0 4242 a4 32861551 52 cd a2 aa2a 91 cB 5545 6calaaaaacth 761561 c4 9d 42 b4 3b 1c
93 ea aa aa df 35 55 55 50 f7 Bc a8 ©9 53 65 55 55 9c bd 23 30 80 <0 00 00 00 00 00 00 00 26 10 2a a2 a6 fb 05 54 55 6d 98 aa 8a c3 fc 55 55 5b 29 Oc 2a ¢ a1 6d 55 55 76 be ca ac as 76 b9 55 95
9acH 4554 52 58 £3 22 32 57 ac 55 45 51 b6 8a a8 ab 7f 951551 9c bd 23 30 80 0 00 00 00 00 00 00 00 9c fo aa aa bl 5o 65 56 57 61 44 aacaeb fe 9559 50 1Fd2 ab 2b 37 76 55 65 5b a3 2c aa
54d9 28 aaBaac 851551 5856 2a 224360 c5 0558 Vi de anaaae d7 (355959 bd 2330800000000 000000004019 2ab2 b 22 €5 56 56 1a%acaac ad 194554 53 70 eB aaBadb b &
ca ac b3 50 95 55 57 04 62 aa aa eb d3 91 53 1d 83 d2 ab 2b 87 7e 55 65 67 8¢ 4c ac cb 83 95 55 55 3¢ bd 23 30 80 0 00 00 00 00 00 00 00 47 da b2 ab 25 8a 45 54 54 95 a8 caBc 9a 67 1551 55 €
71 7al5aldaf3Zab2ba2d655656 ce Foaacacd 35955950328 48271 41 25524991 0248 285001 5515

Figure 6 - Frame Display for A2DP Streaming at Frame 2839 with Audio Expanded

In the ComProbe software, the audio data is shown in the A2DP tab in the Frame Display, see Figure 6. The frame
2839, which is the first audio frame, is identified as being aptX encoded because of the successful codec
negotiation. At this frame, the conventional audio data analysis methods do not show any issues. Assuming the
data is aptX encoded, the AES software passes it to the AES aptX decoder. However, the data was not
decoded.correctly and is marked as a bad aptX frame.On further analysis, the AES software discovers that the
frame is not aptX encoded but is actually SBC encoded. Frame 2839 begins with “0x9C”, and all SBC audio frames
begin with sync word “0x9c” as shown in Figure 6. The AES cannot solely rely on the sync word to determine if it
is a SBC frame. To confirm the suspicion, the AES passed the data through its SBC decoder, and the data came out
cleanly decoded.

The AES software not only showed that there is a problem in the audio data but also made it clear where the
problem is.
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The Error that is identified by Event 4, the Severity red circle . ,is acodec event at Frame 2839 states

"Unable to process AptX data as extracted. It appears that SBC encoded data is being sent over this stream."

’o Audio Expert System - non-stereq_detected_aptu.cfa =)
o] (] & [2.

o Y e —— e wIinkE
A

Solo [

03:39:35.468 PM 03:39:35.518 PM

n

[ Evet  Sevety Steamld  EveniType Mode  Fiame Number  Descoption Timestamp
Audio stream has started and data should follow Dec-30-2014 03:39:35.386681 P ||

Unable to process Apt data as exiracted. I appearsthat SEC encoded data is being sent overthis stream Dec-30-2014 03:35-35 418557 PM
C Dec-30-2014 03:29:35.422307 PM
Dec-30-2014 03:39:35 422344 PM
Dec 302014 03:35:35.606057 PM | _

N/A Unable to process AptX data as exiracted. |t appears that SBC encoded data is being sent over this stream

Figure 7 - Audio Expert System Error on Frame 2839: Data not aptX.

B.1.4 Conclusions

This case shows the value of Frontline's Audio Expert System. An error in the transmission of an audio stream
compressed using aptX was not easily detected in the protocol analysis using frames. While, in this situation with
audio streaming between a smartphone and a Bluetooth headset, there was not a significant disruption of the
audio, but in playback using other devices there may have been a more significant interruption of the audio
streaming.

The smartphone manufacturer may wish to find out why aptX compressed audio contained SBC compressed data
in the stream. We can speculate that there may be an underlying problem with clearing stacks or memory
between streaming events. This investigation is beyond the scope of this paper.

If there is interest in the Audio Expert System as an expansion of your ComProbe Bluetooth analyzer contact the
Frontline sales at sales@fte.com or visit our web site at fte.com.

Author: John Trinkle & Priyanka Gupta

Publish Date:27 February 2015
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B.2 Getting the Android Link Key for Classic Decryption

Bluetooth devices on an encrypted link share a common “link key” used to exchange encrypted data. For a
Bluetooth sniffer, such as the ComProbe BPA 600, to be able to decrypt the encrypted data, it must also have this
shared link key. For obvious security reasons, the link key is never sent over the air, so either the user must get
the key out of one of the devices being sniffed and supply the key to the sniffer or the sniffer must create the key
itself.

Bluetooth devices using the Android operating system have a "developer" option that will provide the link key for
Classic Bluetooth decryption. This procedure will use the developer options to obtain the Android HCI (Host
Controller Interface) log that contains the link keys for all active links..

B.2.1 What You Need to Get the Android Link Key

The process applies to the Android 4.4 or later operating system.
o Android device with Bluetooth enabled and paired with another Bluetooth device.
o ComProbe Protocol Analysis System installed on your computer

o Android Debug Bridge (optional)

Note: Each Android device model can vary in screen organization, layout and format. The
directions in this paper are based on known typical Android device. Refer to the
manufacturer's manual,on-line help, or technical support for detailed information about your
particular device.
B.2.2 Activating Developer options
The Android HCI log will contain the link key for an active Bluetooth link.
1. On the Android device go to Settings,
2. Select About.

3. Inthe About screen tap on Build number eight times. At some point you will see a notice similar to "You
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4.

are now a developer!".

Note: On some devices the build information may be under one or more sub-screens
below the About screen. Also the number of taps may vary; in most cases the screen
will provide status of your tap count.

Return to the Settings screen and you will see Developer options

B.2.3 Retrieving the HCI Log

Now that Developer options have been activated on the Android device, you can retrieve the HCl log.

368

1.
2.

3.

On the Android device go to Settings.

Select Developer options.

Click to enable Bluetooth HCI snoop logging.

Return to the Settings screen and select Developer options.

In the Developer options screen select Enable Bluetooth HCI snoop log. The log file is now
enabled.

M

(* Developer options
Take bug report

Desktop backup password
Desktop full backups aren't currently protected

Stay awake 7
Screen will never sleep while charging

Select runtime
Use Dalvik

Enable Bluetooth HCI snoop lo..

Capture all bluetooth HCI packets in a
file

Process Stats
Geeky stats about running processes

DEBUGGING

USB debugging

Debug mode when USB is connected

S O =

Figure 8 - Typical Android Developer options screen
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6. On the Android device turn off Bluetooth.
7. Turn on Bluetooth.
8. Reboot the Android device.

The HCl log file is now being generated and is saved to /sdcard/btsnoop_hci.log.

Note: Samsung devices have a slightly different location for the btsnoop file.

There are two options for retrieving the HCl log from the Android device.

a. Attach the Android device to your computer. The file /sdcard/btsnoop_hci.log is in the root of one of the
mountable drives. Copy the file to directory C:/Users/Public/Public Documents/Frontline Test
Equipement/My Capture File/.

b. The second option is to use the Android Debug Bridge (ADB)using the following steps. The debug bridge is
included with Android Software Developer Kit.

(1). On the Androd device Development screen, select Android debugging or USB debugging.
(2). Connectyour computer and Android device with a USB cable.
(3). Open aterminal on your computer and run the following command.
adb devices.
(4). Your Android device should show up in this list confirming that ADB is working.

List of devices attached
XXXXXXXXXXX device

(5). Inthe terminal enter the following command to copy the HCI Log to your computer.
adb pull /sdcard/btsnoop_hci.log
B.2.4 Using the ComProbe Software to Get the Link Key

You will load the HCI Log file btsnoop_HCl.log into the ComProbe Protocol Analysis System on your computer as a
capture file. Then you can use the Frame Display to locate the link key.

1. Activate the ComProbe Protocol Analysis System. (Refer to the ComProbe BPA 600 User Manual on
fte.com).

2. From the Control window menu select File, Open Capture File....

3. When the Open window appears, set the file type to BTSnoop Files (*.10g). If not already selected
navigate to the My Capture Files directory and select btsnoop_hci.log.
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&) Open 2

@-u-v| J <« Frontline Test Equipment » My Capture Files - | 5 | | Search My Capture Files g el

COrganize + New folder =~ [ '@'
=] Pictures g MName Date modified Type
=l Subversion

B videos

|| btsnoop_hci.log 2/4/2011 4:45 PM Text Document

o]

1M Computer

&, Local Disk (C:)

“% DVD RW Drive (D

5# goldmines (\\rok

L erpS (\ftmasa0)

¥ transfer (\ftshan

5 upsS (Wftship) (V

5 document (\Wftsk - [ Tl | 3

File name: btsnoop_hcilog - ’BTSnoop Files (*.log) V]

| Open |v] [ cancel |

Figure 9 - Select Capture File

4. Open the Frame Display E

5. Inthe Frame Display protocol tabs select HCI. (See image below)
6. Select Find ﬂ:ﬂ , click on the Decode tab, and enter "link key" in the Search for String in Decode. Check

the Ignore Case option. Click on Find Next until the Event column shows Link Key Notification.

9 Find - btsnoop_hcilog = B =

Decode | Pattern | Time | GoTo | Special Events | Bookmark|

@ Search For Sting In Decode lgnore case T
() Search For Al Enars

() Search For Frame Erars Only

() Search For Information Frames

Side Restriction
(@) Search without regard to data origin
() Search only these sides:

Host
Contraller

Figure 10 - Find Dialog

In the Frame Display Detail pane, expand HCl and HCI Event where the Link Key is shown. Copy and
paste the Link Key into the appropriate BPA 600 datasource dialog. (See the example below)
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O Frame Display - btsnoop_hcilog

@2 LPHE
Freme 245: [Conlrollr] Len=25

- HEI UAAT

HEI Packet Tupe: Event Packet

1

Ye

- Hel
Facket fiom: Contioller
5 HEI Evert

£~ Evert: Link Key Notiication

i Total Lengh 23

E1-Blustooth Device Address: 1400 443001409
LAP: D400 49
UAP: Dt

HiP: 0:00-1d

£ Link Key Types: Unauthentcated Combination Key

File Edit View Format Filter Bookmarks Options Window Help

SZ/BCAN KNS WM

OOE8S06O0Q ™

Unfiltered | Configured BT low energy devices | Enars |

HCI UART L2CAP | SDP | RFCOMM | AVDTP | AVDTP Signaling |
AVDTP Media | HandsFree | A2DP |

RRA

B Fromett Tope Opeode Opoode Command Evert o
243 Event 04042 User_Confimalion_Request Rie.. Command Complete
244 Event Simple Paiing Complete
245 Event Link Key Notfication
246 Event Authertication Complete:
27 Event Connection Packet Type {
245 ACLData
243 Event Mumber Of Completed Pat ~
<[ i »

Total Frames: 1,723 Frames Fitered In: 1,723 Frame #s Selected: | 245; {1 total) [16 bytes]

For Help Press FI

TELEDYNE LECROY

Figure 11 - Frame Display Showing Link Key Notification Event with the Link Key

Author: John Trinkle with Joe Skupniewitz

Publish Date: 30 September 2014
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B.3 Decrypting Encrypted Bluetooth® low energy

B.3.1 How Encryption Works in Bluetooth low energy

Data encryption is used to prevent passive and active—man-in-the-middle (MITM) — eavesdropping attacks on a
Bluetooth low energy link. Encryption is the means to make the data unintelligible to all but the Bluetooth master
and slave devices forming a link. Eavesdropping attacks are directed on the over-the-air transmissions between
the Bluetooth low energy devices, so data encryption is accomplished prior to transmission using a shared, secret
key.

B.3.2 Pairing

A Bluetooth low energy device that wants to share secure data with another device must first pair with that
device. The Security Manager Protocol (SMP) carries out the pairing in three phases.

1. The two connected Bluetooth low energy devices announce their input and output capabilities and from
that information determine a suitable method for phase 2.

2. The purpose of this phase is to generate the Short Term Key (STK) used in the third phase to secure key
distribution. The devices agree on a Temporary Key (TK) that along with some random numbers creates
the STK.

3. In this phase each device may distribute to the other device up to three keys:
a. the Long Term Key (LTK) used for Link Layer encryption and authentication,
b. the Connection Signature Resolving Key (CSRK) used for data signing at the ATT layer, and
c. the Identity Resolving Key (IRK) used to generate a private address.
Of primary interest in this paper is the LTK. CSRK and IRK are covered briefly at the end.

Bluetooth low energy uses the same pairing process as Classic Bluetooth: Secure Simple Pairing (SSP). During SSP
initially each device determines its capability for input and output (10). The input can be None, Yes/No, or
Keyboard with Keyboard having the ability to input a number. The output can be either None or Display with
Display having the ability to display a 6-digit number. For each device in a paring link the 10 capability determines
their ability to create encryption shared secret keys.
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The Pairing Request message is transmitted from the initiator containing the 10 capabilities, authentication data
availability, authentication requirements, key size requirements, and other data. A Pairing Response message is
transmitted from the responder and contains much of the same information as the initiators Pairing Request
message thus confirming that a pairing is successfully negotiated.

In the sample SMP decode, in the figure at the right, note the
“keys” identified. Creating a shared, secret key is an
evolutionary process that involves several intermediary keys.
The resulting keys include,

1.

IRK: 128-bit key used to generate and resolve random
address.

CSRK: 128-bit key used to sign data and verify
signatures on the receiving device.

LTK: 128-bit key used to generate the session key for
an encrypted connection.

Encrypted Diversifier (EDIV): 16-bit stored value used
to identify the LTK. A new EDIV is generated each
time a new LTK is distributed.

Random Number (RAND): 64-bit stored value used to
identify the LTK. A new RAND is generated each time
a unique LTK is distributed.

SMP:
Code: Paiting Request
10 Capabilities: KeyboardDizplay
00B data flag: D08 Authentication data not present
= AuthReq
Bonding_Flags: Bonding
MITH: MITH Protection: Yes
b aximurn Encryption Eey Size: 16 Octets
=1~ Initiator K.ey Distribution
EncKey: Initiator shall distribute LTE followed by EDIY and Rand
IdEey: Initiator shall distribute |RE followed by its address
Sigr: Initiator shall distribute CSRE
=~ Responder Key Distribution
Enckey: Responder shall distribute LTE. followed by EDIV and Rand
IdK.ey: Responder shall distribute IRK. fallowed by its address
Sigr: Responder shall distribute CSRK

Figure 12 - Sample Initiator Pairing Request
Decode (ComProbe Frame Display, BPA 600
low energy capture)

Of particular importance to decrypting the encrypted data on a Bluetooth low energy link is LTK, EDIV, and RAND.
B.3.3 Pairing Methods

The two devices in the link use the |0 capabilities from Pairing Request and Pairing Response packet data to
determine which of two pairing methods to use for generation of the Temporary Key (TK). The two methods are
Just Works and Passkey Entryl. An example of when Just Works method is appropriate is when the 10 capability
input = None and output = None. An example of when Passkey Entry would be appropriate would be if input=
Keyboard and output = Display. There are 25 combinations that result in 13 Just Works methods and 12 Passkey
Entry methods.

In Just Works the TK = 0. In the Passkey Entry method,

|

6 numeric digits, Input = Keyboard
6 random digits, Input = Display

SMP
Code: Paiing Confirrn

Carfitrn Value: Dufade394940947 cBedbElfeeS333: 345

Figure 13 - Initiator Pairing Confirm Example (ComProbe Frame Display, BPA 600 low energy capture)

1A third method, Out Of Band (OOB), performs the same as Pass Key, but through another external link such as

NFC.

374
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SMP:

Code: Paiting Confirm
Coanfiren Value: Qx7lc2569e1 36921 25790545564 256208

Figure 14 - Responder Pairing Confirm Example (ComProbe Frame Display, BPA 600 low energy capture)

Initiator Hesponder

|
SMAP Pairing Request

SMP Pairing Response

SMP Pairing Confirm {Meonfirm |

SMP Pairing Confirm{Sconfirm |

Mrand

Srand

Figure 15 - Message Sequence Chart:
SMP Pairing

B.3.4 Encrypting the Link

The initiating device will generate a 128-bit random number that is
combined with TK, the Pairing Request command, the Pairing
Response command, the initiating device address and address type,
and the responding device address and address type. The resulting
value is a random number Mconfirm that is sent to the responding
device by the Pairing Confirm command. The responding device will
validate the responding device data in the Pairing Confirm command
and if it is correct will generate a Sconfirm value using the same
methods as used to generate Mconfirm only with different 128-bit
random number and TK. The responding device will send a Pairing
Confirm command to the initiator and if accepted the authentication
process is complete. The random number in the Mconfirm and
Sconfirm data is Mrand and Srand respectively. Mrand and Srand
have a key role in setting encrypting the link.

Finally the master and slave devices exchange Mrand and Srand so
that the slave can calculate and verify Mconfirm and the master can
likewise calculate and verify Sconfirm.

The Short Term Key (STK) is used for encrypting the link the first time the two devices pair. STK remains in each
device on the link and is not transmitted between devices. STK is formed by combining Mrand and Srand which
were formed using device information and TKs exchanged with Pairing Confirmation (Pairing Confirm).

B.3.5 Encryption Key Generation and Distribution

To distribute the LTK, EDIV, and Rand values an

LE LL
Control Pkt LL_ENC_REQ

Enciypted diversifier [EDIV]: 0xB838e

Master inftialization vector ([Wm) Owx034eic39

encrypted session needs to be set up. The

Figure 16 - Encryption Request from Master, Example
(ComProbe Frame Display, BPA 600 low energy capture

distribute these numbers, but Bluetooth low
energy is designed to conserve energy, so the
slave device is often resource constrained and

holding LTKs. Therefore the slave will distribute

LTK, EDIV, and Rand to the master device for storage. When a slave begins a new encrypted session with a
previously linked master device, it will request distribution of EDIV and Rand and will regenerate LTK.

Frontline Sodera User Manual

initiator will use STK to enable encryption on the
Random vector (Rand) 0x277c02b15512949 link. Once an encrypted link is set up, the LTK is
distributed. LTK is a 128-bit random number that
Master session key identifier [SKDm) 0x21db67dd0i57d32a | the slave device will generate along with EDIV
and Rand. Both the master and slave devices can

does not have the database storage resources for

375



TELEDYNE LECROY Appendicies

LE LL
Controd Pki: LL_ENC_RSP
Slave session key identiier [SKDs) Oxc282a3a44187892¢
Slave ndialization vector IVl 0x547d2236

Figure 17 - Encryption Response from Slave, Example
(ComProbe Frame Display, BPA 600 low energy capture)

B.3.6 Encrypting The Data Transmission

Data encryption begins with encrypting the link. The Session Key (SK) is created using a session key diversifier
(SKD). The first step in creating a SK is for the master device to send Link Layer encryption request message (LL_
ENC_REQ) that contains the SKD,yster- The SKDaster is generated using the LTK. The slave receives SKDyasters
generates SKDq .., and generates SK by concatenating parts of SKD,;ster and SKDq .. The slave device responds
with an encryption response message (LL_ENC_RSP) that contains SKD,,.; the master will create the same SK.

Now that a SK has been calculated, the master and slave devices will now begin a handshake process. The slave
will transmit unencrypted LL_START_ENC_REQ, but sets the slave to receive encrypted data using the recently
calculated SK. The master responds with encrypted LL_START_ENC_RSP that uses the same SK just calculated and
setting the master to receive encrypted data. Once the slave receives the master’s encrypted LL_START_ENC_RSP
message and responds with an encrypted LL_START_ENC_RSP message the Bluetooth low energy devices can
now begin transmitting and receiving encrypted data.

B.3.7 Decrypting Encrypted Data Using Frontline® BPA 600 low energy Capture

Note: The following discussion uses the ComProbe BPA 600 in low energy capture mode to
illustrate how to identify the encryption process and to view decrypted data. However any of
the ComProbe devices (BPA 500, BPA low energy) that are low energy capable will
accomplish the same objectives, although the datasource setup will be slightly different for
each device.
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B.3.7.1 Setting up the BPA 600

1. Runthe ComProbe Protocol Analysis Software [ seascosstasource [ )
and select Bluetooth Classic/low energy He Tow TSR o

AR @ U DHIFHG
(BPA 600). This will bring up the BPA 600

. 2. Devices Under Test | Device Database | LE Device Datzbase | BPA 600 Information
datasource WIndOW. ThlS IS Where the @) LE Only 7} Classic Only Single Connection *) Dual Mode 7) Classic Only Multiple Connections
parameters are SEt for Snlfflng’ InCIUdIng the Q Classic Device: |((x703eac 11adbe) John Trinkle. s it
devices to be sniffed and how the link is to be ﬁ

Stopped 1SV ERS e with First Master] -

decrypted.

. Classic Device: |((x00025b00a2e0) UGO
2. Select Devices Under Test tab on the

Datasource window. Glassic Encryption LE Encryption
Enter New Long Term Key:
A Link Key
3' ClICk/SeIeCt LE Only' Enter New Value: Enter New PIN/OOB data
4. To decrypt encrypted data transmissions Gurat Lk ey Curert Long Tom Koy

between the Bluetooth low energy devices the
ComProbe analyzer needs to know the LTK
because this is the shared secret used to
encrypt the session. There are two ways to
provide this information and which to select
will depend on the pairing method: Just Works
or Passkey Entry.

Advanced.

Clear

Figure 18 - ComProbe BPA 600 low energy only datasource
settings

LE Encryption

a. Passkey Entry is easiest if you have the code that was
Enter New Long Term Key:

displayed or entered during device pairing. The code is what
is used to generate the LTK. Under LE Encryption enter
the code in the Enter New PIN/OOB data text box. Entter New PIN/OOB data:

b. Just Works is more of a challenge because you must know
the LTK that is created at the time of pairing and Curent Long Term Key:
identification of an encrypted link.

« If your device was previously used in an encrypted
capture session, the device information including LTK

can be found in the Device Database tab. Figure 19 - BPA 600 datasource

Encryption Key Entry
« Inadesign and development environment the LTK is
often known beforehand.

o Capture of Host Controller Interface (HCI) events using ComProbe HSU can reveal the LTK,
which is contained in the HCI_Link_Key_Request_Reply command. HCl capture is through
direct connection to the device host controller. The information obtained in a direct connection
can later be used in a wireless encrypted capture session that requires prior knowledge of
encryption keys.

5. To start capture click on the Start Sniffing button a on the BPA 600 datasource toolbar.
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B.3.7.2 Use Frame Display to View Encryption/Decryption Process
B.3.7.2.1 Security Manager Protocol

The Security Manager Protocol (SMP) controls the process for pairing and key distribution. The results of a pairing
and key distribution can be observed in the ComProbe software Frame Display. Activate the Frame Display by
clicking on the icon on the Control window toolbar. On the Frame Display low energy protocols are shown in light
green tabs. Click on the SMP protocol tab that will show only the SMP commands from the full data set.

s I | e R E RO EMROEGY DT RLOE | L |

_LEBEiLEPﬁT|LEAnv|LEBAm|LEu. ||.2|:.a.rm|:rm |

SMP: B.. Frameit Side  Code Fraee Size  Diella Timestamp
:fj"f p“"'i‘fmd}lw 33140 1 Paring lequest 25 00:04: 24 206469
DOB data s OB Autheriication dats not prssent 33047 2 F'al.l.ng Faderd 21 OOO0E0OOL. 00024 235700
AP w2 Paghepome 5 GO0, WOKe%e
% ‘s Response

f,,m H,ﬁﬁ,:ﬂ s 159 1 Parng Corfesy 35 0OO0ZIE.  OOOSO.T0SES
Massimum E ncrpption Key Size: 16 Dchety HEW 4 Paiing Confem 36 0000 00 0 00000, 735835
Iritistos ey Dishribution 60 1 Parng Random 35 OOO000,. D005 7ESE07
EncK.eyr Indiator shal distrbute LTE. folowed by EDN and Rand nE0 2 Paring Random 36 OOOon0..  OO0SO]. FISEsE
Id¥ieyr Indtistor shall distrbute IRK followed by its addiess FEE 5 Encrygption Indor., 40 OO 2 00 0502 B5EH1
Sigr: Indislor shal distibete CSRE BEN 5 Master Iderihc . 34 DOOG000,.  DOOSO21256841
Responder Key Distibution b 5 |darly Indoarna 40 OoeO0euD.. 00O 1BSE42
ErcEay Resporder shall disibate LTE lodowsd by EDIV snd Rand .G [ Sigring Irforma,, 40 Ok Q0L 1 00002 305043
IdE.ey. Resporedes shall distribute IRF. followed by s sddress BnN0 M Ideriity Indfoema. 40 DOO0000,  OOROSO2 335513
Sign: Responder shall distribate CSRK BNz M Iderkdy Adekes.. 31 000000, DO 0502 FITY
£l M Sigrang |rformy,, 40 000k 0ok .0, O 002 336851

Figure 20 - SMP Pairing Request (Frame# 35,539) from Initiator (Side 1)

On the left side of the figure above is the Frame Display Decoder pane that shows the decoded information
supplied in the selected frame in the Summary pane, Frame# 35,539. Shown is the SMP data associated with and
encrypted link (MITM Protection = Yes). The requested keys are also shown. Selecting Frame# 35,545 would
provide the response from the responder (Side 2) and would contain similar information.

Selecting Frame# 39,591 will display the Pairing Confirm from the initiator (Side 1) in the Decoder pane. The
Confirm Value shown is the Mconfirm 128-bit random number that contains TK, Pairing Request command,
Pairing Response command, initiating device address, and the responding device address. Selecting Frame#
39,600 would provide the Sconfirm random number from the responder (Side 2) with similar information from
that device but the random number would be different than Mconfirm.

Once pairing is complete and an encrypted session established, the keys are distributed by the master and slave
now identified by Side = M and Side = S respectively in the Summary pane. In Frame# 39,661 the slave has
distributed LTK to the master to allow exchange of encrypted data. Frame# 39,661 through 39,714 in the
Summary pane SMP tab are the key distribution frames.

L 'SHP ETNE T < ATy r gy & LU LR AN LU B SN DL
Code Prsons Confim w53 1 Poirg Roquest 25 DOO0T40. 0004383618
o Vishos: (Tl 256501 305001 25756045464 255200 5545 2 Paitryg Responss 26 ORORO00.. (00435 55845

FEa 1 Pasing Confam 35 D023 3 0050, TOSE05
39500 2 PargCofim 3 0000000, 00050173583

Figure 21 - SMP Pairing Confirm (Frame# 39,591) from Initiator (Side 1)
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 SMP #5604 1 Pamng Random 36 OOO0000..  OOOS0. PESEDT
Code: E rcrpphion Infomaton FE0 z Paiing Random 36 (000 Dok L OCHlse N, Fosaas

LT Duecd T TAOTI =TT 1610 cB24bbE3 HEET 3 Encryption Infor... 40 0000002,  OO0502 085341
HEN 5 Macter [dente. . 34 OOOG000.. OO0 125541

Fend 5 Idertily Indosma... 40 00 00 0.0 OO0 02 165842

39,706 4 Sigring Irdoma . 40 0OOG00T,.,  OOOS02 XEE43

#Hno M Idertily Indoirna.. 40 OO0, OO0 333

nmna M Idertily Addees. £l 00 0 000 D002 236273

kb | M Sigring Irdoima . 40 0OOG000, 000502 33881

Figure 22 - SMP Key Distribution Frames
B.3.7.2.2 Link Layer

The Link Layer (LL) protocol manages the Bluetooth low energy radio transmissions and is involved in starting link
encryption. To observe the decoded LL commands, click on the Frame Display LE LL tab, search for and select
ControlPkt “LL_ENC_REQ”. This command should originate with Side 1, the initiator of the encryption link. In
Figure 11 Frame#t 39,617 is selected in the Summary pane and we see the decoded LE LL frame is display in the
Decoder pane. Shown in this frame packet is the SKDm that is the Master Session Key Diversifier (SKDmaster). In
Frame#t 39,623 you will find SKDslave that is combined with SKDmaster to create the Session Key (SK). Both SDKs
were created using the LTK. Frame# 39,635 through 39,649 in the LE LL tab completes starting of the encryption
process. After the slave sends LL_START_ENC_RSP (Frame# 36,649) the Bluetooth devices can exchange
encrypted data, and the ComProbe sniffing device can also receive and decrypt the encrypted data because the
appropriate “key” is provided in the BPA 600 Datasource window.

LW F029 Dx:af3alhdd 032c 1 LL_CHAMMEL_MA&F_REQ
Cortic Pl LL_ENC_REQ Hae (heatSatbod (bl 3a 1 LL_CHANNEL MAF REQ
Random vecios [Rand} 0+0000000000000000 617 OxofSofbad | WDAK 1" LLENC REQ
Encappted diversifier [EDIV] (60000 B3 (s:af3athdd D450 2 LL_EHC_RSP
Master session key idertiier [SEDmE OrcafficSddaiScSidh FHEIS (heatSasbad ChilE2 2 LL_START_EMC_REQ
Master rabiakzston vecton [Wm] CedcSdedS eI (sl 3afbdd 463 M LL_START_EMC_RSP
FE4R Ol 3athdd (M55 s LL_START_EMC_REP
A7 3N Pl i B (VT ui 11 FAMMECTINM |IERATE BEA

Figure 23 - LE LL Tab Encryption Request (Frame# 39,617) from Initiator (Side 1)

B.3.7.3 Viewing Encryption in the Message Sequence Chart

The ComProbe software Message

Sequence Chart (MSC) links directly to s —
frames being viewed in the Frame Display. S e

Similarly MSC will display the same ARLAE ZRO0S0 R aaé

information as the Frame Display | Ml Layrers | €1 Summany | Man blag Semmary | LE Bl |LE ALY | LE DATA |LELL |L3CAP |ATT | P
Decoder pane. Frames are synchronized [Frames ] [ mwrwm | [ mws |

between the Frame Display Summary - fibai: Paiing Hrgue o3

pane and the MSC, so clicking on a frame [ Beape-Erybosdiispley. MudnySlae1k Ocete |

in either window will select that same 545 BA:” Pl Pty

frame in the other window. Also the e s

protocol tabs are the same in each window. | =208 Updtsed cusanyl map yoed

To see the pairing process, click on the SMP P P fanm

tab. = | Contfirmm Vihie vl Pie 758960 Je A7 1 25 M8adhab d756704a |

SMF_Pairing Cosfine
il
[ Coniem Vales Dmdc!“l‘lil!-lh:irﬁﬁ‘luﬂl'!!:ﬂﬁl

FREOD

In the image above we see Frame# 35,539
initiating the pairing from the master e bap Praw 1L
device. The response, SMP_Pairing

Response, is sent from the slave in Frame#
35,545. SMP_Pairing Confirm occurs Figure 24 - MSC SMP Paring (BPA 600 low energy capture)
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between the master and the slave devices at Frame# 39,591 and 39,600 respectively.

Clicking on the MSC LE LL tab will show the process of encrypting a session link. Clicking on Frame# 39,617
displays the LL_ENC_REQ command from the master to the slave. In the MSC below this command you will see
the data transferred that includes SKD,,ter Used to generate the LTK. At Frame# 39,623 the slave responds with
LL_ENC_RSP sending SKD,,,. to generate LTK at the master. Up to this point all transmissions are unencrypted. For
this example the slave sends the request to start encryption, LL_START_ENC_REQ, at Frame#39,635. The master
responds with LL_START_ENC_RSP at Frame# 39,639, and finally the slave responds with LL_START_ENC_RSP at
Frame# 36,649. At this point the session link is encrypted.

| &l Loyers | €1l Summary | Hon-Msg Swmmary | LE BB | LE ADY | LE DATA LE LL | L2cAP | ATT | Sup

- LL_EMC_REQ
BT Emoryplion request =

| Ramd=0=0 0800000080000 00, EDIV=0:0800, SKDm=0xcalBciddadbcl

19622 Updated channel map used
LL_EMNC_RSP
19,623 ]
| SEDe=0xIelc afB0d 71 28ch, Wi Me0Tad4b30 |
LL_START_EWC_REQ
19,635 “ | Giam encryplion equest
LL_START_EWC_REQD
LL_START_CMC_ASF
19,639 »
LL_START_EMC_ASF
LL_START EMC HSH
13,649 -
LL_START_EMC_ASP

19,649 Baseband conneciion encrypled

Figure 25 - MSC link Layer Encryption (BPA 600 low energy capture)
B.3.7.4 Viewing Decrypted Data

In the ComProbe software Frame Display click on the LE BB tab. Search in the Summary pane for Decryption
Initiated = Yes frames. In the example depicted in the following figure, Frame# 39723 is selected. In the Decoder
pane LE BB shows that the decryption was initiated and decryption was successful. In LE Data we see the
Encrypted MIC value. The MIC value is used to authenticate the sender of the data packet to ensure that the data
was sent by a peer device in the link and not by a third party attacker. The actual decrypted data appears between
the Payload Length and the MIC in the packet. This is shown in the Binary pane below the Summary pane.
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Figure 26 - Decrypted Data Example (Frame# 39,723)
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B.4 Bluetooth® low energy Security

"Paris is quiet and the good citizens are content." Upon seizing power
in 1799 Napoleon sent this message on Claude Chappe’s optical
telegraph. Chappe had invented a means of sending messages line-of-
sight . The stations were placed approximately six miles apart and each
station had a signaling device made of paddles on the ends of a
rotating “regulator” arm whose positions represented code numbers. *%
Each station was also outfitted with two telescopes for viewing the
other stations in the link, and clocks were used to synchronize the
stations. By 1803 a communications network extended from Paris
across the countryside and into Belgium and Italy.

Chappe developed several coding schemes through the next few
years. The station operators only knew the codes, not what characters
they represented. Not only was Chappe’s telegraph system the first
working network with protocols, synchronization of serial
transmissions but it also used data encryption. Although cryptography
has been around for millenniums—dating back to 2000 B.C. — Chappe,
was the first to use it in a wide area network in the modern sense.

Figure 27 - Chappe's Optical
Telegraph
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I = — ~r %| Of course anyone positioned between the telegraph stations that had
-]E " . " *—' | Chappe's telegraph code in hand could decode the transmission. So
P - “7¢ ™| securing the code was of paramount importance in Chappe's protocol.
L S —_ W LS
JJ’ ;:- : :, Q 1: Modern wireless networks such as Bluetooth low energy
1 om S ~ = | employ security measures to prevent similar potentially man-in-the-
{ u - = === # | middle attacks that may have malicious intent.
Y — ~—
! i —_ e @ Bluetooth low energy devices connected in a link can pass sensitive data
\t w - ~— | by setting up a secure encrypted link. The process is similar to but not
[ = - = w| jdentical to Bluetooth BR/EDR Secure Simple Pairing. One difference is
1w = B ‘:‘ that in Bluetooth low energy the confidential payload includes a Message
]l: T E H . : Identification Code (MIC) that is encrypted with the data. In Bluetooth
v o o L, . | BR/EDRonlythe datais encrypted. Also in Bluetooth low energy the
] = — b, = .| Secure link is more vulnerable to passive eavesdropping, however
{ P — i, w« | because of the short transmission periods this vulnerability is considered
L ow s — = | alow risk. The similarity to BR/EDR occurs with "shared secret key", a
{ ‘i . “= #| fundamental building block of modern wireless network security.
N . 0T — o
o e This paper describes the process of establishing a Bluetooth low energy
e secure link.
xlr"\/ a1

Figure 28 - Chappe's Telegraph Code

B.4.1 How Encryption Works in Bluetooth low energy

Data encryption is used to prevent passive and active —man-in-the-middle (MITM) — eavesdropping attacks on a
Bluetooth low energy link. Encryption is the means to make the data unintelligible to all but the Bluetooth master
and slave devices forming a link. Eavesdropping attacks are directed on the over-the-air transmissions between
the Bluetooth low energy devices, so data encryption is accomplished prior to transmission using a shared, secret

key.

B.4.2 Pairing

A Bluetooth low energy device that wants to share secure data with another device must first pair with that
device. The Security Manager Protocol (SMP) carries out the pairing in three phases.

1.

384

The two connected Bluetooth low energy devices announce their input and output capabilities and from
that information determine a suitable method for phase 2.

The purpose of this phase is to generate the Short Term Key (STK) used in the third phase to secure key
distribution. The devices agree on a Temporary Key (TK) that along with some random numbers creates
the STK.

In this phase each device may distribute to the other device up to three keys:
a. the Long Term Key (LTK) used for Link Layer encryption and authentication,

b. the Connection Signature Resolving Key (CSRK) used for data signing at the ATT layer, and
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c. the Identity Resolving Key (IRK) used to generate a private address.
Of primary interest in this paper is the LTK. CSRK and IRK are covered briefly at the end.

Bluetooth low energy uses the same pairing process as Classic Bluetooth: Secure Simple Pairing (SSP). During SSP
initially each device determines its capability for input and output (I0). The input can be None, Yes/No, or
Keyboard with Keyboard having the ability to input a number. The output can be either None or Display with
Display having the ability to display a 6-digit number. For each device in a paring link the 10 capability determines
their ability to create encryption shared secret keys.

The Pairing Request message is transmitted from the initiator containing the 10 capabilities, authentication data
availability, authentication requirements, key size requirements, and other data. A Pairing Response message is
transmitted from the responder and contains much of the same information as the initiators Pairing Request
message thus confirming that a pairing is successfully negotiated.

In the sample SMP decode, in the figure at the right, note the SMFP:
“keys” identified. Creating a shared, secret key is an Code: Pailing Request

luti that i | lint di k 10 Capabilties; KeyboardDizplay
evolutionary process that involves several intermediary keys. 008 deta flog. DIOB Authenfioation deta not presert

The resulting keys include, - AuthReq
Bonding_Flags: Bonding
MITM: MITH Protection: Yes

1. IRK: 128-bit key used to generate and resolve random Mosiouan Encivpton Kes Size: 16 Octets

address. = Initiator K.ey Distribution
Enckey: Initiator shall distribute LTE followed by EDIY and Rand
2. CSRK: 128-bit key used to sign data and verify IdEey: Initiator shall distibute |RE. followed by its addiess
. L. . Sigry: Initiator shall distribute CSRE
signatures on the receiving device. 5 Responder Key Distiibution
EncKey: Responder shall distribute LTE followed by EDIY and Rand
3. LTK: 128-bit key used to generate the session key for Idk.ey: Responder shall distribute IRK, fallowed by its address

Signe Responder shall distribute CSRK

an encrypted connection.

4. Encrypted Diversifier (EDIV): 16-bit stored value used Figure 29 - Sample Initiator Pairing Request

to identify the LTK. A new EDIV is generated each Decode (ComProbe Frame Display, BPA 600

time a new LTK is distributed. low energy capture)

5. Random Number (RAND): 64-bit stored value used to
identify the LTK. A new RAND is generated each time
a unique LTK is distributed.

Of particular importance to decrypting the encrypted data on a Bluetooth low energy link is LTK, EDIV, and RAND.

B.4.3 Pairing Methods

The two devices in the link use the 10 capabilities from Pairing Request and Pairing Response packet data to
determine which of two pairing methods to use for generation of the Temporary Key (TK). The two methods are
Just Works and Passkey Entryl. An example of when Just Works method is appropriate is when the 10 capability
input = None and output = None. An example of when Passkey Entry would be appropriate would be if input=
Keyboard and output = Display. There are 25 combinations that result in 13 Just Works methods and 12 Passkey
Entry methods.

In Just Works the TK = 0. In the Passkey Entry method,

TK — { 6 numeric digits, Input = Keyboard
6 random digits, Input = Display

1A third method, Out Of Band (OOB), performs the same as Pass Key, but through another external link such as
NFC.
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- SMP:
Code: Pairing Confitrn
Coarfitrn Value: Dufade 394940947 cBedbblfeeS 393945

Figure 30 - Initiator Pairing Confirm Example (ComProbe Frame Display, BPA 600 low energy capture)

=1 SMP:
Code: Pairing Confirm
Confirrn Value: 0x7lc2569213e921 25795245564 256208

Figure 31 - Responder Pairing Confirm Example (ComProbe Frame Display, BPA 600 low energy capture)

Initiator Responder  The jnitiating device will generate a 128-bit random number that is
Master | combined with TK, the Pairing Request command, the Pairing
T Response command, the initiating device address and address type,
SMP Pairing Reguest and the responding device address and address type. The resulting
value is a random number Mconfirm that is sent to the responding
L AMPRANIER Yo device by the Pairing Confirm command. The responding device will
validate the responding device data in the Pairing Confirm command
SMP Pairing Confirm {Mconfirm| and if it is correct will generate a Sconfirm value using the same
methods as used to generate Mconfirm only with different 128-bit
SMP Pairing Confirm{Sconfirm | random number and TK. The responding device will send a Pairing
Confirm command to the initiator and if accepted the authentication
Mrand : process is complete. The random number in the Mconfirm and
Sconfirm data is Mrand and Srand respectively. Mrand and Srand
" Srang have a key role in setting encrypting the link.

Finally the master and slave devices exchange Mrand and Srand so
that the slave can calculate and verify Mconfirm and the master can
Figure 32 - Message Sequence Chart: likewise calculate and verify Sconfirm.

SMP Pairing

B.4.4 Encrypting the Link

The Short Term Key (STK) is used for encrypting the link the first time the two devices pair. STK remains in each
device on the link and is not transmitted between devices. STK is formed by combining Mrand and Srand which
were formed using device information and TKs exchanged with Pairing Confirmation (Pairing Confirm).

B.4.5 Encryption Key Generation and Distribution

To distribute the LTK, EDIV, and Rand values an

- LE LL encrypted session needs to be set up. The
Control Pkt LL_ENC_REQ initiator will use STK to enable encryption on the
Random vector (Rand) 0x277c021615512343 link. Once an encrypted link is set up, the LTK is
Erciypled diversiier (EDIV] 0x838e distributed. LTK is a 128-bit random number that
Master session key identifier [SKDm) 0x21dbE74d0i57d32a | the slave device will generate along with EDIV
Master inftiakization vector (IWm]: Oxl34efc39 and Rand. Both the master and slave devices can

distribute these numbers, but Bluetooth low
energy is designed to conserve energy, so the

Figure 33 - Encryption Request from Master, Example o !
slave device is often resource constrained and

(ComProbe Frame Display, BPA 600 low energy capture
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does not have the database storage resources for holding LTKs. Therefore the slave will distribute LTK, EDIV, and
Rand to the master device for storage. When a slave begins a new encrypted session with a previously linked
master device, it will request distribution of EDIV and Rand and will regenerate LTK.

LE LL
Controd Pki: LL_ENC_RSP
Slave session key identiier [SKDs) Oxc282a3a44187892¢
Slave ndialization vector IVl 0x547d2236

Figure 34 - Encryption Response from Slave, Example
(ComProbe Frame Display, BPA 600 low energy capture)

B.4.6 Encrypting The Data Transmission

Data encryption begins with encrypting the link. The Session Key (SK) is created using a session key diversifier
(SKD). The first step in creating a SK is for the master device to send Link Layer encryption request message (LL_
ENC_REQ) that contains the SKD,yster- The SKDaster is generated using the LTK. The slave receives SKDyasters
generates SKDq .., and generates SK by concatenating parts of SKD,;ster and SKDq .. The slave device responds
with an encryption response message (LL_ENC_RSP) that contains SKD,,.; the master will create the same SK.

Now that a SK has been calculated, the master and slave devices will now begin a handshake process. The slave
will transmit unencrypted LL_START_ENC_REQ, but sets the slave to receive encrypted data using the recently
calculated SK. The master responds with encrypted LL_START_ENC_RSP that uses the same SK just calculated and
setting the master to receive encrypted data. Once the slave receives the master’s encrypted LL_START_ENC_RSP
message and responds with an encrypted LL_START_ENC_RSP message the Bluetooth low energy devices can
now begin transmitting and receiving encrypted data.

B.4.7 IRK and CSRK Revisited

Earlier in this paper it was stated that LTK would be the focus, however the IRK and CSRK were mentioned. We
revisit these keys because they are used in situations that require a lesser level of security. First let us note that
IRK and CSRK are passed in an encrypted link along with LTK and EDIV.

Use of the IRK and CSRK attempt to place an identity on devices operating in a piconet. The probability that two
devices will have the same IRK and generate the same random number is low, but not absolute.

IRK and Bluetooth low energy Privacy Feature

Bluetooth low energy has a feature that reduces the ability of an attacker to track a device over a long period buy
frequently and randomly changing an advertising device's address. This is the privacy feature. This feature is not
used in the discovery mode and procedures but is used in the connection mode and procedures.

If the advertising device was previously discovered and has returned to an advertising state, the device must be
identifiable by trusted devices in future connections without going through discovery procedure again. The IRK
stored in the trusted device will overcome the problem of maintaining privacy while saving discovery
computational load and connection time. The advertising devices IRK was passed to the master device during
initial bonding. The a master device will use the IRK to identify the advertiser as a trusted device.

CSRK and Signing for Authentication

Bluetooth low energy supports the ability to authenticate data sent over an unencrypted ATT bearer between two
devices in a trust relationship. If authenticated pairing has occurred and encryption is not required (security mode
2) data signing is used if CSRK has been exchanged. The sending device attaches a digital signature after the data in
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the packet that includes a counter and a message authentication code (MAC). The key used to generate MAC is
CSRK. Each peer device in a piconet will have a unique CSRK.

The receiving device will authenticate the message from the trusted sending device using the CSRK exchanged
from the sending device. The counter is initialized to zero when the CSRK is generated and is incremented with
each message signed with a given CSRK. The combination of the CSRK and counter mitigates replay attacks.

B.4.8 Table of Acronyms

CSRK Connection Signature Resolving Key

EDIV Encrypted Diversifier

10 Input and output

IRK Identity Resolving Key

LTK Long Term Key

Mconfirm 128-bit confirm value from initiator

MIC Message Integrity Check

MITM Man-in-the-middle

Mrand 128-bit random number used to generate Mconfirm
o0oB Out of Band

RAND Random Number

Sconfirm 128-bit confirmation value from the responder

SK Session key

SMP Security Manager Protocol

Srand 128-bit random number used to generate Sconfirm
SSP Secure Simple Pairing

STK Short Term Key

TK Temporary Key

Author: John Trinkle

Publish Date:21 May 2014
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B.5 Bluetooth Virtual Sniffing

B.5.1 Introduction

The ComProbe software Virtual sniffing function simplifiesBluetooth® development and is easy to use. Frontline’s
Virtual sniffing with Live Import provides the developer with an open interface from any application to ComProbe
software so that data can be analyzed and processed independent of sniffing hardware. Virtual sniffing can also
add value to other Bluetooth development tools such as Bluetooth stack SDKs (Software Development Kits) and
Bluetooth chip development kits.

This white paper discusses:
o Why HClI sniffing and Virtual sniffing are useful.
s Bluetooth sniffing history.
o What s Virtual sniffing?
o Why Virtual sniffing is convenient and reliable.
o How Virtual sniffing works.
o Virtual sniffing and Bluetooth stack vendors.
o Case studies: Virtual sniffing and Bluetooth mobile phone makers.

o Virtual sniffing and you. ¢ Where to go for more information.

B.5.2 Why HCI Sniffing and Virtual Sniffing are Useful

Because the Bluetooth protocol stack is very complex, a Bluetooth protocol analyzer is an important part of all
Bluetooth development environments. The typical Bluetooth protocol analyzer “taps” a Bluetooth link by capturing
data over the air. For many Bluetooth developers sniffing the link between a Bluetooth Host CPU and a Bluetooth
Host Controller—also known as HCl-sniffing—is much more useful than air sniffing.

HClI-sniffing provides direct visibility into the commands being sent to a Bluetooth chip and the responses to those
commands. With air sniffing a software engineer working on the host side of a Bluetooth chip has to infer and
often guess at what their software is doing. With HCl-sniffing, the software engineer can see exactly what is going
on. HCI-sniffing often results in faster and easier debugging than air sniffing.
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ComProbe software’s Virtual sniffing feature is a simple and easy way to perform HCl-sniffing. Virtual sniffing is not
limited to just HCl-sniffing, but it is the most common use and this white paper will focus on the HCl-sniffing
application of Virtual sniffing.

It is also important to understand that ComProbe software is a multi-mode product. ComProbe software does
support traditional air sniffing. It also supports serial HCI sniffing (for the H4 (HCI UART), H5 (3-wire UART), and
BCSP (BlueCore Serial Protocol) protocols), USB HCI (H2) sniffing, SDIO sniffing, and Virtual sniffing. So with
ComProbe software nothing is sacrificed—the product is simply more functional than other Bluetooth protocol
analyzers.

B.5.3 Bluetooth Sniffing History

Frontline has a strong appreciation for the importance of HCI sniffing because of the way we got involved with
Bluetooth. Because of our company history, we are uniquely qualified to offer a multi-mode analyzer that provides
many ways to sniff and supports a wide variety of protocols. This brief Bluetooth sniffing history should help you
understand our approach to Bluetooth protocol analysis.

In the early days of Bluetooth, there were no commercially available Bluetooth protocol analyzers, so developers
built their own debug tools and/or used protocol analyzers that weren’t built for Bluetooth. Many developers built
homegrown HCl analyzers—basically hex dumps and crude traces—because they recognized the need for
visibility into the HCl interface and because it was too difficult to build air sniffers. Several companies developed
air sniffers because they saw a market need and because they realized that they could charge a high price (USD
$25,000 and higher).

Two Bluetooth chip companies, Silicon Wave and Broadcom were using Frontline’s Serialtest® serial analyzer to
capture serial HCI traffic and then they would manually decode the HCI byte stream. This manual decoding was far
too much work and so, independently, Silicon Wave and Broadcom each requested that Frontline produce a serial
HCI Bluetooth analyzer that would have all the features of Serialtest. In response to these requests Frontline
developed SerialBlue®—the world’s first commercially available serial HCI analyzer.

The response to SerialBlue was very positive. When we asked our Bluetooth customers what they wanted next we
quickly learned that there was a need for an affordable air sniffer that provided the same quality as SerialBlue. We
also learned that the ultimate Bluetooth analyzer would be one that sniff air and sniff HCI simultaneously.

As work was progressing on our combination air sniffer and HCl sniffer the functional requirements for Bluetooth
analyzers were changing. It was no longer good enough just to decode the core Bluetooth protocols (LMP, HCI,
L2CAP, RFCOMM, and OBEX). Applications were beginning to be built on top of Bluetooth and therefore
application level protocol decoding was becoming a requirement. For example, people were starting to browse
the Internet using Bluetooth-enabled phones and PDAs therefore a good Bluetooth analyzer would need to
support TCP/IP, HTTP, hands-free, A2DP, etc.

For Frontline to support for these higher levels protocols was no problem since they were already in use in other
Frontline analyzer products. People have been using Frontline Serialtest serial analyzers and Ethertest™ Ethernet
analyzer to troubleshoot TCP/IP and Internet problems for many years.

As we continued to work closely with the Bluetooth community we also came across one other requirement:
sniffing itself had to be made easier. We took a two-pronged approach to this problem. We simplified air sniffing
(and we continue to work on simplifying the process of air sniffing) and we invented Virtual sniffing.

B.5.4 Virtual Sniffing—What is it?

Historically, protocol analyzers have physically tapped the circuit being sniffed. For example, an Ethernet circuit is
tapped by plugging into the network. A serial connection is sniffed by passively bridging the serial link. A Bluetooth
air sniffer taps the piconet by synchronizing its clock to the clock of the piconet Master.
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Not only is there a physical tap in traditional sniffing, but the sniffer must have some knowledge of the physical
characteristics of the link being sniffed. For example, a Bluetooth air sniffer must know the BD_ADDR of at least
one piconet member to allow it perform clock synchronization. A serial sniffer must know the bit rate of the
tapped circuit or be physically connected to the clock line of the circuit.

With Virtual sniffing the protocol analyzer itself does not actually tap the link and the protocol analyzer does not
require any knowledge of the physical characteristics of the link.

IH In

In computer jargon, “virtual” means “not real”. Virtual memory is memory that doesn’t actually exist. Virtual
reality is something that looks and feels real, but isn’t real. So we use the term Virtual sniffing, because there is
sniffing taking place, but not in the traditional physical sense.

B.5.5 The Convenience and Reliability of Virtual Sniffing

Virtual sniffing is the most convenient and reliable form of sniffing and should be used in preference to all other
forms of sniffing whenever practical. Virtual sniffing is convenient because it requires no setup to use except for a
very small amount of software engineering (typically between one and four hours) that is done once and then
never again. Once support for Virtual sniffing has been built into application or into a development environment
none of the traditional sniffing setup work need be done.

This means:
« NO piconet synchronization.
« NO serial connection to tap.
« NO USB connection to tap.

Virtual sniffing is reliable because there is nothing that can fail. With Virtual sniffing all data is always captured.

B.5.6 How Virtual Sniffing Works

ComProbe software Virtual sniffing works using a feature called Live Import. Any application can feed data into
ComProbe software using Live Import. A simple APl provides four basic functions and a few other more advanced
functions. The four basic Live Import functions are:

« Open a connection to ComProbe software.

« Close a connection to ComProbe software.

« Send an entire packet to ComProbe software.
« Send a single byte to ComProbe software.

All applications that send data to ComProbe software via Live Import use the first two functions. Usually only one
of the two Send functions is used by a particular application. When ComProbe software receives data from the
application via Live Import, the data is treated just as if it had been captured on a Frontline ComProbe sniffer. The
entire protocol stack is fully decoded.

With Virtual sniffing the data can literally be coming from anywhere. ComProbe software does not care if the data
being analyzed is being captured on the machine where ComProbe software is running or if the data is being
captured remotely and passed into ComProbe software over an Internet connection.

B.5.7 Virtual Sniffing and Bluetooth Stack Vendors

As the complexity of the Bluetooth protocol stack increases Bluetooth stack vendors are realizing that their
customers require the use of a powerful Bluetooth protocol analyzer. Even if the stack vendor’s stack is bug free,
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there are interoperability issues that must be dealt with.

The homegrown hex dumps and trace tools from the early days of Bluetooth just are not good enough anymore.
And building a good protocol analyzer is not easy. So stack vendors are partnering with Frontline. This permits the
stack vendors to concentrate of improving their stack.

The typical Bluetooth stack vendor provides a Windows-based SDK. The stack vendor interfaces their SDK to
ComProbe software by adding a very small amount of code to the SDK, somewhere in the transport area, right
about in the same place that HCI data is sent to the Host Controller.

If ComProbe software is installed on the PC and the Virtual sniffer is running then the data will be captured and
decoded by ComProbe software, in real-time. If ComProbe software is not installed or the Virtual sniffer is not
running then no harm is done. Virtual sniffing is totally passive and has no impact on the behavior of the SDK.

One Frontline stack vendor partner feels so strongly about ComProbe software that not only have they built
Virtual sniffing support in their SDK, but they have made ComProbe software an integral part of their product
offering. They are actively encouraging all customers on a worldwide basis to adopt ComProbe software as their
protocol analysis solution.

B.5.8 Case Studies: Virtual Sniffing and Bluetooth Mobile Phone Makers
Case Study # 1

A Bluetooth mobile phone maker had been using a homemade HCl trace tool to debug the link between the Host
CPU in the phone the Bluetooth chip. They also were using an air sniffer. They replaced their entire sniffing setup
by moving to ComProbe software.

In the original test setup the Host CPU in the phone would send debug messages and HCI data over a serial link. A
program running on a PC logged the output from the Host CPU. To implement the new system using Virtual
sniffing, a small change was made to the PC logging program and it now sends the data to ComProbe software
using the Live Import API. The HCl traffic is fully decoded and the debug messages are decoded as well.

The decoder for the debug messages was written using ComProbe software’s DecoderScript feature.
DecoderScript allows ComProbe software user to write custom decodes and to modify decodes supplied with
ComProbe software. DecoderScript is supplied as a standard part of ComProbe software. In this case, the
customer also created a custom decoder for HCI Vendor Extensions.

The air sniffer that was formerly used has been replaced by the standard ComProbe software air sniffer.
Case Study # 2

A second Bluetooth mobile phone maker plans to use Virtual sniffing in conjunction with a Linux-based custom
test platform they have developed. Currently they capture serial HCl traffic on their Linux system and use a set of
homegrown utilities to decode the captured data.

They plan to send the captured serial HClI traffic out of the Linux system using TCP/IP over Ethernet. Over on the
PC running ComProbe software they will use a simple TCP/IP listening program to bring the data into the PC and
this program will hand the data off to ComProbe software using the Live Import API.

B.5.9 Virtual Sniffing and You

If you are a Bluetooth stack vendor, a Bluetooth chip maker, or a maker of any other products where integrating
your product with ComProbe software’s Virtual sniffing is of interest please contact Frontline to discuss your
requirements. There are numerous approaches that we can use to structure a partnership program with you. We
believe that a partnership with Frontline is an easy and cost-effective way for you to add value to your product
offering.
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If you are end customer and you want to take advantage of Virtual sniffing, all you need to do is buy any Frontline
Bluetooth product. Virtually sniffing comes standard with product.
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